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Visible light is a proper spectrum for secure wireless communications because of its high directivity and
impermeability in indoor scenarios. However, if an eavesdropper is located very close to a legitimate re-
ceiver, secure communications become highly risky. In this paper, to further increase the level of security
of visible light communication (VLC) and increase its resilience against to malicious attacks, we propose
to capitalize on the recently synthesized gold nanoparticles (GNPs) with chiroptical properties for circu-
larly polarized light resulting the phase retardation that interacts with the linear polarizer angle. GNP
plates made by judiciously stacking many GNPs perform as physical secret keys. Transmitters send both
the intended symbol and artificial noise to exploit the channel variation effect by the GNP plates, which
is highly effective when an eavesdropper is closely located to the legitimate receiver. A new VLC chan-
nel model is first developed by representing the effect of GNP plates and linear polarizers in the circular
polarization domain. Based on the new channel model, the angles of linear polarizers at the transmitters
and legitimate receiver are optimized considering the effect of GNP plates to increase the secrecy rate
in wiretapping scenarios. Simulations verify that when the transmitters are equipped with GNP plates,
even if the eavesdropper is located right next to the legitimate receiver, insightful results on the physi-
cal layer security metrics are gained as follows: 1) the secrecy rate is significantly improved and 2) the
symbol error rate gap between the legitimate receiver and eavesdropper becomes much larger due to the
chiroptical properties of GNP plates.

http://dx.doi.org/10.1364/ao.XX.XXXXXX

1. INTRODUCTION

Future wireless communication systems require high data rate,
ultra-reliability, and low latency to satisfy the needs of ad-
vanced applications while available spectrum is limited. For
short range communications, one of the candidates to fulfill
these requirements is a visible light communication (VLC) sys-
tem that usually exploits light emitting diodes (LEDs) as trans-
mitters, and photodiodes (PDs) as receivers [1, 2]. In VLC sys-
tems, the shortage of spectrum is not an issue due to the ex-
tremely high frequency, i.e., about 400 to 790 THz, of visible
light. Moreover, the inherent directivity and impermeability
of VLC signals prevent information leakage, which enhance
the secrecy rate compared to the wireless communication sys-
tems using radio frequency (RF) bands [3, 4]. Due to these
advantages, beyond fifth generation (5G) or sixth generation
(6G) networks aim to achieve high physical layer security by
adopting the visible spectrum [5–7]. There are additional ben-

efits for the VLC systems such as low implementation cost
by using existing infrastructure, and dual function of illumi-
nation/communications with low power consumption using
LEDs [8].

A. Technical Literature Review

Various works have been studied for precoding techniques in
VLC systems to enhance the physical layer security. In [9], the
artificial noise was added to zero-forcing (ZF) precoder to im-
prove the secrecy rate. A signal-to-interference-plus-noise ra-
tio (SINR) maximization problem was performed by optimiz-
ing simultaneous beamforming and jamming to avoid wiretap-
ping with a randomly located eavesdropper (Eve) in [10]. In
[11], a ZF beamformer was designed to minimize secrecy out-
age probability with the signal-to-noise ratio (SNR) constraint
for a legitimate receiver (Bob) by sampling the SNR space. A
robust precoding for VLC systems using imperfect location in-
formation of Eve was proposed to guarantee the secrecy rate in
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[12]. In [13], the transmit beamformers were designed to maxi-
mize the achievable secrecy rate considering the imperfect chan-
nel information, and channel mismatch. Robust secure beam-
forming was developed in simultaneous lightwave information
and power transfer (SLIPT) VLC networks to support energy-
limited users with a nonlinear energy harvesting model in [14].
A hybrid system combining RF and VLC was proposed to max-
imize the sum secrecy rate of multi-users using joint precoding
and user association in [15]. In [16], the inter-symbol interfer-
ence generated by reflections was compensated by the ZF and
artificial noise beamformers with the knowledge of Eve’s chan-
nel state information (CSI). In [17–19], quantum key distribu-
tion (QKD) protocols led to high secret key rates by considering
limitations on Eve’s power collection ability and implementing
exclusion zones around Bob.

Recently, intelligent reflecting surface (IRS) has been used in
VLC systems to improve security by exploiting the advantages
of IRS, e.g., the power of creating favorable multi-paths, low
power consumption, and coverage extension. An IRS-aided
VLC system was designed to improve the physical layer secu-
rity by making the signals toward Eve weak using the IRS reflec-
tions in [20]. In [21], an IRS was adopted to increase the secrecy
rate with an iterative Kuhn-Munkres algorithm in a multi-user
situation. In [22], the beamforming weights at LEDs and IRSs
were optimized to achieve high secrecy capacity by using deep
reinforcement learning.

There also have been many works to improve the secrecy
rate of VLC systems by developing modulation schemes. In
[23], a constellation design based on generalized space shift
keying (GSSK) was proposed to minimize the bit error rates
(BERs) of legitimate receivers simultaneously degrading Eve’s
BER performance. Secrecy rate bounds were derived in [24]
to better exploit spatial modulation that activates one transmit-
ter at each time. A novel modulation technique modified from
multiple pulse position modulation (MPPM) was proposed in
[25] to provide secure Internet of Things (IoT) connectivity. In
[26], pairwise coding (PC)-based multiband carrierless ampli-
tude and phase (mCAP) modulation with chaotic dual-mode in-
dex modulation (DM) was developed for secure VLC systems.

B. Motivation

Most of previous works did not put much attention to the polar-
ization of visible light though. In [27–30], linear polarizers were
used to generate the orthogonally polarized light with either 0◦

or 90◦ degrees to mitigate mutual interference. In [31], polar-
ization division multiplexing (PDM) was developed by repre-
senting the polarization states as the Stokes vectors and detect-
ing the polarization using polarimeters. In [32], a hybrid wave-
length division multiplexing (WDM) and PDM system was sug-
gested to achieve high capacity by using compressed return to
zero advanced modulation.

Motivated by the advancements for PDM discussed in [31,
32], which increased the achievable rates, we propose judi-
ciously exploiting the polarization of visible light to enhance
the physical layer security. The detection of polarization using
polarimeters in [31], however, is not appropriate for wireless
communications since the rotation rate of waveplate in the po-
larimeter is too slow compared to a symbol period [33]. For
practicality, we need to design a secure VLC system incorporat-
ing the polarization by only adopting PDs as the receivers.

C. Our Contributions

In this paper, we propose a gold nanoparticle (GNP)-
empowered secure VLC system with linear polarizers for in-
door environments. The GNPs have chiroptical properties that
can yield different circular dichroism (CD) and optical rotatory
dispersion (ORD) for the incident light, which denote the ef-
fects of differential absorption and refraction for left circularly
polarized (LCP) and right circularly polarized (RCP) light, by
controlling the type, pattern, and size of GNPs [34].

The main contributions of our paper are summarized as fol-
lows.

• We first derive the effects of GNP plate, which is a panel
composed of GNPs, and linear polarizer in the circular po-
larization (CP) domain.

• The overall VLC channel model including the effects of
GNP plates and linear polarizers is derived when each
transmitter is equipped with a GNP plate, a linear polar-
izer, and an LED, and a receiver is equipped with a linear
polarizer and a PD.

• The angles of linear polarizers at the transmitters and Bob
are optimized to improve the secrecy rates without the
knowledge of Eve in indoor eavesdropping scenarios.

• It is numerically verified that the proposed GNP-
empowered VLC system can significantly improve the se-
crecy rate, and symbol error rate (SER) metrics in particular
for the locations near Bob.

Since this is the very first work proposing to exploit the
GNPs for VLC systems, our work is corroborated by simu-
lation results following the same steps as the development
of other wireless communication technologies, e.g., multiple-
input multiple-output (MIMO) systems [35, 36], IRSs [37–39],
or satellite communications [40, 41]. We plan to perform real
experiments to physically verify the effectiveness of proposed
GNP-empowered VLC system in the near future.

Note that, although the GNPs require gold to fabricate, the
cost can be quite affordable. For a GNP plate with 1 cm × 1
cm size and hexagonal pattern, the total volume of GNPs in the

plate can be obtained as Vtot = Atot
Ahex

NhexVGNP where Atot =

1 cm2 is the total area of the plate, Ahex = 12
√

3 × 10−14 m2 is
the area of a hexagon, Nhex = 3 is the number of GNPs in a
hexagon, and VGNP = (200 nm)3 is the volume of a GNP. Using
Vtot, the density of gold, and the price of gold per one gram, this
GNP plate production cost becomes just 1.17 cents. Therefore,
the mass production of GNPs would be possible, making the
GNP-empowered VLC system feasible. For more details of the
fabrication of GNP plate, we refer to the section “Methods" in
[42], which specifically elaborates the synthesis of GNPs and
fabrication process of GNP plate.

This paper is organized as follows. In Section 2, we first
show the overall structure of GNP-empowered VLC system
and present the chiroptical properties of GNPs and then derive
the effective VLC channel model of GNP-empowered system.
Taking this model into account, we optimize the linear polar-
izer angles at the transmitters and Bob to improve the perfor-
mance and design the precoders for intended symbol and arti-
ficial noise in Section 3. In Section 4, we show the performance
improvement with respect to the secrecy rate and SER when us-
ing GNP-empowered VLC system in indoor scenarios via sim-
ulation results. Finally, we conclude the paper in Section 5.
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Fig. 1. The conceptual figure of proposed GNP-empowered VLC system.

Fig. 2. The VLC channel paths between a transmitter and a
receiver generated by WiThRay [43].

Notation: a, a, and A denote a scalar, vector, and matrix. |a|
and ∠a denote the magnitude and angle of a. ‖a‖ represents
the Euclidean norm of a. (·)T, (·)∗, (·)−1, and (·)† are the trans-
pose, complex conjugate, inverse, and pseudo inverse. A nor-
mal distribution with mean µ and variance σ2 is denoted as
N (µ, σ2). R+ represents the set of positive real numbers. 1N ,
0M×N, and IN denote the N × 1 all-ones vector, all-zeros matrix
with the size M × N, and identity matrix with the size N × N.
Re(·) and Im(·) are the operations extracting the real and imag-
inary parts of a given complex number. The Kronecker and
Hadamard products of a and b are represented as a ⊗ b and
a ⊙ b. max(a, b) is the max function that returns the largest
value between a and b. diag(·) denotes the diagonal matrix.
E {·} and N (·) are the expectation and null space operators.
f ′(·) and f ′′(·) denote the first and second derivatives of a func-
tion f (·).

2. SYSTEM MODEL

We focus on an indoor GNP-empowered VLC system with
Nt transmitters located separately, the legitimate receiver Bob,
and a randomly located eavesdropper Eve.1 The transmitters
are uniformly located on the ceiling, and each transmitter is
equipped with a GNP plate, a linear polarizer, and an LED,
while Bob and Eve are both equipped with only a linear po-
larizer and a PD. Fig. 1 shows the concept of proposed GNP-

1While we focus only on the single Eve case in this section for simplicity, we
consider multiple Eves for numerical studies in Section 4.

Table 1. List of important parameters.

Parameter Description

gmn the n-th path-loss of VLC channel

between the m-th LED and a PD

IDC DC bias

a{L,R} absorption factors for LCP and RCP light

ā{L,R} transmittance for LCP and RCP light

∆ϕ difference of phase retardation

between LCP and RCP light

θm linear polarizer angle at the m-th transmitter

θ{B,E} linear polarizer angles at Bob/Eve

ϑ{B,E},n phases of the n-th path

due to the propagation delay for Bob/Eve

ζ current-to-light conversion efficiency

η PD’s responsivity

(sI, sa) intended symbol and artificial noise

(w, Wa) precoders for s and sa

empowered VLC system. The GNP plates work as physical se-
cret keys; therefore, the proposed system is a hybrid scheme of
using both artificial noise and physical secret key to enhance
secrecy performance.

Due to the strong directivity of signals in the visible light
spectrum, the line-of-sight (LOS) path has larger gain compared
to the strongest non-LOS (NLOS) path, i.e., the first reflected
path [44–46]. In [47], the average sum rate of VLC system with
the LOS blockage is sharply declined. We, however, take into ac-
count the NLOS paths as well to consider a realistic VLC chan-
nel, which is generated using a versatile ray-tracing simulator
(WiThRay) [43]. The VLC channel paths between a transmit-
ter and a receiver are depicted in Fig. 2. The parameters used
throughout this paper are listed in TABLE I.
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Fig. 3. The chiroptical properties of GNP plates depending on
the different sizes with the same pattern.

Fig. 4. The chiroptical properties of GNP plates with respect to
the different patterns with the same size. The pitch means the
gap between adjacent GNPs.

A. GNP Properties

We first explain some important chiroptical properties of GNP
that vary the polarization of visible light in this section. The chi-
roptical properties of GNPs are the CD and ORD, which are the
differential absorption and refraction of LCP and RCP light [48].
The differential refraction caused by the GNPs results in dif-
ferential phase retardation between the incident LCP and RCP
light. A GNP plate, which can be fabricated with a low cost,
is made by judiciously stacking GNPs with different types and
sizes [48]. This elaborated arrangement of GNPs makes it possi-
ble to precisely control the amplitudes and phases of outgoing
LCP and RCP light. In the CP domain, the chiroptical properties
of GNP plate for the polarized incident light can be represented
as

N =





√
1 − aL 0

0
√

1 − aRej∆ϕ



 =





√
āL 0

0
√

āRej∆ϕ



 , (1)

where aL and aR are the absorption factors (i.e., āL and āR are
the transmittance) for the LCP and RCP light with the range of
[0, 1], and ∆ϕ is the difference of phase retardation between the
LCP and RCP light. Figs. 3 and 4, which are obtained by mea-
suring the visible light passing through the GNP plates with the
same procedure in [48], show the CD and ORD for GNP plates
with distinct sizes of GNPs and patterns of GNP plate. It is clear
from the figures that, by using different sizes of GNPs and pat-
terns of GNP plate, the CD and ORD significantly change with
the wavelength of visible light [42].

Next, we transform the GNP properties specified in the
Stokes vector to the Jones vector to handle the VLC signals in
the CP domain. Note that the Jones vector provides a straight-
forward representation for signals, but just for the fully polar-
ized light while the Stokes vector spans the space of all the pos-

sible polarization states of electromagnetic radiation including
unpolarized and partially polarized light as well as the fully po-
larized light. Thus, we also use the Stokes vector representation
to describe the unpolarized transmit signal radiated from LEDs
in Section 2.B.

The Stokes vector, which is associated with the intensity and
polarization ellipse parameters of light, indicates the polariza-

tion state of electromagnetic field. The Jones vector
[

Ex Ey

]T

represents the polarization of light as transverse waves. The
Stokes vector has the relation with the Jones vector as [33, 49]

















I

Ip cos(2χ1) cos(2χ2)

Ip sin(2χ1) cos(2χ2)

Ip sin(2χ2)

















=

















|Ex|2 + |Ey|2

|Ex|2 − |Ey|2

2Re(ExE∗
y)

−2Im(ExE∗
y)

















, (2)

where I is the total intensity of light, p is the degree of polariza-
tion for the state of polarization, e.g., completely polarized, par-
tially polarized, and unpolarized, χ1 and χ2 denote the ORD
and CD, and Ex and Ey are the complex amplitudes of Jones
vector in the linear domain, i.e., the Cartesian coordinates. By
using this relation, we can define the transformer J {·} from
the Stokes vector into the Jones vector as

J















































|Ex|2 + |Ey|2

|Ex|2 − |Ey|2

2Re(ExE∗
y)

−2Im(ExE∗
y)















































=





Ex

Ey



 . (3)

The LCP and RCP complex amplitudes EL and ER can be ob-
tained using the transformation matrix TL→C for Ex and Ey in
(3) as





EL

ER



 = TL→C





Ex

Ey



 , TL→C =
1√
2





1 −j

1 j



 . (4)

Note that the parameters related to the GNP properties in (1)
can be extracted from measurements. For example, by measur-
ing the linearly polarized light with 0◦ degree passed through
a specific GNP, the LCP and RCP complex amplitudes of this
GNP E′

L and E′
R are first obtained. With these values, the GNP

properties in (1) can be extracted from the relation [48]




E′
L

E′
R



 = N





1

1



 . (5)

B. Effective Channel Modeling

In this subsection, we elaborate the signal and effective chan-
nel models including the effects of GNP plates and linear po-
larizers. In the scenarios of interest, Nt LEDs that work as the
transmitters transmit direct current (DC)-biased signals, which
are composed with the intended symbol for Bob and the artifi-
cial noise to disguise Eve. The DC bias is necessary to obtain
positive real-valued transmit signals after applying real-valued
precoding techniques [50]. The real-valued symbol modulated
transmit signals with the DC bias from the LEDs are repre-
sented as

x = ζPTX(IDC1Nt
+ s),

s = wsI +
1

Nt
Wasa, (6)
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where ζ is the current-to-light conversion efficiency, PTX is the
optical power at the LED, IDC ∈ R+ is the DC bias to satisfy
|s| � IDC1Nt

with the precoded symbol s, and w and Wa are
the precoders for the intended symbol sI and the artificial noise
sa, respectively, with the constraint such that E

{|sm|2
} ≤ 1.

We randomly obtain the artificial noise sa among symbols dif-
ferent from the intended symbol sI within the constellation set.
In (6), xm , the m-th component of x, represents the intensity of
unpolarized transmit signal radiated from the m-th LED, which
corresponds to I = xm and p = 0 in (2). Thus, xm is represented
using the Stokes vector as [51]

xS,m =

















xm

0

0

0

















. (7)

To increase the secrecy rate by the phase retardation effect
of GNP plates, we employ commercially available linear polar-
izers that can control the phase retardation of light in the CP
domain. The linear polarizer with the angle θ in the linear do-
main is well represented as the Jones matrix

Lxy(θ) =





cos2(θ) cos(θ)sin(θ)

cos(θ)sin(θ) sin2(θ)



 . (8)

We need the linear polarizer representation in the CP domain
to derive the overall channel model with the GNP plates. From
the fact that the linear polarization in the CP domain after the
transformation by TL→C equals to the transformation by TL→C

after linear polarization in the linear domain, the linear polar-
izer in the CP domain is derived as

LLR(θ) = TL→CLxy(θ)T
−1
L→C =

1

2





1 e−j2θ

ej2θ 1



 , (9)

which retards the RCP light by 2θ with respect to the LCP light.
We also need to obtain the Müller matrix of linear polarizer in
the linear domain to express the Stokes vectors of transmit sig-
nals having the unpolarized state as in (7) since the Jones calcu-
lus only deals with the polarized light. The Jones matrix can be
transformed into the Müller matrix as [52]

M = TJ→M(J ⊗ J∗)T−1
J→M (10)

with

TJ→M =

















1 0 0 1

1 0 0 −1

0 1 1 0

0 j −j 0

















, (11)

where J is an arbitrary Jones matrix. Using the Jones matrix of
linear polarizer in (8) and the transformation in (10), the Müller
matrix of linear polarizer with the angle θ in the linear domain

is given as

LM
xy(θ) =

1

2

















1 cos(2θ) sin(2θ) 0

cos(2θ) cos2(2θ) sin(2θ)cos(2θ) 0

sin(2θ) sin(2θ)cos(2θ) sin2(2θ) 0

0 0 0 0

















.

(12)

Using (7) and (12), the transmit signal after passing through the
linear polarizer with the angle θm at the m-th transmitter is de-
noted as

LM
xy(θm)xS,m =

xm

2

















1

cos(2θm)

sin(2θm)

0

















. (13)

The wireless channel model consisting of GNP plates, path-
loss by the VLC geometry, and linear polarizer at the receiver
can be represented in the CP domain by taking the propagation
delay into account as

H̃C =
NNLOS

∑
n=0

1

2





INt
e−j2θC INt

ej2θC INt
INt





×




GC,ndiag(ejϑC,n)ĀL,C,n 0Nt×Nt

0Nt×Nt
GC,ndiag(ejϑC,n)ĀR,C,n



 (14)

with

ĀL,C,n = diag(āL,C,n),

ĀR,C,n = diag(āR,C,n ⊙ ej∆ϕC,n). (15)

In (14) and (15), C ∈ {B, E} with B and E denoting Bob and
Eve, θC is the linear polarizer angle at the receiver, the 0-th
path is for the LOS path, NNLOS is the number of NLOS paths
obtained through a single reflection, GC,n = diag(gC,n) with

gC,n =
[√

gC,1n, · · · ,
√

gC,Ntn

]T
where gC,mn is the n-th path-

loss gmn for C, ϑC,n = [ϑC,1n, · · · , ϑC,Ntn]
T with ϑC,mn denot-

ing the phase of the n-th path due to the propagation delay for
C, and āL,C,n, āR,C,n, and ∆ϕC,n are the transmittance and the
phase retardation differences for the LCP and RCP light of the
n-th path toward C, which are obtained from (5).

The received signals before arriving at the PD are





rL,C

rR,C



 = H̃C

































[TL→CJ
{

LM
xy(θ1)xS,1

}

]L
...

[TL→CJ
{

LM
xy(θNt

)xS,Nt

}

]L

[TL→CJ
{

LM
xy(θ1)xS,1

}

]R
...

[TL→CJ
{

LM
xy(θNt

)xS,Nt

}

]R

































, (16)

where J {·} is the transformer defined in (3), and
[·]{L,R} denotes the LCP or RCP component. In (16),

TL→CJ
{

LM
xy(θm)xS,m

}

is simply given as

TL→CJ
{

LM
xy(θm)xS,m

}

=

√
xm

2





e−jθm

ejθm



 . (17)
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yC =
η

16

Nt

∑
m=1

NNLOS

∑
n=0

gC,mnxm

(

∣

∣

∣

√

āL,C,mnej(ϑC,mn−θm) +
√

āR,C,mnej(ϑC,mn−2θC+θm+∆ϕC,mn)
∣

∣

∣

2

+
∣

∣

∣

√

āL,C,mnej(ϑC,mn+2θC−θm) +
√

āR,C,mnej(ϑC,mn+θm+∆ϕC,mn)
∣

∣

∣

2
)

+ zC

=
η

8

Nt

∑
m=1

NNLOS

∑
n=0

gC,mnxm

(

āL,C,mn + āR,C,mn + 2
√

āL,C,mnāR,C,mncos(2θC − 2θm − ∆ϕC,mn)

)

+ zC

=
η

8

Nt

∑
m=1

heff,C,mxm + zC =
η

8
hT

eff,Cx + zC (20)

Using (17), the received signals from the m-th transmitter in the
CP domain rL,C,m and rR,C,m, which are the m-th components
of rL,C and rR,C in (16), before arriving at the PD can be repre-
sented as

rL,C,m =
NNLOS

∑
n=0

√
gC,mnxm

4

(

√

āL,C,mnej(ϑC,mn−θm)

+
√

āR,C,mnej(ϑC,mn−2θC+θm+∆ϕC,mn)
)

,

rR,C,m =
NNLOS

∑
n=0

√
gC,mnxm

4

(

√

āL,C,mnej(ϑC,mn+2θC−θm)

+
√

āR,C,mnej(ϑC,mn+θm+∆ϕC,mn)
)

. (18)

Since the PD can measure only the intensity of signals [53], the
received signal at the PD is represented as

yC = η
Nt

∑
m=1

(

|rL,C,m|2 + |rR,C,m|2
)

+ zC, (19)

where η is the PD’s responsivity, and zC ∼ N (0, σ2
t ) is the ther-

mal noise at the PD [44]. Using (18) for (19), the received signal
at the PD is shown in (20) at the top of this page, where heff,C,m

is given as

heff,C,m =
NNLOS

∑
n=0

gC,mn

(

āL,C,mn + āR,C,mn

+ 2
√

āL,C,mnāR,C,mncos(2θC − 2θm − ∆ϕC,mn)

)

, (21)

which is the effective channel including the effects of path-loss,
linear polarizers, and GNP plates. The received signal model in
(20) clearly shows that the phase ϑC,mn due to the propagation
delay in (14) has no impact on the received signal at the PD.
The final received signal model after eliminating the DC bias is
represented as

ỹC = ρhT
eff,C

(

ws +
1

Nt
Wasa

)

+ zC, (22)

where ρ =
ηζPTX

8 .

3. PRECODER DESIGN AND LINEAR POLARIZER AN-

GLE OPTIMIZATION

A. Precoder design

While some works, e.g., [11, 12], are based on the assumption
that the transmitters know the information of location and chan-
nel of Eve, we design the precoders w and Wa with respect to

the effective channel of Bob heff,B since the information of lo-
cation and channel of Eve cannot be known at the transmitters.
To maximize the SINR of Bob, the precoders w and Wa for the
intended symbol and the artificial noise are chosen as

w =
heff,B

‖heff,B‖
,

Wa = INt
− heff,Bh†

eff,B, (23)

where Wa is the orthogonal projection matrix with respect to
heff,B. From (23), it is clear that the maximum ratio transmission
(MRT) precoder is used for the intended symbol to maximize
the received power by aligning the phases of heff,B as

hT
eff,Bw = ‖heff,B‖, (24)

which is also called as matched filter or coherent combining.
The ZF precoder is used for the artificial noise, which projects
the artificial noise on the nullspace of heff,B to minimize its im-
pact to Bob while the artificial noise works as interference for
Eve as

hT
eff,BWa = 0T,

hT
eff,EWa = hT

eff,E − hT
eff,Eheff,Bh†

eff,B 6= 0T. (25)

B. Linear polarizer angle optimization

The SINRs of Bob and Eve are highly affected from the angles
of linear polarizers. In the angle optimization, we consider the
effective channels to verify the feasibility of GNP plates in the
wiretapping scenarios. We first optimize the linear polarizer an-
gles at the LEDs θm to minimize the effective channel of Eve. It
will be clear, however, that the optimized linear polarizer an-
gles are independent of the instantaneous effective channel of
Eve, which makes the proposed solution highly practical. Then,
the linear polarizer angle at Bob θB is obtained to maximize the
effective channel of Bob with the optimized angles at the trans-
mitters.

Under the use of precoders w and Wa, we need to obtain
optimized linear polarizer angles at the transmitters θ and Bob
θB to maximize the secrecy rate. The SINRs at Bob and Eve can
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be represented as

SINRB =
ρ2hT

eff,BwwTheff,B

σ2
t

=
ρ2‖heff,B‖2

σ2
t

,

SINRE =
ρ2hT

eff,EwwTheff,E

ρ2

N2
t

hT
eff,EWaWT

a heff,E + σ2
t

=
N2

t






hT
eff,E






I+

N2
t σ2

t
ρ2

‖heff,E‖2 I






heff,E

hT
eff,Eheff,BhT

eff,Bheff,E
− 1







=
N2

t
1

f (heff,B,heff,E)
− 1

, (26)

where

f (heff,B, heff,E) =
hT

eff,Eheff,BhT
eff,Bheff,E

hT
eff,E



I +

N2
t σ2

t
ρ2

‖heff,E‖2 I



heff,E

. (27)

According to (26), ‖heff,B‖2 should be maximized to enhance
SINRB while f (heff,B, heff,E) needs to be minimized to degrade

SINRE. Simultaneously maximizing ‖heff,B‖2 and minimizing
f (heff,B, heff,E), however, is not possible in general. Therefore,
we take a more practical approach in the following. Note that
the components of heff,E are independent of each other due to
the receiving mechanism of PD that measures each intensity of
received signal as in (19). Assuming the angle of linear polar-
izer at Eve as θE = 0 (because this information cannot be known
at the transmitters), the optimization problem to minimize the
effective channel of Eve is represented as

min
θm

‖heff,E‖2

s.t. − π

2
≤ θm ≤ π

2
∀m, (28)

which is represented using (21) as

min
θ1,··· ,θNt

fE(θ1, · · · , θNt
)

=
Nt

∑
m=1

NNLOS

∑
n=0

gE,mncos(2θm + ∆ϕE,mn)

×
(

cos(2θm + ∆ϕE,mn) +

√

āL,E,mn

āR,E,mn
+

√

āR,E,mn

āL,E,mn

)

s.t. − π

2
≤ θm ≤ π

2
∀m. (29)

We first obtain stationary points of the objective function in (29)
by solving f ′E(θ1, · · · , θNt

) = 0 as

f ′E(θ1, · · · , θNt
) = −

Nt

∑
m=1

NNLOS

∑
n=0

2gE,mn sin(2θm + ∆ϕE,mn)

×
(

2 cos(2θm + ∆ϕE,mn) + uE,mn

)

= 0, (30)

where uE,mn =
√

āL,E,mn

āR,E,mn
+

√

āR,E,mn

āL,E,mn
> 2 is self-evident for

āL,E,mn 6= āR,E,mn, which always holds for GNPs with the chi-
roptical properties. Therefore, the stationary points are the an-

gles that satisfy ∑
NNLOS

n=0 g̃E,mn(θm)sin(2θm + ∆ϕE,mn) = 0 with

g̃E,mn(θm) = gE,mn

(

2 cos(2θm + ∆ϕE,mn) + uE,mn

)

. The solu-

tion, however, requires to have the exact value of the difference

of phase retardation of Eve ∆ϕE,mn, which is a function of the
location of Eve. To have a practical, but suboptimal, solution,
we set

θ∗ ≈
(

kπ

2
− E {∆ϕE,mn}

2

)

1Nt
= θ∗1Nt

, (31)

since the m-th element of optimal solution θ∗opt can be obtained

from the i-th iteration satisfying ‖θi
opt,m − θi−1

opt,m‖ < ǫ with an

arbitrary small value ǫ as

θi
opt,m =

kπ

2
+

1

2
∠

√

√

√

√

∑
NNLOS

n=0 g̃E,mn(θ
i−1
opt,m)e

−j∆ϕE,mn

∑
NNLOS

n=0 g̃E,mn(θ
i−1
opt,m)e

j∆ϕE,mn

(a)
≈ kπ

2
+

1

2
∠

√

√

√

√

g̃E,m0(θ
i−1
opt,m)e

−j∆ϕE,m0

g̃E,m0(θ
i−1
opt,m)e

j∆ϕE,m0

=
kπ

2
− ∆ϕE,m0

2
(b)
≈ kπ

2
− E {∆ϕE,mn}

2
, (32)

where k is an integer that satisfies the constraints in (29) and
f ′′E (θ

∗ , · · · , θ∗) > 0. In (32), (a) is from the fact that the LOS
component has much larger channel gain compared to other
NLOS components [44–46], and (b) is due to the unknown lo-
cation of Eve, i.e., assuming the difference of phase retardation
∆ϕE,mn lies in the range of [∆ϕL, ∆ϕU] with the lower bound

∆ϕL and the upper bound ∆ϕU, we set E {∆ϕE,mn} =
∆ϕL+∆ϕU

2
to minimize the difference in average sense between the sub-
optimal solution θ∗ and the optimal solution θ∗opt. In Section
4, we verify that the gap between secrecy rates when using the
suboptimal solution and the optimal one is negligible.

Because of the narrow range of [∆ϕL, ∆ϕU] as shown in [48],
it is reasonable to assume

|kπ| ≫ |E {∆ϕE,mn} − ∆ϕE,mn| for k 6= 0 ∀m, n. (33)

Then, the second derivative of fE(θ1, · · · , θNt
) can be approxi-

mated as

f ′′E (θ
∗ , · · · , θ∗) = −

Nt

∑
m=1

NNLOS

∑
n=0

gE,mn

×
(

8 cos(2kπ − 2E {∆ϕE,mn}+ 2∆ϕE,mn)

+ 4 cos(kπ − E {∆ϕE,mn}+ ∆ϕE,mn)uE,mn

)

≈ −
Nt

∑
m=1

NNLOS

∑
n=0

(

8 + 4(−1)kuE,mn

)

. (34)

Note that k = 1 makes f ′′E (θ
∗ , · · · , θ∗) > 0 due to uE,mn > 2 for

āL,E,mn 6= āR,E,mn. Thus, a specific suboptimal linear polarizer
angle can be obtained by plugging in k = 1 into (31) as

θ∗ =
π

2
− E {∆ϕE,mn}

2
. (35)

With θ∗ obtained in (35), the linear polarizer angle at Bob θB

can be optimized as

max
θB

‖heff,B‖2

s.t. − π

2
≤ θB ≤ π

2
, (36)
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(a) : −
Nt

∑
m=1

NNLOS

∑
n=0

2gB,mn sin(θ̃B − ∆ϕB,mn)
(

2 cos(θ̃B − ∆ϕB,mn) + uB,mn

)

= 0

(b) : A1 sin(θ̃B) cos(θ̃B) + A2(sin2(θ̃B)− cos2(θ̃B)) + A3 sin(θ̃B) + A4 cos(θ̃B) = 0

(c) : −jA1((t − t−1)(t + t−1))− A2((t − t−1)2 + (t + t−1)2)− j2A3(t − t−1) + 2A4(t + t−1) = 0

(d) : (−jA1 − 2A2)t
4 + (−j2A3 + 2A4)t

3 + (j2A3 + 2A4)t + jA1 − 2A2 = 0 (40)

A GNP plate

Polarized 

white light

Fig. 5. The channel variation effect by elaborated arrangement
of GNPs.

which can be represented in the same way of (29) as

max
θB

fB(θB) =
Nt

∑
m=1

NNLOS

∑
n=0

gB,mncos(ωB,mn)

×
(

cos(ωB,mn) +

√

āL,B,mn

āR,B,mn
+

√

āR,B,mn

āL,B,mn

)

s.t. − π

2
≤ θB ≤ π

2
(37)

with

ωB,mn = 2θB − 2θ∗ − ∆ϕB,mn

= 2θB − π + E {∆ϕE,mn} − ∆ϕB,mn. (38)

Similar to (30), the stationary points of fB(θB) are first obtained
by solving f ′B(θB) = 0 as

f ′B(θB) = −
Nt

∑
m=1

NNLOS

∑
n=0

2gB,mn sin(ωB,mn)

×
(

2 cos(ωB,mn) +

√

āL,B,mn

āR,B,mn
+

√

āR,B,mn

āL,B,mn

)

= 0. (39)

The solution of (39) can be obtained by solving the quadratic
equation as shown in (40) at the top of this page with the fol-

lowing variables:

θ̃B = 2θB − π + E {∆ϕE,mn} , t = ejθ̃B ,

uB,mn =

√

āL,B,mn

āR,B,mn
+

√

āR,B,mn

āL,B,mn
,

A1 =
Nt

∑
m=1

NNLOS

∑
n=0

gB,mn(2 cos2(∆ϕB,mn)− 2 sin2(∆ϕB,mn)),

A2 =
Nt

∑
m=1

NNLOS

∑
n=0

2gB,mn sin(∆ϕB,mn) cos(∆ϕB,mn),

A3 =
Nt

∑
m=1

NNLOS

∑
n=0

gB,mn cos(∆ϕB,mn)uB,mn,

A4 = −
Nt

∑
m=1

NNLOS

∑
n=0

gB,mn sin(∆ϕB,mn)uB,mn. (41)

In (40), the equation (b) is obtained from (a) using the difference
formulas of trigonometric functions sin(α − β) = sin α cos β −
cos α sin β and cos(α − β) = cos α cos β + sin α sin β, and the
equation (c) is derived from (b) by the definitions of trigonomet-
ric functions in terms of the complex exponentials as sin γ =
ejγ−e−jγ

j2 and cos γ = ejγ+e−jγ

2 . After straightforward, but tedious

derivations using the Cardano and Ferrari formulas [54], the
closed-form expression for the quadratic equation (40), t∗, can
be obtained, which is omitted because of its tedious expression.
With t∗, we have θ̃∗B = ∠t∗. Then, the linear polarizer angle at
Bob can be set as

θ∗B =
π − E {∆ϕE,mn}+ θ̃∗B

2
, (42)

which satisfies the constraint in (37) and f ′′B (θ
∗
B) < 0.

C. Analysis of proposed design

As shown in the previous subsections, the proposed GNP-
empowered VLC system does not require any knowledge of
Eve’s CSI or location compared to previous VLC systems [11,
12]. While [9] also adopted the artificial noise, as in our ap-
proach, in addition to the ZF precoder without any knowledge
of Eve’s CSI or location, [9] may not work well when Eve is
located near Bob since the effective channels of Bob and Eve be-
come quite similar. In our proposed GNP-empowered VLC sys-
tem, however, because the GNP plates at the transmitters can
make the channels to all directions different using their chirop-
tical properties, i.e., the channels vary significantly even with
small location variation thanks to the elaborated arrangement
of GNPs as in Fig. 5, exploiting the GNP plates would be a
good solution to increase the security at all possible locations.

4. SIMULATION RESULTS

We present simulation results considering indoor eavesdrop-
ping scenarios to evaluate the proposed GNP-empowered VLC
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Fig. 6. The gap between secrecy rates by the suboptimal solu-
tion in (31) and the optimal one.

system in this section. Even though we demonstrate the perfor-
mance of GNP-empowered VLC system by numerical simula-
tions without an experimental setup, the realistic parameter set-
ting from references assures the feasibility of GNP-empowered
VLC system. The size of indoor room is 20 m × 20 m, the num-
ber and locations of LEDs are Nt = 4 and (±2.2, ±2.2, 4) m, the
number of NLOS paths is NNLOS ∈ [204, 295] depending on the
location of Eve, and Bob and Eve are located in (0, 0, 1) m and (α,
β, 1) m for α and β with the range of −10 ≤ α, β ≤ 10. The rest
of simulation parameters are set as follows: the field of view
(FOV) FOV = π

2 , the area of PD APD = 1 cm2, the current-to-
light conversion efficiency ζ = 0.44 W/A, the PD’s responsivity
η = 0.54 A/W, the DC bias IDC = 3 A, and the thermal noise
variance σ2

t = −133.8 dBm [44, 55, 56]. From [48], the lower and
upper bounds of phase retardation difference are ∆ϕL = 0.6144
and ∆ϕU = 0.8308 in radian, and the absorption factors for the
signals toward Bob and Eve randomly generated in the ranges
of2 aL,B,mn ∈ [0.1, 0.11], aR,B,mn ∈ [0.25, 0.26], aL,E,mn ∈ [0.1, 0.4],
and aR,E,mn ∈ [0.25, 0.75]. We set the optical power PTX = 10
dBm.

We first consider the secrecy rate, i.e., the difference between
the achievable rates of Bob and Eve defined as

Rs = max(RB − RE, 0) (43)

with the achievable rates of Bob, RB, and Eve, RE, given as [57]

RB ≈ 1

2
log2

(

1 +
e

2π
· SINRB

)

,

RE ≈ 1

2
log2

(

1 +
e

2π
· SINRE

)

, (44)

where we simply assume the lower bound of capacity for VLC
channel as the achievable rate since the closed-form expression
for the exact capacity is unknown [58].

In Fig. 6, we first verify whether the suboptimal solution θ∗

in (31) is indeed effective. Fig. 6 shows a histogram for the gap
between secrecy rates depending on the averaged difference of

2Using multiple LEDs that have distinct phase retardation differences respect
to the GNP plate at each transmitter, the assumption of less absorption factors for
Bob than those for Eve seems to be reasonable since specific LEDs can be selected
at each transmitter based on Bob’s location such that the transmitted signals for
Bob passed through the GNPs are absorbed the least.

linear polarizer angles E

{

|θ∗ − θ∗opt|
}

whose maximum value

is about 2.4◦. The figure clearly shows that the gap is negligi-
ble even with the maximum polarizer angle difference, which
shows the effectiveness of the suboptimal solution θ∗.

With the suboptimal linear polarizer angles at the transmit-
ter θ∗, we now show the benefit of the GNP plates. Fig. 7
shows the secrecy rates depending on the location of Eve for
1) the VLC system using the precoding techniques with the ar-
tificial noise in [9] and 2) the proposed GNP-empowered VLC
system with different linear polarizer angles at Eve. The trans-
mitters of VLC system in [9] use the MRT precoder for in-
tended symbol and precoder constituted of bases in the null
space of3 g̃B as Wa ∈ N (g̃B) for artificial noise, where g̃B =
[

∑
NNLOS
n=0 gB,1n, · · · , ∑

NNLOS
n=0 gB,Ntn

]

.

In Fig. 7a, it is possible for [9] to obtain high secrecy rates
due to the artificial noise except the locations around Bob. This
result is because the artificial noise works as strong interference
to Eve. If Eve is close to Bob, however, the secrecy rate de-
creases significantly since the geometric channels of Bob and
Eve become quite similar to each other. In Fig. 7b, the pes-
simistic case of proposed GNP-empowered VLC system when
Eve can set the linear polarizer angle the same as Bob, which
is usually not possible in practice, shows reduced secrecy rates
compared to Fig. 7a due to the absorption factor and eaves-
dropping of θB. On the contrary, in Fig. 7c when Eve does not
know the polarizer angle of Bob and just set θE = 0, it is shown
that the proposed GNP-empowered VLC system can provide
high secrecy rates for all regions, even right next to Bob. Even
though Eve tries to eavesdrop the intended symbol by estimat-
ing the integration of linear polarizer angles at transmitters and
phase retardation for Eve with the exhaustive search, transmit-
ters and Bob also can vary the linear polarizer angles to prevent
eavesdropping. Fig. 7d shows that we still have high secrecy
rates even with a randomly selected θ and θB obtained by (42)
according to θ. These results clearly show that it is possible
to implement extremely secure VLC systems by exploiting the
GNP plates.4 The square lines at the edges of the room in Fig.
7 are generated by the effects of NLOS paths, which can either
enhance or attenuate the secrecy rates.

Fig. 8 shows the secrecy rates depending on the location of
Bob with (x m, 0 m, 1 m) for the fixed location of Eve at (−5
m, −5 m, 1 m). We compare four cases for the linear polarizer
angles at Bob and Eve (θB, θE). The gap between the secrecy
rates by the suboptimal solution of θB and the optimal one is
negligible as in Fig. 6 since it is determined by optimality of
θ. The secrecy rates vary with the location of Bob and notably
decrease for the unfavorable scenarios of θE = θB while high
secrecy rates are achieved thanks to the channel variation effect
of GNP plates for θE 6= θB.

In Fig. 9, we verify improved secrecy rates of proposed tech-
nique for a scenario with three Eves. Two Eves are located at
(-2, 0, 1) and (3, 4, 1) while the last Eve is randomly located. The
secrecy rate in Fig. 9 is obtained as

Rs = max (RB − RE,max, 0) , (45)

where RE,max denotes the maximum of Eves’ achievable rates.
We assume Eves located at (-2, 0, 1) and (3, 4, 1) set the linear

3While the proposed precoder design in Section 3.A is similar to [9], our pre-
coder exploits the effective channel heff,B while [9] relies on the geometric channel
g̃B to send the artificial noise.

4We also verified the VLC system in [9] and proposed VLC system have similar
secrecy rate performance tendency for a different number of LEDs.
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(a) (b)

(c) (d)

Fig. 7. The secrecy rate performances of (a) the VLC system in [9], (b) the GNP-empowered VLC system with θB in (42) and θE =

θB, (c) the GNP-empowered VLC system with θB in (42) and θE = 0, and (d) the GNP-empowered VLC system with θ = 4π
9 1Nt

6=
θ∗1Nt

, θB obtained by (42) according to θ, and θE = 0.

polarizer angles as θE,fixed,1 = 0 and θE,fixed,2 = θB, where one
Eve can eavesdrop the linear polarizer angle of Bob, while the
last Eve randomly located sets its angle as θE = 0. In Fig. 9a, the
VLC system in [9] has overall reduced secrecy rates compared
to Fig. 7a due to Eves located at (-2, 0, 1) and (3, 4, 1) that are
close to Bob. On the contrary, Fig. 9b shows high secrecy rates
for all region compared to Fig. 7c, which means even Eves lo-
cated near Bob are almost impossible to eavesdrop the intended
symbol. These results show that the GNP-empowered VLC sys-
tem outperforms the VLC system in [9] improving the secrecy
rates even with multiple Eves. In particular, the high secrecy
rates around Bob are due to the effect of channel variation by
the GNP plates.

Fig. 10 shows the SER depending on Eve’s locations where
the symbol detection at Bob and Eve is performed by the max-
imum likelihood (ML) detection with the full CSI, where the
intended symbol sI and artificial noise sa are randomly selected
from the 4-pulse amplitude modulation (PAM) constellation.
The SER is defined as

SER =
1

NI

NI

∑
i=1

I
(

|sI,i − ŝI,i|
)

, (46)

where I(v) is the indicator function giving 1 for v 6= 0 and 0 oth-
erwise, NI is the number of iteration, and (sI,i, ŝI,i) are the true
and detected intended symbols at the i-th iteration. In Fig. 10,
the SER plots clearly show the GNP-empowered VLC system
indicated as “Bob/Eve GNP” shows much larger SER gap com-
pared to the VLC system in [9] marked as “Bob/Eve [9]”. The
gap between the SERs of Bob is not large while the SERs for Eve
show huge difference since it is much difficult for Eve to detect
the intended symbol in the GNP-empowered VLC system. Be-
cause of the various arrangement of GNPs with different types,
patterns, and sizes inside the GNP plates, the channels for all
radiation directions are significantly different, making the arti-
ficial noise designed in Section 2.B highly effective to Eve. On
the contrary, the eavesdropping in the high SNR region is still
possible when using the technique of [9] even though Eve is
located far from Bob as in Fig. 10d.

Note that due to the absorption of GNP plates, the SER per-
formance of Bob in the GNP-empowered VLC system is de-
graded compared to that in the VLC system of [9], and the
enhanced physical layer security comes from the greater dete-
rioration in the SER performance of Eve. While the proposed
GNP-empowered VLC system makes it almost impossible for



Research Article 11

-10 -8 -6 -4 -2 0 2 4 6 8 10

x [m]

3

3.5

4

4.5

5

5.5

6

6.5
S

e
c
re

c
y
 r

a
te

 [
b
p
s
/H

z
]

opt. 
B

, 
E

=0

subopt. 
B

, 
E

=0

opt. 
B

, 
E

=
B

subopt. 
B

, 
E

=
B

Fig. 8. The secrecy rates depending on the location of Bob with
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Eve to detect the transmitted symbols with the cost of Bob’s SER
performance, the degradation is negligible in practice since the
practical power driving range of indoor LED bulbs is more than
30 dBm [59]. Moreover, the GNP plates may experience less
absorption with more advanced fabricating techniques [60, 61],
making it possible to further improve the performance of pro-
posed GNP-empowered VLC system.

The performance of proposed GNP-empowered VLC sys-
tem is determined by mainly the linear polarizer angles at trans-
mitters and Bob and the chiroptical properties of GNPs. To ef-
fectively enhance the physical layer security with the proposed
system, however, there are several practical issues to be consid-
ered. The tilt angles of linear polarizers may occur the received
power degradation by increasing the incident angle at the PD.
The chiroptical properties of GNPs shared between transmitters
and Bob can be varied by the location of Bob due to the elabo-
rated arrangement of GNPs. Also, a receiver located in a spe-
cific location may be affected from multiple GNPs due to the
multiple light sources deployed in different positions within
each LED. These challenges should be properly addressed to
make the proposed GNP-empowered VLC system practical.

5. CONCLUSION

GNPs are recently synthesized metamaterials that can differen-
tially absorb and retard LCP and RCP light. In this paper, we
proposed a secure GNP-empowered VLC system with linear
polarizers. The transmitters are equipped with well-structured
GNP plates, which consist of various types of GNPs, to prevent
wiretapping by exploiting the chiroptical properties of GNP
plate. A novel VLC channel model considering the GNP plates
and linear polarizers was derived in the CP domain to obtain
the received signal model. Then, the precoder design and lin-
ear polarizer angle optimization were performed to achieve the
high secrecy rate. Numerical results showed that the use of
GNP plates leads to a notable enhancement of the secrecy rates
in the regions around Bob. Also, it was verified that the GNP
plates make the symbol detection at Eve almost impossible even
for high SNR region. The proposed GNP-empowered VLC sys-
tem can be adopted to many wireless communication scenarios

that require high level security, e.g., military and vehicular com-
munications.

There are many possible future works for the GNP-
empowered VLC system. Robust beamformers can be adopted
for more practical scenario with imperfect channel information
of Bob by limited feedback [13]. The angle diversity receiver
having a wide field of view to receive signals from multiple di-
rections also needs to be considered since the receiver is not al-
ways non-stationary. The GNP-empowered VLC system also
can be adapted to WDM as well as spatial multiplexing to
achieve higher data rates [62].
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