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Abstract
We propose Dirigo, a distributed stream processing service
built atop virtual actors. Dirigo achieves both a high level of
resource efficiency and performance isolation driven by user
intent (SLO). To improve resource efficiency, Dirigo adopts
a serverless architecture that enables time-sharing of compute
resources among streaming operators, both within and across
applications. Meanwhile, Dirigo improves performance
isolation by inheriting the property of function autoscaling
from serverless architecture. Specifically, Dirigo proposes
(i) dual-mode actor, an actor abstraction that dynamically
provides orderliness guarantee for streaming operator during
autoscaling and (ii) a data plane scheduling mechanism,
along with its API, that allows scheduling and scaling at the
message-level granularity. We show that through Dirigo, an
SLO-driven strategy could (i) improve performance isolation
by increasing SLO satisfaction rate by 46% while resources
are shared between jobs, and (ii) achieve high resource
efficiency by maintaining or even improving performance by
using fewer resources through sharing at a fine granularity.

1 Introduction

Real-time data is known to bring unique provisioning chal-
lenges to dataflow engine design due to its unpredictable vol-
ume, velocity, and arrival patterns [17]. For today’s distributed
stream processing frameworks [12, 22, 60, 61, 71, 83, 91],
handling unpredictable real-time data while constantly sat-
isfying various user-specified performance targets [36, 55, 81]
requires elastic resource provisioning.

Existing state-of-the-art real-time dataflow engines use a
fixed number of workers to run computational operators for
different applications in an isolated fashion (called a serverful
environment). These state-of-the-art engines achieve elastic re-
source provisioning through reactive, job-level reconfiguration
(Figure 1) — processing pipelines need to be monitored at all
times, and users perform diagnosis and generate new execution
plans once performance violations or resource bottlenecks are
detected [31, 36, 54]. However, elastic resource provisioning
remains a problem today, and users often have to pay up to
5× “non-expert tax” due to severe resource under-utilization
even when providers support reconfiguration [85].

To demonstrate the challenge of elastic resource provision-
ing , we show accumulated (10s) event volume from different
Twitter traces in Figure 1. The presence of short-term volume
peaks and dips highlights an opportunity to use spare resources
from streams experiencing a dip in input data to accelerate the
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Figure 1: Left: Accumulated event volume (10s granularity) from
four different Twitter stream [84]. Right: Operator scaling in
serverful vs. serverless environment.

execution of streams with bursts of input data. Today’s systems
are unable to tap into this opportunity as (i) they provision
applications in a shared-nothing manner, preventing resources
from being transferred between jobs efficiently, and (ii) these
systems use reconfiguration techniques to adapt to significant,
long-term workload changes (e.g., diurnal workload changes)
and perform reconfiguration actions at coarse granularity
(even up to hours [85] for scale-in operations)

This paper explores a design of distributed stream process-
ing services (DSPS) that enables resource sharing among
hosted streaming applications. Our system, Dirigo, adopts
the design of serverless architectures [10, 16, 48] by modeling
streaming operators as serverless functions that perform
fine-grained time-sharing within the managed resources.
While the serverless paradigm provides intrinsic benefits of
high resource utilization through user-transparent function
scaling, it also leads to the following challenges:
Achieving fine-grained performance isolation: Conven-
tional serverful streaming engines provision each application
individually, and users continuously perform diagnoses to
respond to the changing load and add/remove workers to the
application. However, adopting a serverless paradigm means
systems do not reserve resources for individual jobs. Hence ar-
bitrarily multiplexing requests targeting different applications
could cause applications to fail to satisfy user intent (SLO). For
instance, processing incoming requests in the FIFO manner
could lead to latency-critical applications failing their target.
Meanwhile, parallelizing many latency-insensitive requests is
likely to cause performance degradation for other applications.
Therefore, a DSPS needs to interpret performance targets and
translate provisioning decisions by the scheduling strategies
within a DSPS. Meanwhile, provisioning decisions must be
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made frequently and carried out immediately to adapt to the
input data’s rate, shape, and distribution [37].
Lack of support for auto-parallelizing streaming operators:
While function autoscaling is natural to serverless architecture,
it could lead to complications if we directly model a streaming
operator as a serverless function: Firstly, many streaming
operators are stateful and frequently write to states – it is un-
clear how operator states should be accessed, maintained, and
managed efficiently during the autoscaling process. Secondly,
streaming operators need to meet various requirements for
processing orders of input events to produce correct and timely
results, which could be broken easily by arbirtary parallel
execution of incoming events. These challenges imply that a
serverless DSPS should (i) natively manages in-memory state
during the auto-scaling process, (ii) provide a way for the user
to explicitly specifies ordering requirements and how states
are partitioned and combined during the scaling process, and
(iii) ensure correctness despite nondeterministic processing
order introduced by parallelization.

To address the first challenge, Dirigo enables resource
provisioning on the data plane by invoking a scheduling
policy that implements preset hooks on the execution path
of each message. Data plane scheduling is critical for Dirigo
to minimize turnaround time for each scheduling decision
so it can quickly respond to changing provisioning needs.
Dirigo provides a scheduling API for customizable scheduling
policies to transfer SLO to real-time provisioning decisions
(e.g., when and where to run each message).

To address the second challenge, Dirigo provides a set of
internal primitives used by scheduling policies to support
automatic scale-out and scale-in of streaming operators. We
introduce dual-mode actors (2MA) – a virtual actor model [15]
that switches between sequential and parallel execution
modes to meet the ordered execution requirement of operators.
Through 2MA, Dirigo’s scheduling policy can (i) create a
critical region where a streaming operator could execute
messages in a single-threaded fashion and (ii) parallelize a
streaming operator outside the critical region. 2MA enables
Dirigo to parallelize the streaming operator without violating
the ordering requirement from the processing semantics.

Dirigo aims to provide the benefit of autoscaling and a
“hands-off” experience to the end users of stateful, real-time
stream processing applications promised by the serverless
paradigm. Essentially, Dirigo provides opportunities for
system designers to explore designs of custom scheduling
strategies to provide fine-grained performance isolation in the
resource-sharing environment. Dirigo’s contributions include
(i) dual-mode actors and function partitioning API — an
internal mechanism provided by Dirigo runtime that supports
parallelization of the streaming operator while meeting their
ordering requirements (Section 4). (ii) a data-plane message
scheduler and scheduling API, designed for serverless DSPSes,
that improves performance isolation through supporting
customized, SLO-driven strategy (Section 5). (iii) a system

prototype and demonstration of scheduling policies help DSPS
to better satisfy user SLO despite workload unpredictability
(Section 7). We show that Dirigo serves up to 12% more
requests satisfying user-specified SLOs while using up to 30%
fewer resources compared to state-of-the-art approaches.

2 Motivation

2.1 The Need For Fine-grained Provisioning
Inherent workload variability: Figures 2a and 2b show
the distribution of tweet post events during trending social
events.Figures 2c and 2d show two sets of cluster traces used
for anomaly detection or reporting critical cluster events.

We note the following traits of real-time data streams,
common in various usage scenarios:
i). Short-lived workload changes exist: Figures 2a and 2b show
input spikes (e.g., Figure 2a (iii)) and dips (e.g., Figure 2b
(i)) with more than 2× load short-lived (lasting for seconds
to minutes) changes. In some scenarios (e.g., Figure 2b (iii)),
we observe that the input stream receives large amounts of
data during a short period before remaining idle for the rest of
the time. The same traits could also be observed in Figure 2d,
where the popularity of a particular data attribute (e.g., user)
in some streams remains constant throughout (user 0). In
contrast, some user (user 24) becomes extremely popular for
a short period but remains inactive for the rest of the time.
ii). Not all changes are predictable: We observe some
predictable workload changes in Figures 2a and 2b, implying
an opportunity for providers to reserve or de-allocate resources
with high accuracy. However, we also observe less predictable
load changes, with load peaks and dips occurring without clear
periodic patterns. Similar patterns could be observed in from
Figure 2c: for users who monitor errors in their jobs, the log
entry containing “ERROR” could occur at any time. Such
events need to be processed immediately to avoid delays in
failure handling.
Differences in application needs: Streaming applications
may have varying performance, and in turn resource, require-
ments. Applications typically specify these requirements as
latency [46,55,56,64,92], throughput [5,55], and fairness [57]
goals. The ability to intelligently translate performance needs
into provisioning decisions is critical.
Takeaways: Our observations introduce design challenges
from the following aspects: R1 resource sharing: To achieve
resource efficiency, a DSPS needs to share resources across
jobs while meeting their performance reuqirements. To do so,
a DSPS needs to accommodate load bursts by swiftly sharing
resources from other jobs. R2 provisioning granularity: To
adapt to frequently changing provisioning needs within
and across applications, a DSPS has to opt for lightweight
fine-grained resource provisioning. R3 translating application
needs: To make provisioning decisions that multiplex
resources among applications, a DSPS needs to understand
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Figure 2: 2a 2b: Normalized Twitter events volume during social events [84]: Eygyt Unrest, Japan Tsunami, London Riots, Hurricane. In 2a, each
horizontal band shows the numberof events at perminute granularity within an hour (normalized in [0,1]). 2b shows the same metric at the granular-
ity per second. 2c: Each band represents a job, and the times of events with different levels of criticality occur [45]. 2d: Each vertical band shows the
number of accesses of 32 top users that access the cluster during a 44-hour period [75]. The blue dot shows the standard deviation of these accesses.

Figure 3: Sensitivity of real-time dataflow to event processing order.
Left: Function F3 performs window aggregation and receives a
watermark [13] event signaling the completion of window. Right:
F1 and F2 initiate a barrier synchronization on F4 and migrate its
processing states to F5.

both the service level objectives (SLOs) and the restrictions
imposed by processing semantics of an application.

Processing semantics of incoming requests drive the
decisions about where and how to perform scaling. Event
ordering is critical to stream processing applications: Figure 3
shows two examples where stream processing applications
execute event barriers before all pending events and after all
its past event dependencies. A DSPS that performs autoscaling
must respect the orderliness of events when deciding what
to process next and whether to parallelize consecutive events
that target a specific operator.

2.2 Existing Approaches

2.2.1 Cloud-based DSPSes

Dynamic resource provisioning for a DSPS: Today’s
DSPSes [3, 4, 10] and distributed streaming engines that
supports multi-tenancy [22, 61, 71, 83, 91] are primarily
designed for a serverful cloud and therefore do not natively
support R1 . Resources are dynamically acquired and released

through reconfiguration that could re-partition operators,
change processing logic, and switch dataflow plan [37, 76]
in an automatic [36, 40, 54, 62] or on-demand [26, 88] manner.
Reconfiguration is the state-of-the-art method to mitigate
long-term workload changes (e.g., diurnal or bi-modal pattern).
While effective, it is a costly [43, 49, 66] way of resource
planning triggered by the dataflow controller [36, 49, 66], and
it typically takes several seconds to an hour [85]. Dynamic pro-
visioning that relies only on reconfigurations prevents a DSPS
from fully satisfying R2 . While reconfiguration is the state-of-
the-art method to mitigate long-term workload changes, fully
exploiting workload and resource availability requires us to
explore an alternative architecture beyond a serverful design.
Support for multi-tenant performance isolation: Most
existing SPEs perform resource scaling on a single application.
These solutions are feasible under the serverful environment,
as concurrently running applications get isolated resources and
do not interfere with each other. Henge [55] targets R3 through
resource reconfiguration/reduction/reversion at operator
granularity with a feedback loop based on cluster performance
metrics derived from SLOs. However, its periodic feedback
loop (10s interval) can only adapt to long-term workload
changes and fails to satisfy R2 .

2.2.2 Adopting Serverless Design

The serverless paradigm, by default, satisfies R1 through
fine-grained provisioning and allows sharing of resources
among applications. However, today’s serverless systems are
insufficient from the following perspectives.
SLO-driven fine-grained provisioning: Performance-driven
resource provisioning for the serverless paradigm has been
a focus of recent works focusing on provisioning strategies
and mechanisms meeting various performance targets (e.g.,
latency [52, 79], throughput [78], cost [44] or customized
targets [82]) of serverless applications. However, most of these
rely on a (semi-) control plane scheduling for provisioning
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decisions through feedback loops. The communication
between the data and control plane prevents systems from
making provisioning decisions on every function invocation
(failing R2 ). Wukong [25] discusses a decentralized scheduler
design that performs independent autoscaling on each function
within a serverless DAG. However, it targets IO minimization
rather than satisfying SLO.

Semantic awareness: Streaming applications cannot fully
enjoy the benefit provided by serverless architecture today due
to the following properties:

(i) Write-heavy state accesses: Many streaming applications
are stateful and write to states upon receiving every input. They
are intolerable to the cost of remote state access and require
in-memory managed states. Deploying stream processing
pipelines today requires a user to divide processing pipelines
into stateful and stateless stages. Only stateless stages are
deployed through serverless functions [8, 50] and can be auto-
scaled. This is because serverless offerings, such as [1], require
functions to manage state externally in the cloud storage,
which makes them unsuitable for streaming applications.

(ii) Sensitivity to processing order: Many streaming operators
rely on the notion of “timestamp” 1 to trigger their actions.
These streaming operators need to process critical events as
barriers (e.g., watermark [13], punctuation [27], etc.) between
their causally dependent past events (bearing timestamps that
are earlier to the critical events) and causally pending future
events. Ensuring these orders is important to (i) produce the
correct result (Figure 3 left) and (ii) carry out critical functional-
ities, including checkpointing [21,29] and reconfigurations [66,
67](Figure 3 Right). Modeling a streaming operator as a server-
less function poses a significant restriction on autoscaling to ex-
isting serverless frameworks,making them unable to satisfy R3 .
Events can be executed in a nondeterministic order in parallel
during autoscaling. Thus blindly parallelizing events that tar-
get an operator could lead to causally inconsistent results (e.g.,
loss of updates, replaying previously executed input during re-
covery, etc.) To mitigate this challenge, a DSPS needs to create
distributed barriers dynamically while a function is being paral-
lelized. Netherite [18] adopts a two-phase commit protocol to
generate a critical region for incoming messages. However, this
is insufficient to support barriers as it cannot reason about order-
ing between events. HydroCache [87] and Boki [51] propose
a mechanism to ensure causal consistency for transactions for
replicated function states through a storage layer (via logs/KV-
store). However, a critical event for Dirigo could be targeting a
stateless function, making it necessary to explore a storage-free
coordination mechanism (we discuss this further below).

1Timestamps could be physical wall clock time, or logical time that signify
the progress of a data stream.

2.3 The Case for Virtual Actors
Dirigo adopts the virtual actor model [7, 15] and maps each
DAG operator (function) 2 to a virtual actor. This virtual actor
model provides the following benefits: i). addressable func-
tions with exclusive states: Addressable functions allow Dirigo
to deliver an invocation directly from one function to another
without needing an external service such as a function coor-
dinator. Therefore, Dirigo can keep function states in memory
without constantly tracking and transferring function states. ii).
runtime-managed actor instances: Unlike the original actor
model, a virtual actor model manages actor instances through
automatic instantiation and location transparency [15]. An
actor is only instantiated (assigning to the executor thread)
when it receives a message to execute. An idle actor is removed
from the executor (satisfying R1 ) and the runtime stores
its states until the actor is instantiated again (possibly at a
different location in the cluster)3. The runtime has complete
control over when and where to instantiate an actor, allowing
Dirigo to perform message-level resource provisioning ( R2 ).

Figure 4: Logical diagrams of two designs: logically separated
function compute and states and logically collocated function
compute and states.

Cloud services adopt one of the two designs depicted in
Figure 4. Most of today’s serverless frameworks adopt the
data-shipping paradigm (Figure 4 left): It decouples function
execution from state management. The function states are
synchronized, persisted, and updated passively through exter-
nal storage components (cache/log/KV store). The scheduler
makes reactive decisions on where to execute a function (e.g.,
maximize state locality [80]). This ‘logical disaggregation
with physical colocation’ design is adopted by many recent
proposals on supporting stateful functions [18, 51, 80, 93].

Through virtual actors, Dirigo adopts a compute-shipping
paradigm that manages the functions natively along with their
states. This design greatly simplifies Dirigo’s architecture: i).
Even stateless streaming operators require ordering guarantees
which would require the data-shipping paradigm to explicitly
enable coordination through function states. This is unnec-
essary and Dirigo can avoid them by a general mechanism. ii).

2A streaming operator maps to a function and we use these terms
interchangeably.

3While this model allows states to be partitioned and (partially) offloaded
to remote storage under memory constraint or through checkpointing, in this
work we discuss in-memory function states.
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The write-heavy nature of stream processing applications and
the fine-grained provisioning scheme by Dirigo relies heavily
on frequent updates to the function’s computational states and
scheduling states (e.g., routing information [26]). Avoiding
unnecessary overhead of state synchronizations requires
complex coordination mechanisms between the function
scheduler and storage layer in the data-shipping paradigm.
Using a function-shipping paradigm helps Dirigo combine
all coordination decisions into a single entity.

3 Overview

Dirigo models a data stream application as a DAG of user-
implemented event-driven functions. Each function internally
maps to a virtual actor. Once a dataflow job is submitted,
Dirigo registers these functions on a selection of Dirigo
workers. Each function of a DAG in Dirigo is associated with a
unique function address. A function invokes another function
by sending messages to the target function’s mailbox. Each
function address, by default, maps to a Dirigo worker in the
cluster, who manages the function’s mailbox. Each Dirigo
worker could contain mailboxes of different functions.

Figure 5 shows the logical diagram of Dirigo components.
Dirigo runs multiple workers simultaneously, each with a
Flink [2] instance running as an underlying message processor.
Each worker consists of a fetcher thread and a worker thread.
The fetcher thread receives all incoming messages and then
enqueues them to the function mailbox. A worker thread
runs a processing loop to execute messages from mailboxes
that contain messages. Dirigo messages can be either user
messages generated by the user functions or control messages,
special messages introduced by Dirigo required that support
dynamic function scaling (Section 4).

Figure 5: Dirigo Runtime.

Fine-grained provisioning in Dirigo: Dirigo enables pro-
visioning at a per-message granularity by lowering scheduling
decisions from the control plane to the data plane. Dirigo pre-
sets a set of hooks along the execution path of each message.
It exposes these hooks as a scheduling API that can be used
to implement customized scheduling policies with a variety
of scheduling behaviors (Figure 5) (e.g., message forwarding

and ordering, profiling runtime statistics, selecting target
workers, etc.). The scheduling policy has a complete view
over all ready-to-run messages (possibly targeting functions
that belong to different applications) within the worker. It also
has complete control of selecting the next message to execute
and deciding whether a message should be re-assign (i.e.,
forward) to a different worker under load spikes. Through this
data-plane scheduling mechanism, Dirigo could respond to
load changes quickly without the overhead of communicating
with an external scheduler. This message-based forwarding
also allows Dirigo to support implicit scale-out and scale-in
by simply scheduling messages on different workers.

Figure 6: Autoscaling leads to arbitrary execution order: we show
valid and invalid schedules as a timeline of messages for both
scenarios.

Parallelizing streaming operators: As described previously,
scaling an operator dynamically by dispatching messages to
parallel workers lead to nondeterministic processing order.
Streaming applications rely on critical events to trigger
execution (e.g., updating stream progress) and snapshotting
(e.g., checkpointing and reconfigurations) 4. For streaming
applications, preserving the processing ordering of these
critical events is crucial to ensure the correctness of the result.
Given three functions running on two workers (Wx and Wy)
and receiving incoming messages timed between 10:50 to
11:10, Figure 6 shows two example scenarios:
(i) Channel-wise Processing Barrier: Figure 6 (left) shows
hourly window aggregation operators with two upstream F1,
F2. At 11:00, the window closes and an output is generated
based on all input from 10:00 to 11:00 (orange events). At
time 11:00, both upstream operators send watermark (or punc-
tuation) events Mw1, Mw2, which signal that no items before
11:00 will arrive from the sender operator after the watermark
message is seen (a typical approach adopted by existing
streaming engines [13]), and the downstream operator F3 can
generate an aggregated result based on all messages between
10:00 to 11:00. In this scenario, scheduling message Me1 from

4In Dirigo these events can be inserted by user and by scheduling policies.
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worker Wx to Wy could lead to a lost update if watermark Mw1
is executed on Wx before executing Me1 was executed on Wy. A
correct runtime here should ensure that the watermark message
should be processed as a channel-wise processing barrier by
pausing the watermark message Mw1 (and all incoming mes-
sages from F1). All earlier messages from F1 should complete
before the barrier (whether on Wx orWy), and no messages later
than the barrier (Mw1) from F1 should be executed before Mw1.
(ii) Global processing barrier: Another typical streaming
operation is that of a distributed global snapshot, where
all upstream send critical events to a downstream function.
The required execution order imposes the constraint that
messages must be paused from all upstreams. This type of
barrier is typically adopted by streaming engines to perform
functionalities that require global synchronization, such as
checkpoint and reconfiguration, etc. [23, 66]: In Figure 6
(right), a valid schedule in the left figure would cause message
Me1 to be excluded from the snapshot and Me2 to be incorrectly
included in the snapshot. In this scenario, the runtime should
ensure that the control message should be processed as a
global processing barrier: All messages (orange) that arrived
before 11:00 should be processed by parallelized F3 before
any of the barrier messages, and all later messages from any
upstreams should be processed after the barrier.

Beyond the complexity of execution order, scaling a stateful
function to multiple workers will result in the partial function
state being updated simultaneously over these workers. These
partial function states must be combined dynamically when
the critical events are present (e.g., when a watermark event
triggers the streaming operator to produce output). It is run-
time’s responsibility to exploit opportunities of parallelizing
actors by scheduling messages to different workers while
also providing the illusion of preserving single-threaded
processing semantics when critical events are processed.

Dirigo achieves this by proposing the abstraction of
dual-mode actor (2MA), wherein an actor is a logical
single-threaded instance but physically disaggregated at
multiple workers. 2MA supports the use of shared leases,
where the lessor instance of an actor (function) shares its
lease with lessee instances of the same actor on other workers.
By default, a function runs on a single actor instance (called
the lessor instance), and the scheduling strategy can perform
autoscaling on a function by assigning message(s) to another
worker. This creates a shadow instance of the actor with shared
lease (which we call a lessee instance). Instances can be added
or removed from these leases by using specific protocols - thus,
allowing seamless switches between sequential and parallel
modes of operation. Section 4 describes the design of 2MA
and the associated primitives needed to achieve the same.

4 Dirigo Dual Mode Actors

Here, we specify the design of the dual-mode actor actor and
describe the protocol it uses to seamlessly switch between

the two modes of execution in Section 4.1. Dirigo proposes
a novel 2MA protocol to switch between two execution modes
transparently: parallel mode, where messages directed to
a function can be executed in parallel and sequential mode,
where incoming messages are executed in a single-threaded
fashion. Next, we describe the trigger for the protocol (which
we call SYNC program) in Section 4.2. Note that we relegate
description of the API for the users to specify the processing
and state access semantics in Section 5.3.

4.1 Dual Mode Actor Protocol

We denote messages that include critical events as critical
messages, and they act as barriers that the runtime must
respect. We formalize the definition of critical messages and
barriers as follows:
Critical Messages: Critical messages are special messages
that require a sequential mode mode of execution. Critical
messages have other messages as dependencies and become
dependencies for subsequent messages. Formally, a critical
message CM has an associated dependency set DCM and an
associated pending set PCM . All messages md ∈DCM must be
executed before CM is executed and CM needs to be executed
before all messages mp∈PCM .
Barriers: A barrier B, is a set of critical messages that must
be processed together. Given the set of critical messages
B={CMi}, B has an associated dependency set DB (pending
set PB), which is the union of dependency sets (pending sets)
of all its constituent critical messages. All messages md ∈DB
must be executed before any of the critical messages in B can
be processed. Further, message mp∈PB should be processed
after all critical messages in B have been processed.

4.1.1 2MA Mailbox States

As described in Section 3 each actor has a mailbox that holds
all incoming messages, including user and control messages
(described below). The dual-mode actor protocol operates as a
state machine over the mailbox state of an actor. Each mailbox
state imposes different restrictions on which messages should
be executed or which messages must be blocked. Hence,
mailbox states translate into barriers imposed on the execution
order of the messages. In Dirigo, an actor’s mailbox can be
associated with one of the three runtime states:
1. RUNNABLE state: By default, each mailbox is in the
RUNNABLE state, wherein the mailbox will accept any data
message to be processed. In RUNNABLE state, the mailbox does
not restrict the execution order of the messages, implying that
messages routed to the lessor instance can be parallelized by
routing to lessee instances as well. This has an interesting
nuance: the function state now gets partitioned over the lessor
and lessee instances. We denote these states as partial states
that is needed to be collected and consolidated when required
by the processing semantics of the application (e.g., when a

6
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Figure 7: Dual mode actor (2MA) protocol.

critical message is received).
2. BLOCKED state: When a critical message CM arrives at a
function instance, the mailbox waits for the blocking condition
(Section 4.2) to be satisfied and then switches to the BLOCKED
state. After that, the mailbox blocks all pending set messages
PCM and places them in a blocked queue. In brief, it ensures
that all messages in depending set DCM are processed and
all messages in pending set PCM are blocked. Once in the
BLOCKED state, all parallel instances of the actor can coordinate
to consolidate the actor states. This coordination requires
control messages to be exchanged between the instances,
which we describe below in Section 4.1.2.
3. CRITICAL state: Once the lessor has consolidated the
partial states from all instances, the mailbox turns into
CRITICAL state, denoting that the instance can now correctly
process the critical messages. The CRITICAL state corresponds
to the sequential mode mode of execution for the actor. Further,
we enforce that in the sequential mode mode, all execution
happens only at the lessor instance. Hence, only the lessor
instance goes in CRITICAL state. The execution of critical
messages marks the completion of the barrier, after which
the mailbox can return to the default RUNNABLE state, and the
mailbox can then process blocked messages.

4.1.2 Dual Mode Actor Protocol

Given the mailbox states and their characteristics, we can
now describe the 2MA protocol. We demonstrate the protocol
between an upstream actor U (lessor instance UL and parallel
lessee instances Ul1 and Ul2) and downstream actor D (lessor
instance DL and parallel lessee instances Dl1 and Dl2) in
Figure 7a. Figure 7b shows the corresponding state transition
timeline between DL and Dl1.

To trigger the 2MA protocol,UL sends a SYNC Program (SP)
message along with the critical message (Step 1 ) to the lessor
instance DL. UL encapsulates essential information about the
barrier semantics needed by the associated critical message
in the SP message (more details in Section 4.2). Once the SP is
received, the lessor starts buffering incoming messages from
the function that sent the SP message. The SP message carries
along with it: (i) Critical message(s) (that require sequential
mode mode of execution), (ii) the list of which upstream
functions are needed to be blocked for the barrier, and (iii)

DEPENDENCY_PAYLOAD that contains sequence ID of the last
message sent through every active channel between upstream
and downstream instances (i.e., Ul1-DL, Ul1-Dl2, UL−DL, Ul2-
Dl1) before the barrier was formed on the upstream function U .
The lessor instance switches to BLOCKED state after processing
all messages that satisfy the blocking condition (details in Sec-
tion 4.2). It then initiates a synchronization process by sending
SYNC_REQUEST messages (step 2 ) to all its lessee instances.
Additionally, the lessor segregates the sequence IDs received
in DEPENDENCY_PAYLOAD for each lessee channel and sends
it as a DEPENDENCY_PAYLOAD field in SYNC_REQUEST. The
lessee instances acknowledge receipt of the SYNC_REQUEST
message (this is crucial to ensure that only messages sent
before the CM form the barrier - more details in Appendix A).

Upon receiving the SYNC_REQUEST message, the lessee Dl1
starts buffering incoming messages while waiting for all mes-
sages in the dependency set to be completed (Step 3 ). For Dl1
with upstream channel UX −Dl1(X = L,l1,l2), all messages
with a Sequence ID smaller than the sequence ID it received
in the DEPENDENCY_PAYLOAD field, are in the dependency set.
Once the lessee has completed the execution of all messages
in the barrier, it also switches to BLOCKED state. Thereafter, the
lessee replies with a SYNC_REPLY message, which includes
any computed partial states and the sequence ID of the latest
message that it sent on each downstream channel (Step 4 ).

Once the lessor DL has received SYNC_REPLY messages
from all its lessees, it consolidates the received partial states
(Step 5 ) and switches to CRITICAL state. Dirigo provides a
user API with the semantics on how to consolidate the partial
states(Section 5.3). Then DL executes all critical messages
(Step 6 ) before sending acknowledgment messages (ACKs)
to UL. Note that the barrier semantics imposed by SP and the
consolidation of states (Steps 2 - 4 ) ensure that all messages
in the dependency set of the critical message have been
processed and their outputs are all aggregated at the lessor
(details in Section 4.2. Once the lessor has processed all
critical messages, the barrier is complete at D as well. Now,
if the execution of critical messages at D causes more critical
messages to be produced for the further downstream actor, DL
will send a SP message (just like the one UL sent at the start of
this protocol) and wait for its ACK. Otherwise, D can directly
return to parallel mode mode of execution. To do so, the lessor
DL unblocks all BLOCKED lessee instances by sending UNSYNC
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messages (Step 7 ). The lessees turn back to RUNNABLE on
receiving the UNSYNC messages.

Note that since critical messages require sequential mode
execution semantics, the upstream actor U must also be in a
sequential mode state to ensure that the critical messages are all
sequentially sent from the upstream lessor without interleaving
any other messages. This implies that the upstream lessor UL
must be in a CRITICAL state, and the upstream lessee instances
(Ul1 and Ul2) are in a BLOCKED state. For a SP that triggers
downstream SPs (e.g., barrier propagation), SYNC_REPLY
serves the dual purpose of carrying partial states (for executing
SP within the current actor) and dependency message ID used
if new SP is propagated downstream. All SPs require ACKs
sent back to UL before the UNSYNC procedure.
Lessee Management: The SYNC_REQUEST effectively (i)
terminates the lease between the lessor and the lessee instances
and (ii) deactivates every channel between upstream and
downstream instances. To re-activate a channel (say Ul1−Dl1),
the upstream instance needs to send a LESSEE_REGISTRATION
message to lessor instance DL (and wait for an acknowledg-
ment) before dispatching a message to Dl1 (messages are
buffered before the reply is received). For D that is in the
BLOCKED or CRITICAL status, LESSEE_REGISTRATION will
be blocked until D is set back to RUNNABLE state (and therefore
D does not create new lessee). This protocol effectively
prevents messages outside of the barrier from being processed
on any downstream instances (proof in Appendix A). Note
that a strategy could create lessee instances by forwarding
messages from the lessor instance, in which case the lessee
identities will be added to the lessor directly without requiring
a LESSEE_REGISTRATION message.

4.2 SYNC Program

SYNC Program SP is created by scheduling strategy and sent
as a message. We list the parameter to an SP in Table 1.

SYNC Granularity SYNC_ONE, SYNC_CHANNEL

DEPENDENCY_PAYLOAD
{skl | Sequence ID of the

last message from Uk−Dl}

Table 1: Parameters of SYNC programs.

SYNC granularity provides tunable degrees of constraints
on which messages to incorporate into the barrier. Consider
that a downstream actor D has N upstream actors U i,0< i<N,
each mapped to a streaming operator in user-defined DAG.
Each upstream actor U i is further parallelized into Pi instances
{U i

j | 0 < j < Pi} (U i
0 being the lessor instance of actor U i).

We specify the supported SYNC granularity and the blocking
conditions as follows:

An upstream instance U i
j produces a stream of messages

m(s,U i
j) where s is a monotonically increasing sequence

number. The instance ensures m(s, U i
j) happens before

m(s′,U i
j) (m(s,U i

j) → m(s′,U i
j)) ∀s < s′. Note that critical

messages and other control messages used in our protocol
above can also be denoted as m(s,U i

j). For ease of usage, we
represent a control message M i

j to denote that the control
message M was sent by upstream instance U i

j.
(i) SYNC_CHANNEL blocks exactly one actor U i (including
its instances {U i

j | 0 < j < Pi}) that sends the SP and also
completes all messages sent by the {U i

j |0< j<Pi} before it
switched to BLOCKED. This allows for the creation of separate
barriers for each upstream actor. SYNC_CHANNEL corresponds
to a channel-wise processing barrier (Section 3) and can be
particularly useful when propagating watermarks on a single
channel, such as windowed aggregation.
For a SYNC_CHANNEL barrier triggered by a critical message
CM from an upstream actor U , we define the dependency set
of the barrier as follows:

DBchannel ={m(s j,U j) |m(s0,U0)→CM and

m(sk,Uk)→SYNC_REPLYk,k ̸=0}
The dependency set of the barrier includes the messages that
must be processed before the CM of the associated barrier
is processed. The pending set of B is the set of messages
that must be processed after the CM has been processed. For
SYNC_CHANNEL, we define the pending set as:

PBchannel ={m(s j,U j) |CM→m(s0,U0) and

SYNC_REPLYk →m(sk,Uk),k ̸=0}
(ii)SYNC_ONE blocks all upstream actors {U i |0< i<N} (in-
cluding all upstream instances

⋃N
i=1{U i

j |0< j<Pi}) and also
completes all running messages sent by

⋃N
i=1{U i

j |0< j<Pi}
before the target downstream actor switches to BLOCKED.
Each upstream actor U i sends a SYNC program from its lessor
instance. This allows for creating a barrier that applies to
all upstream functions. SYNC_ONE corresponds to the global
processing barrier (Section 3) - that needs to synchronize
across all upstream actors. Scheduling policies can also chain
SYNC_ONE between each pair of upstream/downstream actor
to implement distributed snapshot (e.g., checkpoint [29],
reconfiguration [66], etc.)
If a SYNC_ONE barrier was formed by critical messages CMi

from upstream actor U i,0≤ i≤N, we define the dependency
set of the barrier as follows:

DBone =
N⋃

i=1

DCMi =
N⋃

i=1

{m(si
j,U

i
j) |m(si

0,U
i
0)→CMi and

m(si
k,U

i
k)→SYNC_REPLYi

k,k ̸=0}
The dependency set of the barrier includes the messages that
must be processed before the CM of the associated barrier is
processed. The pending set of this barrier can be defined as:

8



PBone =
N⋃

i=1

{m(si
j,U

i
j) |CMi→m(si

0,U
i
0) and

SYNC_REPLYi
k →m(si

k,U
i
k),k ̸=0}

Essentially 2MA ensures a barrier B is enforced on target
actor D (i.e., all parallel instances of D) by blocking all
messages that belong to the pending set PB and completing all
messages in the dependency set DB. For brevity, we formalize
and show how Dirigo’s 2MA helps separate dependency set
and pending set in Appendix A.

5 Dirigo Scheduling

In this section we discuss internal mechanism of Dirigo
runtime and how Dirigo uses customized scheduling strategies
to improve performance isolation while sharing resources.

5.1 Scheduling Strategy API
In Dirigo, all messages that are not blocked by the 2MA pro-
tocol, are marked for scheduling. A per-worker scheduling
strategy takes in all such messages from all functions and per-
forms the following tasks: (i) schedules the highest priority
message to be executed by the worker, and (ii) routes messages
to lessee instances in the face of SLO violations. Table 2 shows
Dirigo’s scheduling API along with the hooks at which the ex-
posed API runs and the description of a use case for the hook.

For a message that arrives at an actor mailbox (whether
lessor or lessee instance), the fetcher thread first invokes
enqueue function, which allows the strategy to make forward-
ing decisions on the message. Once the message passes the
enqueue function, it gets added to the actor mailbox and is
available for scheduling on the worker. The Dirigo worker
thread, in turn, continuously calls getNextMessage to get the
next scheduled message from the strategy. Note that in Dirigo,
we adopt a multiplexed resource design, where the strategy
can schedule messages across jobs and functions. Once a
message is scheduled, Dirigo calls preApply and postApply
before and after the message is executed on the worker thread.
Finally, a message’s execution can result in another message
targetting another function. To modify this newly created
message, Dirigo exposes a prepareSend hook. This hook
is also used to dispatch SP message (critical for the 2MA
protocol) when a critical message is produced at a function.

The scheduling strategy could maintain its own data
structures to schedule messages (e.g., based on priority,
arrival order, etc.) and choose parallel lessees (based on load
balancing strategies).

5.2 Dirigo Scheduling Strategies
As described in Section 3, in Dirigo requests are forwarded in
the form of messages. Hence, autoscaling actors by offloading

API Hook Usecase

enqueue()
Called by fetcher thread
upon receiving message.

Whether the message should
be executed locally or it should
be forwarded to a lessee.

getNextMessage()
Called by worker to get
next message to process.

Strategy chooses the message
with highest priority across all
functions on the worker.

preApply()
Called by worker before
executing function on the
chosen message.

Collect per-message execution
time by starting a timer.

prepareSend()
Called by worker before
sending an output mes-
sage from the function.

Change the recipient address
of the function from a user
address to a downstream lessee
instance.

postApply()
Called by worker right af-
ter executing the function.

Collect per-message execution
time.

Table 2: Scheduling API and hooks in Dirigo

messages also require messages to be sent to the appropriate
lessee. In Dirigo, we support two modes of autoscaling, based
on where the autoscaling happens:
(i) A REJECTSEND approach, a lessor initiated approach
where all messages from upstream are sent to the downstream
lessor instance and the scheduling policy at the worker running
the lessor, decides whether and where to forward the message
(through enqueue function API).
(ii) A DIRECTSEND approach, an upstream initiated ap-
proach that directly modifies the address on the message using
the prepareSend API to dispatch the message to a lessee
instance (already registered using the LESSEE_REGISTRATION
message).

We now discuss the utility of the two modes of autoscaling.
Figure 8 depicts a streaming dataflow deployed in a cluster of N
workers. The query given on the left is implemented by the user
in the form of the logical plan shown on the right. The dataflow
DAG contains a set of stage 1 map operators (each mapped to
a data source), stage 2 local window aggregate operators (each
performing max over the local windows) and a final stage 3
global aggregate operator that computes the max aggregation
of windows from stage 2 operators. The user divides the max
operation into two stages so that the first stage can have multi-
ple functions running concurrently and a final global aggregate
computes the global max over all values returned from the stage
2 functions. In this dataflow, even after having multiple func-
tions for local aggregation, the stage 2 operator could become
a bottleneck operator as the input rate from stage 1 increases.

We compare a REJECTSEND strategy against a DIRECTSEND
strategy by parallelizing each function of the stage 2 operator
in the two modes as shown in Figure 8. We deploy the shown
logical plan on a cluster of 128 workers. Each stage-1 operator
is run as one function per worker. Each stage-2 operator is run
as n lessor functions, with each lessor having a maximum of
m lessee functions. We run our experiments for four configura-
tions of (n,m)={(64,2),(32,4),(16,8),(8,16)}. Finally, a sin-
gle instance of stage-3 operator is run. We then run experiments
to evaluate the two strategies for the following two aspects:

1. Load Balancing: We run the two strategies to randomly
choose stage-2 lessees. We compare which strategy gives
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Figure 8: Message path of REJECTSEND vs. DIRECTSEND.

(a) Job latencies distribution with
increasing number of number of
parallel instances per operator.

(b) Job latencies distribution with
increasing load skewness with zipfian
distribution input rate.

Figure 9: Comparison of two scheduling approaches.

a better performance as we scale the number of lessee
instances for the stage-2 function.

2. SLO Satisfaction: We run the two strategies such that
messages are routed to the lessees when the lessor is
guaranteed to have a SLO violation on the message. We
run this experiment for varying skewness of the workload
(one stage-1 function is generating more messages than
another).

DIRECTSEND scales better than REJECTSEND policies.
Figure 9a shows that DIRECTSEND provides better latencies
benefit compared to REJECTSEND, especially when the
number of parallel instances for each function is high. This
is because REJECTSEND forwards messages from the lessor,
so even though the lessor does not process the message, the
message is needed to be deserialized, run by the strategy and
then forwarded. When the number of lessees is large, the
synchronization phase in 2MA protocol runs longer and hence,
this per-message overhead at the lessor worsens. On the other
hand, DIRECTSEND evenly distribute messages from upstream
instance directly, distributing the overhead of message parsing
and forwarding.
REJECTSEND responds to workload skewness better
than DIRECTSEND. Figure 9b shows that SLO-driven

REJECTSEND performs better than SLO-driven DIRECTSEND
with 3.2× median latency reduction for skewed workloads.
This is because in SLO-driven DIRECTSEND strategy, the
upstream instances pauses messages to any downstream
instance that had a SLO violation for a fixed period of time.
In a sense, the upstream instances get delayed information
about violations at the downstream while REJECTSEND
performs message forwarding directly on the instance of SLO
violation avoiding delays. Note that the delayed information
in SLO-driven DIRECTSEND leads to worse performance even
compared to the SLO-unaware DIRECTSEND strategy (with up
to 2× median latency increase).

5.3 User API
Dirigo exposes API for users to describe the type of state being
computed by a function, its processing semantics and how to
consolidate partial states accumulated on multiple instances
of the same function. Dirigo provides the following managed
data structures:(i) ValueState⟨T⟩, (ii) ListState⟨T⟩, and (iii)
MapState⟨K,V⟩. By default, Dirigo assumes all operators
are parallelizable (and has RUNNABLE state by default).
Dirigo scheduling strategy is responsible for identifying
associative-decomposable operations [90]. Most messages
consumed by stateless streaming operators fall under this
category (e.g., map, filter, keyBy, etc.). For stateful operators
(e.g., windowApply, windowReduce, join, etc.), Dirigo lets
users specify a CombiningFunction f (T,T )−→T in order to
allow partial states to be combined during the 2MA procedure.
For the common-case stateful operations with bounded state
size (distributive and algebraic aggregation [42]) such as sum,
max, average, etc. each lessee instance performs calculates
partial states before sending to the lessor where the states
get aggregated as per the CombiningFunction. For the
other stateful operations with unbounded state size (holistic
aggregation [42]) such asmedian and histogram, partial states
are a ListState<T > of all updates. These can be appended
together before the CombiningFunction is applied.

6 Implementation

Dirigo is built on top of Flink Statefun [9], which uses Flink as
an underlying message processor. Dirigo’s runtime manages
all actor instances and actor states. The runtime enqueues
(through fetcher thread) and processes (through worker thread)
user messages (Section 3) and performs 2MA protocol in
Section 4. Dirigo exposes the Scheduling API as mentioned
in Section 5.
We modify the Flink Statefun runtime to support custom
scheduling strategies and implement the 2MA protocol along
with the control messages required for the protocol. Few
important aspects of the implementation are highlighted below:
Read-heavy workload: The 2MA protocol causes synchro-
nization for every state-read critical message. A small tweak
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in the 2MA protocol can make Dirigo suitable for read-heavy
workloads as well. The UNSYNC message can carry back the
consolidated state and each read operation can be performed
on the lessees independently.
Message Overheads: The SP control message and the CM
from the upstream lessor are sent between the same upstream
lessor and downstream lessor. Hence, to avoid message
serialization and deserialization costs, we merge the SP and
CMs into a single message.

7 Evaluation

In this section, we evaluate Dirigo by investigating the follow-
ing questions: (i) How does Dirigo help DSPS adapt to tran-
sient load changes? (ii) What is the overhead of the 2MA proto-
col? and (iii) Could Dirigo support other SLO beyond latency?

By default, we use a 32-node cluster of xl170 Cloudlab
machines [35] (10 2.4GHz cores/64 GB memory/10GB Band-
width). Our default setting runs Dirigo using 128 workers. We
adopt queries from Nexmark [6] and implement dataflows of
functions corresponding to queries from the benchmark set
(Q7, Q12). To determine latency SLO, we run a single dataflow
job in the default setting with a constant input volume so that the
cluster utilization reaches approximately 50%. We set the la-
tency SLO to be twice the tail latency we collect in this setting.

Figure 10: Dirigo vs. Default scheduling strategy under increasing
workload transiency (Pareto distribution with decreasing α). With
α set to 5, 3.3 and 2.5. Boxes show latency distribution. Scatter dots
show SLO satisfaction rate of each setting.

Dirigo utilizes resources better to satisfy SLO under
transient load changes. Figure 10 shows Dirigo’s benefit
(with REJECTSEND policy) over the default scheduling strategy
(FIFO without auto-scaling) while using two running jobs
(with initial dataflow parallelism of 128) in a cluster. We fix
the number of jobs and decrease the number of Dirigo workers
provisioned by Dirigo cluster. When using the maximum
number of workers (256), the two dataflows map to actors
with lessor instances placed on machines that do not overlap
(machine 1-16 for job 1 and machine 17-32 for job 2). We apply

workload changes that follow Pareto distribution with increas-
ing skewness (α=5,3.3,2.5). Our results show that (i) In all
our scenarios, Dirigo can provide an equal or better overall sat-
isfaction rate (equal, 5%, 12% increase respectively) with 30%
resource savings than using the default strategy in an isolated
setting. (ii) Naïvely collocate functions lead to satisfaction
rate degradation ranging from 15-34% (with median latency
increase up to 4.5×) when reducing resource consumption
by 30%. Dirigo scheduling policy improves performance iso-
lation by controlling satisfaction rate drop within 1-14% and
(maximum median latency increase by 1.8×). (iii) Workload
transiency widens the benefits of using the Dirigo strategy as
Dirigo provides increasing satisfaction rate improvement (up
to 15, 23, 46%) and tail latency (99p) as we increase the work-
load transiency. It also provides latency reduction up to 2×,
2.7×, and 1.8×, respectively. These results show that Dirigo’s
data-plane scheduling could react to workload changes quickly.

(a) 2MA overhead over increasing
number of parallel lessee instances
(state size 1K)

(b) 2MA overhead over increasing
state sizes collected (parallelism
level 4)

Figure 11: 2MA protocol overhead.

2MA scales with the number of parallel instances and state
sizes. Figure 11 shows the scalability of the 2MA protocol by
evaluating the overhead of 2MA over an increasing number of
parallel instances and state sizes collected using SYNC_REPLY.
We measure the overhead of 2MA by recording the duration
between the lessor instance turning to BLOCKED state until
the last lessee instance receives UNSYNC message. Figure 11a
shows that 2MA overhead stays relatively unchanged up to 16
instances (lessees). A higher level of scaling factor (32 and 64)
lessees introduces higher synchronization overhead (median la-
tency increases by 18% and 41%). This result indicates that for
applications that have a lax performance target (> 300-400ms),
2MA provides the benefits of autoscaling without resulting in a
significant burden on the performance (less than 10%), despite
the input pattern. For an application that is tightly latency-
constraint, it is recommended to use a smaller parallelism level
(less than 32) and perform logical plan change (e.g., through
reconfiguration) when needed. The overhead of 2MA remains
stable (below 20ms) as we increase the partial state size until
the size of 64KB (Figure 11b). Transporting state objects
of sizes 512KB and 4096KB has a noticeable impact on the
overhead (2.3× and 12.3×, respectively). While most of the
queries in our experiments use small states (<1K), for queries
that do generate large function state, it is recommended that
the scheduling strategy should (i) deprioritizing auto-scaling
functions that generate large state sizes and (ii) uses lower
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parallelization level or perform user-level state partition.
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Figure 12: Dirigo performance load-balancing based using
rate-control mechanism.

Dirigo’s scheduling API supports SLO beyond latency
requirements. While most scenarios we discuss are driven
by latency-target, we show that Dirigo supports other types
of SLO through scheduling API. Figure 12 shows Q12 with
an imbalanced distribution due to the skewed key distribution
of user IDs. In this experiment, we perform load-balancing
by assigning an equal amount of tokens to messages targeting
each job on each worker. The input message that does
not receive tokens is processed at a lowered priority and
scattered to the remaining workers. The results show that
through the use of scheduling API, Dirigo is not only able to
achieve throughput isolation at the worker level but also helps
messages to be evenly distributed throughout all workers.

8 Related Works
Dirigo’s architecture supports fine-grained auto-scaling. We
categorize existing techniques as the following:
Elasticity for real-time dataflow applications: State-of-
the-art cloud based DSPS largely assume slot-based resource
provisioning (e.g. resource containers). These approaches
use mechanisms that constantly allocate and de-allocate
resources in response to load changes through reconfigura-
tion [26, 36, 39, 47, 49, 53, 54, 62, 88]. Reconfiguration ap-
proaches are complementary to resource provisioning in Dirigo
— they allow more complex modification to the dataflow
(e.g., operator fusion and operator replacement) at a coarser
time granularity (typically from the minimum of several sec-
onds [54] to a maximum of hours [85] depend on the dataflow
size). Therefore, slot-based architectured DSPS with recon-
figuration is unsuitable for sharing resources at message-level
granularity. To mitigate long-term workload changes, Dirigo’s
2MA supports a reconfiguration mechanism. Slot-based
architectures do not share resources among jobs. Existing
multi-tenant provisioning techniques [55] have chosen reactive
and coarse-grained (10s re-evaluation interval) mechanisms.

On the other hand, traditional DSMS systems [11,28,65,68]
adopt an event-driven architecture with scheduling tech-
niques [14, 24] that eliminate resource under-utilization [86],
which is akin to a serverless architecture. Dirigo adopts a

similar event-driven design but also improves scalability
over traditional DSMS by incorporating operator scaling
into scheduling decisions. Recent works on fine-grained
resource provisioning for DSPSes such as Cameo [89] and
EdgeWise [38] focuses on ordering and scheduling events
targeting streaming operators locally within each machine
instance, while Dirigo supports not only event scheduling
within each machine, but also dynamic operator scaling by
scheduling events across machine boundaries.
Provisioning for serverless architectures: Most works focus-
ing on resource provisioning for serverless architecture assume
that function scheduling can be performed by decoupled
control plane (semi-) global entities [79, 80] or client [77, 82].
Dirigo on the other hand adopt a data plane approach to per-
form message-level provisioning with minimum scheduling
overhead. Systems such as [25, 70] adopt a similar scheduler
architecture by supporting data-plane function scheduling, but
neither of these works support SLO driven scheduling policies.

Decentralized/hybrid fine-grained scheduling mechanism
has been explored in general cloud frameworks before server-
less computing platforms have emerged [30,32–34,69,72,74].
While none of these scheduling mechanisms are designed
specifically for DSPS, Dirigo provides an opportunity to
explore the effects of these scheduling technqiues within DSPS
through its flexible scheduling frameworks and policy API.
Scaling fine-grained stateful functions: As previously dis-
cussed in Section 2.2, Dirigo is different from existing stateful
serverless frameworks such as Netherite [18–20] and Hy-
dro [80,87] by proposing a mechanism that ensures orderliness
of critical events that target both stateless and stateful function,
without relying on external storage for coordination. Similar to
Dirigo, DPA [59] proposes an actor-based programming model
that enables various modes of parallel query execution. Similar
to Netherite [18], its parallel operators are pre-determined by
query compiler and therefore does not require actor states to
be dynamically scaled-out/in as in Dirigo.

Dynamic scale-out/in for fine-grained stateful tasks is
not unique to dataflow applications. Network functions
(NFs) also proposes native state handling techniques during
NF scaling [41, 58, 73]. Dirigo’s scheduling mechanism
supports diverse needs of workloads [41, 58, 73] through its
scheduling policies. Dirigo assumes a fully-decentralized
system architecture, whereas existing NF deployment requires
partially centralized entities (controllers and switches) during
the coordination process. Dirigo’s 2MA is also similar to
1Pipe [63], while 1Pipe focuses on failure handling but Dirigo
focuses on synchronization during dynamic scale-out/-in.

9 Conclusion
This paper proposes Dirigo, a distributed stream processing
service built upon virtual actors. Dirigo addresses the dual
challenge of resource utilization and performance isolation for
stream processing applications by first adopting a serverless
paradigm that enables resource sharing. Then Dirigo proposes
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(i) dual-mode actor protocol that supports ordering require-
ments of streaming operators during autoscaling, and (ii) data
plane scheduling API that helps customized, SLO-driven
strategy to improve performance isolation.
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[40] Buğra Gedik, Scott Schneider, Martin Hirzel, and Kun-
Lung Wu. Elastic scaling for data stream processing.
IEEE Transactions on Parallel and Distributed Systems,
25(6):1447–1463, 2014.

[41] Aaron Gember-Jacobson, Raajay Viswanathan, Chaithan
Prakash, Robert Grandl, Junaid Khalid, Sourav Das,
and Aditya Akella. Opennf: Enabling innovation in
network function control. ACM SIGCOMM Computer
Communication Review, 44(4):163–174, 2014.

[42] Jim Gray, Surajit Chaudhuri, Adam Bosworth, Andrew
Layman, Don Reichart, Murali Venkatrao, Frank Pellow,
and Hamid Pirahesh. Data cube: A relational aggregation
operator generalizing group-by, cross-tab, and sub-totals.
Data mining and knowledge discovery, 1(1):29–53, 1997.

14



[43] Rong Gu, Han Yin, Weichang Zhong, Chunfeng Yuan,
and Yihua Huang. Meces: Latency-efficient rescaling via
prioritized state migration for stateful distributed stream
processing systems. In 2022 USENIX Annual Technical
Conference (USENIX ATC 22), pages 539–556, 2022.

[44] Vipul Gupta, Soham Phade, Thomas Courtade, and
Kannan Ramchandran. Utility-based resource allocation
and pricing for serverless computing. arXiv preprint
arXiv:2008.07793, 2020.

[45] Shilin He, Jieming Zhu, Pinjia He, and Michael R
Lyu. Loghub: a large collection of system log datasets
towards automated log analytics. arXiv preprint
arXiv:2008.06448, 2020.

[46] Thomas Heinze, Zbigniew Jerzak, Gregor Hackenbroich,
and Christof Fetzer. Latency-aware elastic scaling
for distributed data stream processing systems. In
Proceedings of the 8th ACM International Conference
on Distributed Event-Based Systems, pages 13–22, 2014.

[47] Thomas Heinze, Lars Roediger, Andreas Meister,
Yuanzhen Ji, Zbigniew Jerzak, and Christof Fetzer.
Online parameter optimization for elastic data stream
processing. In Proceedings of the ACM Symposium on
Cloud Computing (SoCC), pages 276–287. ACM, 2015.

[48] Scott Hendrickson, Stephen Sturdevant, Tyler Harter,
Venkateshwaran Venkataramani, Andrea C Arpaci-
Dusseau, and Remzi H Arpaci-Dusseau. Serverless com-
putation with openlambda. In 8th {USENIX} Workshop
on Hot Topics in Cloud Computing (HotCloud 16), 2016.

[49] Moritz Hoffmann, Andrea Lattuada, Frank McSherry,
Vasiliki Kalavri, John Liagouris, and Timothy Roscoe.
Megaphone: Latency-conscious state migration for
distributed streaming dataflows. Proceedings of the
VLDB Endowment, 12(9):1002–1015, 2019.

[50] Erika Hunhoff, Shazal Irshad, Vijay Thurimella, Ali
Tariq, and Eric Rozner. Proactive serverless function
resource management. In Proceedings of the 2020 Sixth
International Workshop on Serverless Computing, pages
61–66, 2020.

[51] Zhipeng Jia and Emmett Witchel. Boki: Stateful
serverless computing with shared logs. In Proceedings
of the ACM SIGOPS 28th Symposium on Operating
Systems Principles, pages 691–707, 2021.

[52] Zhipeng Jia and Emmett Witchel. Nightcore: efficient
and scalable serverless computing for latency-sensitive,
interactive microservices. In Proceedings of the 26th
ACM International Conference on Architectural Support
for Programming Languages and Operating Systems,
pages 152–166, 2021.

[53] Vasiliki Kalavri and John Liagouris. In support of
workload-aware streaming state management. In 12th
{USENIX} Workshop on Hot Topics in Storage and File
Systems (HotStorage 20), 2020.

[54] Vasiliki Kalavri, John Liagouris, Moritz Hoffmann,
Desislava Dimitrova, Matthew Forshaw, and Timothy
Roscoe. Three steps is all you need: fast, accurate,
automatic scaling decisions for distributed streaming
dataflows. In Proceedings of the 13th USENIX Sympo-
sium on Operating Systems Design and Implementation
(OSDI 18), pages 783–798, 2018.

[55] Faria Kalim, Le Xu, Sharanya Bathey, Richa Meherwal,
and Indranil Gupta. Henge: Intent-driven multi-tenant
stream processing. In Proceedings of the ACM
Symposium on Cloud Computing, pages 249–262, 2018.

[56] Evangelia Kalyvianaki, Themistoklis Charalambous,
Marco Fiscato, and Peter Pietzuch. Overload manage-
ment in data stream processing systems with latency guar-
antees. In 7th IEEE International Workshop on Feedback
Computing (Feedback Computing’12). Citeseer, 2012.

[57] Evangelia Kalyvianaki, Marco Fiscato, Theodoros
Salonidis, and Peter Pietzuch. Themis: Fairness
in federated stream processing under overload. In
Proceedings of the 2016 International Conference on
Management of Data, pages 541–553, 2016.

[58] Junaid Khalid and Aditya Akella. Correctness and
performance for stateful chained network functions. In
16th USENIX Symposium on Networked Systems Design
and Implementation (NSDI 19), pages 501–516, 2019.

[59] Peter Kraft, Fiodar Kazhamiaka, Peter Bailis, and Matei
Zaharia. Data-parallel actors: A programming model
for scalable query serving systems.

[60] Jay Kreps, Neha Narkhede, Jun Rao, et al. Kafka: A
distributed messaging system for log processing. In
Proceedings of the NetDB, pages 1–7, 2011.

[61] Sanjeev Kulkarni, Nikunj Bhagat, Maosong Fu, Vikas
Kedigehalli, Christopher Kellogg, Sailesh Mittal,
Jignesh M. Patel, Karthikeyan Ramasamy, and Siddarth
Taneja. Twitter Heron: Stream Processing at Scale. In
Proceedings of the 2015 ACM SIGMOD international
conference on Management of data, 2015.

[62] Boduo Li, Yanlei Diao, and Prashant Shenoy. Supporting
scalable analytics with latency constraints. Proceedings
of the VLDB Endowment, 8(11):1166–1177, 2015.

[63] Bojie Li, Gefei Zuo, Wei Bai, and Lintao Zhang. 1pipe:
scalable total order communication in data center
networks. In Proceedings of the 2021 ACM SIGCOMM
2021 Conference, pages 78–92, 2021.

15



[64] Björn Lohrmann, Peter Janacik, and Odej Kao. Elastic
stream processing with latency guarantees. In 2015
IEEE 35th International Conference on Distributed
Computing Systems, pages 399–410. IEEE, 2015.

[65] Samuel Madden, Mehul Shah, Joseph M Hellerstein, and
Vijayshankar Raman. Continuously adaptive continuous
queries over streams. In Proceedings of the 2002 ACM
SIGMOD international conference on Management of
data, pages 49–60. ACM, 2002.

[66] Luo Mai, Kai Zeng, Rahul Potharaju, Le Xu, Steve
Suh, Shivaram Venkataraman, Paolo Costa, Terry Kim,
Saravanan Muthukrishnan, Vamsi Kuppa, et al. Chi: A
scalable and programmable control plane for distributed
stream processing systems. Proceedings of the VLDB
Endowment, 11(10):1303–1316, 2018.

[67] Yancan Mao, Yuan Huang, Runxin Tian, Xin Wang,
and Richard TB Ma. Trisk: Task-centric data stream
reconfiguration. In Proceedings of the ACM Symposium
on Cloud Computing, pages 214–228, 2021.

[68] Anurag Maskey, Essie Ryvkina, Mitch Cherniack,
Yanif Ahmad, Bradley Berg, Ugur Cetintemel, Hwang
Jeong-Hyon, Olga Papaemmanouil, Alexander Rasin,
Nesime Tatbul, Ying Xing, Stan Zdonik, Daniel Abadi,
Magdalena Balazinska, Hari Balakrishnan, Samuel
Madden, and Mike Stonebraker. Borealis, Distributed
Stream Processing Engine, 2017.

[69] Michael Mitzenmacher. The power of two choices in ran-
domized load balancing. IEEE Transactions on Parallel
and Distributed Systems, 12(10):1094–1104, 2001.

[70] Philipp Moritz, Robert Nishihara, Stephanie Wang,
Alexey Tumanov, Richard Liaw, Eric Liang, Melih
Elibol, Zongheng Yang, William Paul, Michael I Jordan,
et al. Ray: A distributed framework for emerging
{AI} applications. In 13th {USENIX} Symposium on
Operating Systems Design and Implementation ({OSDI}
18), pages 561–577, 2018.

[71] Derek G Murray, Frank McSherry, Rebecca Isaacs,
Michael Isard, Paul Barham, and Martín Abadi. Naiad:
A Timely Dataflow System. In Proceedings of the
Twenty-Fourth ACM Symposium on Operating Systems
Principles, pages 439–455. ACM, 2013.

[72] Kay Ousterhout, Patrick Wendell, Matei Zaharia, and
Ion Stoica. Sparrow: distributed, low latency scheduling.
In Proceedings of the Twenty-Fourth ACM Symposium
on Operating Systems Principles, pages 69–84, 2013.

[73] Shriram Rajagopalan, Dan Williams, Hani Jamjoom,
and Andrew Warfield. Split/merge: System support
for elastic execution in virtual middleboxes. In 10th

USENIX Symposium on Networked Systems Design and
Implementation (NSDI 13), pages 227–240, 2013.

[74] Jeff Rasley, Konstantinos Karanasos, Srikanth Kandula,
Rodrigo Fonseca, Milan Vojnovic, and Sriram Rao.
Efficient queue management for cluster scheduling. In
Proceedings of the Eleventh European Conference on
Computer Systems, pages 1–15, 2016.

[75] Charles Reiss, John Wilkes, and Joseph L Hellerstein.
Google cluster-usage traces: format+ schema. Googl
Inc., White Paper, 1, 2011.

[76] Henriette Röger and Ruben Mayer. A comprehensive sur-
vey on parallelization and elasticity in stream processing.
ACM Computing Surveys (CSUR), 52(2):1–37, 2019.

[77] Francisco Romero, Gohar Irfan Chaudhry, Íñigo Goiri,
Pragna Gopa, Paul Batum, Neeraja J Yadwadkar, Rodrigo
Fonseca, Christos Kozyrakis, and Ricardo Bianchini.
Faa$t: A transparent auto-scaling cache for serverless
applications. arXiv preprint arXiv:2104.13869, 2021.

[78] Lucia Schuler, Somaya Jamil, and Niklas Kühl. Ai-
based resource allocation: Reinforcement learning for
adaptive auto-scaling in serverless environments. In
2021 IEEE/ACM 21st International Symposium on
Cluster, Cloud and Internet Computing (CCGrid), pages
804–811. IEEE, 2021.

[79] Arjun Singhvi, Arjun Balasubramanian, Kevin Houck,
Mohammed Danish Shaikh, Shivaram Venkataraman,
and Aditya Akella. Atoll: A scalable low-latency
serverless platform. In Proceedings of the ACM
Symposium on Cloud Computing, pages 138–152, 2021.

[80] Vikram Sreekanti, Chenggang Wu, Xiayue Charles Lin,
Johann Schleier-Smith, Joseph E Gonzalez, Joseph M
Hellerstein, and Alexey Tumanov. Cloudburst: stateful
functions-as-a-service. Proceedings of the VLDB
Endowment, 13(12):2438–2452, 2020.

[81] Michael Stonebraker, Ugur Çetintemel, and Stan Zdonik.
The 8 requirements of real-time stream processing. ACM
Sigmod Record, 34(4):42–47, 2005.

[82] Ali Tariq, Austin Pahl, Sharat Nimmagadda, Eric Rozner,
and Siddharth Lanka. Sequoia: Enabling quality-of-
service in serverless computing. In Proceedings of
the 11th ACM Symposium on Cloud Computing, pages
311–327, 2020.

[83] Ankit Toshniwal, Siddarth Taneja, Amit Shukla, Karthik
Ramasamy, Jignesh M Patel, Sanjeev Kulkarni, Jason
Jackson, Krishna Gade, Maosong Fu, Jake Donham, et al.
Storm @ Twitter. In Proceedings of the International
Conference on Management of Data (SIGMOD), pages
147–156. ACM, 2014.

16



[84] Dong Wang, Md Tanvir Amin, Shen Li, Tarek Abdelza-
her, Lance Kaplan, Siyu Gu, Chenji Pan, Hengchang Liu,
Charu C Aggarwal, Raghu Ganti, et al. Using humans as
sensors: an estimation-theoretic perspective. In IPSN-14
proceedings of the 13th international symposium on
information processing in sensor networks, pages 35–46.
IEEE, 2014.

[85] Yuanli Wang, Baiqing Lyu, and Vasiliki Kalavri. The
non-expert tax: quantifying the cost of auto-scaling
in cloud-based data stream analytics. In BiDEDE@
SIGMOD, pages 7–1, 2022.

[86] Matt Welsh, David E. Culler, and Eric A. Brewer. SEDA:
An Architecture for Well-Conditioned, Scalable Internet
Services. In Proceedings of the 18th ACM Symposium
on Operating System Principles SOSP, pages 230–243.
ACM, 2001.

[87] Chenggang Wu, Vikram Sreekanti, and Joseph M
Hellerstein. Transactional causal consistency for
serverless computing. In Proceedings of the 2020 ACM
SIGMOD International Conference on Management of
Data, pages 83–97, 2020.

[88] Le Xu, Boyang Peng, and Indranil Gupta. Stela:
Enabling stream processing systems to scale-in and
scale-out on-demand. In Proceedings of the IEEE
International Conference on Cloud Engineering (IC2E),
pages 22–31. IEEE, 2016.

[89] Le Xu,Shivaram Venkataraman, Indranil Gupta,Luo Mai,
and Rahul Potharaju. Move fast and meet deadlines: Fine-
grained real-time stream processing with cameo. In 18th
{USENIX} Symposium on Networked Systems Design
and Implementation ({NSDI} 21), pages 389–405, 2021.

[90] Yuan Yu, Pradeep Kumar Gunda, and Michael Isard.
Distributed aggregation for data-parallel computing:
interfaces and implementations. In Proceedings of the
ACM SIGOPS 22nd symposium on Operating systems
principles, pages 247–260, 2009.

[91] Matei Zaharia, Tathagata Das, Haoyuan Li, Timothy
Hunter, Scott Shenker, and Ion Stoica. Discretized
Streams: Fault-tolerant Streaming Computation at Scale.
In Proceedings of the 24th ACM Symposium on Oper-
ating Systems Principles, pages 423–438. ACM, 2013.

[92] Ben Zhang, Xin Jin, Sylvia Ratnasamy, John Wawrzynek,
and Edward A Lee. Awstream: Adaptive wide-area
streaming analytics. In Proceedings of the 2018
Conference of the ACM Special Interest Group on Data
Communication, pages 236–252, 2018.

[93] Haoran Zhang, Adney Cardoza, Peter Baile Chen,
Sebastian Angel, and Vincent Liu. Fault-tolerant and

transactional stateful serverless workflows. In 14th
USENIX Symposium on Operating Systems Design and
Implementation (OSDI 20), pages 1187–1204, 2020.

A 2MA Protocol Blocking Conditions

Given the above two granularities for synchronization, we now
specify the blocking conditions required by the two primitives
and then show how Dirigo achieves these conditions by the
use of its special messages and the 2MA protocol.

Consider that a downstream actor D has N upstream ac-
tors U i,0 < i < N, each mapped to a streaming operator in
user-defined DAG. In Dirigo, each upstream actor U i could be
further parallelized into Pi instances {U i

j |0< j<Pi} with U i
0

being the lessor instance of actor U i. We optionally drop i in
the notation and use just U j to refer to the j parallel instances
of the upstream actor, if there’s only one upstream actor of con-
cern. An upstream instance U i

j produces a stream of messages
m(s,U i

j) where s is a monotonically increasing sequence num-
ber. The instance ensures m(s,U i

j) happens before m(s′,U i
j)

(m(s,U i
j)→m(s′,U i

j)) ∀s<s′. Note that critical messages and
other control messages used in our protocol above are special
cases of the messages m(s,U i

j). We denote a control message
M i

j to denote that the control message M was sent by upstream
instance U i

j.
Now consider a critical message CMi being sent from an up-
stream actor U i to a downstream actor D. The dependency set
for CMi is the set of messages that were sent from actor U i

beforeU i converted into sequential mode state to send outCMi:

DCMi ={m(si
j,U

i
j) |m(si

0,U
i
0)→CMi and

m(si
k,U

i
k)→SYNC_REPLY,k ̸=0}

The pending set for CMi is the set of messages that are
sent from actor U i that need to be processed after CMi is fully
processed.

PCMi ={m(si
j,U

i
j) |CMi→m(si

0,U
i
0) and

SYNC_REPLY→m(si
k,U

i
k),k ̸=0}

SYNC_CHANNEL Barrier: For a SYNC_CHANNEL barrier, a
barrier is needed to be constructed between an upstream actor
U and a downstream actor D. In this case, barrier Bchannel =
{CM j |0< j<N} between U −→D, where all critical messages
CM j must be sent by the same upstream lessor instance U0.
Hence, the dependency of the barrier DB is equivalent to the
dependency set of any one of the critical messages sent by U0:

DBchannel ={m(s j,U j) |m(s0,U0)→CM and

m(sk,Uk)→SYNC_REPLYk,k ̸=0}
We will now argue that the 2MA protocol between

upstream actor U and downstream actor D ensures that all
messages m ∈ DBchannel will be processed before any of the
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CM j ∈Bchannel is processed. Now consider the set of messages
mDk ⊂DBchannel that were processed by downstream instance
Dk. We analyze two cases as follows:

1. Let us first consider the downstream lessor instance D0.

(a) Any messages in m∈mD0 that originated from U0
are trivially satisfied to be processed before CM,
because of the happens before relation between
m and CM on instance U0 and because both m and
CM travel on the same U0 −D0 link. Hence, m is
guaranteed to be processed before CM.

(b) Any messages in m ∈ mD0 that originated from
Uk,k ̸= 0 (an upstream lessee) will satisfy the fol-
lowing relation: let sk be the Sequence ID of the last
message sent by Uk on the channel Uk−D0 before it
went into a BLOCKED state. Then, m→m(sk,Uk) (sk
is the last message to be included on the channel),
m(sk,Uk) → SYNC_REPLYk and SYNC_REPLYk →
CM (since U0 will only send critical messages once
it has received SYNC_REPLYk from all its lessees).
By transitive property, m →CM at D0. Hence, all
mesages m∈mD0 also form the barrier.

2. Consider the set of messages mDl , l ̸= 0, received on a
downstream lessee instance. For any upstream Uk, the fol-
lowing relation holds: let skl be the Sequence ID of the last
message sent by Uk on the channel Uk−Dl before it went
into a BLOCKED state. Then m(skl ,Uk)→ SYNC_REPLYk
and SYNC_REPLYk → SP (since U0 will only send
critical messages once it has received SYNC_REPLYk
from all its lessees) and SP → SYNC_REQUESTl (at
the downstream lessor D0). By transitive property,
m(skl ,Uk)→ SYNC_REQUESTl at the downstream lessee
instance Dl . Note that Dl will only block messages
after it receives the DEPENDENCY_PAYLOAD in the
SYNC_REQUESTl message from D0. Hence, all mesages
m(skl ,Uk) also form the barrier.

The above proves that all messages in the barrier Bchannel
are processed before the critical message CM is processed.
Next, we also argue that any message that use Bchannel as
dependency (that is, all messages in the pending set) shall be
blocked and will not be processed until the critical message
is processed at downstream lessor D0. We define the pending
set of a SYNC_CHANNEL barrier as:

PBchannel ={m(s j,U j) |CM→m(s0,U0) and

SYNC_REPLYk →m(sk,Uk),k ̸=0}
First, any message m ∈ PBchannel such that CM → m on U0,

will be blocked at the upstream lessor since U0 will convert
into a BLOCKED state before sending the CM. Similarly, for
a message m ∈ PBchannel , such that SY NC_REPLY k → m, m

will remain blocked on the upstream lessee. Once the down-
stream lessor has processed the SP message, the upstream in-
stances can get unblocked. Note that at this time, downstream
instances may not have met the blocking condition (that is, not
all messages in the dependency set DBchannel might have been
processed). The messages in PBchannel on the upstream instances
remain blocked until the downstream lessor has received and
processed the sync message SP. The processing of SP implies
that theDEPENDENCY_PAYLOADmust be sent to the downstream
lessees (Step 2 in 7a). This ensures that all downstream in-
stances (including the lessees) know the last Sequence ID (and
therefore the last message) sent from an upstream instance.
Consider the Sequence ID skl , received at downstream instance
Dl in the DEPENDENCY_PAYLOAD field, for upstream channel
Uk−Dl . We consider the following two cases for Dl :

1. Dl is downstream lessor (l = 0): Upstream instances
unblock only after D0 sends an acknowledgement for SP,
and by processing SP, D0 knows the Sequence ID sk0 for
each upstream instance Uk.

2. Dl is a lessee instance (l ̸=0): The SYNC_REPLY message
acts as a termination of all channels for upstream
lessee instances Uk. For Uk to send messages to Dl , a
LESSEE_REGISTRATION message is needed to be sent to
D0. Formally, LESSEE_REGISTRATIONk →m(s,Uk)∀s>
skl . Further, the LESSEE_REGISTRATION message shall
only be accepted after the SPmessage has been processed
at D0. Hence, Dl is informed of skl before messages
m∈PBchannel are sent by upstream lessees.

This completes our proof that all messages m ∈ DBchannel

are included in the barrier and all messages m ∈ PBchannel are
blocked out.
SYNC_ONE Barrier: For a SYNC_ONE barrier, Bone = {CMi |
0< i<N} is created between a set of upstream actors U i and
a downstream actor D. CMi is sent by upstream lessor instance
U i

0, and each CMi has a dependency set DCMi . In this case,
each critical message is sent from a different upstream lessor
instance and hence, the dependency set for the barrier DBone is
the union of the dependencies of each of the critical messages.

DBone =
N⋃

i=1

DCMi =
N⋃

i=1

{m(si
j,U

i
j) |m(si

0,U
i
0)→CMi and

m(si
k,U

i
k)→SYNC_REPLYi

k,k ̸=0}
The previous proof from SYNC_CHANNEL can be extended

over multiple channels to expand the dependency set and prove
that the 2MA protocol indeed satisfies the barrier condition
for the SYNC_ONE barrier as well. Like the dependency set, the
pending set of a SYNC_ONE barrier is also a union of individual
pending sets from each upstream actor:
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PBone =
N⋃

i=1

{m(si
j,U

i
j) |CMi→m(si

0,U
i
0) and

SYNC_REPLYi
k →m(si

k,U
i
k),k ̸=0}

SP sent by the upstream actors U i
0 consist of

DEPENDENCY_PAYLOAD message that instructs each down-

stream instance Dk to block incoming messages at a particular
Sequence ID on a channel. Note that the Sequence ID
mentioned in DEPENDENCY_PAYLOAD only buffers messages
on a particular channel. Messages from other upstream actors
U j shall still be received and processed until the SP from U j

is received. Eventually, all upstream actors in Bone shall send
their CM, and the barrier will be complete.
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