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Abstract—It is a public secret that doing email securely is
fraught with challenges. We found a vulnerability present at
many email providers, allowing us to spoof email on behalf
of many organisations. As email vulnerabilities are ten a
penny, instead of focusing on yet another email vulnerability
we ask a different question: how do organisations react
to the disclosure of such a security issue in the wild?
We specifically focus on organisations from the public and
critical infrastructure sector who are required to respond to
such notifications by law. We find that many organisations
are difficult to reach when it concerns security issues, even if
they have a security contact point. Additionally, our findings
show that having policy in place improves the response and
resolution rate, but that even with a policy in place, half of
our reports remain unanswered and unsolved after 90 days.
Based on these findings we provide recommendations to
organisations and bodies such as ENISA to improve future
coordinated vulnerability disclosure processes.

1. Introduction

Email security is notoriously difficult. Security mea-
sures come in the form of a patchwork of protocols that are
sometimes difficult to interpret and implement. It is there-
fore no surprise that the community regularly identifies
serious email vulnerabilities. In this paper, we study ‘yet
another’ email vulnerability. Rather than focusing on ‘yet
another’ vulnerability, however, we focus on a different
aspect of vulnerabilities: the disclosure process, and how
organisations deal with disclosures.

The issue we uncovered impacts the authenticity of
email, allowing us to spoof email from many organisa-
tions. The issue impacts governments and critical infras-
tructure in the Netherlands, Belgium, and other countries
throughout Europe. Traditionally, the sender of an email
has been as trustworthy as the sender of a letter. Everyone
can write a physical letter supposedly coming from ‘10
Downing Street’, although in most cases that will be
incorrect. With the advent of spam and phishing, methods
to prevent this for electronic mail were created to solve
that, from which a number of standards to verify the
sender of email emerged: the Sender Policy Framework
(SPF) [41], DomainKeys Identified Mail (DKIM) [42],
[45], [47] and Domain-based Message Authentication, Re-
porting & Conformance (DMARC) [46]. These technolo-
gies have not been without controversy. SPF in particular
was claimed to “break the internet”, particularly verbatim

email forwarding [68], whereas DMARC caused issues
for mailing lists [51]. Nevertheless, adoption and support
for these standards is rising.

In 2019, these three technologies became mandatory
to implement for Dutch governmental bodies and critical
infrastructure, based on a decision by Forum Standaardis-
atie (The Standardisation Forum of the Netherlands) to
adopt them as ‘must implement’ standards [27], [28], [31].
Adoption is significant, with for example in May 2022
89% of Dutch municipalities fully using all standards
correctly [32]. Certain suppliers also voluntarily signed a
manifest promising to adhere to the guidelines [29]. In ad-
dition to this, secure email is also a ‘technical agreement’
for health care purposes in the Netherlands as defined in
NTA 7516 [4].

We use this opportunity to study how organisations
who are mandated to securely implement these standards,
and are also affected by the vulnerability we uncovered,
react to disclosure. In a survey from the National Telecom-
munications and Information Administration (NTIA), over
half of security researchers have indicated experiencing
frustration during disclosures [53]. The European Com-
mission seems to share this, and to counteract that has
introduced the Cybersecurity Act [19] in 2019, which
gives the European Network and Information Security
Agency (ENISA) the mandate to create the EU Cyber-
security Certification (EUCC) [23], of which the latest
version stems from 2021. This certification is likely to
become mandatory-to-implement for certain organisations
in future legislation, such as the upcoming Network and
Information Systems guideline (NIS2) [20].

The question we ask ourselves is two-fold: How do
organisations respond to our coordinated vulnerability
disclosure (CVD) notification and how does their handling
of the disclosure align with their policy?

Our main contributions are that we 1) describe a novel
email vulnerability and analyse its prevalence among or-
ganisations in the public sector in 10 countries; 2) perform
a large scale CVD to public sector organisations in the
Netherlands and Belgium in order to analyse and quantify
how these notifications are treated; 3) examine the policy
of these organisations, and how that correlates with the
responses we see in practice.

Outline – The remainder of this paper is structured as
follows: in Section 2 we provide background information
on email standards and discuss related work. Section 3
describes the discovered weakness in common configu-
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rations of email security. In Section 4 we analyse the
prevalence of this vulnerability. Then, in Section 5 we
outline the process we used to disclose the vulnerability
to the affected organisations, and present an overview of
the responses and response times. In Section 6 we com-
pare our observations in the wild to what should happen
according to the organisation’s own policies. In Section 7
we discuss our findings and the wider implications of these
results. Section 8 provides recommendations for future
coordinated vulnerability disclosure policy. We discuss the
ethical considerations of our work in Section 9. Finally,
Section 10 draws conclusions.

2. Background & Related Work

Our work analyses what happens when one discloses
a vulnerability, in this case one concerning email. This
section is therefore split up in two parts: a part about
vulnerability disclosure, and a part about email security.
We discuss related work in the context of both parts.

2.1. Vulnerability Disclosure

Vulnerability disclosure is the act of providing in-
formation about a functional behaviour of a product or
service that violates an implicit or explicit security policy
to a party that was not believed to be previously aware
[3]. Coordinated vulnerability disclosure (CVD) is a vul-
nerability disclosure process that includes coordination,
that is, it includes identifying and engaging stakeholders,
mediating, communicating, and other planning in support
of the disclosure process.

Interestingly, neither of the two best known infor-
mation security standards, ISO/IEC 27001:2022 [1] and
27002:2022 [2], requires there to be a process for handling
vulnerability notifications from third parties. There is,
however, a standard specific for vulnerability disclosure,
ISO/IEC 29147:2018 [3], which is also mentioned and
included in adapted form as part of the ‘Cybersecurity
Certification: Candidate EUCC Scheme’ published by the
European Union Agency for Cybersecurity ENISA [23].
This standard states that meaningful acknowledgement
of receipt of potential vulnerability reports should oc-
cur within 7 calendar days, and mandates providing and
publishing a contact mechanism, although the specific
mechanism is unspecified. Cybersecurity Certification in
its current form is voluntary unless otherwise specified
in other EU law or national law [19], [20] – the first
assessment of which products will be subject to mandatory
certification shall be carried out by 31 December 2023.
Cybersecurity certification schemes such as the EUCC
are also referenced in the NIS2 directive as something
that EU member states may require entities to comply
with [20] – the NIS2 itself does not directly mandate
specific entities to have this certification. The upcoming
Cyber Resilience Act also mandates manufacturers to have
a coordinated vulnerability disclosure process, but does
not specify a timeline [21] within which disclosures must
be handled. The U.S. Cybersecurity and Infrastructure
Security Agency (CISA) uses a timeline of 45 days for
disclosure if a manufacturer does not reply [17].

When it comes to coordinated vulnerability disclosure
policy on a national level, both the Netherlands and Bel-

gium are considered countries at the forefront of policy
according to an ENISA report [24]. When it comes to
legality, both countries take a slightly different approach:
whereas in the Netherlands the public prosecutor has the
ability to choose whether to prosecute or not and has
created policy to not do so in the case of coordinated vul-
nerability disclosure, in Belgium this is actually enshrined
in law [8], [9]. A big caveat of the Belgian approach is that
the national Computer Security Incident Response Team
(CSIRT), CERT.be, needs to give permission to make
the information public. We note that our disclosures in
Belgium pre-date this law coming into effect.

The Dutch government has committed itself to im-
plementing the ‘Baseline Informatiebeveiliging Overheid’
(Baseline Information security Government, BIO), which
requires organisations within the government on all levels
(central and local) to implement and publish a coordinated
vulnerability disclosure procedure [13]. The NCSC-UK
recommends using ‘security.txt’ [33] as one of the meth-
ods [55], something now also required in the Netherlands
by Forum Standaardisatie [30].

Related work – Research has been conducted into how
organisations handle vulnerability disclosures currently.
Bolz et al. [15] look into that aspect for the automotive
industry. Donatello et al. [49] look at the patterns of
bug bounty programmes such as HackerOne and Google
Vulnerability Research.

Other articles look into the effect of vulnerability
disclosures, such as Arora et al. [6], Cavusoglu et al. [16],
and Böhme [14] who look into what the impact is of
different modes of vulnerability disclosure. ENISA anal-
ysed the different national vulnerability programmes in
the European Union [24].

We aim for a more holistic view – how does an or-
ganisation handle a vulnerability disclosure that is caused
by a third-party service? Be it due to a misconfiguration
or a problem at the third party they are unwilling to fix.

2.2. Email

2.2.1. SMTP. The Simple Mail Transfer Protocol (SMTP)
was standardised in 1981 [58]. Initially, SMTP transport
was unencrypted. Messages were altered by different re-
lays and mail transfer agents [35], and authenticity could
not be guaranteed. SMTP authentication was added in an
extension in 1999 [52].

SMTP only cares about the transport of the message,
not about the content of the message. This means that
the SMTP recipient and sender [43] and the ‘from’ and
‘to’ address in the Internet Message Format (IMF) of the
content of the email [59] may be different. For example,
when plain forwarding a message from someone else,
one may leave the IMF the same but change the SMTP
recipient to the new recipient.

2.2.2. SPF. The Sender Policy Framework (SPF) was ini-
tially published as an experimental standard in 2006 [63],
and formally in 2014 [41]. It allows a sender to define
IP addresses (or mechanisms that can be resolved to IP
addresses) that are authorised to send email on behalf of
a domain name. This is the same domain name as the
SMTP FROM as defined in RFC 5321 [43], and not the



header From as defined in RFC 5322 [59]. It is defined
as a TXT record in the Domain Name System (DNS).
There are four possible results when checking whether
the domain name used in the SPF FROM matches with
the SPF record, namely ‘pass’, ‘neutral’, ‘soft fail’ and
‘fail’.

To ease the management of the SPF record, it is also
possible to use the ‘include’ mechanism. This mechanism
looks up the SPF record at a different domain, which is
consequently parsed in the same way.

Related work – Bennett et al. [11], studied a vulnerability
in a popular SPF parser and measured the number of
vulnerable instances over time. Sipahi et al. [65] looked
into whether the way the SPF record was constructed
could be used to determine spam domains.

Some non-peer-reviewed work can also be found in
this field, such as by Salla [61], who describes an attack
where the SPF record of several Australian organisations
included a publicly available range used by AWS, allow-
ing everyone with a virtual private server in that range
to send email on behalf of those organisations. Another
example is Bencteux et al. [10], who performed a similar
experiment in Denmark, where the SPF include of a large
webhosting organisation included all their VPSes.

The original standard also looks at how the SPF record
could be abused by others to execute a denial-of-service
attack or to amplify a DNS attack [41].

2.2.3. DKIM. DomainKeys Identified Mail (DKIM) was
initially published in 2007 [5], and revised in 2009 [22]
and in 2011 [45]. Unlike SPF, DKIM does not care about
IP addresses or SMTP. DKIM signs (parts of) the IMF
(i.e. the message inside the envelope) with a cryptographic
signature, and adds that as a header to the IMF. In order
to verify the signature, the recipient can use the domain
and selector specified in the DKIM header and retrieve
the public key for the signature by making a DNS TXT
request to {selector}._domainkey.{domain}.

The resulting TXT record contains both the public key
and the algorithm used. Because the headers and body
are signed, tampering with those by third-parties can be
detected. The domain used to sign the message does not
need to correspond to the domain used to send the email
(either the SMTP FROM [43] or header From [59]). The
guarantee is only as strong as the trust in the signing party.
Signing the email with a DKIM key from the sender’s
domain is however recommended.

Related work – There is little work regarding DKIM. The
work done motivates what the threats were without DKIM,
such as Fenton shows in RFC 4686 [25], measurement of
its adoption, such as Chuhan et al. [67], or solutions for
problems such as mailing lists changing the headers, as
Higashikado et al. do [36].

2.2.4. DMARC. SPF adds a check for the IP address of
the sending SMTP server for the SMTP FROM address,
and DKIM allows for signing of the message itself. Both
of these combined are not yet sufficient to prevent the
spoofing of emails. For example, one could send an email
with a different Header from (which is the field generally
shown by email clients), and sign it using a different do-
main. Domain-based Message Authentication, Reporting

& Conformance (DMARC), standardised in 2015 [46],
tries to do three things:

1) Bridge the gap between SMTP FROM and Header
from, or the DKIM domain and Header from, by
checking for alignment;

2) Add reporting to support analysis of the impact of
the SPF, DKIM, and DMARC configuration for a
specific domain;

3) Specify policy for the recipient what should be done
with email that does not pass the DMARC checks.

The DMARC record can be obtained by making a DNS
TXT request for _dmarc.{domain}. This record ap-
plies to the domain itself as well as all its subdomains.
DMARC builds upon SPF and DKIM. The way to pass
the DMARC check is:

(SPF pass AND SPF aligned)
OR
(DKIM pass AND DKIM aligned)

By adding alignment, DMARC requires the SMTP FROM
to match the Header from in the case of SPF, or the DKIM
domain to match the Header from, thereby preventing the
spoofing method that was previously possible with only
SPF and DKIM.

Whilst an SPF fail or broken DKIM signature are good
indications of something not being right, both standards do
not specify what a recipient must do with that information.
DMARC adds a policy to this, allowing a sender to specify
that either nothing should be done, the email should be
treated as spam (but still delivered), or the email should
be outright rejected.

Related work – Most related work regarding DMARC
has used DMARC as a means to accomplish something
else, such as Kitagawa et al. [40] who use it to design
a system to notify the receiver of the verification result,
and Kanako et al. [44] who use it to do false positive
detection.

2.2.5. Full Stack. We finally discuss related work that
looks at the entire email stack. Most research into SPF and
DMARC looks into its adoption, such as Hu et al. [37]
and Maroofi et al. [50], and whether they are properly
configured. Draper et al. [34] combine several different
measurements into email security protocol adoption. Shen
et al. [64] look into email spoofing from the recipient side,
i.e. what (maliciously) malformed email a client or server
will accept.

The most similar academic work is by Liu et al. [48],
who spoof email addresses protected by SPF, DKIM, and
DMARC by abusing forwarding vulnerabilities at com-
mon email providers. However, in this case the behaviour
was clearly unintended and most providers were interested
in solving the issue. The most similar non-academic work
is by Salvati [62], who describes the story of reporting a
similar issue to what we found to a single transactional
email service provider.

What we aim to do is expand on that by looking at
the general sending restrictions at popular web hosting
providers for whom email is not their core business and
who may have legacy reasons to allow broader sending
domains, as well as their impact on spam and phishing
email delivery.



abc.nl. 1800 IN TXT
"v=spf1 include:spf.hosting.nl ... -all"

Figure 1. Example SPF record for abc.nl authorising everything included
in spf.hosting.nl to send email on behalf of them.

3. Email Vulnerability

In this section we elaborate on the issue we found. The
core of the issue relates to how shared web hosting parties
– that handle mail on behalf of many different organisa-
tions – configure their outgoing mail servers. What makes
them different from the email security vulnerability cases
named in section 2 is that email is not their core business
– web hosting is. Shared web hosting parties often share
the outgoing email servers between all their customers.
This means that from the point of view of SPF, it is
the same server and IP address, and thus authorised. The
operator of the outgoing mail server thus has to ensure that
a customer can only send email on behalf of themselves.
If the operator does not implement this check, then this
means that any customer of that web hoster can send valid
email on behalf of other customers.

In figure 1 we show how the customer’s domain
abc.nl includes spf.hosting.nl in its SPF record.
This includes everything from spf.hosting.nl,
which includes all their outgoing mail servers.
Other customers, for example def.nl, also include
spf.hosting.nl, and also have access to those same
mail servers. If the mail server does not check that the
customer sends email on behalf of themselves, rather
than from another customer, then the email sent by the
other customer is indistinguishable from email sent by
the actual holder of the domain name.

3.1. Methodology

We next describe the process through which we test if
this vulnerability occurs; we note that we discuss ethical
considerations of our work in Section 9. The first step
in this process is to purchase web hosting and/or email
hosting at the same place as the victim does its email
hosting. Most web hosting also includes some form of
email hosting by default, be that as actual inboxes or
merely the sending part from contact forms. Once that has
been accomplished, we try the following things in order:

1) In many shared web hosting environments, a PHP
environment is available. We can use this to run code
on the web hoster’s servers, which may not require the
same level of authentication to the outgoing mail servers
as a request from outside the web hoster’s network does.
In those cases, a simple script as shown in figure 2 may
be enough. This script simply requests the mail server
configured in the server’s PHP configuration to deliver an
email on behalf of @victim.nl.

2) Sometimes the mail server used by default by PHP’s
mail() function may reject email from incorrect domains,
but elsewhere on the network there is an open relay avail-
able to the network. In that case, PHP can be used to di-
rectly connect to that open relay over SMTP, for example
using a third-party library such as PHPMailer, as shown

$to = $_POST["to"];
$subj = $_POST["subject"];
$msg = $_POST["message"];
$from = $_POST["name"] . "@victim.nl";
$hdrs = [
"From" => $from,
"Reply-To" => $from

];
$add = "-f " . $from;
// mail() is a built-in PHP function
mail($to, $subj, $msg, $hdrs, $add);

Figure 2. Example PHP code to send email on behalf of @victim.nl.
If @victim.nl has the hoster’s mail servers in its SPF record, and the
hoster does not check whether a customer is allowed to send email on
behalf of a certain domain, then running this script on the hoster’s web
servers will allow email spoofing on behalf of @victim.nl.

$mail = new PHPMailer();
$mail->isSMTP();
$mail->Host = "relay.example.org";
$mail->SMTPAuth = false;
$mail->setFrom("spoofed@victim.nl");
...
$mail->send();

Figure 3. Example PHP code to send email on behalf of
spoofed@victim.nl using an open relay from a hoster. Setting the re-
cipient, subject, and body has been redacted.

in figure 3. Here we connect to relay.example.org,
a relay server provided by the web hoster for use on its
servers.

3) In other cases the domain name used to send email
from may be checked (and a domain name not belonging
to the account may be rejected), but the adding of new
domain names is unrestricted. In figure 4 is a screenshot
from a large web hoster in the Netherlands that uses the
popular DirectAdmin interface for its customers. One can
enter any domain name without checks. Whilst of course
the website part does not work as the DNS does not point
to the web hoster, it is in many cases still possible to
create a mailbox. This mailbox can then be used to send
email using the victim’s domain.

The precise details differ from hoster to hoster. For
example, some web hosters use a separate portal to add
new domain names, whereas others use the one built-in

Figure 4. Example of the new domain configuration page in DirectAd-
min. Screenshot taken from a large Dutch web hoster.



Figure 5. Example of the contact form configuration page for a popular
contact form plugin for WordPress. The shown configuration does not
work if a web hoster checks for the sending email domain.

to common administration interfaces such as DirectAdmin
or cPanel. Additionally, for all these attacks we presume
that someone who wishes to send phishing is capable of
using a payment method not linked to their identity (e.g.,
a stolen credit card or a prepaid gift card) to buy the web
hosting, or abuse a vulnerable website hosted on one of
the platforms.

3.2. Heuristic

For a hoster to be vulnerable, it needs to adhere to the
following criteria:

1) Be able to send email through its own infrastructure
– hosters such as Google Cloud Platform and Mi-
crosoft Azure do not allow anyone to send email from
their infrastructure (or only with specific uncommon
agreements);

2) Not check what the sending domain is or;
3) Not check when adding a domain whether the holder

of a domain authorised it;
Some hosters clearly state on their website that they

block this behaviour. For example, TransIP, a popular
web hoster in the Netherlands, lists the following on their
website [66] (translated):

To ensure the security and stability of our web
hosting platform, it is only possible to send
mail from your website if the ’From’ address of
your contact form contains your domain name.
This prevents third parties from sending spam
via your website. If you have a PHP script to
use a contact form on, say, yourdomain.nl, it
is necessary for the sender address to end in
@yourdomain.nl. This is usually sufficient to
use a contact form.

Similar texts can be found on, for example, Hostnet.nl,
One.com, and Domeneshop.no. The absence of such a text
generally provides a strong indication that abuse is possi-
ble. Whilst we do not know for certain why web hosters
add a text like the one from TransIP to their website, we
can speculate. Imagine one has a website with a contact
form with the usual name, email, subject, and message
fields. It is very tempting to add the respondent’s email
address as the email’s ‘From’ address, as for example
shown in Figure 5. Filtering on the domain would break

Figure 6. The countries we have looked at highlighted in yellow.

0% 20% 40% 60% 80% 100%

Ministries

Provinces

Municipalities

Financial institutions

Higher education

Political parties

Percentage vulnerable

After disclosure �BE� Before disclosure �BE�

After disclosure �NL� Before disclosure �NL�

Figure 7. The percentage of vulnerable organisations, compared between
before and after the disclosure. There were at least 60 days between
disclosing and checking again.

these websites, and the owner of the website may decide
to blame the hoster (rather than the person who developed
their website). We have had confirmation from at least one
web hoster that this was indeed the case.

4. Measurement Analysis

In this section we analyse and quantify the impact
of the vulnerability we described in the previous section
in practice. We limit ourselves to governmental and crit-
ical infrastructure domains in the countries as listed in
Figure 6. The definition of critical infrastructure differs
from country to country, but generally encompasses infras-
tructure, transport, communications, financial institutions,
universities, hospitals, etc. We chose these countries based
on their score according to ENISA [24] as well as data
availability.



Figure 8. A map of all the municipalities of the Netherlands – the
municipalities that are coloured in are the ones we have attempted to
contact regarding the vulnerability disclosure.

We tried to validate our heuristic with seven web host-
ing providers. We selected these providers based on the
fact that they are used by government bodies and critical
infrastructure. We validate whether our assumptions hold
by testing against two classes of web hosting providers.
The first type explicitly states on their website that they
enforce strict sending policies on their mail servers. We
use Dutch hosting provider TransIP as our test subject
in this category. The second type does not state anything
about sender verification on their website, we select six
others in this category. As these web hosters are still
vulnerable to these attacks, we have omitted their names.
We were able to create a successful proof of concept for
all of the hosters in the second category. We tried creating
a proof of concept for TransIP, but were unable to do so.
As during our search we noticed that most web hosters
use similar setups, we refrain from additional experiments
with other hosters as these are unlikely to add much value.

4.1. Belgium

We identified at least 45 likely vulnerable municipali-
ties (out of 581), as well as 3 provinces out of 10. The total
number is likely higher. We also identified 3 vulnerable
financial institutions. At the federal government level, we
found at least 8 well-known federal public services to be
vulnerable. On a federal level we ran into problems as
there is no publicly available list of federal government
domains. We requested such a list from the Chancellery
of the Prime Minister, but received no response. Never-
theless, we can conclude that the issue is widespread at
every level of government. In terms of hosters used, we
observe a high usage of local national providers along with
large international players such as Microsoft. Vulnerable
organisations invariably relied on one of the local hosters.

4.2. The Netherlands

Out of the 12 ministries in the Netherlands, we could
send email on behalf of 6. Out of the 12 provinces in
the Netherlands, we could send email on behalf of 6.
Out of the 21 regional water authorities (Waterschappen),
we were able to spoof 6. We also looked at all 342
municipalities in the Netherlands. Around 30% (114)
of them were vulnerable whilst having set a proper SPF
(and in most cases DMARC) record. Just like in Belgium,
the issue is very prevalent at all levels of government in
The Netherlands as well. Their hosters consist of a mix
of self-hosted servers, providers specifically aimed at the
public sector, and generic web hosting providers, all for
the same domain. These organisations tend to be either
internationally minded (e.g., Microsoft), or providers from
the Netherlands, similar to the situation in Belgium. Many
domains share the same providers, especially if the organ-
isations had shared management or worked together in
other ways, as is the case for ministries. When looking
at the vulnerable ministries, we see that they tend to
authorise approximately 25 third parties, out of which we
managed to confirm one as vulnerable.

On a central government level, we found a signif-
icant number of vulnerable organisations. Providing a
percentage is difficult due to the opaque nature of central
government organisations and their use of domain names
(e.g., use of more than one domain, or use of subdomains).
We have attempted to obtain the list of domains used
by central government to send and receive email using a
Freedom Of Information (FOI or WOO) request. Initially
we received an informal response stating that this informa-
tion cannot be shared as a matter of state security. When
we asked for a formal reply, we received a letter stating
that this information is not available and thus cannot be
shared [60]. However, we were able to discover at least 8
vulnerable domains that are in the critical infrastructure.

The current numbers show that this issue is
widespread. This is a serious threat, as it allows anyone
with ill-intent to pose as a government agency. This
may be in direct email communication to citizens, or in
communication to other agencies. It can be used to make
politicians and high-ranking officials say things they never
said, and also be used to deny ever having sent actual
email. With the current number of impacted government
organisations, the potential for abuse is substantial.

4.3. Rest of Europe

We have furthermore looked at France, Switzerland,
Denmark, Sweden, Norway, Estonia, Latvia, and Lithua-
nia. In these countries it is to our knowledge not manda-
tory to set up SPF and DMARC properly, and that quickly
becomes apparent. SPF and DMARC are by no means as
common as in the Netherlands, often at least one of the
two is missing. In all countries we could identify at least
one government agency that was vulnerable, even if SPF
and DMARC were configured correctly.

The claim that it is not mandatory to do SPF and
DMARC is backed up by the responses we received from
the national CERTs, who, whilst appreciative, did not
consider the issue we reported a concern. For this reason
we have left these countries out of our further analysis.



5. Disclosure & Response Analysis

We now shift our focus back to the main research
question, namely, in this section we analyse what hap-
pened when we reported the vulnerability to the various
parties we identified in the previous section.

5.1. Web Hosting Providers

We first reported the issue we identified to the web
hosting providers that are susceptible to this issue. One
of them started monitoring and alerting customers which
were (unknowingly) using this feature, informing them
that it would stop working after a certain date. Some time
after that, they started to block spoofed outgoing emails.
The other six have not solved the issue. Most of them
did not reply or claimed it was ‘by design’. One of the
six even required us to sign a non-disclosure agreement,
stating that we would be allowed to go public ‘at most
two months after the issue had been resolved’. This has
the caveat that if the issue is never resolved, we would
never be allowed to go public. We still informed them
without agreeing to those terms via their security email
address, but received no response.

We immediately noticed that security issues raised
containing either SPF or DMARC are often dismissed.
In many cases ‘misconfiguration of SPF or DMARC’
is excluded from their scope, and whilst we argue that
this is not a misconfiguration, the initial assessment often
considers it as such. For example, from one bug bounty
team, i.e. the team that makes the first assessment of the
vulnerability, we swiftly received an ‘out of scope’ reply.
This did not change even after we explained to them
that this affected all customers of their hosted services
products as well.

What makes this vulnerability disclosure difficult is
that the third-party email providers have the technical
means to solve the issue, but no requirement to do
so, whilst the organisations that use those third-party
providers that are required to implement email securely,
for example due to legislation or binding policy, cannot
do so without cooperation from their third-party provider.

5.2. Organisations

Given the types of organisations where we observe this
vulnerability, and the potential impact of abuse in which
an attacker could impersonate, say, a person working at
a ministry or other government body, we then decided to
approach vulnerable parties directly. Additionally, we had
reason to believe that these organisations may disagree
with the assessment made by their third-party provider
that it is not an issue.

For every organisation, we tried to find a security
contact address on their website. If we could not find
one, we would email the general contact address. If the
organisation was covered by a larger incident response
organisation (e.g., a national CSIRT), we contacted that
organisation instead.

We received similar SPF/DMARC dismissals from the
national CSIRTs, for example from the Dutch national
CSIRT, stating (translated): “We were able to confirm
the problem from your report, but do not consider this

a security problem. We will therefore not follow up on
it.”. For this reason, we contacted organisations covered
by these national CSIRTs directly. This turned out to be
much more productive and led to replies thanking us and
the issue being resolved.

We noticed a stark difference in the response time
between organisations that are required to set up SPF and
DMARC securely. It is obligatory in the Netherlands for
governments and critical infrastructure [28], [31], but we
could not find similar guidelines for the other countries
we looked at.

5.2.1. Belgium. As Belgium does not mandate a secure
SPF and DMARC configuration, we aimed to compare
the vulnerability level and solve rate between the two
countries. This is shown in figure 7. The response rate
shows a similar pattern: out of the 48 emails we sent
to Belgian provinces and municipalities, we received a
total of 1 reply within six months (excluding auto-replies),
but this resulted in no action. Out of the three financial
institutions we contacted in Belgium, none have resolved
the issue or responded to it by email after three months,
although one did ask us to stop contacting them. We have
also noticed that for one bank that when we called to
report the vulnerability, nobody within the organisation
seemed to know the way to the right department, for-
warding us from the reception to the international fraud
department, to IT, only to end up being asked to email
the general contact address from which – to this day, over
half a year later – we have not received a reply. On a
federal government level we have had no reply after the
confirmation of receipt of the list we sent, nor do we see
any changes. Our direct emails to the affected departments
go unanswered, as did our emails to Belgium’s national
CSIRT.

5.2.2. The Netherlands. For Dutch municipalities, the
Association of Netherlands Municipalities (Vereniging
Nederlandse Gemeenten, VNG) acts as a CSIRT for all
municipalities, which is called the Information Security
Service of Dutch Municipalities (Informatiebeveiligings-
dienst, IBD). We contacted the IBD by phone and email,
and whilst they told us they would contact the affected
municipalities, no email to any municipality was sent after
3½ months, after which we contacted the municipalities
ourselves.

Out of the initial 37 emails we sent to Dutch munici-
palities, we received a reply for 16 of them. The number
of actual replies is lower, as many municipalities work
together when it comes to IT (e.g. the municipalities
of Haarlem and Zandvoort), thus we received only one
reply on behalf of multiple municipalities. The types of
responses we received were twofold: one was “thank you,
we will resolve it”, whereas the other one was “thank you,
but we use those services from the third-party and thus
we cannot do anything about it”. Only in one case was
a system administrator able to convince a web hoster to
change their configuration to disallow sending email on
behalf of other customers. Another party we contacted in
turn contacted their web hoster, who claimed it was not
possible. We contacted that web hoster as well, who –
predictably – said it was by design.



5.3. The Case of TOPdesk

During the last disclosure in the Netherlands, we
received a message from the IT manager of one of the
affected municipalities, who tested it with its other sup-
pliers as well, and found that a large enterprise service
management software supplier called TOPdesk had the
same vulnerability in their software-as-a-service solution.
This supplier is used by a lot of government entities on
all different levels. We initially called TOPdesks’s support
desk, after which we were recommended to send an email.
The email we sent created a ticket, which was promptly
closed and marked as ‘working as intended’ the morning
after. After pushing further, it would be looked into,
but it was still considered user responsibility. TOPdesk
maintains an optional blocklist, where an organisation
can request that their domain is only usable for their
tenant. Based on information we received from a partner,
we found a way to scan whether the domain was on
the blocklist based on the existence of a CNAME on
the organisation’s domain. We omit the specifics in this
paper to prevent abuse. Our results show only 20% of
organisations have this set.

We contacted the municipal CSIRT regarding this.
TOPdesk later sent an email to at least some, but not
all, of the municipalities. We contacted the 89 affected
municipalities on the 22nd of February, 2023, and graph
their response times in Figure 9. The template of the
emails we sent to those municipalities read the following
(translated from the original Dutch version):

Dear municipality of $name,

From my analysis, it appears that @$domain
has authorised TOPdesk SaaS to send email,
without setting any domain restriction. By
default, TOPdesk does not check which
domain name is used as sender for email
sent via TOPdesk. This means that any
TOPdesk customer can send email on behalf of
@$domain by simply modifying the ”sender”
field. This email is indistinguishable to the
naked eye from email actually sent by the
municipality of $name, and will therefore pass
the technical checks (SPF/DKIM/DMARC).

TOPdesk is aware that this is possible
(ticket X0000-000), but has indicated to me
not to change the default settings but to inform
the parties. Since it therefore remains possible
without action by the municipality of $name,
I am contacting you directly. The IBD has
already been informed.

It can be resolved by having email from
TOPdesk sent via your own SMTP server and
removing TOPdesk from your SPF record,
or by requesting domain restriction from
TOPdesk. For this, see also KI 11992 in
TOPdesk. This involves any domain name
that has include:spf.topdesk.net in the SPF
record or otherwise has the IP addresses of
the TOPdesk SaaS in the SPF record. I am
guessing you have a better overview of this
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Figure 9. Graph for the response time for the second round of disclosures
at Dutch municipalities (total 89). Green means they are vulnerable, blue
that they requested their domain to be blocklisted by the supplier, and
yellow that they removed the supplier from their SPF record. We graphed
the time of at least 90 days.

than I do, but in any case it concerns @$domain.

If you need more information, please contact us.

Cordially,
$reporter
E: $email
T: $phone
A: $postaddress

For this second round of disclosures at Dutch mu-
nicipalities we also received responses via email. We can
subdivide the municipalities into four quadrants: 1) solved
the vulnerability and responded to our email; 2) solved the
vulnerability but did not respond to our email; 3) did not
solve the vulnerability but did respond to our email; 4)
did not solve the vulnerability and did not respond to our
email. We graph their responses over time in Figure 10.
We excluded automated replies from ticketing systems and
out-of-office notifications from the responses category. We
see that surprisingly there does not seem to be a strong
correlation between replying to our message and resolving
the issue.

Strangely enough several municipalities removed the
supplier from their SPF record, but later added it again.
We are unsure why, but we have reason to believe that
they intended to use their own SMTP infrastructure with
TOPdesk, but after running into issues reverted to using
the TOPdesk infrastructure. We base this on the informa-
tion in Figure 9.

6. Policy versus Practice

We now turn our attention to policy on dealing with
vulnerability disclosures. Specifically, we compare the
policy of municipalities on paper to what they do in
practice (as reported in the previous section).

In the Netherlands all levels of government (national
and local) must implement a coordinated vulnerability
disclosure procedure [13]. We sent out 114 Freedom of
Information (Wet Open Overheid, WOO) requests to the
municipalities we attempted to contact for this coordinated
vulnerability disclosure and asked them for their policy
(if they had one). The exact request is the following
(translated from the original Dutch text):
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Figure 10. Graph for the reply time for the second round of disclosures
at Dutch municipalities (total 89). Green means they solved and replied
to our report, blue that they solved it but did not reply to us, yellow
means that they replied to us but did not solve it, and dark green that
they neither replied nor solved the issue.

Figure 11. A municipality links to a form to report data leaks and security
incidents. The form however is no longer available.

1) The policy documents in force regarding the handling
of third-party notifications of security breaches (also
known as the ‘responsible disclosure’ or ‘coordinated
vulnerability disclosure’ policy), including the policy
documents regarding the data stored on the notifica-
tion and notifier in a ‘coordinated vulnerability dis-
closure’ notification, as well as all previous iterations,
including draft versions, of these policy documents
as of the policy document in force on 1 July 2022;

2) All communications, memoranda, resolutions, infor-

Figure 12. A municipality requires signing in with DigiD, a Dutch
government system to identify its citizens and inhabitants online, to
report a data leak or security vulnerability.

Figure 13. The municipality has a clear vulnerability reporting page that
asked to email the details to ciso@. Unfortunately the email address
listed on that page was not contactable outside the organisation.
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Figure 14. Plot showing whether a municipality had a policy regarding
coordinated vulnerability disclosure notifications versus whether or not
they solved the issue we reported for the same set of municipalities as
in Figures 9 and 10.

mation and decisions, and other documents relating
to the creation of the current policy or earlier ver-
sions of this policy, including all considerations not
ultimately included in policy documents, from the
policy document in force on 1 July 2022, as well as
future versions of this policy;

3) All reviews, both internal and external, on all itera-
tions of the policy, including draft versions of policy
documents that were never published, as of the policy
in force on 1 July 2022, past, present, and future;

4) In the absence of current policies, all communica-
tions, memoranda, resolutions, information and deci-
sions on the possible establishment of future policies.

We sent these requests by email, unless the municipality
explicitly stated that they do not accept requests via email,
in which case we sent a letter via the postal service.

In all cases the contents were the same. The municipal-
ities we sent these requests to can be seen in Figure 8. We
received a reply from all contacted municipalities within
10 weeks.

For the TOPdesk vulnerability, based on the data from
the WOO requests, exactly half of the 881 had a coordi-
nated vulnerability disclosure policy. For the group that
did not have a coordinated vulnerability disclosure policy,
over 70% of the reports went unsolved. Unfortunately,

1. One municipality has ceased to exist since the initial disclosure,
and has thus been excluded.



the situation is only slightly better for the group that did
have a policy, with a solve rate of just under 40%. Our
findings are shown in Figure 14. We believe that one of the
causes for relatively disappointing solve rate in the group
with a policy is the lack of communication regarding the
policy. Only in 34 out of the 88 replies to our WOO
request did we receive internal communication regarding
coordinated vulnerability disclosure. Any unwritten com-
munication is not covered by the WOO, hence we cannot
make any statements regarding that. In several cases where
the municipality did not have a coordinated vulnerability
disclosure policy (CVD), nor any discussion regarding the
forming of a policy yet, the WOO request triggered the
creation of a CVD policy.

In addition to the above, we noticed that quite a few
municipalities added coordinated vulnerability disclosure
pages after our disclosure, although sometimes behind a
login (e.g., Figure 12).

6.1. Personal Data

During the disclosures, we noticed that in several cases
the receiving municipality would look up the personalia of
the reporter. We saw, for example, lookups via the social
media platform LinkedIn. Government organisations in
the Netherlands can request data about citizens from the
Personal Records Database (BRP). Every one of those
requests is logged by the National Office for Identity
Data (RvIG), and an overview of the requests made for
one’s data can be requisitioned by every citizen. As we
suspected that some municipalities might be using that
data after we performed our disclosures, we requested
such an overview. Around the date of the disclosure, 11
municipalities requested data from the BRP, as can also
be seen in Figure 15, including in one case: 1) citizen
number; 2) name; 3) date of birth; 4) gender; 5) residential
status; 6) nationality; 7) authority; 8) guardianship status;
9) registered municipality; 10) address; 11) emigration sta-
tus and address; 12) migration status; 13) citizen number
of the parents; 14) name of the parents; 15) date of birth of
the parents; 16) citizen number of the registered partner;
17) name of the registered partner; 18) date of birth of
the registered partner; 19) start date of the registered
partnership; 20) end date of the registered partnership;
21) citizen number of the children; 22) name of the
children; 23) date of birth of the children.

Requesting data from the BRP registry requires a legal
basis for processing data (per the GDPR [18]). As far as
we now, and given the content of the policies we obtained,
no such basis exists in case of a coordinated vulnerability
disclosure.

We contacted the eleven municipalities that requested
data from the BRP directly and asked them for the reason
they requested that data. To our surprise, most munici-
palities were unaware that they requested that data. We
received one reply from a municipality stating that they
always request this data for any form, and then throw out
the information that they do not need, which in this case
was everything about the parents, partner, and children.
This data is then, according to their policy, stored for
five years after the notification. In another case it was
a tick mark that was accidentally turned on, thereby
requesting far more information than was necessary. We

have also received two replies stating that the grounds
on which the data was processed was ‘illegitimate’. The
other replies can be summarised as “the system required
the information”, with data generally being stored for one
to ten years.

As the citizen number, name, and date of birth of
the reporter’s parents were also requested, the reporter
asked their parents to also request the information which
organisations retrieved from the BRP. In nine cases, their
data was requested as well, including: 1) citizen number;
2) name; 3) date of birth; 4) gender; 5) residential status;
6) registered municipality; 7) address; 8) emigration status
and address; 9) migration status; 10) citizen number of
their parents; 11) name of their parents; 12) date of birth
of their parents; 13) citizen number of their registered
partner; 14) name of their registered partner; 15) date
of birth of their registered partner; 16) start date of
the registered partnership; 17) end date of the registered
partnership; 18) citizen number of their children (which
includes the reporter); 19) name of the children; 20) date
of birth of the children. As the reporter’s grandparents are
no longer capable of requesting their data, we are unable
to tell whether their data was requested as well. When we
asked why this data was requested at the municipalities
based on our rights laid out in the General Data Protection
Regulation (GDPR), we received at least one response that
this data had not been requested even though we can see
that it has been requested. After we contacted the RvIG,
who in turn contacted that municipality, this was changed
to ‘the data is not being used’.

It is unclear which data a municipality is legally
allowed to request on the reporter of a coordinated vul-
nerability disclosure notification. As circa 90% of munic-
ipalities show, no additional information is necessary in
principle. However, there is to our knowledge no jurispru-
dence regarding this matter. The IBD states that excess
data requests are not permitted [38].

7. Discussion

In this section we elaborate on our experiences as
described in the previous sections; we have seen that
disclosures do not always go smoothly.

7.1. ‘Email is Insecure’

Whilst email is the most prevalent digital communi-
cation medium, used for messages that require security
and a guarantee of authenticity, it seems that the preva-
lent notion of ‘email is insecure’ prevents adoption of
technologies to make email more secure. Especially given
that in the case of the vulnerability we reported there is a
chain dependency on third-party suppliers, where a single
insecure link in the chain makes the entire chain insecure,
this notion seems exceedingly harmful.

Additionally, we note that web hosting providers tend
to initially answer either that the vulnerability we report
does not exist in their systems, or that it is by design,
leaves organisations that do want to resolve the issue with
only two options: 1) convince the webhosting provider
to resolve their issues; 2) stop using the web hosting
provider. Since these decisions are often made on a long
term basis, the latter option is often infeasible. Out of



Figure 15. A redacted excerpt from the ‘Overzicht gegevensverstrekkingen uit de basisregistratie personen’ (Overview of data provisionings from the
Personal Records Database) of the reporter of the vulnerabilities showing four municipalities (‘Gemeente’) along with what data they requested.

all the web hosters we tested and verified, only one has
changed their configuration, showing a lack of urgency on
their side.

We also found that for a lot of organisations outside
the Netherlands, SPF and DMARC were not deemed
important, where the configured policies were lax with
a +all, or in the case of the United Nations (un.int) at
one point even explicitly granting 0.0.0.0/0 (i.e. the
entire IPv4 space) permission to email on behalf of them.
We did not contact these organisations unless they were
obliged by law or treaty to implement SPF and DMARC
properly.

On top of this we were surprised to find that organisa-
tions that would benefit the most from a secure SPF and
DMARC policy (e.g., financial institutions who advertise
in bold letters on their website to look out for phishing)
were the most hesitant to resolve the issue.

All-in-all it seems like the adoption and proper appli-
cation of SPF and DMARC is very much dependent on
either regulation or the enthusiasm of a couple individuals
within an organisation.

7.2. Reporting Difficulties

We noticed a stark difference between the Netherlands
and other countries in terms of the availability of a co-
ordinated vulnerability disclosure contact address, as well
as response to our notifications. We believe this to be due
to the policy push by NCSC-NL in 2013 [69], although
we do not rule out the influence of the nationality of the
reporter matching the nationality of the organisation that is
reported to. Still, we encountered several cases where the
security contact address no longer existed, the displayed
address was different than the actual linked address, or the
email was reported as not received by a follow-up phone
call, or we only got in contact with the security team

because a colleague knew someone, or we managed to
guess the email address of the CISO based on the common
email pattern for the organisation and a LinkedIn profile
for said CISO. The teams responsible for security within
organisations are often unaware that they are unreachable,
as the message does not arrive, and first line support is
often unprepared to handle these cases.

During the disclosure to municipalities, we found that
it could be difficult to reach the municipality, even if
they had a coordinated vulnerability disclosure page. For
example, some had a coordinated vulnerability disclo-
sure submission form that was no longer available (e.g.,
Figure 11), some required signing in with a government
ID, barring all foreigners from reporting an issue (e.g.,
Figure 12), whereas some had an email address that
was unreachable from outside the organisation. After our
disclosure, we noticed that several municipalities started
implementing coordinated vulnerability disclosure pages.
At least two have since added a coordinated vulnerability
disclosure page that is only accessible behind a sign-in
with a government ID similar to Figure 12.

Out of the organisations that had a coordinated vulner-
ability disclosure guideline with response deadline, over
half of the times this deadline was not met, for example
because the contact address listed on the coordinated vul-
nerability disclosure page was not aware that they were the
contact person, the page listed multiple, generic contact
addresses that were not aware of the coordinated vulner-
ability disclosure process, or the email address listed on
the page was ambiguous, where the link of the email and
the email displayed on the page differed.

It seems like the reputation of the reporter plays a role
for some organisations. We sent the reports as a private
individual, but we received some internal messaging that
suggests the university affiliation of the reporter that came
up when they searched for the reporter increased the trust



in the report.

7.3. Reactive versus Proactive

We noticed an uptake in activity once we sent out our
freedom-of-information (WOO) requests. We received a
response that a municipality restarted the decision process
for a CVD policy, and also received reports that our WOO
request prompted another look at our initial CVD report.

Additionally, the preliminary results of our research,
specifically those regarding the solve rate at municipali-
ties, appeared in national media [7], [12], [39], [56], which
also spurred municipalities and other organisations to
take another look. We have received several confirmations
since the media release that organisations would look into
it again.

8. Recommendations

Given the challenges we encountered in reporting a
simple yet potentially serious email vulnerability, we make
a number of recommendations to public organisations on
dealing with coordinated vulnerability disclosures.

8.1. Regulation

As can be seen in Figure 7, there is a stark difference
between the Netherlands and Belgium when it comes
to responding to and solving our disclosures. We have
noticed patterns similar to those of Belgium in other
countries. We want to highlight once more that we only
contacted organisations that attempted to properly set up
SPF and DMARC, meaning we already have a positive
selection bias. We therefore believe that awareness and
policy, as is currently implemented in the Netherlands,
helps. Even the municipalities that did not have a coor-
dinated vulnerability disclosure policy in many cases did
respond to our message. In these cases they were aware
of what a CVD policy was, but did not yet come around
to creating one. Nevertheless, this led to our message
arriving at the right person within the organisation. We
believe that requiring this by law or policy, as is the case
in the Netherlands as part of the BIO [13], can create this
awareness. We believe that mandating security.txt,
as currently mandated by Forum Standaardisatie [30] and
recommended by NCSC-UK [55], can also help in this
endeavour.

One thing that stood out for the 44 municipalities
that did have a policy is that almost all of them have
a policy based on a template supplied by the overarching
CSIRT for municipalities, IBD. This creates a solid base
for policy within the municipalities, but may potentially
also lead to the requirement becoming a ‘box-ticking’ ex-
ercise, where insufficient thought is put into the processes
behind the policy. We strongly believe that expanding
the number of organisations required to implement a
coordinated vulnerability disclosure procedure, either by
making adherence to ISO 29147:2018 [3] or the EUCC
[23] a requirement, would greatly improve the notification
handling at other organisations. We believe that there is a
role for ENISA to increase awareness across the EU.

8.2. Enforcement

We have seen that even though attempts have been
made to encourage providers to implement solutions that
use open standards and make secure solutions, such as the
Leveranciersmanifest (Vendor Manifest) [29] and Veilig
Email Coalitie (Secure Email Coalition) [57], that in most
cases there is no enforcement mechanism to ensure that
those who sign the manifest actually adhere to it. This
leads to situations where suppliers that an organisation
thinks do things correctly or aim to do so, by virtue
of having signed on to the document, in reality do not.
We urge the organisers of these coalitions to set clear
guidelines and processes for the dismissal of participants
that do not or no longer adhere to the guidelines set during
onboarding.

8.3. Coordinators

During our disclosures, we ran into several problems
with so-called coordinators – organisations or teams (e.g.,
CSIRTs) that relay information from the outside world
(i.e., us) to the vulnerable organisations. This resulted
in implicit gatekeeping – in several cases we found that
such an organisation (such as the IBD or NCSC-NL) did
not relay the information to the vulnerable parties, even
though later it turned out the vulnerable party had wanted
to act on it. Whilst this filtering may make sense in some
cases (e.g., if a vulnerability has very limited impact),
it is not part of the coordinator description of ISO/IEC
29147:2018 [3]. We therefore recommend CSIRTs to pro-
vide and communicate clear guidelines on what type of
reports will be forwarded, and equally important which
ones will not be forwarded, both to their members and the
ones reporting. We recommend those members to consider
carefully whether this filtering is in line with the notifica-
tions they wish to receive, and to alternatively provide a
means to directly report issues to the organisation.

8.4. Evaluation

Additionally, we find that when a coordinated vulner-
ability disclosure procedure exists, it may not work, both
technically and within the organisation. Examples such
as Figure 11 are no exception. In many cases reporters
may simply give up on reporting vulnerabilities, which
leads to a false sense of security. After all, how does
one notice that no one sends in a report because the
form is broken versus no one sends in a report because
there are no vulnerabilities found? We recommend having
these procedures tested by an external person or agency.
Situations such as shown in Figures 13 and 11 would be
picked up during that process. In the answers to our WOO
requests we also saw that very few municipalities in the
Netherlands currently perform evaluations of their CVD
policy. For this reason, we urge both ENISA and the BIO
working group to consider making periodic evaluations
of the current CVD policy and processes a requirement
of the EUCC and BIO respectively.

8.5. Organisational Awareness

We recommend checking that those working in the
organisation are aware of the department or individuals to



forward disclosure notifications to. In some cases it can be
difficult to directly find the right contact person, especially
if there is no coordinated vulnerability disclosure policy
published. We noticed several cases where the recipient
was weary of our authenticity, but decided to forward the
notification anyway to the security officer. These cases
can be seen in Figure 14 as ‘solved, no policy’. Had
they not done so, the message would have been lost. We
urge organisations to raise awareness of whom to contact
in case of security notifications, especially to those with
front-facing roles such as the reception, for example by
making it part of security training procedures.

8.6. Anonymity

When reporting a data leak or software vulnerability,
the reporting party may not wish to share all information.
We therefore recommend minimising the data requested
to report a vulnerability. Gender, date of birth, and citizen
number, as well as those details of family members or
spouses are generally not required to handle the vulner-
ability report, even though we saw in Section 6.1 that
this information is sometimes requested. The municipal
CSIRT IBD has stated that requesting and processing
this information is not allowed [38]. From communication
with the parties that did request this information, we have
had no case where they claimed to have used this informa-
tion, whereas in conversations with people reporting CVD
issues, we heard that requiring this kind of information
plays a significant role in the consideration whether to
report an issue. We believe there is a role for the sec-
toral CSIRTs to highlight the importance of anonymous
reporting, and for ENISA and the BIO working group to
mandate an anonymous reporting option.

8.7. Simplicity

Lastly, we want to highlight that the ones that make
the report very often do so without necessarily want-
ing anything in return. The law in territories such as
the Netherlands forbids abusing these vulnerabilities, but
does not require reporting them to the organisation or
outlaw selling the information to third-parties (so-called
grey markets) [54]. Discoverers could therefore, in theory,
opt to sell their vulnerabilities on the ‘grey market’. We
urge organisations to make the process of reporting the
vulnerability as simple as possible, and underscore that the
organisation where the vulnerability has been found is not
in a position to demand anything from the reporter. This
includes non-disclosure agreements, providing personal
information, adhering to timelines, and more.

9. Ethical Considerations

The study in this paper poses obvious ethical concerns,
as it describes vulnerabilities that were and in part still
are exploitable. We have taken the utmost care to make
sure vulnerabilities were properly disclosed to the parties
involved. The security of the organisations and their users
was paramount. We believe however that not publishing
our findings will in the end do more harm than publish-
ing them. We followed official guidance from NCSC-NL

which stipulates that organisations should have at least
60 days to resolve reported issues [54] – in practice all
organisations we contacted had over 180 days to resolve
the issues at hand prior to public disclosure.

Additionally, testing for the vulnerability also came
with ethical concerns. To mitigate these, we ensured that
we only sent email to addresses we controlled, from email
addresses that were clearly identifiable as stemming from
us, using message bodies that made it clear that this was
a test, unless the organisation it concerned had explicitly
given us permission to test other recipients and bodies.
We have executed our tests on a limited subset of affected
organisations that shared the same configuration based on
our scan results in order to minimise harm.

It is possible that our results will be used by malicious
parties to send phishing on behalf of the affected organ-
isations. We have therefore tried to reach the organisa-
tions and third-parties beforehand, as well as the relevant
CSIRTs. We have also presented our findings as a closed
(TLP:AMBER [26]) presentation to the FIRST conference
to inform the incident response community first.

Finally, we consulted the computer science ethics
board of the University of Twente , who stated that
since the reporting of the vulnerabilities started before the
involvement of the university , they are unable to comment
on that. For publication we have decided to redact as many
names as possible. However, due to the nature of this
process, redacting all names is not feasible. Throughout
the process we adhered to the Dutch Institute for Vulner-
ability Disclosure ’s code of conduct and complied with
the University of Twente ’s vulnerability disclosure policy.

10. Conclusion

Throughout this paper, we used an email vulnerabil-
ity discovered by us to test how public bodies such as
municipalities, regional and national authorities respond
to vulnerability disclosures. We then compared their han-
dling of vulnerability reports to public policy as set out
in the Netherlands. We found that a significant number
of government and critical infrastructure organisations are
vulnerable to the vulnerability we discovered, even with
strict SPF and DMARC records. We have also shown that
the disclosure process at several organisations struggles
to deal with reports like these. All but one affected web
hoster found the issue to not be worth resolving. When we
reported the vulnerability directly to affected organisations
within government and critical infrastructure, in over half
the cases the issue was not resolved, regardless of whether
they had a coordinated vulnerability disclosure policy
or not. We therefore urge policy makers to take steps
in creating effective policy on coordinated vulnerability
disclosure.

Data Availability

All data to produce these results are available on re-
quest. The datasets themselves are not published publicly
to avoid harm to the affected organisations, as they provide
details about the third-parties used by every organisation.
The source code is intertwined with these datasets and can
thus not be provided separately.
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[14] Rainer Böhme. A comparison of market approaches to soft-
ware vulnerability disclosure. In Günter Müller, editor, Emerging
Trends in Information and Communication Security, pages 298–
311, Berlin, Heidelberg, 2006. Springer Berlin Heidelberg.

[15] Robin Bolz and Reiner Kriesten. Automotive Vulnerability Dis-
closure: Stakeholders, Opportunities, Challenges. Journal of Cy-
bersecurity and Privacy, 1(2):274–288, May 2021. URL: http:
//dx.doi.org/10.3390/jcp1020015, doi:10.3390/jcp1020015.

[16] Hasan Cavusoglu, Huseyin Cavusoglu, and Srinivasan Raghu-
nathan. Efficiency of Vulnerability Disclosure Mechanisms to
Disseminate Vulnerability Knowledge. IEEE Transactions on
Software Engineering, 33(3):171–185, 2007. doi:10.1109/
TSE.2007.26.

[17] CISA. Coordinated Vulnerability Disclosure Process, Sep 2023.
URL: https://www.cisa.gov/coordinated-vulnerability-disclosure-
process.

[18] Council of European Union. Regulation (EU) 2016/679 of the
European Parliament and of the Council of 27 April 2016 on
the protection of natural persons with regard to the processing of
personal data and on the free movement of such data, and repealing
Directive 95/46/EC (General Data Protection Regulation), 2016.

[19] Council of European Union. Regulation (EU) 2019/881 of the
European Parliament and of the Council of 17 April 2019 on
ENISA (the European Union Agency for Cybersecurity) and on
information and communications technology cybersecurity certifi-
cation and repealing Regulation (EU) No 526/2013 (Cybersecurity
Act), 2019.

[20] Council of European Union. Directive (EU) 2022/2555 of the
European Parliament and of the Council of 14 December 2022
on measures for a high common level of cybersecurity across
the Union, amending Regulation (EU) No 910/2014 and Directive
(EU) 2018/1972, and repealing Directive (EU) 2016/1148 (NIS 2
Directive), 2022.

[21] Council of European Union. Proposal for a REGULATION OF
THE EUROPEAN PARLIAMENT AND OF THE COUNCIL on
horizontal cybersecurity requirements for products with digital
elements and amending Regulation (EU) 2019/1020, 2022.

[22] Dave Crocker. RFC 4871 DomainKeys Identified Mail (DKIM)
Signatures – Update. RFC 5672, August 2009. URL: https://
www.rfc-editor.org/info/rfc5672, doi:10.17487/RFC5672.

[23] ENISA. Cybersecurity certification: Candidate EUCC scheme,
Aug 2021. URL: https://www.enisa.europa.eu/publications/
cybersecurity-certification-eucc-candidate-scheme.

[24] ENISA. Developing National Vulnerabilities Programmes, Feb
2023. URL: https://www.enisa.europa.eu/publications/developing-
national-vulnerabilities-programmes.

[25] Jim Fenton. Analysis of Threats Motivating DomainKeys Identified
Mail (DKIM). RFC 4686, September 2006. URL: https://www.rfc-
editor.org/info/rfc4686, doi:10.17487/RFC4686.

[26] FIRST. Traffic Light Protocol (TLP), Aug 2022. URL: https:
//www.first.org/tlp/.

[27] Forum Standaardisatie. DKIM. URL: https:
//www.forumstandaardisatie.nl/open-standaarden/dkim.

[28] Forum Standaardisatie. DMARC. URL: https:
//www.forumstandaardisatie.nl/open-standaarden/dmarc.

[29] Forum Standaardisatie. Leveranciersmanifest. URL: https://
forumstandaardisatie.nl/leveranciersmanifest.

[30] Forum Standaardisatie. security.txt. URL: https:
//www.forumstandaardisatie.nl/open-standaarden/securitytxt.

[31] Forum Standaardisatie. SPF. URL: https://
www.forumstandaardisatie.nl/open-standaarden/spf.

[32] Forum Standaardisatie. Bredere aanpak ”meting informatievei-
ligheidstandaarden” legt Achterblijvers Bloot, Nov 2022. URL:
https://www.forumstandaardisatie.nl/nieuws/bredere-aanpak-
meting-informatieveiligheidstandaarden-legt-achterblijvers-bloot.

[33] Edwin Foudil and Yakov Shafranovich. A File Format to Aid
in Security Vulnerability Disclosure. RFC 9116, April 2022.
URL: https://www.rfc-editor.org/info/rfc9116, doi:10.17487/
RFC9116.

[34] Draper Gil G, Kampourakis G, Karopoulos G, and Sanchez Martin
JI. Email communication security standards: an analysis of uptake
in the EU - March 2022. (KJ-NA-31-280-EN-N (online)), 2022.
doi:10.2760/726094(online).

[35] Randall Gellens and Dr. John C. Klensin. Message Submission.
RFC 2476, December 1998. URL: https://www.rfc-editor.org/info/
rfc2476, doi:10.17487/RFC2476.

[36] Yoshiki Higashikado, Tetsuya Izu, Masahiko Takenaka, and
Takashi Yoshioka. An Extension of the Sender Domain Au-
thentication DKIM. In 2008 Third International Conference on
Convergence and Hybrid Information Technology, volume 2, pages
565–568, 2008. doi:10.1109/ICCIT.2008.82.

https://www.rfc-editor.org/info/rfc4871
https://www.rfc-editor.org/info/rfc4871
https://doi.org/10.17487/RFC4871
https://www.agconnect.nl/tech-en-toekomst/security/veel-gemeenten-gaan-niet-goed-om-met-beveiligingsmeldingen
https://www.agconnect.nl/tech-en-toekomst/security/veel-gemeenten-gaan-niet-goed-om-met-beveiligingsmeldingen
https://improsec.com/tech-blog/arebelongtous
https://doi.org/10.1145/3517745.3561468
https://www.binnenlandsbestuur.nl/digitaal/meldingen-van-kwetsbaarheden-worden-niet-altijd-opgepakt
https://www.binnenlandsbestuur.nl/digitaal/meldingen-van-kwetsbaarheden-worden-niet-altijd-opgepakt
https://bio-overheid.nl/media/13kduqsi/bio-versie-104zv_def.pdf
https://bio-overheid.nl/media/13kduqsi/bio-versie-104zv_def.pdf
http://dx.doi.org/10.3390/jcp1020015
http://dx.doi.org/10.3390/jcp1020015
https://doi.org/10.3390/jcp1020015
https://doi.org/10.1109/TSE.2007.26
https://doi.org/10.1109/TSE.2007.26
https://www.cisa.gov/coordinated-vulnerability-disclosure-process
https://www.cisa.gov/coordinated-vulnerability-disclosure-process
https://www.rfc-editor.org/info/rfc5672
https://www.rfc-editor.org/info/rfc5672
https://doi.org/10.17487/RFC5672
https://www.enisa.europa.eu/publications/cybersecurity-certification-eucc-candidate-scheme
https://www.enisa.europa.eu/publications/cybersecurity-certification-eucc-candidate-scheme
https://www.enisa.europa.eu/publications/developing-national-vulnerabilities-programmes
https://www.enisa.europa.eu/publications/developing-national-vulnerabilities-programmes
https://www.rfc-editor.org/info/rfc4686
https://www.rfc-editor.org/info/rfc4686
https://doi.org/10.17487/RFC4686
https://www.first.org/tlp/
https://www.first.org/tlp/
https://www.forumstandaardisatie.nl/open-standaarden/dkim
https://www.forumstandaardisatie.nl/open-standaarden/dkim
https://www.forumstandaardisatie.nl/open-standaarden/dmarc
https://www.forumstandaardisatie.nl/open-standaarden/dmarc
https://forumstandaardisatie.nl/leveranciersmanifest
https://forumstandaardisatie.nl/leveranciersmanifest
https://www.forumstandaardisatie.nl/open-standaarden/securitytxt
https://www.forumstandaardisatie.nl/open-standaarden/securitytxt
https://www.forumstandaardisatie.nl/open-standaarden/spf
https://www.forumstandaardisatie.nl/open-standaarden/spf
https://www.forumstandaardisatie.nl/nieuws/bredere-aanpak-meting-informatieveiligheidstandaarden-legt-achterblijvers-bloot
https://www.forumstandaardisatie.nl/nieuws/bredere-aanpak-meting-informatieveiligheidstandaarden-legt-achterblijvers-bloot
https://www.rfc-editor.org/info/rfc9116
https://doi.org/10.17487/RFC9116
https://doi.org/10.17487/RFC9116
https://doi.org/10.2760/726094 (online)
https://www.rfc-editor.org/info/rfc2476
https://www.rfc-editor.org/info/rfc2476
https://doi.org/10.17487/RFC2476
https://doi.org/10.1109/ICCIT.2008.82


[37] Hang Hu, Peng Peng, and Gang Wang. Towards Understanding the
Adoption of Anti-Spoofing Protocols in Email Systems. In 2018
IEEE Cybersecurity Development (SecDev), pages 94–101, 2018.
doi:10.1109/SecDev.2018.00020.

[38] IBD. IBD roept gemeenten op hun ‘Coordinated Vulnerability
Disclosure’-proces onder de loep te nemen, Oct 2023. URL:
https://www.informatiebeveiligingsdienst.nl/nieuws/ibd-roept-
gemeenten-op-hun-coordinated-vulnerability-disclosure-proces-
onder-de-loep-te-nemen/.

[39] iBestuur. IBD roept gemeenten op eigen CVD-procedure te bek-
ijken, 2023. URL: https://ibestuur.nl/artikel/ibd-roept-gemeenten-
op-eigen-cvd-procedure-te-bekijken/.

[40] Naoya Kitagawa, Toshiki Tanaka, Masami Fukuyama, and
Nariyoshi Yam. Design and Implementation of a DMARC Ver-
ification Result Notification System. 2016.

[41] Scott Kitterman. Sender Policy Framework (SPF) for Authorizing
Use of Domains in Email, Version 1. RFC 7208, April 2014.
URL: https://www.rfc-editor.org/info/rfc7208, doi:10.17487/
RFC7208.

[42] Scott Kitterman. Cryptographic Algorithm and Key Usage Update
to DomainKeys Identified Mail (DKIM). RFC 8301, January 2018.
URL: https://www.rfc-editor.org/info/rfc8301, doi:10.17487/
RFC8301.

[43] Dr. John C. Klensin. Simple Mail Transfer Protocol. RFC 5321,
October 2008. URL: https://www.rfc-editor.org/info/rfc5321,
doi:10.17487/RFC5321.

[44] Kanako Konno, Naoya Kitagawa, and Nariyoshi Yamai. “Objec-
tion, Your Honor!”: False Positive Detection in Sender Domain
Authentication by Utilizing the DMARC Reports. International
Journal on Advances in Internet Technology, Vol.13(no 1&2):35–
45, 6 2020.

[45] Murray Kucherawy, Dave Crocker, and Tony Hansen. DomainKeys
Identified Mail (DKIM) Signatures. RFC 6376, September 2011.
URL: https://www.rfc-editor.org/info/rfc6376, doi:10.17487/
RFC6376.

[46] Murray Kucherawy and Elizabeth Zwicky. Domain-based Message
Authentication, Reporting, and Conformance (DMARC). RFC
7489, March 2015. URL: https://www.rfc-editor.org/info/rfc7489,
doi:10.17487/RFC7489.

[47] John R. Levine. A New Cryptographic Signature Method for
DomainKeys Identified Mail (DKIM). RFC 8463, September 2018.
URL: https://www.rfc-editor.org/info/rfc8463, doi:10.17487/
RFC8463.

[48] Enze Liu, Gautam Akiwate, Mattijs Jonker, Ariana Mirian, Grant
Ho, Geoffrey M. Voelker, and Stefan Savage. Forward Pass: On the
Security Implications of Email Forwarding Mechanism and Policy,
2023. URL: https://arxiv.org/abs/2302.07287, doi:10.48550/
ARXIV.2302.07287.

[49] Donatello Luna, Luca Allodi, and Marco Cremonini. Productivity
and Patterns of Activity in Bug Bounty Programs: Analysis of
HackerOne and Google Vulnerability Research. In Proceedings of
the 14th International Conference on Availability, Reliability and
Security, ARES ’19, New York, NY, USA, 2019. Association for
Computing Machinery. doi:10.1145/3339252.3341495.

[50] Sourena Maroofi, Maciej Korczyński, Arnold Hölzel, and Andrzej
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