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Abstract—This paper considers the problem of the private
release of sample means of speed values from traffic datasets. Our
key contribution is the development of user-level differentially
private algorithms that incorporate carefully chosen parameter
values to ensure low estimation errors on real-world datasets,
while ensuring privacy. We test our algorithms on ITMS (Intelli-
gent Traffic Management System) data from an Indian city, where
the speeds of different buses are drawn in a potentially non-i.i.d.
manner from an unknown distribution, and where the number
of speed samples contributed by different buses is potentially
different. We then apply our algorithms to large synthetic
datasets, generated based on the ITMS data. Here, we provide
theoretical justification for the observed performance trends,
and also provide recommendations for the choices of algorithm
subroutines that result in low estimation errors. Finally, we
characterize the best performance of pseudo-user creation-based
algorithms on worst-case datasets via a minimax approach; this
then gives rise to a novel procedure for the creation of pseudo-
users, which optimizes the worst-case total estimation error.
The algorithms discussed in the paper are readily applicable to
general spatio-temporal IoT datasets for releasing a differentially
private mean of a desired value.

I. INTRODUCTION

It is now well-understood that the release of even seemingly
innocuous functions of a dataset that is not publicly available
can result in the reconstruction of the identities of individuals
(or users) in the dataset with alarming levels of accuracy
(see, e.g., [1], [2]). A notable such reconstruction attack
involved a somewhat naı̈vely anonymized database of taxi
data, released by the Taxi and Limousine Commission of
New York City [3], which was succesfully deanonymized [4],
thereby revealing sensitive information about the taxi drivers.
To alleviate concerns over such attacks, the framework of dif-
ferential privacy (DP) was introduced in [5], which, informally
speaking, guarantees the privacy of a single data sample, or
equivalently, of users when each user contributes at most one
sample. However, most real-world datasets, such as traffic
databases, record multiple contributions from every user; a
straightforward application of standard DP techniques achieves
poor estimation errors, owing to the addition of a large amount
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of noise to guarantee privacy. Recent work on “user-level
privacy” [6] however demonstrates the effectiveness of some
new algorithms that guarantee much improved estimation error
due to the additional privacy requirement for (a fixed) 𝑚 > 1
samples per user.

In this paper, we provide algorithms, which draw on the
research in [6], for ensuring user-level privacy in the context
of releasing the sample means of speed records in traffic
datasets. Clearly, it is desirable to keep the speed values of
vehicles private, because they indirectly reflect the individual
driving behaviour and might affect vehicle insurance premi-
ums. Our algorithms for estimating the sample means of the
data crucially rely on carefully chosen procedures that first
create pseudo-users, or arrays, following [7], and then clip
the number of speed samples contributed by each user and clip
each speed sample to lie in a high-probability interval. These
procedures are designed with the objective of controlling
the “user-level sensitivity” of the sample mean that we are
interested in.

We first emperically evaluate the performance of such
algorithms (via their estimation errors) on real-world speed
values from ITMS (Intelligent Traffic Management System)
traffic data, supplied by IoT devices deployed in an Indian
city. Here, the speeds of different buses are drawn in a
potentially non-i.i.d. manner from an unknown distribution,
and the number of speed samples contributed by different
buses is potentially different. Next, we artificially generate a
“large” synthetic dataset, using the statistics of the real-world
ITMS data, with either a large number of users or a large
number of samples contributed per user. We demonstrate, via
extensive experiments, the effectiveness or the relative poor
performance of the different algorithms we employ, in each
case. In addition, we provide theoretical justification for the
performance trends that we observe and recommendations for
the choice of algorithm to be used on large real-world datasets.
We mention that the results presented in this paper can be
directly applied to Floating Car Data (FCD) (see, e.g., [8]) for
estimating the traffic conditions in a particular location at a
given time of the day.

Next, we consider the general setting of user-level differ-
entially private mean estimation (with Laplace noise addition)
using pseudo-user creation, where only the number of samples
contributed by a user is clipped. For this setting, we present
a “minimax” analysis of the total estimation error due to
clipping and due to noise addition for privacy, and discuss
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some interesting consequences. In particular, as a by-product,
we obtain an upper bound on the total error incurred by the
“best” pseudo-user creation-based algorithm on any dataset.
This analysis then naturally gives rise to a novel procedure,
based on the creation of pseudo-users, which clips the number
of samples contributed by a user in such a manner as to
jointly optimize the worst-case errors due to clipping and
noise addition. However, since the subroutine used in such a
procedure involves a potentially large numerical optimization
problem, we present and analytically solve a simpler convex
optimization problem that seeks to minimize a suitable upper
bound on the worst-case error.

The paper is organized as follows: Section II presents the
problem formulation and relevant information on the ITMS
dataset, and recapitulates preliminaries on DP and user-level
DP; Section III contains description of our main algorithms;
Section IV discusses the results obtained by running our
algorithms on real-world ITMS and synthetic data, and pro-
vides theoretical proofs of the performance trends and recom-
mendations for the choices of algorithms on large datasets.
Section V presents a minimax analysis of the total estimation
error incurred by a pseudo-user creation-based algorithm, and
Section VI describes the novel algorithm for minimizing the
worst-case total estimation error that results from the minimax
analysis. The paper is then concluded in Section VII.

II. PRELIMINARIES

A. Notation

For a given 𝑛 ∈ N, the notation [𝑛] denotes the set
{1, 2, . . . , 𝑛}. Given a collection of real numbers (𝑥1, . . . , 𝑥𝑛),
we use the notation med(𝑥1, . . . , 𝑥𝑛) to refer to a median
of the collection, i.e., med(𝑥1, . . . , 𝑥𝑛) is any value 𝑥 such
that |{𝑖 ∈ [𝑛] : 𝑥𝑖 ≥ 𝑥}| = ⌈𝑛/2⌉. We write 𝑋 ∼ 𝑃

to denote that the random variable 𝑋 is drawn from the
distribution 𝑃. We use the notation Lap(𝑏) to refer to the
zero-mean Laplace distribution with standard deviation

√
2𝑏;

its probability distribution function (p.d.f.) obeys

𝑓 (𝑥) = 1
2𝑏
𝑒−|𝑥 |/𝑏, 𝑥 ∈ R.

We also use the notation N(𝜇, 𝜎2) to denote the Gaussian
distribution with mean 𝜇 and variance 𝜎2. For a random vari-
able 𝑋 ∼ N(0, 1), we denote its complementary cumulative
distribution function (c.c.d.f.) by 𝑄, i.e., for 𝑥 ∈ R,

𝑄(𝑥) := Pr[𝑋 ≥ 𝑥] =
∫ ∞

𝑥

1
√

2𝜋
𝑒−𝑧

2/2d𝑧.

B. Problem Setup

The ITMS dataset that we consider contains records of
the data provided by IoT sensors deployed in an Indian
city, pertaining to information on bus movement. Each record
catalogues, among other information, the license plate of the
bus, the location at which the data was recorded, a timestamp,
and the actual data value itself, which is the speed of the
bus. For the purpose of analysis, we divide the total area of
the city into hexagon-shaped grids, with the aid of Uber’s

Hexagonal Hierarchical Spatial Indexing System (or H3) [9],
which provides an open-source library for such partitioning
tasks. Furthermore, we quantize the timestamps present in the
data records into 1 hour timeslots. In this work, we consider
those data records that pertain to a single Hexagon And
Timeslot (or HAT), and seek to release the average speeds of
the buses in the chosen HAT, privately, to a client who has no
prior knowledge of these values. We remark that the algorithms
discussed in this paper are readily applicable to general spatio-
temporal IoT datasets for releasing a differentially private
mean of a desired value.

C. Problem Formulation

Fix a HAT of interest. Let 𝐿 be the number of users (or
distinct license plates) present in the HAT, and for every user
ℓ ∈ [𝐿], let the number of records contributed by the user be
𝑚ℓ . We set 𝑚★ := maxℓ∈[𝐿 ] 𝑚ℓ and 𝑚★ := minℓ∈[𝐿 ] 𝑚ℓ as the
maximum and minimum number of records contributed by
any user, respectively. We assume that 𝐿 and the collection
{𝑚ℓ : ℓ ∈ [𝐿]} are known to the client. Now, let the
collection

{
𝑆
(ℓ )
𝑗

: ℓ ∈ [𝐿], 𝑗 ∈ [𝑚ℓ]
}

denote the speed values
present in the records corresponding to the chosen HAT. We
assume that each 𝑆 (ℓ )

𝑗
is a real number that lies in the interval

[0,𝑈], where 𝑈 is a fixed upper bound on the speeds of
the buses; 𝑈 = 65 km/hr for the datasets we consider. For
the real-world ITMS dataset that we work with, the speed
samples are drawn according to some unknown distribution
𝑃 that is potentially non-i.i.d. (independent and identically
distributed) across samples and users. However, when we
generate synthetic speed samples, we draw each speed value
𝑆
(ℓ )
𝑗

i.i.d. according to some distribution 𝑃𝑠 that is obtained
by analyzing the statistics of the ITMS data.

Call the database consisting of the speed
records of users present in the chosen HAT as
D =

{(
𝑢ℓ , 𝑆

(ℓ )
𝑗

)
: ℓ ∈ [𝐿], 𝑗 ∈ [𝑚ℓ]

}
, where the collection

{𝑢ℓ : ℓ ∈ [𝐿]} denotes the set of users.
The function that we are interested in computing, which is

also called a “query” to the database, is the sample average

𝑓 (D) :=
1∑𝐿

ℓ=1 𝑚ℓ
·
𝐿∑︁
ℓ=1

𝑚ℓ∑︁
𝑗=1
𝑆
(ℓ )
𝑗
. (1)

Next, we define the notion of privacy that we are interested
in, that is user-level differential privacy.

D. User-Level Differential Privacy

Consider two databases D1 ={(
𝑢ℓ , 𝑥

(ℓ )
𝑗

)
: ℓ ∈ [𝐿], 𝑗 ∈ [𝑚ℓ]

}
and D2 ={(

𝑢ℓ , 𝑥
(ℓ )
𝑗

)
: ℓ ∈ [𝐿], 𝑗 ∈ [𝑚ℓ]

}
consisting of the same

users, with each user contributing the same number of
(potentially different) data values {𝑥 (ℓ )

𝑗
}. Let D denote

a universal set of such databases. We say that D1 and
D2 are “user-level neighbours” if there exists ℓ0 ∈ [𝐿]
such that

(
𝑥
(ℓ0 )
1 , . . . , 𝑥

(ℓ0 )
𝑚ℓ0

)
≠

(
𝑥
(ℓ0 )
1 , . . . , 𝑥

(ℓ0 )
𝑚ℓ0

)
, with(

𝑥
(ℓ )
1 , . . . , 𝑥

(ℓ )
𝑚ℓ

)
=

(
𝑥
(ℓ )
1 , . . . , 𝑥

(ℓ )
𝑚ℓ

)
, for all ℓ ≠ ℓ0. In this



work, we concentrate on mechanisms that map a given
database to a single real value.

Definition II.1. For a fixed 𝜀 > 0, a mechanism 𝑀 : D→ R is
said to be user-level 𝜀-DP if for every pair of datasets D1,D2
that are user-level neighbours, and for every measurable subset
𝑌 ⊆ R, we have that

Pr[𝑀 (D1) ∈ 𝑌 ] ≤ 𝑒𝜀 Pr[𝑀 (D2) ∈ 𝑌 ] .

Next, we define the user-level sensitivity of a function of
interest.

Definition II.2. Given a function 𝑔 : D → R, we define its
user-level sensitivity Δ𝑔 as

Δ𝑔 := max
D1 ,D2 u-l nbrs.

|𝑔(D1) − 𝑔(D2) | ,

where the maximization is over datasets that are user-level
neighbours.

For example, the user-level sensitivity of 𝑓 , in (1), is

Δ 𝑓 =
𝑈𝑚★∑
ℓ 𝑚ℓ

, (2)

where 𝑚★ = maxℓ 𝑚ℓ . In this paper, we use the terms
“sensitivity” and “user-level sensitivity” interchangeably.

The next result is well-known and follows from standard
DP results [5, Prop. 1]:

Theorem II.1. For any 𝑔 : D → R, the mechanism 𝑀
Lap
𝑔 :

D→ R defined by

𝑀
Lap
𝑔 (D1) = 𝑔(D1) + 𝑍,

where 𝑍 ∼ Lap(Δ𝑔/𝜀) is user-level 𝜀-DP.

All the algorithms presented in this paper involve the addi-
tion of Laplace noise to guarantee user-level 𝜀-DP, with the
intuition that under some regularity conditions, for small 𝜀 (or
equivalently, high privacy requirements), Laplace distributed
noise is asymptotically optimal in terms of the magnitude of
error in estimation (see [10], [11]).

Furthermore, by standard results on the tail probabilities of
Laplace random variables, we obtain the following bound on
the estimation error:

Proposition II.1. For a given function 𝑔 : D → R and for
any dataset D1, we have that

Pr
[���𝑀Lap

𝑔 (D1) − 𝑔(D1)
��� ≥ Δ𝑔 ln(1/𝛿)

𝜀

]
≤ 𝛿,

for all 𝛿 ∈ [0, 1].

Observe from Theorem II.1 that for a fixed 𝜀 > 0, the
standard deviation of the noise added is proportional to the
product 𝑈𝑚★; in settings where either 𝑚★ or 𝑈 is large,
a prohibitively large amount of noise is added for privacy,
thereby increasing the error in estimation.

III. ALGORITHMS

In this section, we present 4 algorithms: BASELINE,
ARRAY-AVERAGING, LEVY, and QUANTILE, for private
mean estimation with user-level privacy. These algorithms are
designed keeping in mind their intended application, which is
to analyze speed values of buses in large cities. Before we do
so, we describe a useful approach that modifies the function
𝑓 to be estimated (see (1)), in order to reduce the dependence
of the standard deviation of the noise added on the number of
samples per user (see the discussion at the end of the previous
section): we clip the number of samples contributed by any
user ℓ ∈ [𝐿] to min{𝑚ℓ , 𝑚UB}, where 𝑚★ ≤ 𝑚UB ≤ 𝑚★

could depend on {𝑚ℓ }ℓ≥1. We describe next two such so-called
“grouping” strategies, which leads to the creation of “pseudo-
users” or arrays, inspired by the work in [7]: WRAPAROUND
and BESTFIT.

A. Strategies for Grouping Samples

Let 𝑚UB be given. The procedure underlying grouping
strategies is as follows: for ease of exposition, we first sort
the users in non-increasing order of the number of samples
contributed, i.e., we reindex the users so that 𝑚1 ≥ 𝑚2 ≥
. . . ≥ 𝑚𝐿 . We then initialize 𝐿 empty arrays 𝐴1, . . . , 𝐴𝐿 , each
of length 𝑚UB. We assume that the locations of the arrays are
indexed from 1 to 𝑚UB, and for a given array 𝐴, we use the
notation 𝑤(𝐴) to denote the number of filled locations. We
initialilze 𝑤(𝐴𝑖) = 0, for all 1 ≤ 𝑖 ≤ 𝐿. Now, we process
each user in turn, beginning with user 1 and populate his/her
samples in the arrays, with a maximum of 𝑚UB samples from
any user being populated in the arrays. The exact strategy
for populating arrays followed in the WRAPAROUND and
BESTFIT procedures is explained below.

1) WRAPAROUND: Let ℓ∗ denote the smallest value
of ℓ ∈ [𝐿] such that 𝑚ℓ < 𝑚UB. For every ℓ <

ℓ∗, we populate the array 𝐴ℓ with the speed samples(
𝑆
(ℓ )
𝑗

: 1 ≤ 𝑗 ≤ 𝑚UB

)
, in a contiguous manner. Next, we pick

the samples
(
𝑆
(ℓ★)
𝑗

: 1 ≤ 𝑗 ≤ 𝑚ℓ★
)

from user ℓ★ and add these
to array 𝐴ℓ★ contiguously. By the definition of ℓ★, there
exist some empty slots in array 𝐴ℓ★ . These are filled com-
pletely by the next user’s samples

(
𝑆
(ℓ★+1)
𝑗

: 1 ≤ 𝑗 ≤ 𝑚ℓ★+1
)
,

if 𝑚ℓ★+1 ≤ 𝑚UB − 𝑚ℓ★ contiguously; else, these slots are
filled by the samples

(
𝑆
(ℓ★+1)
𝑗

: 1 ≤ 𝑗 ≤ 𝑚UB − 𝑚ℓ★
)
, and the

remaining samples from user ℓ★ + 1 are filled in the first
𝑚ℓ★+1 + 𝑚ℓ★ − 𝑚UB positions of array 𝐴ℓ★+1. The procedure
then continues, filling each array in turn, until all the user’s
samples have been populated in the arrays. Let 𝐾 denote the
index of the last filled-up array, with the arrays 𝐴𝐾+1, . . . , 𝐴𝐿
being deleted. Note that

𝐾 =

⌊∑𝐿
ℓ=1 min {𝑚ℓ , 𝑚UB}

𝑚UB

⌋
. (3)

Observe that in this strategy, it can happen that the samples
from a given user ℓ ∈ [𝐿] are split between two arrays 𝐴𝑖
and 𝐴𝑖+1, for some 1 ≤ 𝑖 ≤ 𝐾 − 1; we then say that this



user ℓ “influences” two arrays. The WRAPAROUND strategy
is shown as Algorithm 1.

2) BESTFIT: This algorithm that we use is a version
of a popular online algorithm for the bin-packing problem,
which is a known strongly NP-complete problem (see [12]).
Similar to the description of WRAPAROUND, let ℓ∗ denote
the smallest value of ℓ ∈ [𝐿] such that 𝑚ℓ < 𝑚UB. For every
ℓ < ℓ∗, we populate the array 𝐴ℓ with the speed samples(
𝑆
(ℓ )
𝑗

: 1 ≤ 𝑗 ≤ 𝑚UB

)
, in a contiguous manner. For each user

ℓ ≥ ℓ★, we find the least-indexed array 𝐴 among 𝐴ℓ★ , . . . , 𝐴𝐿
that can accommodate 𝑚ℓ samples and is filled the most. The
𝑚ℓ samples from the user ℓ are then placed in array 𝐴 (in
a continguous manner), and the process is iterated over the
other users. Note that the number of non-empty arrays that
are returned by the BESTFIT algorithm 𝐾 , is at least 𝐾 (see
(3)). Furthermore, observe that the samples from any given
user ℓ ∈ [𝐿] are present in exactly one array, unlike the case
in the WRAPAROUND strategy. Hence, any user influences at
most one array, in this case.

The BESTFIT strategy is shown as Algorithm 2.

Algorithm 1 The wrap-around strategy

1: procedure WRAPAROUND(D, 𝑚UB)
2: Set 𝐾 ←

⌊∑𝐿
ℓ=1 min{𝑚ℓ ,𝑚UB }

𝑚UB

⌋
.

3: Initialize 𝑡 ← 1
4: for ℓ = 1 : 𝐿 do
5: Set 𝑟 ← min {𝑚ℓ , 𝑚UB}, 𝑤 ← 𝑤(𝐴𝑡 ).
6: if 𝑚UB − 𝑤 ≥ 𝑟 then
7: Fill 𝐴𝑡 (𝑤 + 1 : 𝑤 + 𝑟) =

(
𝑆
(ℓ )
1 , . . . , 𝑆

(ℓ )
𝑟

)
8: else
9: Fill 𝐴𝑡 (𝑤 + 1 : 𝑚UB) =

(
𝑆
(ℓ )
1 , . . . , 𝑆

(ℓ )
𝑚UB−𝑤

)
.

10: Update 𝑡 ← 𝑡 + 1, set 𝑟 ′ = 𝑟 + 𝑤 − 𝑚UB.
11: Fill 𝐴𝑡 (1 : 𝑟 ′) =

(
𝑆
(ℓ )
𝑚UB−𝑤+1, . . . , 𝑆

(ℓ )
𝑟

)
.

12: return 𝐴1, . . . , 𝐴𝐾

Algorithm 2 The best-fit strategy

1: procedure BESTFIT(D, 𝑚UB)
2: for ℓ ← 1 : 𝐿 do
3: Set 𝑟 ← min {𝑚ℓ , 𝑚UB}
4: Set A = {𝐴𝑖 : 𝑚UB − 𝑤(𝐴𝑖) ≥ 𝑟}.
5: Set 𝐴 = 𝐴 𝑗 ∈ A such that 𝑗 is the least index such

that 𝑤(𝐴 𝑗 ) = max𝐴′∈A 𝑤(𝐴′).
6: Fill 𝐴(𝑤(𝐴) + 1 : 𝑟 + 𝑤(𝐴)) = (𝑆 (ℓ )1 , . . . , 𝑆

(ℓ )
𝑟 ).

7: return non-empty arrays 𝐴1, . . . , 𝐴𝐾

With these grouping strategies in place, we shall now
describe our main algorithms.

B. BASELINE

The BASELINE algorithm simply adds the required amount
of Laplace noise to guarantee 𝜀-DP, to the function 𝑓 to be
computed, i.e.,

𝑀Baseline (D) = 𝑓 (D) + Lap(Δ 𝑓 /𝜀),

where Δ 𝑓 = 𝑈𝑚★∑
ℓ 𝑚ℓ

is the sensitivity of the function 𝑓 . As
mentioned earlier, this algorithm suffers from the drawback
that a large amount of noise needs to be added for privacy
when either 𝑈 or 𝑚★ is large, thereby impeding estimation.
All the algorithms presented next attempt to ameliorate this
by the creation of pseudo-users, or arrays.

C. ARRAY-AVERAGING

In this algorithm, we attempt to reduce the amount of noise
added when 𝑚★ is large, by clipping the number of samples
contributed by any given user to some 𝑚★ ≤ 𝑚UB ≤ 𝑚★. We
use one of the two grouping strategies discussed previously:
WRAPAROUND or BESTFIT for clipping. In particular, given
the database D, we set

𝑓arr, wrap (D) :=
1
𝐾
·
𝐾∑︁
𝑖=1

𝐴𝑖 ,

where 𝐴𝑖 are the arrays obtained using the WRAPAROUND

strategy, with 𝐴𝑖 := 1
𝑤 (𝐴𝑖 )

∑𝑤 (𝐴𝑖 )
𝑗=1 𝐴𝑖 ( 𝑗) being the mean of

the samples contributed by array 𝑖 ∈ [𝐾]. We also set

𝑓arr, best (D) :=
1
𝐾
·
𝐾∑︁
𝑖=1

𝐴𝑖 ,

where 𝐴𝑖 are the arrays obtained using the BESTFIT strategy,
with 𝐴𝑖 := 1

𝑤 (𝐴𝑖 )
∑𝑤 (𝐴𝑖 )
𝑗=1 𝐴𝑖 ( 𝑗) being the mean of the samples

contributed by array 𝑖 ∈ [𝐾].
From the discussion in Section III-A, we have that since

using the WRAPAROUND strategy can result in one user
influencing two arrays, the sensitivity is given by

Δ 𝑓arr, wrap =
2𝑈
𝐾
.

However, since using the BESTFIT strategy, any user influ-
ences at most array, the sensitivity is

Δ 𝑓arr, best =
𝑈

𝐾
. (4)

The ARRAY-AVERAGING algorithm with WRAPAROUND
grouping computes

𝑀ArrayAvg, wrap (D) = 𝑓arr, wrap (D) + Lap(Δ 𝑓arr, wrap/𝜀),

and the ARRAY-AVERAGING algorithm with BESTFIT group-
ing computes

𝑀ArrayAvg, best (D) = 𝑓arr, best (D) + Lap(Δ 𝑓arr, best/𝜀).

Clearly, both these algorithms are 𝜀-DP, from Theorem II.1.
Observe that since 𝐾 ≥ 𝐾 , we have that Δ 𝑓arr, best ≤

𝑈
𝐾
< Δ 𝑓arr, wrap . This suggests that using the BESTFIT grouping

strategy yields lower estimation error, since the corresponding
standard deviation of the noise added is lower by a multiplica-
tive factor of 2 compared to the WRAPAROUND strategy. In
what follows, we therefore focus our attention on the BESTFIT
strategy.



We now define

Δ̃ 𝑓arr :=
𝑈 𝑚UB∑𝐿

ℓ=1 min{𝑚ℓ , 𝑚UB}

as a proxy for the upper bound 𝑈/𝐾 on Δ 𝑓arr, best . If Δ̃ 𝑓arr is
small, then so are 𝑈/𝐾 and Δ 𝑓arr, best .

The following lemma, that compares the BASELINE and
ARRAY-AVERAGING algorithms, then holds:

Lemma III.1. For any 𝑚UB ≤ 𝑚★, we have that Δ 𝑓 ≥ Δ̃ 𝑓arr .

Proof. We need only prove that 𝑚★∑
ℓ 𝑚ℓ
≥ 𝑚UB∑𝐿

ℓ=1 min{𝑚ℓ ,𝑚UB }
, or

equivalently, that 𝑚★

𝑚UB
≥

∑
ℓ 𝑚ℓ∑𝐿

ℓ=1 min{𝑚ℓ ,𝑚UB }
. To see this, let 𝐵 :=

{ℓ ∈ [𝐿] : 𝑚ℓ < 𝑚UB} and 𝐵𝑐 := [𝐿] \ 𝐵. Then,∑
ℓ 𝑚ℓ∑𝐿

ℓ=1 min{𝑚ℓ , 𝑚UB}
=

∑
ℓ∈𝐵 𝑚ℓ +

∑
ℓ∈𝐵𝑐 𝑚ℓ∑

ℓ∈𝐵 𝑚ℓ +
∑
ℓ∈𝐵𝑐 𝑚UB

≤
∑
ℓ∈𝐵𝑐 𝑚ℓ

|𝐵𝑐 | · 𝑚UB

≤ 𝑚★

𝑚UB
,

where the first inequality holds since
∑
ℓ∈𝐵𝑐 𝑚ℓ ≥

∑
ℓ∈𝐵𝑐 𝑚UB,

and the second inequality holds since 𝑚ℓ ≤ 𝑚★, for all ℓ ∈
[𝐿]. □

Next, we shall embark on choosing a “good” 𝑚UB, which
provides a large “gain” Δ 𝑓

Δ̃ 𝑓arr
; this therefore guarantees that

Δ 𝑓arr, best is small.
To this end, call 𝛼 := 𝑚★

𝑚UB
; in our setting, we have 𝛼 ≥ 1.

For fixed {𝑚ℓ }ℓ ≥ 1, observe that

Δ 𝑓

Δ̃ 𝑓arr

=
𝛼∑
ℓ 𝑚ℓ

·
∑︁
ℓ

min{𝑚ℓ , 𝑚UB}

=
𝛼∑
ℓ 𝑚ℓ

·
∑︁
ℓ

min{𝑚ℓ , 𝑚★/𝛼}

≤ 𝛼∑
ℓ 𝑚ℓ

·min

{∑︁
ℓ

𝑚ℓ , 𝑚
★𝐿/𝛼

}
= min

{
𝛼,

𝑚★𝐿∑
ℓ 𝑚ℓ

}
.

(5)

In the above, the equality Δ 𝑓

Δ̃ 𝑓arr
= 𝛼 holds only if 𝑚UB ≥ 𝑚ℓ ,

for all ℓ ∈ [𝐿], or equivalently, 𝑚UB = 𝑚★. Note that in this
case 𝛼 =

Δ 𝑓

Δ̃ 𝑓arr
in fact equals 1. On the other hand, the equality

Δ 𝑓

Δ̃ 𝑓arr
= 𝑚★𝐿∑

ℓ 𝑚ℓ
≥ 1 holds only if 𝑚UB ≤ 𝑚ℓ , for all ℓ ∈ [𝐿],

or equivalently, 𝑚UB = 𝑚★. We designate OPT := 𝑚★𝐿∑
ℓ 𝑚ℓ

, and
note that Δ 𝑓 = OPT Δ̃ 𝑓arr when 𝑚UB = 𝑚★.

While the choice 𝑚UB = 𝑚★ results in a high gain, it
could potentially cause poor accuracy in estimation of the true
value 𝑓 (D), due to the clipping error incurred by dropping a
relatively large number of user samples. More precisely, since
each array contains only very few samples, 𝑓arr, best (D) could
be quite different from 𝑓 (D). The next lemma shows that
choosing the more favourable 𝑚UB = med(𝑚1, . . . , 𝑚𝐿) results
in a gain that is only at most a factor of 2 lower than OPT.

Lemma III.2. The choice 𝑚UB = med(𝑚1, . . . , 𝑚𝐿) results in

Δ 𝑓

Δ̃ 𝑓arr

≥ OPT
2

.

Proof. For this choice of 𝑚UB, we have that, setting 𝛼 = 𝑚★

𝑚UB
and 𝐵 := {ℓ ∈ [𝐿] : 𝑚ℓ < 𝑚UB},

Δ 𝑓

Δ̃ 𝑓arr

=
𝛼∑
ℓ 𝑚ℓ

·
∑︁
ℓ

min{𝑚ℓ , 𝑚UB}

=
𝛼∑
ℓ 𝑚ℓ

·
[∑︁
ℓ∈𝐵

𝑚ℓ +
𝑚★ ⌈𝐿/2⌉

𝛼

]
≥ OPT

2
,

since 𝑚ℓ ≥ 0, for all ℓ ∈ [𝐿]. □

In our experiments in Section IV, we employ 𝑚UB =

med(𝑚1, . . . , 𝑚𝐿) in demonstrating the empirical performance
of ARRAY-AVERAGING under the BESTFIT grouping strategy.

D. LEVY

In this algorithm and the next, we attempt to reduce Δ 𝑓
further by simultaneously clipping the number of samples per
user and the range of speed values. The algorithm that we
present in this section puts together the ARRAY-AVERAGING
algorithm presented in the previous subsection and Algorithm
1 in [6]. However, unlike in the previous section, we make use
of a value of 𝑚UB that is different from med(𝑚1, . . . , 𝑚𝐿) and
is instead tailored, via heuristic calculations, to the sensitivity
of the function associated with this algorithm.

We now present a qualitative description of the algorithm;
the exact choice of the parameters is based on certain heuristics
that will be described later.

As in the previous section, we first clip the number of
samples contributed by any user using (one of) the array-based
grouping strategies and treat the thus-formed arrays as pseudo-
users. More precisely, let 𝐴1, . . . , 𝐴𝐾 be the arrays obtained
using the BESTFIT grouping strategy with a certain value of
𝑚UB to be specified later (recall that we use BESTFIT instead
of WRAPAROUND since under the BESTFIT strategy, a user
can influence at most one array, unlike in the WRAPAROUND
strategy). Next, we clip the range of speed values. Suppose that
𝑎, 𝑏 with 0 ≤ 𝑎 ≤ 𝑏 ≤ 𝑈 are real numbers such that the speed
values of the users lie in [𝑎, 𝑏] with high probability. The
LEVY algorithm first privately estimates this interval [𝑎, 𝑏],
with privacy loss set to 𝜀/2. We then define the function

𝑓Levy (D) :=
1
𝐾
·
𝐾∑︁
𝑖=1

Π[𝑎,𝑏] (𝐴𝑖),

where Π[𝑎,𝑏] denotes the projection operator into the interval
[𝑎, 𝑏], with

Π[𝑎,𝑏] (𝑥) = min{𝑏,max{𝑎, 𝑥}},



for any 𝑥 ∈ R. As before, 𝐴𝑖 := 1
𝑤 (𝐴𝑖 )

∑𝑤 (𝐴𝑖 )
𝑗=1 𝐴𝑖 ( 𝑗) is the

mean of the samples contributed by array 𝑖 ∈ [𝐾]. Note that
now the user-level sensitivity is given by

Δ 𝑓Levy =
𝑏 − 𝑎
𝐾

, (6)

since we implicitly assume that grouping is performed accord-
ing to the BESTFIT strategy.

The LEVY algorithm (with BESTFIT grouping) then com-
putes

𝑀Levy (D) = 𝑓Levy (D) + Lap(2Δ 𝑓Levy/𝜀).

Note that in the above expression, the privacy loss is assumed
to be 𝜀/2. Overall, the privacy loss for both private interval
estimation and for private mean estimation is 𝜀, following the
basic composition theorem [13, Corollary 3.15]. Hence, the
algorithm LEVY is 𝜀-DP.

Observe that when 𝑏 − 𝑎 < 𝑈/2, the standard deviation
of the noise added in this case is less than that added using
ARRAY-AVERAGING with BESTFIT grouping.

We now explain the heuristics we employ to select the
parameters 𝑎, 𝑏 in the LEVY algorithm and 𝑚UB.

1) Private Interval Estimation: The subroutine we use in
this algorithm to privately compute the “high-probability”
interval [𝑎, 𝑏] is borrowed from Algorithm 6 in [6], which
is used to privately compute an estimate of the

(
1
4 ,

3
4

)
-

interquantile interval of a given collection of i.i.d. (random)
scalar values 𝑋1, . . . , 𝑋𝑛 (in our setting, these are the array
means 𝐴1, . . . , 𝐴𝐾 ). In order to describe this subroutine, which
incorporates some additional modifications to suit our setting,
we provide necessary background. The application of Algo-
rithm 6 in [6] crucially relies on the following concentration
property of the values 𝑋1, . . . , 𝑋𝑛 provided to the algorithm:

Definition III.1. A random sequence 𝑋𝑛 supported on [0, 𝑀]
is (𝜏, 𝛾)-concentrated (𝜏 is called the “concentration radius”)
if there exists 𝑥0 ∈ [0, 𝑀] such that with probability at least
1 − 𝛾,

max
𝑖∈[𝑛]
|𝑋𝑖 − 𝑥0 | ≤ 𝜏.

First, observe that each “array mean” 𝐴𝑖 , 𝑖 ∈ [𝐾] is the
sample mean of values 𝐴𝑖 ( 𝑗) ∈ [0 : 𝑈], where 1 ≤ 𝑗 ≤ 𝑤(𝐴𝑖).
Although the samples in each array are drawn in a potentially
non-i.i.d. fashion from an unknown distribution, we simply
rely on heuristics that assume that the data samples are i.i.d.
and that each array is fully filled, with 𝐾 = 𝐾 .

By an application of Hoeffding’s inequality (see, e.g., [14,
Theorem 2.2.6]), we have that each array mean 𝐴𝑖 , 𝑖 ∈ [𝐾],
is 𝑈2

4𝑚UB
-subGaussian (see, e.g., [15, Theorem 2.1.1]). Hence,

if the speed samples were i.i.d., from a simple application of
the union bound (see, e.g., [15, Theorem 2.2.1]), we obtain
that the sequence (𝐴1, . . . , 𝐴𝐾 ) is in fact (𝜏, 𝛾)-concentrated
about the expected value, where

𝜏 = 𝑈 ·

√︄
log(2𝐾/𝛾)

2𝑚UB
. (7)

We use this value of 𝜏 to compute the “high-probability”
interval [𝑎, 𝑏], with privacy loss 𝜀/2, as shown in Algorithm
3.

Algorithm 3 Private Interval Estimation

1: procedure PRIVATEINTERVAL((𝐴1, . . . , 𝐴𝐾 ), 𝜀, 𝜏,𝑈)
2: Divide [0,𝑈] into 𝑈/𝜏 disjoint bins, each of width 𝜏.

Let 𝑇 be the midpoints of the bins.
3: Set 𝜇𝑖 ← min𝑥∈𝑇 |𝐴𝑖 − 𝑥 |, for all 𝑖 ∈ [𝐾].
4: For 𝑥 ∈ 𝑇 , define the cost function

𝑐(𝑥) = max{|{𝑖 ∈ [𝐾] : 𝜇𝑖 < 𝑥}|, |{𝑖 ∈ [𝐾] : 𝜇𝑖 > 𝑥}|}.

5: Sample �̂� ∈ 𝑇 from 𝑄 where

𝑄( �̂� = 𝑥) = 𝑒−𝜀𝑐 (𝑥 )/4∑
𝑥′∈𝑇 𝑒−𝜀𝑐 (𝑥

′ )/4 .

6: Set 𝑎 ← max
{
0, �̂� − 3𝜏

2
}
, 𝑏 ← min

{
�̂� + 3𝜏

2 ,𝑈
}
.

2) Choosing 𝑚UB: The subroutine we use to choose the
length of the arrays 𝑚UB is tailored to the sensitivity of the
function 𝑓Levy in (6). For a fixed 𝑚 = 𝑚UB, note that from
Algorithm 3,

Δ 𝑓Levy (𝑚) = min
{

3𝜏
𝐾
,
𝑈

𝐾

}
= min


3𝑈
𝐾

√︄
log(2𝐾/𝛾)

2𝑚
,
𝑈

𝐾

 . (8)

In order to reduce the sensitivity, our heuristic aims to maxi-
mize the 𝐾

√
𝑚 term in (8), and sets

𝑚UB ∈ arg max
𝑚

∑𝐿
ℓ=1 min {𝑚ℓ , 𝑚}√

𝑚
, (9)

where the right-hand side above is a set of cardinality poten-
tially larger than 1. We then numerically solve this optimiza-
tion problem over 𝑚★ ≤ 𝑚 ≤ 𝑚★, to obtain a single, suitable
value of 𝑚UB.

E. QUANTILE

The QUANTILE algorithm is a “noisy mean-of-projections”
that is quite similar in flavour to the LEVY algorithm, with the
only difference being the choice of the interval [𝑎′, 𝑏′] into
which the array means are projected.

More precisely, the QUANTILE algorithm sets 𝑚UB as in
(9), and uses the BESTFIT grouping strategy to create arrays
containing the speed samples. Next, the algorithm privately
estimates a “high-probability” interval [𝑎′, 𝑏′] (in a manner
different from Algorithm 3), with privacy loss 𝜀/2. We then
define the function

𝑓Quantile (D) :=
1
𝐾
·
𝐾∑︁
𝑖=1

Π[𝑎′ ,𝑏′ ] (𝐴𝑖),

where the projection operator and the array means are as
defined earlier. Once again, we have that the sensitivity

Δ 𝑓Quantile =
𝑏′ − 𝑎′

𝐾
,



Fig. 1: Plots comparing 𝐸MAE for the ARRAY-AVERAGING, LEVY, and QUANTILE algorithms, under the two grouping
strategies. For the LEVY algorithm, we fix 𝛾 = 0.2, and for the QUANTILE algorithm, we use the FIXEDQUANTILE subroutine.

The QUANTILE algorithm (with BESTFIT grouping) then
computes

𝑀Quantile (D) = 𝑓Quantile (D) + Lap(2Δ 𝑓Quantile/𝜀),

where the privacy loss for the mean estimation is set to 𝜀/2.
We now describe two subroutines that we use to privately
estimate the high-probability [𝑎′, 𝑏′].

1) FIXEDQUANTILE: This subroutine privately estimates
the

(
1
10 ,

9
10

)
-interquantile interval of the array means

𝐴1, . . . , 𝐴𝐾 , using Algorithm 2 in [16]. A notable difference
between this algorithm and Algorithm 6 in [6] (used in LEVY)
is that this algorithm does not quantize the interval [0,𝑈] in
which the samples lie as in Step 2 of Algorithm 3. Note that
this algorithm computes estimates of 𝑎′ and 𝑏′ separately, and
we set the privacy loss of each of these computations to be 𝜀/4,
so that the overall privacy loss for private quantile estimation
is 𝜀/2.

2) OPTIMIZEDQUANTILE: This subroutine privately esti-
mates (with privacy loss 𝜀/2) the interval [𝑎′, 𝑏′], which is
now chosen to minimize the sum of the absolute estimation
errors due to privacy and due to clipping the speed values,
following the work in [17]. In particular, an argument similar
to that in Section 3 in [17] advocates that in order to minimize
this sum of absolute estimation errors, we need to set 𝑏 to be
the

⌈ 2
𝜀

⌉th
-largest value among (𝐴1, . . . , 𝐴𝐾 ), and by symmetry,

we need to set 𝑎 to be the
⌊ 2
𝜀

⌋ th
-smallest value among

(𝐴1, . . . , 𝐴𝐾 ). We then proceed to privately estimate the(
1
𝐾
·
⌈ 2
𝜀

⌉
, 1 − 1

𝐾
·
⌈ 2
𝜀

⌉)
-interquantile interval using Algorithm

2 in [16]. Again, we set the privacy loss of computing 𝑎′ and
𝑏′ to be individually 𝜀/4, so that the overall privacy loss for
private quantile estimation is 𝜀/2.

IV. RESULTS

A. Setup

We test and evaluate our algorithms on two types of
datasets: 1) a real-world ITMS dataset C containing non-
i.i.d. speed values contributed by bus drivers over a span
of 3 days in an Indian city, and 2) a synthetic dataset D
containing i.i.d. samples drawn using insights from the ITMS
data. We mention that we first preprocess the dataset C to
remove the 0-valued speed samples, which correspond to
times when the buses are stationary. Further, towards reducing
the error due to clipping, we populate the sample means
of the speed samples of every user in the arrays created,
in place of the true speeds. More precisely, suppose that
locations [ 𝑗 , 𝑗 +min{𝑚ℓ , 𝑚UB} − 1] in array 𝐴𝑖 are allotted to
samples from user ℓ ∈ [𝐿], using either the WRAPAROUND
or BESTFIT strategy. The speed samples that are populated
in these locations are (𝜇ℓ , . . . , 𝜇ℓ) ∈ (0,𝑈]min{𝑚ℓ ,𝑚UB } , where
𝜇ℓ := 1

𝑚ℓ

∑𝑚ℓ

𝑡=1 𝑆
(ℓ )
𝑡 .

We ran each private mean estimation algorithm described
earlier 104 times; the plots showing the performance of our
algorithms are shown in this section. We test the accuracy of
our algorithms, via the error in estimation, for privacy loss 𝜀
ranging from 0.5 to 2.

For any dataset 𝐷, we use the mean absolute error (or MAE)
metric,

𝐸MAE (D) =

∑104

𝑖=0

���𝑀 (𝑖) (D) − 𝜇(D)���
104 ,

to evaluate the performance of the algorithm. Here, for 𝑖 ∈
[104], 𝑀 (𝑖) (D) is the result of running the algorithm 𝑀

(which is one of ARRAY-AVERAGING, LEVY, and QUANTILE,
with a choice of subroutines) on the dataset D at iteration 𝑖,
and 𝜇(D) is the true sample mean. Since, for 𝑍 ∼ Lap(𝑏),
we have E[|𝑍 |] = 𝑏, we simply use 𝐸MAE (D) = Δ 𝑓 /𝜀 for
BASELINE.



B. Experimental Results for ITMS Data

For our ITMS dataset C, the number of users 𝐿 = 217,
the maximum and minimium number of samples contributed
by any user are respectively 𝑚∗ = 417 and 𝑚∗ = 1, and the
total number of samples contributed by all user was

∑
ℓ 𝑚ℓ =

17166. The true sample mean of speed records 𝜇(C) was
20.66769. We also mention that we pick med(𝑚1, . . . , 𝑚𝐿) =
46. Also, for 𝑚UB as in (9), the number of arrays (or pseudo-
users) 𝐾 under WRAPAROUND grouping was 160 and the
number of arrays 𝐾 under BESTFIT grouping was 164.

First, we compare the performance of the algorithms that
employ clipping of the number of user samples, under
WRAPAROUND and BESTFIT grouping strategies. In partic-
ular, we evaluate 𝐸MAE for ARRAY-AVERAGING, for LEVY
with 𝛾 = 0.2, and for QUANTILE, with the FIXEDQUANTILE
subroutine, under the two grouping strategies. Figure 1 shows
these comparisons, for 𝜀 varying from 0.5 to 2. While for the
ARRAY-AVERAGING algorithm, the performance of the two
grouping strategies is similar, it is clear from the plots that for
the LEVY and QUANTILE algorithms, the BESTFIT strategy
performs much better than the WRAPAROUND strategy. This
conforms with our expectation (see the discussion in Section
III-A, since the WRAPAROUND strategy results in a multi-
plicative factor of 2 in the user-level sensitivity).

In Figure 2, we hence fix the grouping strategy to be
BESTFIT and compare the performance of the 4 algorithms
described in Section III on the non-i.i.d. ITMS dataset. Clearly,
clipping of the number of samples per user and the speed
values results in much better performance than the naı̈ve
BASELINE approach. However, there is very little difference
between the performance of the other algorithms, possibly
owing to the relatively small size of the ITMS dataset.

C. Experimental Results for Synthetic Data

Next, we artificially generate data samples, by drawing
insights from the ITMS dataset. This artificially generated
dataset, denoted as D, allows us to study the performance of
the algorithms in Section III when the number of samples per
user or the number of users is large. In particular, let �̂� denote
the number of users and 𝑚ℓ , for ℓ ∈ [�̂�] denote the number
of samples contributed by user ℓ. Recall that 𝐿 and {𝑚ℓ :
ℓ ∈ [𝐿]} denoted the number of users and the collection of
the number of samples per user for the original ITMS dataset.
We generate i.i.d. speed samples

{
𝑆
(ℓ )
𝑗

: ℓ ∈ [�̂�], 𝑗 ∈ [𝑚ℓ]
}
,

where for any ℓ, 𝑗 , we have 𝑆
(ℓ )
𝑗
∼ Π[0,𝑈 ] (𝑋), where 𝑋 ∼

N(𝜇(C), 𝜎2 (C)). Here, recall that 𝜇(C) is the true sample
mean of the ITMS dataset. Further, 𝜎2 (C) is the true sample
variance of the ITMS dataset, defined as

𝜎2 (C) = 1∑𝐿
ℓ=1 𝑚ℓ

·
𝐿∑︁
ℓ=1

𝑚ℓ∑︁
𝑗=1

(
𝑆
(ℓ )
𝑗
− 𝜇(C)

)2
.

For the ITMS dataset, 𝜎2 (C) = 115.135. Further, note that the
random variable 𝑆 (ℓ )

𝑗
obeys:

Pr
[
𝑆
(ℓ )
𝑗

= 0
]
= 𝑄

(
𝜇(C)
𝜎(C)

)
and

Pr
[
𝑆
(ℓ )
𝑗

= 𝑈

]
= 𝑄

(
𝑈 − 𝜇(C)
𝜎(C)

)
.

In what follows, we set 𝜇 := 𝜇(C) and 𝜎2 := 𝜎2 (C). We
consider two settings of interest, for a fixed positive integer 𝜆.

1) Sample scaling: In this setting, we set �̂� = 𝐿 and 𝑚ℓ =
10 ·𝑚ℓ , for all ℓ ∈ [�̂�]. In this case, 𝑚★ := max

ℓ∈[𝐿 ] 𝑚ℓ =
𝜆 · 𝑚★.

2) User scaling: In this setting, we set �̂� = 𝜆 ·𝐿 where 𝜆 is a
positive integer. For each 𝑖 ∈ [𝜆], we let 𝑚𝜆· (ℓ−1)+𝑖 = 𝑚ℓ ,
for all ℓ ∈ [𝐿]. Here, 𝑚★ = 𝑚★.

We also let 𝑚UB denote the new lengths of the arrays
used for the dataset D, with 𝐾 and 𝐾 denoting, respectively,
the resultant number of arrays under the WRAPAROUND
and BESTFIT grouping strategies. Further, for each of the
algorithms considered in Section III, we denote their sen-
sitivities under sample scaling (resp. user scaling) by using
an additional superscript ‘(𝑠)’ (resp. ‘(𝑢)’) over the existing
notation.

We first consider the setting of sample scaling, with 𝜆 = 10.
Figure 3 shows comparisons between the different algorithms
on this synthetic dataset, with 𝛾 = 0.2 for LEVY. Here,
we implicitly assume that the grouping strategy employed is
BESTFIT. It is evident from the plots that BASELINE performs
much poorer than the clipping algorithms, as expected. How-
ever, interestingly, the LEVY algorithm performs better than
all other algorithms.

To see why, we first need the following simple lemma.

Lemma IV.1. Under sample scaling, we have that

𝑚UB = 𝜆 · 𝑚UB, 𝐾 = 𝐾, and 𝐾 = 𝐾,

for 𝑚UB chosen either as the sample median or as in (9).

We now proceed to justify the performance trends observed
under sample scaling, by analyzing the dependence of the
sensitivities on the scaling factor.

Proposition IV.1. We have that

Δ
(𝑠)
𝑓Baseline

= Δ 𝑓Baseline , Δ
(𝑠)
𝑓arr, wrap

= Δ 𝑓arr, wrap , Δ
(𝑠)
𝑓arr, best

= Δ 𝑓arr, best ,

and
Δ
(𝑠)
𝑓Levy

=
1
√
𝜆
· Δ 𝑓Levy .

Proof. The above scaling of the sensitivities under sample
scaling follows directly from the definitions of the sensitivities
and from Lemma IV.1. □

It is clear from the above proposition that the sensitivity
(and hence the amount of Laplace noise added for privacy)
is much smaller for LEVY as compared to BASELINE and
ARRAY-AVERAGING, for large enough 𝜆.



Now, for the case of the QUANTILE algorithm, a precise
analysis of the sensitivity of the algorithm as stated is hard,
owing to possible errors in the private estimation of the
quantiles used. We believe the relative better performance of
LEVY is due the additional errors in private estimation of the
quantiles in QUANTILE. Hence, in general, when the dataset
contains a large number of samples per user, we recommend
using LEVY.

Figure 4 for user scaling shows that the FIXEDQUANTILE
subroutine outperforms all the other algorithms. Furthermore,
ARRAY-AVERAGING performs second-best. We mention that
here we use 𝑚UB as in (9) for ARRAY-AVERAGING as well, to
maintain uniformity. We now justify these performance trends.
Analogous to the setting with sample scaling, the following
simple lemma holds.

Fig. 2: Plots comparing the performance of algorithms on real-
world ITMS data

Lemma IV.2. Under user scaling, we have that

𝑚UB = 𝑚UB, 𝐾 = 𝜆 · 𝐾, and 𝐾 = 𝜆 · 𝐾,
for 𝑚UB chosen as in (9).

With the above lemma in place, we first provide a justifi-
cation of the superior performance of ARRAY-AVERAGING,
compared to LEVY and 𝜀-DEPENDENTQUANTILE, where we
assume that the exact sample-dependent quantiles are com-
puted in 𝜀-DEPENDENTQUANTILE (i.e., we assume that the
error in estimation of the sample quantiles due to privacy is
zero). To denote the standard deviation of noise added in each
algorithm described in Section III, under user scaling, we use
the same notation as for the sensitivities under user scaling,
but replacing Δ with 𝜎. We recall that for 𝑋 ∼ Lap(𝑏), the
standard deviation of 𝑋 , denoted by 𝜎, is

√
2𝑏. We implicitly

assume that BESTFIT is used as the grouping strategy in each
algorithm.

Fig. 3: Plots comparing the performance of algorithms under
sample scaling

Fig. 4: Plots comparing the performance of algorithms under
user scaling

Proposition IV.2. For any fixed 𝜀, for large enough 𝜆, we
have that with high probability,

𝜎
(𝑢)
𝑓arr, best

< min
{
𝜎
(𝑢)
𝑓Levy

, 𝜎
(𝑢)
𝑓Quantile

}
,

under the 𝜀-DEPENDENTQUANTILE subroutine for QUAN-
TILE, if the exact sample quantiles are employed.

Proof. First consider ARRAY-AVERAGING under user scaling.
Recall that Δ(𝑢)

𝑓arr, best
= 𝑈

�̂�
= 𝑈

𝜆·𝐾 , where the last equality follows

from Lemma IV.2. Hence, we have that 𝜎 (𝑢)
𝑓arr, best

=
√

2𝑈
𝜆𝐾𝜀

.



Now, consider LEVY under user scaling. From (8), we have
that

𝜎
(𝑢)
𝑓Levy

= min

{
6
√

2 · 𝜏

𝐾 · 𝜀
,
2
√

2 ·𝑈

𝐾 · 𝜀

}
=

2
√

2 ·𝑈
𝜆𝐾𝜀

,

for 𝜆 ≥ 𝛾

2𝐾
· 𝑒2𝑚UB/9 (see (7)). Here, in the last equality above,

we once again invoke Lemma IV.2 to obtain

�̂� = 𝑈 ·

√︄
log(2𝜆𝐾/𝛾)

2𝑚UB
.

Hence, for 𝜆 ≥ 𝛾

2𝐾
· 𝑒2𝑚UB/9, we have that 𝜎 (𝑢)

𝑓arr, best
< 𝜎

(𝑢)
𝑓Levy

.
Now consider the 𝜀-DEPENDENTQUANTILE under user

scaling. Fix some 𝛿 > 0 such that 𝛿 < 𝑈/4. We claim

that for large enough 𝜆, the true
(
𝐾
−1
·
⌈ 2
𝜀

⌉
, 1 − 𝐾

−1
·
⌈ 2
𝜀

⌉)
-

interquantile interval of the samples contains [𝛿,𝑈 − 𝛿], with
high probability. To this end, let 𝑡 :=

⌈ 2
𝜀

⌉
and let 𝐵 denote

the event that
(
𝐾
−1
· 𝑡, 1 − 𝐾

−1
· 𝑡

)
-interquantile interval is

contained in [𝛿,𝑈 − 𝛿]. We shall now show that Pr[𝐵] decays
to zero as 𝜆 increases to infinity. Observe that

Pr [𝐵]

≤ Pr
[
∃ 𝐾 − 2𝑡 array means all lying in [𝛿,𝑈 − 𝛿]

]
. (10)

Now, let 𝐵𝑖 denote the event that �̂�𝑖 , for 𝑖 ∈ [𝐾] lies in
[𝛿,𝑈 − 𝛿], and let 𝑖★ denote that array index 𝑖 that maximizes
Pr[𝐵𝑖]. Note that

Pr[𝐵𝑖★] ≤ 1 −max
{
Pr[ �̂�𝑖★ = 0], Pr[ �̂�𝑖★ = 𝑈]

}
.

Further, we have that

Pr[ �̂�𝑖★ = 0] =
(
Pr[𝑆 (1)1 = 0]

)𝑤 (𝐴𝑖★ )

= (1 −𝑄(𝜇/𝜎))𝑤 (𝐴𝑖★ ) > 0.

where we use the fact that the samples 𝑆 (ℓ )
𝑗

, ℓ ∈ [�̂�], 𝑗 ∈
[𝑚ℓ] are drawn i.i.d. according to the “projected” Gaussian
distribution described earlier. Since 𝑤(𝐴𝑖★) > 0, we get that
Pr[ �̂�𝑖★ = 0] > 0 and hence that Pr[𝐵𝑖★] < 1.

Employing a union bound argument to upper bound the
probability in (10), we get that

Pr[𝐵] ≤
(

𝐾

𝐾 − 2𝑡

)
·
�̂�∏
𝑖=1

Pr [𝐵𝑖]

≤
(

𝐾

𝐾 − 2𝑡

)
·
(
Pr [𝐵𝑖★]

) �̂�
=

(
𝐾

2𝑡

)
·
(
Pr [𝐵𝑖★]

) �̂�
where the second inequality holds by the definition of 𝑖★. Since(�̂�
2𝑡
)

grows polynomially in 𝜆, for a fixed 𝑡 (see Lemma IV.2),
we have that for any fixed 𝛿 > 0, and for a fixed, small 𝛽 ∈
(0, 1), there exists 𝜆0, such that for all 𝜆 ≥ 𝜆0, we have that
Pr[𝐵] < 𝛽.

Therefore, for any arbitrarily small 𝛽 > 0 and for 𝜆 ≥ 𝜆0,
we have that with probability at least 1 − 𝛽,

𝜎
(𝑢)
𝑓Quantile

≥ 2
√

2 · (𝑈 − 2𝛿)

𝐾 · 𝜀
>

√
2 ·𝑈

𝐾 · 𝜀
= 𝜎

(𝑢)
𝑓arr, best

,

where the second inequality holds since 𝛿 < 𝑈/4.
Hence, by picking 𝜆 ≥ max

{
𝜆0,

𝛾

2𝐾
· 𝑒2𝑚UB/9

}
, we get

𝜎
(𝑢)
𝑓arr, best

< min
{
𝜎
(𝑢)
𝑓Levy

, 𝜎
(𝑢)
𝑓Quantile

}
, with probability at least

1 − 𝛽. □

All that remains is to show that the FIXEDQUANTILE
algorithm performs better than ARRAY-AVERAGING. By ar-
guments similar to those above, we observe that since the
FIXEDQUANTILE subroutine eliminates a much larger fraction
of data samples in the computation of [𝑎′, 𝑏′], with high
probability, we have that 𝑏′−𝑎′ is small, and hence the amount
of noise added in this case is lower than that for ARRAY-
AVERAGING. Hence, in general, for datasets with a large
number of users, we recommend using FIXEDQUANTILE.

Until now, we have worked with either real-world (ITMS)
datasets or with datasets with i.i.d. speed samples, both of
which exhibit typical behaviour in that most of the speed
samples take non-extreme values, with high probability. In
the sections that follow, we analyze “worst-case” datasets that
maximize the error in estimation, for the general setting of
pseudo-user creation-based algorithms that clip the number
of samples contributed by users. For this setting, we provide
explicit bounds on worst-case error and choices for the lengths
of arrays in order to minimize the worst-case error.

V. ON MINIMAX ERROR BOUNDS FOR PSEUDO-USER
CREATION-BASED ALGORITHMS

In this section, we present a “minimax” characterization
of the total estimation error due to clipping and noise in an
algorithm that is based on the creation of arrays, or pseudo-
users; in other words, we present a characterization of the
total estimation error of ARRAY-AVERAGING under the “best”
choice of 𝑚UB, on the “worst” dataset. As an immediate
corollary, we obtain an upper bound on the total estimation
error of ARRAY-AVERAGING under the “best” choice of 𝑚UB
on any dataset. We emphasize, though, that this choice of
𝑚UB is only minimax optimal and not necessarily optimal in
a typical (or average-case) setting. We mention that a general
minimax theory for balancing errors due to estimation and
privacy was left open in [18] (see also [19]).

In what follows, we assume that the arrays 𝐴𝑖 , 𝑖 ∈ [𝐾]
are fully filled and use 𝐾 =

∑𝐿
ℓ=1 min{𝑚ℓ ,𝑚UB }

𝑚UB
in all subsequent

equations. For ease of reading, we set 𝑚 = 𝑚UB.
For a given dataset D′, following the definition of the

empirical loss corresponding to a mechanism in [20, Sec. 1.1],
we let 𝐸 (𝜀) (D′, 𝑚) to be the overall error, due to clipping and
due to noise addition, incurred by the ARRAY-AVERAGING
algorithm, where

𝐸 (𝜀) (D′, 𝑚) = | 𝑓arr (D′) − 𝑓 (D′) | + Δ̃ 𝑓arr/𝜀.



Note that in the above expression, if 𝑍 ∼ Lap(Δ̃ 𝑓arr/𝜀) is the
random variable that represents the noise added for privacy,
we have that Δ̃ 𝑓arr/𝜀 = E[|𝑍 |].

In what follows, we set 𝐸1 (D′, 𝑚) := | 𝑓arr (D′) − 𝑓 (D′) |
to denote the error due to clipping the number of samples per
user, and

𝐸
(𝜀)
2 (𝑚) := Δ̃ 𝑓arr/𝜀 =

𝑈𝑚

𝜀 ·∑𝐿
ℓ=1 min{𝑚ℓ , 𝑚}

(11)

to denote the expected absolute value of noise added to
guarantee 𝜀-DP. Our intention is to minimize the maximum
(or worst-case) error 𝐸 (𝜀) over all datasets. Let 𝐸 (𝜀) (𝑚) :=
maxD′ 𝐸 (D′, 𝑚) and let

𝐸 (𝜀) := min
𝑚★≤𝑚≤𝑚★

𝐸 (𝜀) (𝑚). (12)

We then set

𝑚 (𝜀) ∈ arg min
𝑚★≤𝑚≤𝑚★

𝐸 (𝜀) (𝑚), (13)

and note that the right-hand side above is a set of cardinality
potentially larger than 1. The next lemma exactly characterizes
the worst-case, or maximum, error 𝐸1 (D′, 𝑚), over all datasets
D′. For ℓ ∈ [𝐿], let Γℓ := min{𝑚ℓ , 𝑚}.

Lemma V.1. We have that

max
D′

𝐸1 (D′, 𝑚) = 𝑈 ·
(
1 −

∑
ℓ Γℓ∑
ℓ 𝑚ℓ

)
.

Proof. First, recall that 𝑚1 ≥ 𝑚2 ≥ . . . 𝑚𝐿; let 𝑚ℓ★ denote the
smallest index ℓ such that 𝑚ℓ < 𝑚. Then,

𝐸1 (D′, 𝑚)

=

����� 1
𝐾𝑚

∑︁
ℓ<ℓ★

𝑚∑︁
𝑗=1
𝑆
(ℓ )
𝑗
+ 1
𝐾𝑚

∑︁
ℓ≥ℓ★

𝑚ℓ∑︁
𝑗=1
𝑆
(ℓ )
𝑗

−
(

1∑
ℓ 𝑚ℓ

∑︁
ℓ<ℓ★

𝑚ℓ∑︁
𝑗=1
𝑆
(ℓ )
𝑗
+ 1∑

ℓ 𝑚ℓ

∑︁
ℓ≥ℓ★

𝑚ℓ∑︁
𝑗=1
𝑆
(ℓ )
𝑗

)�����
=

�����( 1
𝐾𝑚
− 1∑

ℓ 𝑚ℓ

)
·
𝐿∑︁
ℓ=1

Γℓ∑︁
𝑗=1
𝑆
(ℓ )
𝑗
− 1∑

ℓ 𝑚ℓ

∑︁
ℓ<ℓ★

∑︁
𝑗>𝑚

𝑆
(ℓ )
𝑗

�����.
Now, since each of the two terms in the maximization above is
non-negative, with 𝑆 (ℓ )

𝑗
∈ [0,𝑈], for all ℓ ∈ [𝐿] and 𝑗 ∈ [𝑚ℓ],

we get that

max
D′

𝐸1 (D′, 𝑚)

= max

{(
𝑈

𝐾𝑚
− 𝑈∑

ℓ 𝑚ℓ

) 𝐿∑︁
ℓ=1

Γℓ ,
𝑈∑
ℓ 𝑚ℓ

∑︁
ℓ<ℓ★

(𝑚ℓ − 𝑚)+
}
.

(14)

In (14), the first expression on the right is attained when 𝑆 (ℓ )
𝑗

=

𝑈, for all ℓ ∈ [𝐿] and 𝑗 ∈ [Γℓ], and 𝑆
(ℓ )
𝑗

= 0, otherwise.
Analogously, the second expression on the right is attained
when 𝑆

(ℓ )
𝑗

= 𝑈, for all ℓ < ℓ★ and 𝑗 > 𝑚, and 𝑆
(ℓ )
𝑗

= 0,
otherwise. We use the notation (𝑐)+ to denote max{0, 𝑐}, for

𝑐 ∈ R. Next, observe that
∑
ℓ (𝑚ℓ − 𝑚)+ =

∑
ℓ 𝑚ℓ −

∑
ℓ Γℓ .

Plugging this into (14), we obtain that

max
D′

𝐸1 (D′, 𝑚)

= 𝑈 ·max

{(
1
𝐾𝑚
− 1∑

ℓ 𝑚ℓ

) 𝐿∑︁
ℓ=1

Γℓ , 1 −
∑
ℓ Γℓ∑
ℓ 𝑚ℓ

}
= 𝑈 ·

(
1 −

∑
ℓ Γℓ∑
ℓ 𝑚ℓ

)
,

where in the last equality we use the fact that 𝐾𝑚 =
∑
ℓ Γℓ . □

Given Lemma V.1, our objective (12) yields

𝐸 (𝜀) = min
𝑚★≤𝑚≤𝑚★

(
𝑈 ·

(
1 −

∑
ℓ Γℓ∑
ℓ 𝑚ℓ

)
+ 𝑈𝑚

𝜀 ·∑𝐿
ℓ=1 Γℓ

)
. (15)

Moreover, since

𝐸 (𝜀) = min
𝑚★≤𝑚≤𝑚★

max
D′

𝐸 (D′, 𝑚)

≥ max
D′

min
𝑚★≤𝑚≤𝑚★

𝐸 (D′, 𝑚) ≥ min
𝑚★≤𝑚≤𝑚★

𝐸 (D, 𝑚),

for any dataset 𝐷, we obtain that the total estimation error
of the “best” pseudo-user based algorithm (via a choice of
𝑚 = 𝑚UB) for 𝐷, is upper bounded by 𝐸 (𝜀) .

Figure 5 shows a plot of a minimizer 𝑚 (𝜀) that is the
smallest 𝑚 ∈ [𝑚★, 𝑚★] that optimizes (15) for the ITMS
dataset. We observe that this minimizer appears to be a
staircase function (of 𝜀) and is non-decreasing in 𝜀. In what
follows, we provide theoretical proofs of these and other
properties of the minimizer 𝑚 (𝜀) .

Lemma V.2. For any 𝜀 > 0, we have that there exists 𝑚 (𝜀) ∈
{𝑚1, . . . , 𝑚𝐿}.

Proof. We claim that for any 𝜀 > 0, a minimizer of (15) occurs
at some 𝑚𝑘 , for 𝑘 ∈ [𝐿]. Indeed, observe that for any 𝑚 ∈
[𝑚𝑡 , 𝑚𝑡+1], for 𝑡 ∈ [𝐿−1], we have

∑
ℓ Γℓ =

∑𝑡
ℓ=1 𝑚ℓ+(𝐿−𝑡)𝑚.

This hence implies that

𝐸1 (𝑚) := max
D′

𝐸1 (D′, 𝑚) = 𝑈 ·
(
1 −

∑
ℓ Γℓ∑
ℓ 𝑚ℓ

)
is concave in 𝑚, for 𝑚 ∈ [𝑚𝑡 , 𝑚𝑡+1].

Likewise, we have

𝐸
(𝜀)
2 (𝑚) =

𝑈𝑚

𝜀 ·∑𝐿
ℓ=1 min{𝑚ℓ , 𝑚}

=
𝑚

𝑐1 + 𝑐2𝑚
,

for some constants 𝑐1, 𝑐2 > 0. It can be verified that

d2𝐸
(𝜀)
2

d𝑚2 =
−2𝑐1𝑐2 (𝑐1 + 𝑐2𝑚)
(𝑐1 + 𝑐2𝑚)4

< 0,

implying that 𝐸
(𝜀)
2 (𝑚) is also concave in 𝑚, for 𝑚 ∈

[𝑚𝑡 , 𝑚𝑡+1].
Putting everything together, we obtain that 𝐸 (𝜀) = 𝐸1+𝐸 (𝜀)2

is concave in 𝑚, for 𝑚 ∈ [𝑚𝑡 , 𝑚𝑡+1], thereby showing that
a minimum of 𝐸 (𝜀) occurs at the boundary of the interval
[𝑚𝑡 , 𝑚𝑡+1]. In other words, for 𝑚 ∈ (𝑚𝑡 , 𝑚𝑡+1), we have that



Fig. 5: Plot showing the values of 𝑚 (𝜀) obtained by solving
(15) for the ITMS dataset with 0.001 ≤ 𝜀 ≤ 2. Here, the 𝜀
axis is shown on a log-scale.

𝐸 (𝜀) (𝑚) ≥ min{𝐸 (𝜀) (𝑚𝑡 ), 𝐸 (𝜀) (𝑚𝑡+1)}, hence showing what
we set out to prove. □

The above lemma shows that a brute-force numerical opti-
mization of (15) can be carried out by simply letting 𝑚 take
values in the set {𝑚1, . . . , 𝑚𝐿}.

Lemma V.3. We have that 𝑚 (𝜀) is non-decreasing in 𝜀.

Proof. We need to prove that 𝑚 (𝜀2 ) ≥ 𝑚 (𝜀1 ) , for 𝜀2 > 𝜀1. To
this end, it is sufficient to prove that for all 𝑚 < 𝑚 (𝜀1 ) , it is true
that 𝐸 (𝜀2 ) (𝑚) > 𝐸 (𝜀2 ) (𝑚 (𝜀1 ) ). Now, for any 𝑚 ∈ [𝑚★, 𝑚★],
observe that

𝐸 (𝜀2 ) (𝑚)

=

(
𝑈 ·

(
1 −

∑
ℓ Γℓ∑
ℓ 𝑚ℓ

)
+ 𝑈𝑚

𝜀2 ·
∑𝐿
ℓ=1 min{𝑚ℓ , 𝑚}

)
= 𝐸 (𝜀1 ) (𝑚) + 𝑈𝑚

𝜀2 ·
∑𝐿
ℓ=1 min{𝑚ℓ , 𝑚}

− 𝑈𝑚

𝜀1 ·
∑𝐿
ℓ=1 min{𝑚ℓ , 𝑚}

= 𝐸 (𝜀1 ) (𝑚) − 𝑈𝑚(𝜀2 − 𝜀1)
𝜀1𝜀2 ·

∑𝐿
ℓ=1 min{𝑚ℓ , 𝑚}

(16)

Let 𝑔(𝑚) := 𝑈𝑚(𝜀2−𝜀1 )
𝜀1𝜀2 ·

∑𝐿
ℓ=1 min{𝑚ℓ ,𝑚}

. Rewriting 𝑔(𝑚) as

𝑔(𝑚) = 𝑈 (𝜀2 − 𝜀1)

𝜀1𝜀2 ·
∑𝐿

ℓ=1 min{𝑚ℓ ,𝑚}
𝑚

,

we see that 𝑔 is an increasing function of 𝑚. Thus, from (16),
we obtain that for 𝑚 < 𝑚 (𝜀1 ) ,

𝐸 (𝜀2 ) (𝑚) − 𝐸 (𝜀2 ) (𝑚 (𝜀1 ) )

=

(
𝐸 (𝜀1 ) (𝑚) − 𝑔(𝑚)

)
−

(
𝐸 (𝜀1 ) (𝑚 (𝜀1 ) ) − 𝑔(𝑚 (𝜀1 ) )

)
=

(
𝐸 (𝜀1 ) (𝑚) − 𝐸 (𝜀1 ) (𝑚 (𝜀1 ) )

)
+

(
𝑔(𝑚 (𝜀1 ) ) − 𝑔(𝑚)

)
> 0,

where in the last inequality, we have used the definition of
𝑚 (𝜀1 ) and the fact that 𝑔(𝑚) is increasing in 𝑚. □

Furthermore, the following lemma also holds.

Lemma V.4. For 𝜀 =
𝑚★

𝐿 ·∑ℓ 𝑚ℓ
, we have that 𝑚 (𝜀) = 𝑚★.

Similarly, for 𝜀 =

(∑
ℓ 𝑚ℓ

𝐿𝑚★

)2
, we have that 𝑚 (𝜀) = 𝑚★.

Proof. We shall first prove the first statement of the lemma.
The second statement relies on very similar arguments and we
shall sketch the key details later.

Now, for the first statement, it suffices to show that for
𝜀 =

𝑚★

𝐿 ·∑ℓ 𝑚ℓ
, we have that 𝐸 (𝜀) (𝑚 + 1) > 𝐸 (𝜀) (𝑚), for all

𝑚 ∈ [𝑚★, 𝑚★ − 1]. It hence follows that the minimizer of
𝐸 (𝜀) (𝑚) occurs at the least allowed value of 𝑚, which is 𝑚★.

Recall that

𝐸 (𝜀) (𝑚) = min
𝑚★≤𝑚≤𝑚★

(
𝑈 ·

(
1 −

∑
ℓ Γℓ∑
ℓ 𝑚ℓ

)
+ 𝑈𝑚

𝜀 ·∑𝐿
ℓ=1 Γℓ

)
.

Hence, our task reduces to showing that

(𝑚 + 1)
𝜀 ·∑𝐿

ℓ=1 min{𝑚 + 1, 𝑚ℓ }
− 𝑚

𝜀 ·∑𝐿
ℓ=1 min{𝑚, 𝑚ℓ }

>

∑
ℓ min{𝑚 + 1, 𝑚ℓ }∑

ℓ 𝑚ℓ
−

∑
ℓ min{𝑚, 𝑚ℓ }∑

ℓ 𝑚ℓ
.

Call the expression on the left-hand side above as 𝛼 (𝜀) (𝑚) and
that on the right-hand side above as 𝛽(𝑚). In what follows,
we shall show that 𝛼 (𝜀) (𝑚) ≥ 𝐿∑

ℓ 𝑚ℓ
> 𝛽(𝑚). To this end,

observe that

𝛽(𝑚) = 1∑
ℓ 𝑚ℓ

·
(∑︁
ℓ

min{𝑚 + 1, 𝑚ℓ } −
∑︁
ℓ

min{𝑚, 𝑚ℓ }
)

=
|𝑆 |∑
ℓ 𝑚ℓ

<
𝐿∑
ℓ 𝑚ℓ

(17)

where 𝑆 := {ℓ : 𝑚ℓ > 𝑚}. Let 𝛾𝑚 :=
∑
ℓ min{𝑚, 𝑚ℓ }. Note

that from above, 𝛾𝑚+1 = 𝛾𝑚 + |𝑆 |. Hence,

𝛼 (𝜀) (𝑚) = 𝛾𝑚 (𝑚 + 1) − 𝑚 · (𝛾𝑚 + |𝑆 |)
𝜀 · 𝛾𝑚+1𝛾𝑚

=

∑
ℓ∈𝑆𝑐 𝑚ℓ

𝜀 · 𝛾𝑚+1𝛾𝑚
≥ 𝑚★

𝜀 · 𝛾𝑚+1𝛾𝑚
, (18)

where in the second equality above, we have used 𝑆𝑐 := [𝐿]\𝑆.
Now, since 𝛾𝑚 ≤

∑
ℓ 𝑚ℓ , for all 𝑚 ∈ [𝑚★, 𝑚★], we obtain that

𝛼 (𝜀) (𝑚) ≥ 𝑚★

𝜀 · (∑ℓ 𝑚ℓ)2
≥ 𝐿∑

ℓ 𝑚ℓ
,

for 𝜀 =
𝑚★

𝐿 ·∑ℓ 𝑚ℓ
, thereby showing what we set out to prove.



To prove the second statement of the lemma, note that it

suffices to show that for 𝜀 =

(∑
ℓ 𝑚ℓ

𝐿𝑚★

)2
, we have that 𝐸 (𝜀) (𝑚 +

1) < 𝐸 (𝑚), for all 𝑚 ∈ [𝑚★, 𝑚★ − 1].
To prove this claim, we argue that 𝛼 (𝜀) (𝑚) ≤

∑
ℓ 𝑚ℓ

𝜀 (𝐿𝑚★)2
<

𝛽(𝑚). Crucially, to lower bound 𝛽(𝑚), we bound |𝑆 | (see (17))
from below by 1, and to upper bound 𝛼 (𝜀) (𝑚), we upper
bound

∑
ℓ∈𝑆𝑐 𝑚ℓ (see (18)) by

∑
ℓ 𝑚ℓ , and we lower bound

𝛾𝑚 by 𝐿𝑚★. The proof then follows analogous to the proof of
the first statement. □

We present next an immediate corollary of Lemmas V.3
and V.4, which intuitively states that for small enough 𝜀, the
error due to noise addition (𝐸2 (𝑚)) dominates over that due
to clipping (maxD′ 𝐸 (𝜀)1 (𝑚,D

′)), thereby setting the optimal
value of 𝑚 = 𝑚UB in (12) to be 𝑚★. Likewise, for large enough
𝜀, the error due to clipping dominates over that due to noise
addition, thereby setting the optimal value of 𝑚 = 𝑚UB in (12)

to be 𝑚★. Let 𝜀min := 𝑚★

𝐿 ·∑ℓ 𝑚ℓ
and let 𝜀max :=

(∑
ℓ 𝑚ℓ

𝐿𝑚★

)2
. Then,

Corollary V.1. For 𝜀 ≤ 𝜀min, we have that 𝑚 (𝜀) = 𝑚★;
likewise, for 𝜀 ≥ 𝜀max, we have that 𝑚 (𝜀) = 𝑚★.

VI. THE OPT-ARRAY-AVERAGING ALGORITHM

The discussion in the previous section immediately gives
rise to an algorithm, which we call OPT-ARRAY-AVERAGING,
that chooses 𝑚UB in the ARRAY-AVERAGING algorithm, in
order to jointly optimize the worst-case errors due to clip-
ping and privacy. In particular, OPT-ARRAY-AVERAGING sets
𝑚UB, for a fixed 𝜀, to be that value 𝑚 (𝜀) in (13).

While Corollary V.1 shows that for small enough 𝜀, OPT-
ARRAY-AVERAGING sets 𝑚UB = 𝑚★, the question of explicitly
solving for 𝑚 (𝜀) has not been addressed yet. We show next that
the function 𝐸

(𝜀)
2 (𝑚) in (11) is unfortunately non-convex in

𝑚, for most {𝑚ℓ } values of interest, for a fixed 𝜀. Equivalently,
we shall show that the function

𝜂(𝑚) :=
𝑚∑𝐿

ℓ=1 min{𝑚ℓ , 𝑚}
,

is non-convex in 𝑚, for general datasets. Furthermore, observe
from Lemma V.1 that maxD′ 𝐸 (𝜀)1 (𝑚,D

′) is convex in 𝑚, for
all integer values of 𝑚. Thus, we have that 𝐸 (𝑚) as in (15) is
non-convex in 𝑚 in general, and hence minimizing 𝐸 (𝑚) over
𝑚 analytically is hard; one therefore has to resort to numerical
methods.

We now prove that 𝜂(𝑚) is non-convex in 𝑚, for most
datasets. Indeed, consider the setting where there exists some
𝑘 ∈ [𝐿] such that 𝑚𝑘 −𝑚𝑘+1 > 2 (recall that 𝑚1 ≥ . . . ≥ 𝑚𝐿).
In what follows, we show that 𝜂(𝑚) is in fact concave, for
𝑚 ∈ (𝑚𝑘+1, 𝑚𝑘), when the argument 𝑚 is treated as a real
number. In particular, this then implies that 𝜂(𝑚) is non-
convex when 𝑚 takes an integer value in the range (𝑚𝑘+1, 𝑚𝑘).

Lemma VI.1. We have that 𝜂(𝑚) is concave in 𝑚, for 𝑚 ∈
(𝑚𝑘+1, 𝑚𝑘).

Proof. Observe that for 𝑚 ∈ (𝑚𝑘+1, 𝑚𝑘), we have that

𝜂(𝑚) = 𝑚

𝑐 + 𝑘𝑚 ,

where 𝑐 :=
∑𝐿
ℓ=𝑘+1 𝑚ℓ . For this range of 𝑚 values, hence,

d2𝜂
d𝑚2 = −2𝑐𝑘 · (𝑐 + 𝑘𝑚)−3. Since 𝑐, 𝑘 > 0, we obtain that
d2𝜂
d𝑚2 < 0, implying the concavity of 𝜂 for the given range of
𝑚 values. □

Given the potential difficulty of solving for 𝑚 (𝜀) in prac-
tice, we next present a simpler choice of 𝑚UB for OPT-
ARRAY-AVERAGING, which results from solving a simpler
optimization problem. This new optimization problem replaces
𝐸
(𝜀)
2 (𝑚) by the “worst-case inverse gain” Δ̃ 𝑓arr/Δ 𝑓 (see (5)),

which we call 𝐸2
(𝜀) (𝑚), where

𝐸2
(𝜀) (𝑚) := max

{
𝑚

𝑚★
,
𝑚

𝑚★

}
,

where 𝑚 :=
∑

ℓ 𝑚ℓ

𝐿
. Recall that the worst-case inverse gain is a

proxy for the error incurred due to the privacy requirement in
ARRAY-AVERAGING, in comparison with the error incurred
by BASELINE (which in turn is independent of 𝑚).

In our new optimization problem, we minimize the sum of
the worst-case (over datasets) error 𝐸1/𝑈 and the worst-case
inverse gain, over admissible values 𝑚. More precisely, our
optimization problem is as follows

minimize 𝐸 (𝑚) := 1 −
∑
ℓ Γℓ∑
ℓ 𝑚ℓ

+max
{
𝑚

𝑚★
,
𝑚

𝑚★

}
subject to 𝑚★ ≤ 𝑚 ≤ 𝑚★. (19)

It can easily be argued that 𝐸 (𝑚) is convex in 𝑚 and hence
(19) is a convex optimization problem with linear constraints.
We first state a simple lemma, which characterizes the station-
ary points of a subderivative of 𝐸 . Let 𝑞 :=

∑
ℓ 𝑚ℓ

𝑚★ and recall
that 𝑚1 ≥ . . . ≥ 𝑚𝐿 .

Lemma VI.2. We have that d𝐸
d𝑚

����
𝑚=�̃�

= 0, iff the following

conditions hold:
1) 𝑞 is an integer,
2) 𝑚𝑞 ≥ 𝑚, and
3) �̃� = 𝑚𝑞 .

Proof. First, we take the subderivative of 𝐸 (see also [17]), to
obtain

d𝐸
d𝑚

=
−|{ℓ : 𝑚ℓ ≥ 𝑚}|∑

ℓ 𝑚ℓ
+ 1
𝑚★
· 1 {𝑚 ≥ 𝑚} .

Hence, we have that d𝐸
d𝑚

����
𝑚=�̃�

= 0 only if |{ℓ : 𝑚ℓ ≥ 𝑚}| =∑
ℓ 𝑚ℓ

𝑚★ ; in other words, �̃� is a stationary point if and only if
the conditions stated in the lemma hold. □

There is hence a simple procedure, based on the necessity
of the KKT conditions (see [21, Sec. 5.5.3]), for obtaining the
minimizer in (19), which we call 𝑚 (𝜀) .

(i) If 𝑞 and 𝑚𝑞 obey the conditions in Lemma VI.2, set
𝑚 (𝜀) = 𝑚𝑞 .

(ii) Else, we have that either 𝑚 (𝜀) = 𝑚★ or 𝑚 (𝜀) =

𝑚★ (i.e., 𝑚 (𝜀) is a boundary point). Pick 𝑚 (𝜀) ∈
arg min

𝑚∈{𝑚★,𝑚
★}
𝐸 (𝑚).



Remark. We have that 𝐸 (𝑚★) = 1 and 𝐸 (𝑚★) =
(
1 −

∑
ℓ Γℓ∑
ℓ 𝑚ℓ

)
+

𝑚
𝑚★ . Hence, without additional information on the distribution
of {𝑚ℓ }ℓ≥1, it is not possible to comment on which of 𝐸 (𝑚★)
or 𝐸 (𝑚★) is smaller, in Step (ii) above.

VII. CONCLUSION

In this paper, we proposed algorithms for the private release
of sample means of real-world datasets, with particular focus
on traffic datasets that contain bus speed samples. The speed
samples in the datasets in consideration are potentially non-
i.i.d. with an unknown distribution, and the number of speed
samples contributed by different buses are, in general, differ-
ent. We analyzed the performance of the different algorithms
proposed, via extensive experiments on real-world ITMS
datasets and on large synthetic datasets. We then provided
theoretical justification for the choices of subroutines used,
and recommended subroutines to be used for large datasets.

Finally, we presented a “minimax” analysis of the total
estimation error due to clipping and due to noise addition
for privacy, in the general setting of pseudo-user creation-
based algorithms that clip the number of samples per user,
and discussed some interesting consequences. In particular,
we obtained an upper bound on the total error incurred by the
“best” pseudo-user creation-based algorithm on any dataset.
We then presented a novel procedure, based on the creation of
pseudo-users, which clips the number of samples contributed
by a user in such a manner as to optimize the total worst-case
error.

These algorithms are readily applicable to general spatio-
temporal datasets for releasing a differentially private mean
of a desired value. An interesting line of future research
would be to extend the results in this work to the private
release of sample means from several distinct location grids
simultaneously, in such a manner as to reduce the privacy loss
due to the composition of several mechanisms (see, e.g., [22],
[23]).
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