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Abstract—Many deep learning synthetic speech generation
tools are readily available. The use of synthetic speech has caused
financial fraud, impersonation of people, and misinformation to
spread. For this reason forensic methods that can detect synthetic
speech have been proposed. Existing methods often overfit on
one dataset and their performance reduces substantially in
practical scenarios such as detecting synthetic speech shared on
social platforms. In this paper we propose, Patched Spectrogram
Synthetic Speech Detection Transformer (PS3DT), a synthetic
speech detector that converts a time domain speech signal to
a mel-spectrogram and processes it in patches using a trans-
former neural network. We evaluate the detection performance
of PS3DT on ASVspoof2019 dataset. Our experiments show
that PS3DT performs well on ASVspoof2019 dataset compared
to other approaches using spectrogram for synthetic speech
detection. We also investigate generalization performance of
PS3DT on In-the-Wild dataset. PS3DT generalizes well than
several existing methods on detecting synthetic speech from
an out-of-distribution dataset. We also evaluate robustness of
PS3DT to detect telephone quality synthetic speech and synthetic
speech shared on social platforms (compressed speech). PS3DT is
robust to compression and can detect telephone quality synthetic
speech better than several existing methods.

Index Terms—synthetic speech detection, deep learning, signal
processing, ASVspoof2019, transformer networks

I. INTRODUCTION

By “synthetic speech” we mean a human sounding speech
signal generated using a model rather than an actual human
speaker [1], [2]. Conventional approaches for generating syn-
thetic speech include simple waveform concatenation (WC)
and source modeling (vocoders) [3]. Other approaches use
neural networks [2[, [4]. The recent use of neural networks
have reduced the perceptual difference between a synthetic
speech and speech from an actual human speaker (often
referred to as pristine or bona fide speech) [2], [4]. Some
methods can synthesize speech impersonating any person or
language accent [5], [[6]. These methods are useful for voice
applications such as voice assistants, e-learning, movies, and
advertisement. But they have also been used to generate high
quality speech for malicious purposes such as spreading misin-
formation [7]], committing financial fraud, and impersonations
of humans speaking [_8]. For instance, synthetic speech was
used for impersonation to commit a financial fraud worth $40
million in 2021 [8]. A deepfake video of the president of
Ukraine containing synthetic speech was used to support a
misinformation campaign in 2022 [7].

There are several challenges in developing synthetic speech
detection techniques. For example, a detector should work well
on synthetic speech generated from unknown techniques [9].
Synthesized speech used to support misinformation cam-
paigns are often shared on social media platforms such as
YouTube. These platforms compress the speech signal using
lossy compression standards such as Advanced Audio Coding
(AAC) [10], [L1]. Hence, it is also important for a detector
to be robust to compression. Some incidents report the use
of synthetic speech over telephone channels to impersonate
a person or fool Automatic Speaker Verification (ASV) sys-
tems. Telephone channels distort the speech signal due to
compression, packet loss, and other artifacts resulting from
different bandwidths, transmission infrastructures and data
rates. Therefore, it is also important for a detector to be robust
to detect synthetic speech over telephone channels.

In this paper, we propose a transformer based approach for
synthetic speech detection using mel-spectrograms. Existing
methods using transformers for synthetic speech detection ei-
ther process mel-spectrogram first using Convolutional Neural
Network (CNN) and then a transformer [12], or they process
all the regions of the mel-spectrogram together [13]. Our
proposed method Patched Spectrogram Synthetic Speech De-
tection Transformer (PS3DT) processes the mel-spectrogram
[14] in patches and then rearranges patch representations
corresponding to same temporal location together. PS3DT
shows promising detection results on ASVspoof2019 dataset
compared to several existing approaches for synthetic speech
detection using spectrograms [15]], mel-spectrograms [14] or
their derivatives. Moreover, PS3DT generalizes well compared
to several existing approaches to detect synthetic speech from
an out-of-distribution In-the-Wild dataset [[16]). Finally, our ex-
periments on ASVspoof2021 dataset [[17] show that PS3DT is
more robust to compression and detecting synthetic speech
over telephone than existing methods.

II. RELATED WORK

Conventional approaches to detect synthetic speech are
based on classifiers using hand crafted features or time-
frequency representations of the speech signal, e.g., Constant-
Q Transform (CQT) [18], Constant Q Cepstral Coefficients
(CQCCs) [19], Mel Frequency Cepstral Coefficients (MFCCs)
[20], and Linear Frequency Cepstral Coefficients (LFCCs)
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Fig. 1: Block Diagram of Our Proposed: Patched Spectrogram Synthetic Speech Detection Transformer (PS3DT).

[18]. These approaches require tedious feature selection pro-
cedures [21]]. Other approaches are based on analyzing the
speech signal in the time domain. For example, Guang et al.
propose a neural network that uses time domain speech and
processes it as a sequence of information using a recurrent
neural network [22[]. They show promising results as com-
pared to the hand-crafted feature based approaches. Another
family of approaches rely on the use of CNNs, treating time-
frequency audio representations as images. Bartusiak er al.
[12] and Subramani et al. [23|] show that spectrograms and
computer vision approaches can be used for detecting synthetic
speech. A spectrogram is a 2D representation of a speech
signal [[15]]. The horizontal axis represents time and the vertical
axis represents frequency [24], [25]. If the frequency axis is in
the mel scale and not in the Hertz scale, it is known as a mel-
spectrogram [|14]]. The conversion between Hertz frequency
scale fy, and the mel frequency scale fi, [[14] is obtained by
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Recently, transformer networks have been used with spec-
trograms [[14]], [[15] for general audio classification tasks [26]—
[28]. Gong et al. proposed an audio spectrogram trans-
former, which was further improved by augmenting self-
supervision [26]—-[28]]. Bartusiak et al. [13|] and Miiller et al.
[16] process spectrogram and mel-spectrogram using trans-
formers for synthetic speech detection on ASVspoof2019
dataset. These approaches either process the spectrogram first
using CNNs and then use a transformer, or they process all
regions of spectrogram together. Koutini et al. showed that
processing spectrogram in patches can lead to higher perfor-
mance in general audio classification tasks such as speaker
recognition and environment sound classification. Gong et
al. referred to frames as the set of all the patches in the
spectrogram that correspond to the same temporal location and
showed that frame representation leads to better performance
on speech processing tasks than using patch representation.
Motivated by the promising performance of frame represen-
tation in general audio classification [26], [27] and speech
attribution tasks [29]-[31]], we propose Patched Spectrogram
Synthetic Speech Detection Transformer (PS3DT). Our pro-

fmel = 2595 - logy (1 (1)

posed method processes mel-spectrogram in patches and then
combines the representation from all the patches correspond-
ing to same temporal location to get frame representation.

III. PROPOSED APPROACH

We propose Patched Spectrogram Synthetic Speech De-
tection Transformer (PS3DT) for detecting synthetic speech
signals. The block diagram of our proposed PS3DT is shown
in Fig. [T} Let x be the time domain speech signal, we compute
the magnitude of its Short Time Fourier Transform using a
Hanning window of size 25 ms with a shift of 10 ms to
obtain the mel-spectrogram [[15]]. Stevens er al. showed that
the mel-scale correlates better with the human auditory system
w.r.t to the frequency content than the Hz scale [14]. Mel-
spectrograms have been used in general audio classification
tasks [26]-[28] and we use them in PS3DT. Following pre-
vious work [28]], we consider 80 frequency bins for creating
the mel-spectrogram. The size of the input speech signal is
fixed to 5.12 seconds, resulting in a mel-spectrogram of size
80 x 512. If the speech signal is less than 5.12 seconds, we
repeat the speech signal. We divide the mel-spectrogram into
patches of size 16 x 16. We obtain N = 160 patches. Using a
linear layer, we convert each patch to a 768-dimensional vector
representation e;, 7 € {1,2,..., N} (see Fig. . To each patch
representation (i.e., e;), we add a 768-dimensional vector p,
corresponding to the position of the patch.

The resultant 768-dimensional representation for each patch
(i.e., €, + p;) is processed by a transformer encoder to
get o;, 1 € {1,2,...,N} (Fig. . The architecture of the
transformer encoder is similar to the masked transformer
encoder proposed for image classification [32] and for gen-
eral audio classification [28|]. The transformer encoder has
a depth of 12 layers and uses 12 attention heads to obtain
the patch representation. To avoid training the transformer
from scratch we initialized our transformer encoder with pre-
trained weights from [28]]. Existing methods using transformer
and spectrogram for synthetic speech detection mainly pro-
cess all the regions of the spectrogram together and do not
process patch representations [[13]]. Contrary to existing meth-
ods, PS3DT uses patch representations. It rearranges patch
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Fig. 2: Detection accuracy of PS3DT on bona fide speech signals (blue), and synthesizers AO1-A06 present in validation set
Dgev (green), and synthesizers AO7-A19 present in the evaluation set D.,q; (orange) of the ASVspoof2019 dataset.

representations to get frame representations. The rearrange-
ment is done by concatenating all the patch representations
corresponding to same temporal position as shown in Fig. [I]
This results in a frame representation (i.e., f;, i € {1,2,..., L},
and L = 32) (Fig. [I). We use the frame based representation
because it has shown good performance in speech tasks
such as synthetic speech attribution [29] and general speech
recognition tasks such as speaker identification [26]. Also, we
believe this makes PS3DT less sensitive to noise in one patch.
Finally, using a mean pooling layer we estimate the mean
of all f;, i € {1,2,...,L} to get f as shown in Fig. [l| We
process the mean frame representation f using a Multi Layer
Perceptron Network (MLP) network that consists of two linear
layers separated by ReLU activation and a sigmoid activation
at the last layer. The MLP network (Fig. provides two
probabilities as outputs: p; and po representing the probability
of the speech signal being bona fide and synthetic, respectively.
To make the final decision on the input speech, we compare the
two probabilities. If the probability of the speech signal being
bona fide is higher w.r.t it being synthetic (i.e., p1 > p2), we
classify it as bona fide. Otherwise, we classify it as synthetic.
We use Binary Cross Entropy (BCE) loss for training
because of its better performance in our experiments. We
trained for 50 epochs using a batch size of 256 and AdamW
optimizer [33|] with an initial learning rate of 10™° and a
weight decay of 10~ We select the model weights which
provide best accuracy on the validation set for evaluation.

IV. EXPERIMENTAL RESULTS

In this section, we describe the datasets used in each of our
experiments, our experiments and discuss the results. We use
Equal Error Rate (EER) [1]] as the performance metric for all
of our experiments. It is an official metric adopted by each
of the datasets on which we evaluate our method. We obtain
EER from Receiver Operating Characteristic (ROC) curve by
finding the rate where False Negative Rate (FNR) and False
Positive Rate (FPR) are equal. Lower the EER, the better the
performance of the method. A perfect detector will have EER
of 0% and a random classifier will have EER of 50%.

A. Training and Validation Dataset

We use Logical Access (LA) part of the ASVspoof2019
dataset [1]], [34] for training and validation. In total, there are

121,461 bona fide and synthetic speech signals divided with an
approximate ratio of 1:1:3 into training set D,,., validation set
D ey, and evaluation set D.,q; [[1]]. Synthesized speech signals
are generated using three diverse techniques - neural networks,
vocoders, and waveform concatenation [34]]. Dy, and D ge,
contain approximately 89% synthesized and 11% bona fide
speech signals. The synthesized speech signals in Dy, and
Dy, are generated from 6 different synthesizers (A01-A06).
Bona fide speech signals in each set are recorded from diverse
human speakers that do not overlap among the two sets. All
speech signals are monophonic and lossless encoded using
Free Lossless Audio Codec (FLAC) format.

B. Experiment 1: Detection

In this experiment, we investigate the detection performance
of Patched Spectrogram Synthetic Speech Detection Trans-
former (PS3DT) on ASVspoof2019 dataset [1] and compare
the performance with existing methods. For evaluation, we
use the evaluation set D, of the ASVspoof2019 dataset [[1]].
Section provides details about the evaluation set D.,q;
[T]] of the ASVspoof2019 dataset and Section [[V-B2] discusses
our experimental results on detecting synthetic speech signals.

1) Evaluation Dataset (ASVspoof2019): The evaluation
set D, contains approximately 7.4k bona fide speech signals
and 63.9k synthetic speech signals. The synthetic speech
is generated from 13 different synthesizers (A07-A19). The
synthesizers A16 and A19 have same underlying architectures
as A04 and A06 synthesizers present in the training D,, and
validation set D ., of the ASVspoof2019 dataset. The remain-
ing 11 synthesizers in the evaluation set D.,,; are unknown
synthesizers i.e., they have different underlying architectures
than any synthesizers present in Dge,, or Dy,. Overall, out of
63.9k synthesized speech signals in D.,q;, 61.5k are generated
from unknown synthesizers. The bona fide speech signals in
D¢yqp are recorded from human speakers that do not overlap
with the speakers in the Dy, and Dge,. Similar to Dy, and
D ge,, all speech signals in D,,,,; are monophonic and lossless
encoded using the Free Lossless Audio Codec (FLAC) format.

2) Detection Performance: First, we report the detection
performance of PS3DT on the union of the Dy, and the
Deyar sets. It contains a total of 19 synthesizers (AO1-A19).
Synthesizers A01-AQ6 are present in D ., while AO7-A19 are



TABLE I: Performance of Experiment 1 where PS3DT is
compared with 14 spectrogram based methods and 2 baselines
for synthetic speech detection on ASVspoof2019 dataset.

Method Name Feature Network EER

BO1 CQcCC GMM 8.09%
B02 LFCC GMM 9.57%
S01 Spectrogram VGG 10.52%
502 Log-Spectrogram Mesolnception 10.02%
S03 Spectrogram CNN 9.57%
S04 Spectrogram+CQT VGG+SincNet 8.01%
S05 Spectrogramc Qo ST DNN 8.04%
S06 Spectrogram;cqQcc DNN 7.70%
S07 Spectrogramc Transformer 7.50%
S08 Spectrogramc MesoNet 7.42%
S09 Spectrogramc T LSTM 7.16%
S10 Spectrogramc LCNN-Attention 6.76%
S11 Spectrogramc QT ResNet18 6.55%
S12 Spectrogramc LCNN 6.35%
S13 Spectrogramc LCNN+LSTM 6.23%
S14 Mel-Spectrogram PaSST 5.26%
PS3DT Mel-Spectrogram  Patched Transformer 4.54%

present in D.,q;. Fig. [2| shows the performance of PS3DT on
different synthesizers and bona fide speech. Our results show
that PS3DT has perfect detection accuracy for synthetic speech
from known synthesizers that were also present in the training
set (AO1-A06). PS3DT even generalizes to unknown synthe-
sizers and has almost perfect detection accuracy for synthetic
speech from all of them except the A17 synthesizer. A17
is also found as one of the most challenging class in the
ASVspoof2019 Challenge result [I7]. A possible reason for
poor performance on A17 could be small duration of speech
signal to analyze. On average, signals from A17 have 26%
silence region in the start of the signal. This is significantly
higher than typical 8% silence region in the start in other
unknown synthesizers e.g., A14. Note that on average both of
them have approximately same total duration of 3.4 seconds.

Second, we report the Equal Error Rate (EER) of
PS3DT and compare it with that of 16 existing synthetic
speech detection methods on the ASVspoof2019 dataset. The
proposed Patched Spectrogram Synthetic Speech Detection
Transformer (PS3DT) uses mel-spectrogram to detect syn-
thetic speech. Therefore, for comparison, we only include
methods that either use spectrogram or mel-spectrogram or
features obtained from spectrogram (S01- S14). We also
include the two baseline methods proposed and provided in
the ASVspoof2019 Challenge (B01 and B02). The two base-
line comparison methods B01 and B02 process hand-crafted
features like Constant Q Cepstral Coefficients (CQCCs), and
Linear Frequency Cepstral Coefficients (LFCCs) using a Gaus-
sian Mixture Model (GMM). The remaining methods that
we use for comparison convert the time domain signal to a
spectrogram by either using Short Time Fourier Transform
(STFT) or using Constant-Q Transform (CQT). We refer to the
spectrogram obtained using STFT and CQT as Spectrogram
and Spectrogramcqr, respectively in Table [l Both of them
are 2D spectral representations obtained from the time-domain
speech signal. The Spectrogram is obtained applying the

Fourier transform to short overlapping segments of the sig-
nal and is computationally efficient. The Spectrogramgqr is
obtained by decomposing the signal into a series of sinusoidal
components that are logarithmically spaced in frequency. It is
more computationally demanding than the Spectrogram but the
frequency resolution is not dependent on the length of segment
as it does not process the signal segment by segment. Miiller et
al. [16] showed that for a fixed neural network as in S07
to S13 using Spectrogramcgr results in better performance.
Therefore, for comparison we only include versions of S07 to
S13 that use Spectrogramcr to detect synthetic speech.

Some methods compute logarithm of the spectrogram
(shown as Log-Spectrogram in Table |I) or convert the spec-
trogram to mel-scale (shown as Mel-Spectrogram in Table [I).
Methods S05 and S06 further process the Spectrogramcgor
or inverted Spectrogramcgr using octave subbanding and
Discrete Cosine Transform (DCT) to obtain Constant-Q Oc-
tave Subband Transform (CQ-OST) and Inverted Constant-Q
Cepstral Coefficients (ICQCC) features, respectively. Method
504 uses multiple features together, it uses both Spectrogram
and CQT [15] features to detect synthetic speech. We refer to
it as Spectrogram-+CQT in Table [} Each of the SO1 to S14
methods use a neural network to process the spectrogram or
its derivatives. Similar to our proposed PS3DT, methods S07
and S14 use transformer neural networks to detect synthetic
speech. $14 is the best performing transformer neural network
based method proposed in [[13]]. We select it as a representative
of all the transformer based methods proposed in [13]]. S14 is
first trained using self-supervision on a large audio dataset i.e.,
Audioset [35[]. Then using supervised learning, it is finetuned
on ASVspoof2019 dataset [I]] to detect synthetic speech.
Methods S01 and S04 are proposed in [36] and they use
VGG neural network [37] and SincNet [36]. Details about the
neural networks used in S02, and S07 to S13 can be found
in [[16]]. Method S03 [38]] uses a 3-layer Convolutional Neural
Network (CNN). Methods S05 [39] and S06 [40]] use Deep
Neural Network (DNN) to detect synthetic speech.

We compare the performance of these 16 methods
with PS3DT. All 16 methods are trained, validated, and
tested on the original Diygin, Dgey, and Deyq; sets of the
ASVspoof2019 dataset [1]. The results of this experiment
are shown in Table [ PS3DT has around 3.5 percentage
points and 5 percentage points improvement over the baseline
methods B01 and B02, respectively. It has more than 5
percentage points improvement in EER from spectrogram
methods 502 and S03 using VGG and CNN neural networks,
respectively. Compared to methods S07 and 514, which pro-
cess Spectrogramcgr and Mel-Spectrogram using transformer
neural networks, the improvement is around 3 percentage
points and 0.7 percentage points, respectively. From perfor-
mance of S14, we can also note that using Mel-Spectrogram
and large scale transformer such as Patchout faSt Spectrogram
Transformer (PaSST) [27]] results in better performance than
even methods such as S13 and S04, which use fusion of neural
networks for processing spectrogram. Overall PS3DT has
highest performance among the 14 different spectrogram based



TABLE II: Experiment 2 generalization performance (EER %)
on In-the-Wild dataset for top 8 performing existing detec-
tion methods from Experiment 1, and PS3DT trained on
ASVspoof2019 dataset.

Method Name Feature Network EER

S07 Spectrogramc T Transformer 43.78%
S08 Spectrogramc MesoNet 54.54%
S09 Spectrogramgc T LSTM 53.71%
S10 Spectrogramc QT LCNN-Attention 66.68%
S11 Spectrogramc ResNet18 49.76%
S12 Spectrogramc T LCNN 65.56%
S13 Spectrogramg T LCNN+LSTM 61.50%
S14 Mel-Spectrogram PaSST 39.98%
PS3DT Mel-Spectrogram  Patched Transformer 29.72%

methods and the 2 baselines on ASVspoof2019 dataset.

C. Experiment 2 - Generalization

Existing work reports that speech signals from unknown
synthesizers in ASVspoof2019 have similar silence distribu-
tions [41]]. Some methods overfit on ASVspoof2019 dataset
and use silence distribution instead of using features related
to spoofing to detect synthetic speech [41]. Such methods
can have high performance on detecting synthetic speech
from unknown synthesizers in the ASVspoof2019 dataset.
However, these methods are not good, as a simple attack
such as removing silence can drastically drop their perfor-
mance. Miiller et al. proposed In-the-Wild dataset [[16] to
better investigate the generalization performance of methods
trained on ASVspoof2019 dataset [1]]. In Experiment 2, we
use this dataset to estimate the generalization performance
of PS3DT. Note that for this experiment, we do not retrain
PS3DT or any existing methods. We just evaluate cross dataset
performance on the In-the-Wild dataset [[16]. We compared
the generalization performance of PS3DT with top 8 existing
detection methods (S07 to S14) discussed in Experiment 1
(Table [[). The details about In-the-Wild dataset are provided
in Section [[V-CI]and Section describes the EER perfor-
mance of PS3DT and existing methods on In-the-Wild dataset.

1) Evaluation Dataset (In-the-Wild): The In-the-Wild
dataset [[16] contains approximately 17 hours of high-quality
synthetic speech impersonating 58 English-speaking politi-
cians and celebrities and 21 hours of bona fide speech for the
same politicians and celebrities. They are downloaded from
social networks and popular video sharing platforms. The bona
fide and synthetic speech are from diverse speakers, having
different language accents, styles, and emotions. The bona fide
speech and the corresponding synthetic speech for a speaker
have similar background noise, emotions, and duration. Each
speech signal has an average length of 4.3 seconds and is
transcoded to wav file format after downloading. Each speech
signal is converted to 8 bits and downsampled to 16 kHz.

2) Generalization Performance: The generalization perfor-
mance of PS3DT and existing methods is shown in Table
The existing methods include the top 8 performing existing
methods (S07 to S14) reported in Experiment 1. Each of the

methods is trained only on the training set of ASVspoof2019
dataset. An EER lower than 50% is better than that of a
random classifier and shows that the method generalizes to
detect synthetic speech in the wild. From Table we can
see that methods S08, S09, 510, S12, S13 have performance
worse than a random classifier. This maybe due to overfitting
on the ASVspoof2019 dataset. Transformer based methods
507 and S14 have better generalization performance. We
also notice that the method S14 which uses a self-supervised
pretrained transformer, has the best performance after our
proposed PS3DT. Overall, we can see that PS3DT generalizes
better than all the existing spectrogram based methods for
synthetic speech detection. Miiller et al. in [16] also discuss
the generalization performance of more than 55 synthetic
speech detection methods trained on ASVspoof2019 dataset
on In-the-Wild dataset. Some of these detectors do not use
spectrogram. The best performing method uses time domain
speech signals and has generalization EER of 33.94% which
improves marginally and becomes 33.10% when the method
is also trained on the validation set of the ASVspoof2019
dataset. PS3DT has EER of 29.72% which is around 3%
percentage points better than the best performing method even
when PS3DT does not use validation set for training. Hence,
our method has better generalization performance on In-the-
Wild dataset than even other existing methods that do not
necessarily use spectrogram for detecting synthetic speech.

D. Experiment 3 - Telephone Quality Robustness

In this experiment, we investigate the performance
of PS3DT for authenticating speech signals over telephone
channels. We use evaluation set of Logical Access (LA) part
of ASVspoof2021 dataset [17)] for evaluation. Section [[V-DI|
describes the dataset and Section discusses our results.

1) Evaluation Dataset (ASVspoof2021 LA): We use
the evaluation set of the Logical Access (LA) part of
ASVspoof2021 dataset [17] for this experiment. It contains
148K bona fide and synthetic speech signals. The dataset is
created by transmitting each speech signal in the evaluation set
of the ASVspoof2019 dataset that we used in Experiment 1
over real telephone systems. Two different systems were used
for transmission namely, voice-over-internet-protocol (VoIP)
system and a public switched telephone network (PSTN).
Each of the speech signals is transmitted using 7 different
conditions. The first condition is a reference condition that
does not process or transmit any speech signal over telephone
and is identical to the ASVspoof2019 evaluation set [1].
The remaining 6 conditions use 6 different commonly used
telephone codecs for transmission. This include both legacy
codecs such as a-law and G.722, and modern codecs such as
OPUS and GSM. Common sampling rates used by telephone
channels such as 8KHz and 16KHz were used for transmis-
sion. The distance between the two endpoints of the telephone
channel is significantly large e.g., one endpoint is hosted in
France and the other endpoint is either in Italy or Singapore.
More details about the dataset can be found in [17].



TABLE III: Experiment 3 robustness performance (EER%) for
detecting synthetic speech over telephone channels using the
ASVspoof2021 dataset for 4 baselines, top performing existing
spectrogram method and proposed PS3DT. The methods are
trained on ASVspoof2019 dataset.

Method Name Feature Network EER

B01 CcQcCcC GMM 15.62%
B02 LFCC GMM 19.30%
B03 LFCC LCNN 9.26%
B04 time-domain DNN 9.50%
S14 Mel-Spectrogram PaSST 8.90%
PS3DT Mel-Spectrogram  Patched Transformer 8.29%

2) Telephone Quality Robustness Performance: For in-
vestigating robustness of PS3DT over telephone channels,
we use its version trained on Dy, set of ASVspoof2019
dataset (refer Section and evaluated its performance
on the evaluation set of ASVspoof2021 LA described in
Section Table summarizes the performance of
PS3DT and its comparison with that of four baselines pro-
vided in the ASVspoof2021 Challenge. The two baselines are
the same as used in ASVspoof2019 ie., BO1 and B02 in
Table I The other two baselines B03 and B04 do not use
spectrogram and were top performing submissions made to
the ASVspoof2019 Challenge. B03 processes LFCCs using
a LCNN neural network and B04 uses time domain speech
signals and processes them using DNN [17]. We also im-
plemented S14 that showed best detection and generalization
performance among all the existing methods in Experiment
1 and Experiment 2, respectively and evaluated its robust-
ness performance. In Table it can be seen that among
all the baselines (B01 to B04) the method B03 has best
robustness performance (EER of 9.26%). S14 has an EER
of 8.90%. The results depict that processing mel-spectrogram
using transformer has better robustness than baseline methods.
Overall, PS3DT with an EER 8.29% performs better than all
the baselines B01 to B04 and S14. Therefore, PS3DT has
high robustness over telephone channels and can detect syn-
thetic speech used over telephone to fool Automatic Speaker
Verification (ASV) systems or to impersonate a person.

TABLE IV: Experiment 4 robustness performance (EER%)
of PS3DT for detecting compressed synthetic speech on each
of the nine conditions in the ASVspoof2021 DF dataset.
PS3DT was trained on ASVspoof2019 dataset.

Condition Compression Data rate EER

DF — C1 No compression 256 kbps 14.80%
DF — C2 Low MP3 80-120 kbps 21.08%
DF —-C3 High MP3 220-260 kbps 20.02%
DF —C4 Low AAC 20-32 kbps 14.70%
DF —C5 High AAC 96-112 kbps 14.11%
DF - C6 Low OGG 80-96 kbps 16.22%
DF —-C7 High OGG 256-320 kbps 14.38%
DF —C8 MP3 — AAC  80-120 kbps — 96-112 kbps  21.90%
DF —C9 OGG — AAC  80-96 kbps — 96-112 kbps  15.36%

TABLE V: Experiment 4 robustness performance (EER%) of
4 baselines, top performing existing spectrogram method and
proposed PS3DT for detecting compressed synthetic speech
on ASVspoof2021 DF dataset. The methods are trained on
ASVspoof2019 dataset.

Method Name Feature Network EER

B01 CQcCcC GMM 25.56%
B02 LFCC GMM 25.25%
B03 LFCC LCNN 23.48%
B04 time-domain DNN 22.38%
S14 Mel-Spectrogram PaSST 24.37 %
PS3DT Mel-Spectrogram  Patched Transformer 16.61%

E. Experiment 4: Robustness to Compression

In this experiment, we investigate the performance
of PS3DT when deployed in practical scenarios such as
authenticating speech signals uploaded on social platforms.
We use the DeepFake (DF) part of the ASVspoof2021 dataset
[17] for our evaluation. Section provides more details
about the dataset and Section describes our results.

1) Evaluation Dataset (ASVspoof2021 DF): We use the
DeepFake (DF) part of the ASVspoof2021 dataset for this
experiment [17]. It contains approximately 612K bona fide
and synthetic speech signals. The synthetic speech is generated
from more than 100 different synthesizers. The speech signals
are lossy encoded using different standards and using both
high and low variable data/bit rates. The uncompressed speech
samples are obtained by a union of speech samples from
three datasets, namely the evaluation set of ASVspoof2019
LA dataset [1f], the 2018 and 2020 Voice Conversion Chal-
lenge (VCC) datasets [42], [43]. Depending on the encoding
standard and data rate used for compression, there are nine
partitions in the dataset referred to as nine different conditions
(DF —C1to DF—(9). The uncompressed partition of speech
set is referred as DF — C1 in Table The other eight
partitions are created by compressing D F —(C'l partition using
different standards and data rates. Table [[V]shows compression
standards and variable bit rates used in each of the conditions.
Notice that conditions DF — C2 to DF — C'7 are encoding
uncompressed speech to compressed speech. While conditions
DF —(C8 and DF — (9 first encode the uncompressed speech
signal to compressed speech using a particular compression
standard and then further transcode compressed speech signal
to Advanced Audio Coding (AAC) [[10]] compression standard.
Together, the conditions DF — C1 to DF — C9 represent
diverse compression scenarios which occur when synthetic
speech is uploaded on different social platforms. For instance,
YouTube typically uses AAC [11].

2) Robustness to Compression Performance: For inves-
tigating robustness of PS3DT to compression, we use the
version of PS3DT trained on Dy, set of ASVspoof2019 dataset
[1] and evaluated its performance on the ASVspoof2021
DF dataset (described in detail in Section [V-ET). First, in
Table we show performance of PS3DT on each of the
nine partitions of the dataset. As expected the performance of



PS3DT is good on uncompressed conditions i.e., DF — C1.
Also, out of MP3, OGG, and AAC compression standards
[10], [44] PS3DT is most robust to AAC compression that
is used by several social platforms such as YouTube and
Twitter [[11]. Surprisingly, the performance is better on AAC
compressed signal than on uncompressed speech signal. A
possible reason could be that AAC compression is one of the
most efficient and recent compression techniques [[10]. The
spectral processing in it includes blocks to process synthetic
speech differently that might be making spoofing artifacts
more evident in the spectrogram [[10]. Some previous work
show that AAC compression has information in the encoding
bit stream that can even help to detect synthetic speech [30].
PS3DT is least robust to MP3 compression standard. Also,
as expected lower data rates during compression will distort
speech signal more and hence PS3DT has lower performance
for all MP3, OGG, and AAC compression standards at lower
data rates as compared to that for higher data rates. Further,
the performance is lower on transcoding where multiple com-
pressions are done than on single compression i.e., encoding.
Out of transcoding conditions i.e., DF — C8 and DF — C9,
the performance is lower if the first compression is done using
MP3 standard (i.e., in DF — C8) as compared to that if the
first compression is done using OGG standard. A possible
reason could be that single low rate MP3 compression reduces
performance of PS3DT more significantly as observed by
lowest performance in DF — C2 condition. We also found
accuracy of PS3DT for each condition in Table IV} The
accuracy is the ratio of the total correct classifications to the
total number of classifications. There are around 68K bona
fide and synthetic speech signals in each condition out of
which 65K speech signals are synthetic. For each condition,
PS3DT has accuracy of 97% or higher.

Second, we compare the robustness of PS3DT to detect
compressed synthetic speech with other methods. Table
compares the robustness to compression performance of S14
and the same 4 baselines used in Experiment 3 and provided in
ASVspoof2021 Challenge [17]. Among all the baselines (501
to B04), the method B04 has best robustness performance
(EER of 22.38%). S14 has an EER of 24.37%. Comparing
these results with robustness to detect synthetic speech over
telephone in Table we observe that if one method is
more robust than other method in detecting synthetic speech
over telephone then it may not necessarily be more robust in
detecting compressed synthetic speech. For instance, baseline
methods B03 and method S14 are more robust than baseline
BO04 in Table however, their performance is lower than that
of B04 in Table [V| PS3DT performs consistently better than
all the baseline methods and method S14 in both Table
and Table [V]

Overall, PS3DT performs significantly better than all the
baselines B0l to B04 and method S14 with EER 16.61%.
We also compared robustness of PS3DT with 29 methods
other than the baseline methods submitted to ASVspoof2021
DeepFake Challenge [17]]. These methods do not necessarily
use spectrogram but use other approaches e.g., fusion of

several features to detect synthetic speech. More details about
them can be found in [[17]]. The least performing method has
an EER of 29.75% while the best performing method has EER
of 15.64%. PS3DT has third best performance with an EER of
16.61% as compared to all the 29 methods reported in [[17].
Therefore, PS3DT has high robustness to compression and
hence can detect synthetic speech shared on social platforms
to spread misinformation or impersonate a person.

V. CONCLUSION

In this paper we proposed Patched Spectrogram Synthetic
Speech Detection Transformer (PS3DT) for synthetic speech
detection. PS3DT has perfect detection accuracy for 6 known
and 10 out of 11 unknown speech synthesizers. PS3DT does
better than previous methods which use either spectrogram or
its derivatives for synthetic speech detection. We show that
PS3DT generalizes better than existing methods and works
better in practical scenarios such as detecting synthetic speech
shared on social platforms and telephone quality synthetic
speech. In future, we will work on localization of partially syn-
thetic speech. We also plan to explore a multimodal approach
that uses both spectral representation e.g., mel-spectrogram,
and time-domain speech signal for detection.
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