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Abstract. The increasing adoption of 3D point cloud data in various ap-
plications, such as autonomous vehicles, robotics, and virtual reality, has
brought about significant advancements in object recognition and scene
understanding. However, this progress is accompanied by new security
challenges, particularly in the form of backdoor attacks. These attacks
involve inserting malicious information into the training data of machine
learning models, potentially compromising the model’s behavior. In this
paper, we propose CloudFort, a novel defense mechanism designed to
enhance the robustness of 3D point cloud classifiers against backdoor at-
tacks. CloudFort leverages spatial partitioning and ensemble prediction
techniques to effectively mitigate the impact of backdoor triggers while
preserving the model’s performance on clean data. We evaluate the effec-
tiveness of CloudFort through extensive experiments, demonstrating its
strong resilience against the Point Cloud Backdoor Attack (PCBA). Our
results show that CloudFort significantly enhances the security of 3D
point cloud classification models without compromising their accuracy
on benign samples. Furthermore, we explore the limitations of CloudFort
and discuss potential avenues for future research in the field of 3D point
cloud security. The proposed defense mechanism represents a significant
step towards ensuring the trustworthiness and reliability of point-cloud-
based systems in real-world applications.

Keywords: 3D point cloud classification · Backdoor attacks · Spatial
partitioning · Ensemble prediction · Robustness.

1 Introduction

The rapid growth of 3D point cloud data has revolutionized various fields, in-
cluding autonomous vehicles [20,30,42,47,5,6], robotics [4,10], and virtual real-
ity [2,1]. The increasing adoption of 3D point clouds in these applications has
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brought about significant advancements in object recognition and scene under-
standing, with point cloud classification being a fundamental task. Several deep
learning-based models have been proposed to tackle this task, which aims to
assign semantic labels to 3D point clouds [26,27,33]. However, this progress is
accompanied by new security challenges.

One significant threat to the integrity of these models is backdoor attacks
[40,15,11,35,37]. In a backdoor attack, an adversary manipulates the training
data by inserting malicious samples that are designed to trigger a specific be-
havior in the model under certain conditions. The Point Cloud Backdoor Attack
(PCBA) [40], as a representative backdoor attack for 3D point-cloud models
injects a cluster of malicious points into the training data, which serve as the
backdoor triggers. When the trigger is present in the input data during inference,
the model misclassifies the point cloud to a target class chosen by the attacker.
The stealthy nature of PCBA makes it particularly challenging to detect and
defend against.

Current research on defense mechanisms against backdoor attacks primarily
focuses on the image domain [8,36,9,43,3,45,34], and these methods cannot be
directly applied to 3D point cloud data due to the inherent differences in data
representation and structure. Recently, some researchers have proposed defense
methods specifically designed for 3D point cloud classifiers[41,16,13]. However,
these methods have limitations. For instance, Xiang et al.[41] proposed a reverse-
engineering method to detect backdoors in point cloud models, but it requires
significant computational resources and time to identify and remove the poisoned
samples from the training data and retrain the classifier. PointCVaR[16], while
effective in filtering out various types of point cloud outliers like random noise
and adversarial noise, has limited defense efficacy against backdoor triggers.
PointCRT[13] can detect backdoor samples during the inference stage without
prior knowledge of the trigger patterns, but it relies on the availability of clean
samples as a reference and cannot be applied in scenarios where only a poisoned
dataset is accessible.

To address the aforementioned limitations, we introduce CloudFort, a novel
defense framework specifically designed to mitigate backdoor attacks in 3D point-
cloud models. Unlike existing approaches that either incur significant computa-
tional costs [41] or exhibit limited effectiveness against backdoor triggers [16],
CloudFort stands out as a lightweight yet highly effective solution. CloudFort
capitalizes on the inherent geometric properties of point clouds and harnesses
the strength of ensemble learning techniques. This unique combination enables
the framework to defend against backdoors from both spatial and multi-view
prediction perspectives. By leveraging these key features, CloudFort provides
robust defense while maintaining efficiency, making it a promising solution in
the fight against backdoor attacks in 3D point-cloud models. More specifically,
CloudFort employs two key defensive paradigms: trigger-backdoor mismatch and
trigger elimination. As demonstrated in Figure 1, CloudFort employs a two-stage
defense strategy: spatial partitioning and ensemble prediction. In the spatial par-
titioning stage, CloudFort first divides the 3D space that encompasses the input
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Fig. 1: Overview of the proposed CloudFort defense mechanism.

point cloud into eight equal regions and then generates eight sub-point clouds by
sequentially removing points from each octant. some of which may not contain
the backdoor trigger while still retaining the essential features of the original
point cloud. To further enhance the likelihood of eliminating backdoor patterns,
CloudFort employs four spatial partitioning strategies, resulting in four groups
of sub-point clouds. The ensemble prediction technique is then applied to these
sub-point clouds, leveraging multiple independent information sources to im-
prove the accuracy and reliability of the final prediction.

In summary, the main contributions of this paper are as follows:

– We propose CloudFort, a direct defense framework designed to enhance the
robustness of 3D point cloud classification models against backdoor attacks.

– We introduce a novel and effective two-stage defense strategy in CloudFort,
consisting of spatial partitioning and ensemble prediction.

– We conduct extensive experiments to evaluate the effectiveness of CloudFort
against PCBA, demonstrating its strong robustness and ability to preserve
the model’s performance on clean data.

2 Related Work

2.1 3D Point Cloud and Classification Models

A 3D point cloud comprises a collection of points, denoted as P = {pi| pi ∈
R3, i = 1, ..., n}, which represents the surface of a three-dimensional object.
Each point pi is characterized by its 3D coordinates (xi, yi, zi). Point clouds are
acquired through various sensing devices, including LiDAR scanners [7,29] and
depth cameras [39,24]. Compared to 2D images, 3D point clouds offer several
advantages. First, point clouds provide explicit 3D geometric information, al-
lowing for more accurate and detailed representation of object shapes and scene
structures. Second, point clouds are more robust to lighting variations and can
capture data in low-light or even dark conditions, making them suitable for a
wider range of scenarios. Third, point clouds enable direct 3D measurements
and analyses, such as distance estimation and object segmentation, which are
crucial for tasks like autonomous navigation and robotic manipulation. Further-
more, the sparse and irregular nature of point clouds offers the potential for
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efficient processing and storage compared to dense 2D pixel grids. Owing to
these advantages, 3D point clouds have been widely adopted in various applica-
tions, including autonomous driving [20,30,42,47,5,6], robotics [4,10], and virtual
reality [2,1].

Several models have been proposed to tackle the task of point cloud clas-
sification. One notable model in this field is PointNet [26], which directly pro-
cesses raw point clouds and extracts global features using point-wise MLPs and
max-pooling. Building on PointNet, PointNet++[27] introduces a hierarchical
structure that captures local features at different scales, further improving per-
formance. Another noteworthy model, DGCNN[33], treats point clouds as graphs
and employs graph convolution to learn both local and global features. These
models have demonstrated state-of-the-art performance and have gained signif-
icant popularity in practical applications.

2.2 Backdoor Attack

Backdoor attack aim to manipulate the model’s behavior by poisoning the train-
ing data with a trigger pattern, causing the model to misclassify triggered sam-
ples into a target class [17]. Inspired by the success of backdoor attacks in the
image domain [12,22,19,31], researchers have started to explore backdoor attacks
on point cloud data.

The Point Cloud Backdoor Attack (PCBA) [40] introduce backdoors in 3D
point cloud classifiers. Experiments show that PCBA achieves high attack suc-
cess rates(≥ 87% ) on PointNet, PointNet++ and DGCNN, indicating that the
attacker can arbitrarily manipulate the victim model’s predictions when point
clouds with the backdoor trigger are present. Such high attack success rates
pose serious threats to the reliability and robustness of 3D point cloud mod-
els in safety-critical applications such as autonomous driving, where an attacker
could potentially induce the model to misidentify pedestrians as non-pedestrians
and cause severe safety incidents. The basic idea of PCBA is injecting a cluster
of points as the trigger into the point cloud, aiming to mislead the classifier to
predict a target class. Formally, let B(P ;V ) denote the backdoor trigger injec-
tion function, where P = {pi| pi ∈ R3, i = 1, ..., n} is the original point cloud
and V = {ui + c| ui ∈ R3, c ∈ R3, i = 1, ..., n′} is the trigger. The local geometry
of the trigger ui and its spatial location c are jointly optimized to ensure a high
attack success rate and stealthiness. Let Fv(·;Θ) : P → Y denote the victim
point cloud classifier with weights Θ, which predicts the label of a given point
cloud. PCBA optimize the objective function Eq. 1 to alert the prediction from
source class s to target class t:

EP∼Hs
[1(Fv(B(P ;V );Θ) = t)] (1)

where Hs is the distribution of point clouds from source class s, t is the attacker’s
target class, and 1(·) is the indicator function.

Several subsequent works have further explored the design space of back-
door attacks on point clouds. PointBA [15] introduced a unified framework with
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spatial transform and orientation-based triggers, but overlooked the intrinsic ro-
tational invariance in such classifier [27], limiting its practicality. IRBA [11] em-
ploys weighted local transformations to generate unique non-linear deformations
that can bypass preprocessing, but relies on fixed hyper-parameters, potentially
limiting its applicability. Wu et al. [37] propose a computation and data-efficient
method by selecting the most critical poisoned samples, while other exploratory
efforts exist [46,35].

2.3 Backdoor Defenses

Existing defense frameworks predominantly target backdoor attacks on image
data, employing a variety of strategies. These include denoising input images
via diffusion models [23,14], removing triggers based on their distinctive pat-
terns [8,28], and fine-tuning models to counteract anomalous behaviors induced
by backdoors [44,36]. While these methods demonstrate efficacy in defending
against backdoor attacks within the image domain, they exhibit limited gener-
alizability to the 3D point cloud domain [40,15,11]. Moreover, they may signifi-
cantly impair the original performance of the systems. Consequently, the defense
against backdoor attacks in the 3D point cloud field remains a largely under-
explored area.

To address the issue of backdoor attacks in 3D point clouds, Xiang et al. [41]
proposed a reverse-engineering approach to detect backdoors in point cloud mod-
els. Their method optimizes the loss function of the target model and then esti-
mates the backdoor pattern for each source class. Moreover, they introduced a
composite detection statistic to reduce false positives. However, a significant lim-
itation of their defense is that even when a backdoored model is detected, it can-
not immediately provide correct predictions. Instead, it necessitates identifying
and removing the poisoned samples from the training dataset and retraining the
point cloud classifier, which demands substantial computational resources and
incurs significant time overhead. Li et al. [16] introduced an innovative point
cloud outlier removal method called PointCVar, which leverages downstream
classification models to define the concept of point risk through gradient-based
attribution analysis and reformulates the outlier removal process as an opti-
mization problem. Although this method demonstrates excellent performance in
filtering out various types of point cloud outliers, it primarily focuses on random
noise and adversarial noise, exhibiting limited effectiveness in defending against
backdoor triggers. Hu et al. [13] proposed the PointCRT method, which utilizes
a model’s robustness to different corruptions to detect backdoor samples during
the inference stage, without requiring prior knowledge of the backdoor trigger
patterns. While this black-box detection method can effectively handle multiple
types of 3D backdoor attacks, its main limitation lies in the need for clean sam-
ples as references, rendering it inapplicable in scenarios where only a poisoned
dataset is available.

Another research line in this domain is the PointGuard framework proposed
by [18]. It employs random sub-sampling and majority voting to achieve provable
robustness against various types of adversarial attacks on point clouds. While
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the defense performance is commendable, it is worth noting that it often leads
to an unacceptable performance drop on normal 3D point-cloud input data in
many real-world applications.

To overcome these aforementioned limitations, CloudFort, our proposed de-
fense mechanism, leverages the power of spatial partitioning and ensemble pre-
diction to enhance the robustness of 3D point cloud classifiers against backdoor
attacks. By employing spatial partitioning, CloudFort effectively mitigates the
influence caused by triggers, while the ensemble prediction strategy ensures that
the overall performance remains intact, without compromising the standard per-
formance. This approach not only provides an effective defense mechanism but
also ensures efficiency, making it suitable for real-world deployment scenarios.

3 Method

3.1 Overview

Contrasting with those conventional methods, this study introduces an innova-
tive defense strategy CloudFort that can deduce accurate predictive outcomes
even in scenarios where the model has been compromised by a backdoor. This
capability not only enhances the resilience of point cloud processing systems
against PCBA[40] but also optimizes resource utilization by circumventing the
need for data re-collection and model re-training.

To achieve this objective, CloudFort, integrates the synergistic benefits of
both trigger-backdoor mismatch and trigger elimination defense paradigms. This
strategy is meticulously formulated, relying on the combined application of
spatial partitioning and ensemble prediction techniques. This dual-pronged ap-
proach synergistically constitutes a robust framework, purposefully architected
to mitigate the threats posed by such attacks effectively. By leveraging the spa-
tial partitioning technique, CloudFort systematically segments the 3D space into
discrete, manageable units, thereby isolating and neutralizing potential backdoor
triggers embedded within the point cloud data. Concurrently, the ensemble pre-
diction mechanism harnesses the collective predictive capabilities of multiple
models, enhancing the accuracy and reliability of outcomes even in the pres-
ence of compromised data. Together, these paradigms form the cornerstone of
CloudFort’s methodology, offering a comprehensive solution to fortify point cloud
processing systems against the vulnerabilities exploited by backdoor attacks, as
shown in Figure 2.

3.2 Objective, assumption and key intuition

Objective. The primary aim of this research is to ensure that the defensive
mechanism, CloudFort, maintains the integrity of predictive outcomes in sce-
narios where the prediction model has been compromised by the insertion of a
backdoor. Formally, let Fv(B(P ;V );Θ) represent a prediction model that has
been subjected to a backdoor attack, and let S denote a set of input samples,
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Fig. 2: Schematic representation of the CloudFort defense mechanism detailing
the sequential Process of Spatial Partitioning (Sec. 3.3) and Ensemble Predic-
tion (Sec. 3.4) for robust backdoor attack mitigation in 3D point cloud classi-
fication, illustrated with an example attack scenario where the source class is
’person’ and the target class is ’car’. The input point cloud, potentially contain-
ing a backdoor trigger, undergoes spatial partitioning (ΣCloudFort), generating
multiple sub-point clouds by systematically excluding different regions. These
sub-point clouds are then processed by the compromised classifier (Fv), yielding
a set of predictions. The trigger presence determination module (T ) analyzes the
prediction patterns to infer the existence of a backdoor. Finally, the true label
determination module (DF) leverages the trigger presence information and the
prediction statistics to deduce the correct classification label (ytrue), effectively
mitigating the impact of the backdoor attack and correctly classifying the input
as ’person’ instead of the attacker’s target class ’car’.
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where each sample Pi ∈ S may or may not carry a backdoor trigger V . The
objective can be expressed as follows: Consider CloudFort as a novel prediction
function, denoted FCloudFort . for every input sample Pi, regardless of the pres-
ence of V , CloudFort aims to accurately predict the correct classification label
ytrue , such that the prediction function FCloudFort(Fv(B(Pi;V );Θ)) = ytrue,
ensuring that FCloudFort exhibits resilience against the adversarial manipula-
tion introduced by V . This ensures that CloudFort effectively neutralizes the
influence of any backdoor triggers, thereby preserving the fidelity of the model’s
predictions across all input samples within S.

Assumption. In this study, several foundational assumptions are posited re-
garding the defender’s capabilities and resources. Firstly, it is assumed that the
defender does not have access to the classifier’s training dataset, precluding the
possibility of analyzing or leveraging this dataset for defensive purposes. Sec-
ondly, the defender is presumed to lack the capability to train any classifier,
which implies an inability to employ traditional retraining or model refinement
strategies as a means of counteracting adversarial threats. Lastly, the absence of
a clean dataset is stipulated, indicating that the defender cannot utilize untainted
data for the purpose of model validation or the establishment of a baseline for
detecting anomalous model behavior. These assumptions collectively delineate
the constraints within which the defense strategy must operate, underscoring the
necessity for innovative approaches that do not rely on direct interaction with
the training process or the availability of pristine data.

Intuition. In the context of this research, the defense strategy against backdoor
attacks in point cloud classification is predicated on several intuitive premises.
The successful implementation of CloudFort substantiates the validity of these
intuitions. I1: Feature Retention in 2.5D Scenarios. The term "2.5D," within
the context of point cloud analysis, refers to scenarios characterized by partial
occlusion. Consider a point cloud P subjected to a spatial partitioning function
SP(P ) which simulates partial occlusion by segmenting and removing a portion
of the point cloud, It is hypothesized that:

∀P,∃FT essential(P ) ⊆ FT essential(SP(P )) (2)

where FT essential(P ) denotes the set of essential features within P necessary
for accurate classification. This implies that the classifier F can extract neces-
sary classification features from SP(P ). I2:Trigger Mitigation through Spatial
Partitioning. By applying a spatial partitioning function SP(P ) that segments
and removes a portion of the point cloud, there exists a probability Pr that the
embedded trigger V within P is removed, thereby potentially neutralizing the
backdoor effect. Formally:

Pr(V /∈ SP(P )) > 0 (3)

suggesting that spatial partitioning may inadvertently excise the portion contain-
ing V . I3: Diverse Partitioning Strategies and Prediction Analysis. Employing
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various spatial partitioning strategies {SP1,SP2, . . . ,SPn} generates a series
of 2.5D point clouds {P1, P2, . . . , Pm}. When these modified point clouds are
processed through a classifier F compromised with a backdoor, the resulting set
of prediction labels {y∗1 , y∗2 , . . . , y∗m} may exhibit distinguishable patterns that:

DF({y∗1 , y∗2 , . . . , y∗m}) → ytrue (4)

where DF denotes a decision function capable of deducing the correct classi-
fication ytrue from the observed label patterns. This premise suggests that the
analysis of prediction variability across differently partitioned samples could fa-
cilitate the identification of the correct classification outcome, notwithstanding
the backdoor manipulation.

Defense procedure. The defensive mechanism of CloudFort is orchestrated
through a sequential integration of spatial partitioning followed by ensemble
prediction.

3.3 Step 1: Spatial Partitioning

Informed by Intuition 1 and 2—namely, that a 2.5D representation of a point
cloud retains critical feature information for classification, and that strategic
spatial partitioning may excise embedded triggers—this study needs an opti-
mized spatial partitioning strategy as a key component of the CloudFort defense
mechanism.

Let P represent the original point cloud in a 3D space R3. The spatial par-
titioning function, SP, is defined to segment P into n partitions:

SP(P ) = {Psub1 , Psub2 , . . . , Psubn} (5)

Each partition Pi represents the point cloud subset after the removal of the i-th
segment, which could potentially contain the trigger.

Inspired by the application of Octree in the processing of 3D point clouds[32],
the spatial partitioning function, SP, is achieved through the implementation
of cutting planes aligned with the coordinate system’s axes, resulting in the
segmentation of space into eight unique regions, denoted as {R1, R2, . . . , R8}.

For each iteration of the partitioning process, one specific region Ri is sys-
tematically excluded, and the point clouds contained within the remaining seven
regions are aggregated to form a sub-point cloud Psubi . Formally, this process
can be represented as:

Psubi =

8⋃
j=1
j ̸=i

P ∩Rj , for i = 1, 2, . . . , 8 (6)

This operation yields a collection of eight sub-point clouds: Psub1
, Psub2

, . . . ,
Psub8 . Each derived by excluding the point cloud data from one of the eight
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regions in turn. This strategic exclusion and aggregation process facilitates a
comprehensive analysis of the point cloud data from multiple perspectives, en-
hancing the robustness of subsequent predictive analyses. However, this opera-
tion inherently carries potential challenges that necessitate careful consideration.

Challenge 1: Potential Removal of Critical Features. When spatially
partitioning a 3D point cloud, a nuanced consideration must be given to the
potential exclusion of key point clusters that embody essential characteristics of
the point cloud. These clusters, denoted as Pcritical, are aggregations of points
within P that encapsulate salient features indispensable for precise and accurate
classification.

Formally, let Pcritical = {Pc1 , Pc2 , . . . , Pck} be the set of key point clusters
within P , where each Pcj represents a cluster of points that are collectively
critical for maintaining the integrity of the classification outcome. The act of
partitioning may result in scenarios where one or more of these critical clusters
are entirely excluded from a partition Psubi

, effectively denoted as Pcj ∩Psubi
= ∅

for any Pcj ∈ Pcritical and some Psubi
. This exclusion poses a significant risk, as

the absence of Pcj from Psubi could lead to a misrepresentation of the original
point cloud’s intrinsic properties, thereby impairing the classification’s fidelity
and accuracy.

Challenge 2: Introduction of Inherent Backdoors. Moreover, the spatial
partitioning strategy might inadvertently introduce new vulnerabilities, concep-
tualized as inherent backdoors. This paradox arises when the partitioning pro-
cess SP creates configurations VSP within the point cloud that were not present
initially, potentially aligning with adversarial patterns recognized by the compro-
mised classifier F . Such configurations might not trigger the original backdoor
but could lead to misclassifications due to the altered structural integrity of P ,
effectively acting as an unintended backdoor.

Strategic Mitigation. To mitigate these concerns, CloudFort adopts a multi-
faceted spatial partitioning approach, employing a variety of strategies Σ =
{SP1,SP2, . . . ,SPk} that introduce rotational dynamics to the partitioning
planes. This diversity in partitioning methodologies aims to reduce the likeli-
hood that all partitioning strategies Σ simultaneously remove critical features
and introduce new vulnerabilities.

Given a probability Pr(0 < Pr < 1) that a single partitioning operation
might either remove critical features or introduce new vulnerabilities, the likeli-
hood that all partitioning strategies Σ simultaneously succumb to these pitfalls
is exponentially reduced, mathematically represented as prk, where k is the num-
ber of strategies employed. This probabilistic safeguard ensures that there is a
significantly reduced chance of all partitioning operations adversely affecting the
model’s integrity, thereby enhancing the robustness of CloudFort against such
occurrences.
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However, it’s crucial to strike a balance between the diversity of partition-
ing strategies and computational efficiency. An excessive number of partitioning
strategies can lead to increased computational complexity, adversely affecting
the system’s performance. To address this, CloudFort employs a set of spatial
partitioning strategies ΣCloudFort = {SP1,SP2,SP3,SP4} :

1. SP1 corresponds to the standard partitioning with no rotation.
2. SP2 applies a rotation RX(45◦) about the X-axis to the partitioning planes

from SP1.
3. SP3 applies a rotation RY (45

◦) about the Y-axis to the partitioning planes
from SP1.

4. SP4 applies a rotation RZ(45
◦) about the Z-axis to the partitioning planes

from SP1.

This set of strategies yield four groups of sub-point clouds. For a given SP ∈
ΣCloudFort, the resultant sub-point clouds can be denoted as PSP,i, where i
ranges from 1 to 8, corresponding to each segment’s systematic exclusion.

3.4 Step 2: Ensemble Prediction

Through Step 1 of the CloudFort methodology, by employing a set of spatial
partitioning strategies ΣCloudFort, the process systematically generates a series
of point cloud subsets. This operation yields four distinct groups of point clouds,
each containing eight sub-point clouds, formalized as follows:

ΣCloudFort(P ) →


PSP1,1 PSP1,2 · · · PSP1,8

PSP2,1 PSP2,2 · · · PSP2,8

PSP3,1 PSP3,2 · · · PSP3,8

PSP4,1 PSP4,2 · · · PSP4,8

 (7)

Based on intuition 3, With the generation of diverse 2.5D representations of
the original point cloud P through the application of various spatial partitioning
strategies ΣCloudFort, the next phase involves consolidating the predictions from
the compromised classifier FV on these modified inputs to deduce the correct
classification label ytrue.

This consolidation is achieved through an ensemble methodology that ana-
lyzes the prediction patterns across the diverse inputs to nullify the influence
of any triggers potentially present in P . Concretely, for each sub-point cloud
PSPj ,i (∀ SPj ∈ ΣCloudFort, i ∈ {1, 2, . . . , 8}), the prediction label y∗SPj ,i

is
obtained using FV :

FV(ΣCloudFort(P )) →


y∗SP1,1

y∗SP1,2
· · · y∗SP1,8

y∗SP2,1
y∗SP2,2

· · · y∗SP2,8

y∗SP3,1
y∗SP3,2

· · · y∗SP3,8

y∗SP4,1
y∗SP4,2

· · · y∗SP4,8

 (8)

The aggregation and analysis of these classification outcomes leverage the
distinctive characteristics of the predictions to deduce the most accurate classifi-
cation label for the original point cloud P . This involves a systematic evaluation
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of the predictive consistency and reliability across the different spatially parti-
tioned datasets, enabling CloudFort to identify the correct classification result
amidst potential backdoor-induced misclassifications.

These labels are processed by a decision function DF designed to extract the
correct classification from the observed prediction patterns, formalized as:

DF(FV(ΣCloudFort(P ))) → ytrue (9)

In this study, the decision function DF is meticulously designed as a rule-
based ensemble methodology, anchored on two pivotal principles that address the
behavior of prediction outcomes based on the presence or absence of a backdoor
trigger in the original point cloud P :

Consistency in Prediction for Non-Triggered Point Clouds. When the
original point cloud P does not contain a trigger, the predictions from the sub-
point clouds within each group are expected to demonstrate a high degree of
consistency. Mathematically, if P is trigger-free, then for any given partitioning
strategy SP ∈ ΣCloudFort, the resulting predictions {y∗SP,1, y

∗
SP,2, . . . , y

∗
SP,8} are

likely to converge to a single class, symbolized as:

∃ycommon : |{i : y∗SP,i = ycommon}| = 8. (10)

Dichotomy in Prediction for Trigger-Embedded Point Clouds. Con-
versely, if the original point cloud P = B(P ′;V ) containing a trigger V , where
P ′ follows the distribution Hs, the prediction outcomes for the sub-point clouds
are expected to bifurcate into two categories within each group. Specifically,
one category would encompass seven sub-point clouds converging to target class
(designated by the attacker through the trigger mechanism), while the remaining
sub-point cloud aligns with a different class, typically representing the original,
correct classification, also known as the source class. This dichotomy in the pre-
dictions highlights the distinct behavior induced by the presence of the backdoor
trigger within the point cloud data. Formally, this can be expressed as:

∃ytarget, ysource :|{i : y∗SP,i = ytarget}| = 7 and (11)

|{i : y∗SP,i = ysource}| = 1.

These principles underpin DF ’s ability to discern the true classification of
P by analyzing the pattern of predictions across the sub-point clouds. This ap-
proach effectively leverages the ensemble’s collective intelligence to counteract
the potential influence of a backdoor trigger, thereby enhancing the robustness
and reliability of the classification process in the presence of adversarial manip-
ulations.

But the aforementioned principles represent idealized scenarios in the Cloud-
Fort framework’s functioning. In practical experimental settings, the application
of these principles often encounters challenges stemming from the initial spatial
partitioning step (Step 1). These challenges can impact the consistency and di-
chotomy of predictions, as outlined in the principles. Let’s delve into how these
challenges affect the process:
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Impact of Challenge 1 (Potential Removal of Critical Features) on
Principles. The first challenge in spatial partitioning is the potential removal
of critical features from the point cloud, which could lead to a reduction in predic-
tion consistency for non-triggered point clouds and affect the clear dichotomy in
predictions for triggered point clouds. If essential features are lost in one or more
sub-point clouds, the uniformity expected in the predictions for a non-triggered
point cloud may not be as pronounced, leading to:

∃ycommon : |{i : y∗SP,i = ycommon}| < 8. (12)

Similarly, for a triggered point cloud, the expected 7:1 ratio in the dichotomy
of predictions might not manifest as distinctly if critical features impacting the
trigger’s detection are omitted.

Impact of Challenge 2 (Introduction of Inherent Backdoors) on Princi-
ples. The second challenge is the inadvertent introduction of configurations that
might act as inherent backdoors during the partitioning process. This challenge
can skew the expected outcomes, particularly for the triggered point clouds. In-
stead of observing a clear division in the predictions, the introduced backdoors
might cause an unpredictable spread in the prediction outcomes:

∃ytarget, ysource :|{i : y∗SP,i = ytarget}| < 7 and (13)

|{i : y∗SP,i = ysource}| ≠ 1.

Similarly, for a non-triggered point cloud, the scenario is inherently nuanced
due to the potential influence of inherent backdoors that might arise during the
spatial partitioning process.

While the principles provide a theoretical framework for understanding Cloud-
Forts’ operation, the real-world application is nuanced and influenced by the
inherent challenges in spatial partitioning. These challenges necessitate a robust
analysis techniques to ensure the effectiveness of CloudFort in discerning true
classifications amidst potential adversarial manipulations.

Building upon the two aforementioned principles and the associated chal-
lenges, the process of determining the final ytrue can be approached in a two-step
manner. The first step involves analyzing the patterns exhibited by FV(ΣCloudFort(P ))
to ascertain whether the original input point cloud P carries a backdoor trig-
ger. The second step leverages the findings from the first step to determine the
ultimate value of ytrue.

Trigger Presence Determination. To determine the presence of a trigger in
the original point cloud P , we introduce a function T that evaluates the predic-
tion patterns across the sub-point clouds generated by ΣCloudFort. Formally, let
L = {y∗SP,i : SP ∈ ΣCloudFort, i ∈ {1, 2, . . . , 8}} be the set of all predicted labels
from FV(ΣCloudFort(P )):
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T (L) → {0, 1}, (14)

where an output of 0 signifies the absence of a trigger, and 1 indicates its
presence. The function T operates by examining the consistency and dichotomy
of the labels within each partitioning strategy group SP.

Let CSP be the set of unique labels predicted within a partitioning strategy
group SP, and |CSP | denote its cardinality. The number of partitioning strategies
with |CSP | ≥ 2, denoted as γ =

∑
SP∈ΣCloudFort

1|CSP |≥2, where 1|CSP |≥2 is an
indicator function that equals 1 if the condition |CSP | ≥ 2 is satisfied, and 0 oth-
erwise. The total number of unique predicted labels across all sub-point clouds,
denoted as δ = |

⋃
SP∈ΣCloudFort

CSP |. Considering the challenges of potential
removal of critical features and introduction of inherent backdoors, T employs a
relaxed criterion for trigger presence determination. Instead of strictly adhering
to the idealized principles, it allows for some deviations. The trigger presence is
determined as follows:

T (L) =



0, γ ≤ 2

0, γ = 3 and δ ≥ 4

0, γ = 4 and δ ≥ 5

1, γ = 3 and δ < 4

1, γ = 4 and δ < 5

(15)

γ reflects the inconsistency of predicted labels across different partitioning
strategies, and δ reflects the diversity of the prediction results. By combining
different values of γ and δ, and considering the challenges posed by spatial par-
titioning, the T function adopts a relaxed criterion for determining the presence
of a trigger. The conditions for determining the presence of a trigger are carefully
designed to align with the principles and challenges discussed in the paper. When
γ ≤ 2, it indicates that the predicted labels are consistent across most partition-
ing strategies, which aligns with the expectation of a trigger-free scenario, thus
concluding the absence of a trigger. When γ = 3 and δ ≥ 4, or γ = 4 and δ ≥ 5,
despite the presence of some inconsistency, the high value of δ suggests sufficient
diversity in the prediction results. This could be attributed to the challenges
brought about by spatial partitioning, such as the removal of critical features or
the introduction of inherent backdoors, rather than the influence of a trigger,
thus concluding the absence of a trigger. Conversely, when γ = 3 and δ < 4,
or γ = 4 and δ < 5, there exists a high level of inconsistency and insufficient
diversity in the prediction results, which could be indicative of the presence of
a trigger, thus concluding the presence of a trigger.

True Label Determination. Define a function CNT : L → N that maps each
label y ∈ L to its frequency of occurrence within L:

CNT (y) = |{(SP, i) : y∗SP,i = y}|,SP ∈ ΣCloudFort. (16)



CloudFort 15

where | · | denotes the cardinality of a set.
With the trigger presence information obtained from Step 1, the true label

ytrue can be determined using the decision function DF :

DF(FV(ΣCloudFort(P ))) → DF(L, T (L)) → ytrue. (17)

The function DF takes into account both the prediction outcomes and the
trigger presence information to make the final classification decision:

DF(L, T (L)) =

{
FV(P ), T (L) = 0

argminy∈L |CNT (y)− 4|, T (L) = 1.
(18)

When T (L) = 0, indicating the absence of a trigger in the original point
cloud P , DF directly utilizes the prediction result of the compromised classifier
FV on the original point cloud P . This aligns with the principle of consistency
in predictions for non-triggered point clouds, as the absence of a trigger suggests
that the compromised classifier’s prediction on the original point cloud is likely
to be correct. On the other hand, when T (L) = 1, signifying the presence of
a trigger, DF employs a more nuanced approach to determine the true label.
In this case, DF selects the label y ∈ L that minimizes the absolute difference
between its frequency of occurrence CNT (y) and the value 4. This approach is
grounded in the principle of dichotomy in predictions for trigger-embedded point
clouds, which suggests that the true label is likely to be the one that appears
less frequently among the sub-point clouds. The rationale behind this approach
is that, in the presence of a trigger, the compromised classifier is expected to
predict the target label for the majority of the sub-point clouds (i.e., 7 out of
8), while the true label is likely to be predicted for only a small subset of the
sub-point clouds (i.e., 1 out of 8). By selecting the label that appears closest to
4 times, DF aims to identify the true label amidst the triggered predictions.

Together, the spatial partitioning and ensemble prediction modules consti-
tute the core defense pipeline of CloudFort, strategically constructed to offer
protection against backdoor attacks on 3D point cloud classification systems.

4 Experimental Evaluation

4.1 Experimental Setup

Victim classification models. To validate the effectiveness of the proposed
CloudFort defense strategy, we conduct extensive experiments on three state-of-
the-art point cloud classification models as victim classification models: Point-
Net [26], PointNet++ [27], and DGCNN [33]. These models are selected due to
their widespread adoption and strong performance in various point cloud classi-
fication tasks.
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Dataset. The experiments are conducted on the ModelNet40 dataset, a widely
used benchmark for point cloud classification[38]. ModelNet40 contains 12,311
CAD models from 40 object categories, with 9,843 models used for training and
2,468 models used for testing. Each model is sampled to 1,024 points, normalized
to a unit sphere, and augmented by random rotation and jittering, following the
same data preprocessing strategy as PCBA [40].

Attack settings. To evaluate the effectiveness of CloudFort against PCBA, we
follow the attack methodology described in [40] to generate backdoored versions
of victim classification models. The attacker’s goal is to misclassify a specific
source class into a target class by inserting a backdoor trigger, which is a small
cluster of points, into the point cloud. The backdoor triggers are designed to
be stealthy and can effectively manipulate the predictions of the compromised
models when present in the input point clouds. The backdoor trigger is designed
as a cluster of 32 points, and its spatial location is optimized using the approach
proposed in the attack paper. In this experiment, we adopt the RS (Random
Sphere) local geometry from PCBA, as the spatial location of the trigger is
the most critical factor for the success of the attack, while the local geometry
is mainly used to counter anomaly detection. The poisoned training set and
poisoned testing set are created following the methodology specified in the PCBA
paper[40]. Poisoned training set is used to train the victim classification models,
aiming to inject the backdoor functionality into the models. Poisoned testing
set is used to evaluate the attack success rate and the model’s vulnerability
to the backdoor trigger when presented with samples from the source class.
By simulating the PCBA under these attack settings, we aim to evaluate the
effectiveness of CloudFort in defending against backdoor attacks in point cloud
classification models.

We randomly select 8 pairs of source and target classes from ModelNet40
to generate different attack scenarios, which are: (laptop, chair), (cone, lamp),
(chair, toilet), (keyboard, stair), (bed, glassbox), (bottle, car), (car, plant), (per-
son, car). To simplify the representation of the source and target class pairs,
we denote them as P1, P2, ..., P8, respectively. The defense results will demon-
strate the robustness of CloudFort in mitigating the impact of the PCBA and
maintaining the integrity of the classification results.

Performance evaluation metrics.

ACC (Clean test accuracy). The classification accuracy on the clean test set
without backdoor triggers.

ASR (Attack success rate). The percentage of triggered test set that are classified
into the target class.

SIA (Source inference accuracy). The percentage of triggered test set that are
correctly classified back to their original source class.
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A successful backdoor attack is characterized by a high attack success rate
(ASR), indicating that the backdoored model consistently misclassifies triggered
test samples into the target class. Simultaneously, the attack should maintain
a high clean test accuracy (ACC), ensuring that the model’s performance on
benign samples is not significantly degraded. Conversely, the source inference
accuracy (SIA), which measures the model’s ability to correctly classify trig-
gered samples back to their original source class, should be low, reflecting the
effectiveness of the backdoor in overriding the model’s original decision-making
process.

On the other hand, an effective mitigation approach aims to neutralize the
backdoor’s influence and restore the model’s original behavior. A successful de-
fense should significantly reduce the ASR, demonstrating that the backdoor’s
ability to manipulate the model’s predictions has been suppressed. Meanwhile,
the ACC should remain high, indicating that the defense does not compromise
the model’s performance on clean samples. Lastly, a high SIA is desired, as it
signifies that the mitigation approach has successfully recovered the model’s ca-
pability to correctly classify triggered samples back to their true source class,
effectively eliminating the backdoor’s malicious functionality.

All experiments are conducted on a GPU server with an NVIDIA Tesla
V100S-PCIE-32GB GPU and implemented using the PyTorch deep learning
framework[25].

Table 1: Experimental results of CloudFort against PCBA on different models
(in percentage %).

Model Metric P1 P2 P3 P4 P5 P6 P7 P8

PointNet
ASR 0.0 5.0 14.0 0.0 9.0 0.0 94.0 10.0
ACC 81.3 82.3 81.0 80.1 79.4 81.8 80.8 82.3
SIA 100.0 80.0 79.0 95.0 82.0 95.0 2.0 75.0

PointNet++
ASR 0.0 5.0 1.0 0.0 4.0 0.0 76.0 5.0
ACC 84.7 84 84.6 84.4 83.9 84.8 84.2 84.1
SIA 100.0 85.0 93.0 100.0 93.0 97.0 24.0 85.0

DGCNN
ASR 5.0 1.0 5.0 5.0 9.0 3.0 63.0 0.0
ACC 78.9 79.9 80.4 79.6 80.4 81.2 79.9 79.0
SIA 95.0 80.0 75.0 95.0 84.0 95.0 12.0 80.0

4.2 Results and Analysis

The experimental results presented in Table 1 and the three groups of com-
parison plots (Figure 3, Figure 4 and Figure 5) collectively demonstrate the
effectiveness of CloudFort in mitigating the impact of backdoor attacks across
different point cloud classification models. Overall, CloudFort exhibits a strong
defensive capability across various attack scenarios, successfully reducing the at-
tack success rate (ASR) while maintaining high clean test accuracy (ACC) and
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(a) Attack Success Rate
(ASR) Comparison on
PointNet

(b) Clean Test Accuracy
(ACC) Comparison on
PointNet

(c) Source Inference Accu-
racy (SIA) Comparison on
PointNet

Fig. 3: Comparative Analysis of CloudFort and PCBA on PointNet

(a) Attack Success Rate
(ASR) Comparison on
PointNet++

(b) Clean Test Accuracy
(ACC) Comparison on
PointNet++

(c) Source Inference Accu-
racy (SIA) Comparison on
PointNet++

Fig. 4: Comparative Analysis of CloudFort and PCBA on PointNet++

(a) Attack Success Rate
(ASR) Comparison on
DGCNN

(b) Clean Test Accuracy
(ACC) Comparison on
DGCNN

(c) Source Inference Accu-
racy (SIA) Comparison on
DGCNN

Fig. 5: Comparative Analysis of CloudFort and PCBA on DGCNN

restoring the model’s ability to correctly classify triggered samples back to their
original source class, as evidenced by the improved source inference accuracy
(SIA).

Figure 3a, Figure 4a and Figure 5a illustrate the significant reduction in
ASR achieved by CloudFort compared to PCBA across most test cases. This
observation aligns with the results in Table 1. In the majority of the evaluated
scenarios (P1, P2, P3, P4, P5, P6, and P8), CloudFort effectively neutralizes the
backdoor’s influence, achieving ASRs below 15% for all three models. Notably,
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in several cases, such as P1 and P6 for PointNet and PointNet++, and P8 for
DGCNN, CloudFort completely eliminates the backdoor’s functionality, reducing
the ASR to 0%. These results highlight the robustness of the proposed defense
mechanism in successfully mitigating the impact of PCBA across different model
architectures and attack configurations.

Moreover, Figure 3b, Figure 4b and Figure 5b show that CloudFort maintains
relatively high ACC values, ranging from 78.9% to 84.8% across all models and
attack scenarios, as also indicated in Table 1. This indicates that CloudFort’s
defensive operations do not significantly compromise the model’s performance
on clean, benign samples. The preservation of high ACC values underscores the
practicality of CloudFort, as it maintains the model’s utility for its intended
classification task while providing effective protection against backdoor attacks.

Furthermore, Figure 3c, Figure 4c and Figure 5c highlight CloudFort’s su-
periority in terms of SIA. The SIA values demonstrate CloudFort’s ability to
recover the model’s original decision-making process for triggered samples. In
most cases, the SIA exceeds 75%, reaching 100% in some instances (e.g., P1
for PointNet and PointNet++, P4 for PointNet++), as supported by the cor-
responding entries in Table 1. These results suggest that CloudFort successfully
removes the backdoor’s malicious functionality, enabling the model to correctly
classify triggered samples based on their true source class rather than the at-
tacker’s target class.

However, it is important to acknowledge that CloudFort’s defensive capabili-
ties are not infallible, as evidenced by the failure case in P7. For this specific at-
tack scenario, CloudFort struggles to effectively mitigate the backdoor’s impact,
resulting in high ASRs of 94%, 76%, and 63% for PointNet, PointNet++, and
DGCNN, respectively. Correspondingly, the SIA values for P7 are significantly
lower compared to other scenarios, ranging from 2% to 24%. This indicates
that the backdoor’s influence persists, and the model continues to misclassify
triggered samples into the attacker’s target class despite CloudFort’s defensive
measures.

In section 4.4, we will delve into a comprehensive analysis of CloudFort’s
limitations, focusing specifically on the P7 scenario. By investigating the factors
contributing to the defense failure, we aim to provide a deeper understanding of
the challenges faced by CloudFort.

4.3 Ablation Study

To evaluate the contribution of different components in CloudFort’s defense
mechanism, we conducted an ablation study by simplifying the spatial parti-
tioning and ensemble prediction steps. In the simplified version of CloudFort,
we applied only one spatial partitioning strategy, ΣCloudFort = {SP1}, which
uses the standard partitioning without rotation. This results in a single group
of 8 sub-point clouds. For the ensemble prediction step, we used simplified rules
based on two principles: (1) Consistency in Prediction for Non-Triggered Point
Clouds, and (2) Dichotomy in Prediction for Trigger-Embedded Point Clouds,
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Table 2: Experimental results of simplified CloudFort against PCBA on different
models (in percentage %).

Model Metric P1 P2 P3 P4 P5 P6 P8

PointNet
ASR 0.0 5.0 8.0 0.0 1.0 0.0 5.0
ACC 78.9 79.9 76.9 72.1 76.5 78.7 78.8
SIA 100.0 80.0 83.0 100.0 93.0 93.0 80.0

PointNet++
ASR 0.0 0.0 4.0 0.0 6.0 0.0 5.0
ACC 81.3 82.1 82.4 81.8 82.1 81.5 81.8
SIA 95.0 85.0 91.0 100.0 88.0 97.0 85.0

DGCNN
ASR 10.0 15.0 14.0 5.0 9.0 1.0 0.0
ACC 75.2 76.1 78.4 77.3 77.1 77.0 75.8
SIA 90.0 80.0 77.0 95.0 86.0 96.0 85.0

(a) ASR Comparison on
PointNet

(b) ASR Comparison on
PointNet++

(c) ASR Comparison on
DGCNN

Fig. 6: ASR Comparison of Simplified and Original CloudFort

(a) ACC Comparison on
PointNet

(b) ACC Comparison on
PointNet++

(c) ACC Comparison on
DGCNN

Fig. 7: ACC Comparison of Simplified and Original CloudFort

as described in the previous section. These principles were used to determine the
presence of a trigger and infer the true label.

Table 2 presents the performance metrics of the simplified CloudFort against
PCBA on PointNet, PointNet++, and DGCNN models. To compare the defense
performance of the simplified and original versions of CloudFort, we focus on
the results for test cases P1, P2, P3, P4, P5, P6, and P8.

Figure 6 illustrates the ASR comparison between the simplified and origi-
nal CloudFort for the selected test cases across all three models. The simplified
CloudFort achieves comparable ASR results to the original version in most cases,
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(a) SIA Comparison on
PointNet

(b) SIA Comparison on
PointNet++

(c) SIA Comparison on
DGCNN

Fig. 8: SIA Comparison of Simplified and Original CloudFort

with ASR values ranging from 0% to 15%. This indicates that even with a single
spatial partitioning strategy and simplified ensemble prediction rules, Cloud-
Fort can effectively mitigate the impact of backdoor attacks in the majority of
scenarios.

Figure 7 compares the ACC values of the simplified and original Cloud-
Fort. The simplified version maintains high ACC values, ranging from 72.1% to
82.4% across all models and test cases. However, there is a slight decrease in
ACC compared to the original CloudFort, particularly for the PointNet model.
This suggests that the diversity of spatial partitioning strategies in the origi-
nal CloudFort contributes to its ability to preserve the model’s performance on
benign samples.

Figure 8 presents the SIA comparison between the simplified and original
CloudFort. The simplified version achieves high SIA values, ranging from 77%
to 100% across all models and test cases. These results are comparable to the
original CloudFort, indicating that the simplified ensemble prediction rules are
still effective in restoring the model’s ability to correctly classify triggered sam-
ples back to their original source class.

The ablation study demonstrates that the simplified version of CloudFort,
with a single spatial partitioning strategy and simplified ensemble prediction
rules, can still provide effective defense against backdoor attacks in most scenar-
ios. However, the slightly lower ACC values suggest that the diversity of spatial
partitioning strategies in the original CloudFort contributes to its robustness in
preserving the model’s performance on benign samples.

It is worth noting that the simplified CloudFort’s performance may be more
sensitive to the choice of the spatial partitioning strategy, as it relies on a sin-
gle approach. In contrast, the original CloudFort’s use of multiple partitioning
strategies with rotations helps to mitigate the potential limitations of any single
strategy, such as the removal of critical features or the introduction of inherent
backdoors.

Based on these findings, we can conclude that while the simplified CloudFort
provides a viable defense solution, the additional components in the original
CloudFort, particularly the diverse spatial partitioning strategies, contribute to
its overall robustness and effectiveness. The original CloudFort’s ability to main-
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tain high ACC values while effectively mitigating backdoor attacks highlights the
importance of these components in its defense mechanism.

4.4 Limitation of CloudFort

Table 3: Experimental results of CloudFort against PCBA on PointNet (in per-
centage %).

Model Metric P7 P9 P10

PointNet
ASR 94.0 6.0 18.0
ACC 80.8 81.8 81.6
SIA 2.0 92.0 74.0

(a) P7 (car, plant) (b) P9 (car, flower_pot) (c) P10 (car, bathtub)

Fig. 9: Feature Representations Visualization

The experimental results presented in Table 1 and the comparison plots high-
light the effectiveness of CloudFort in mitigating the impact of PCBA across var-
ious attack scenarios. However, the P7 case, where the source class is "car" and
the target class is "plant," stands out as a notable failure case for CloudFort’s
defense mechanism. In this scenario, CloudFort exhibits a significantly high at-
tack success rate (ASR) of 94% and a low source inference accuracy (SIA) of only
2%, indicating its inability to effectively defend against the backdoor attack.

To investigate the potential reasons behind CloudFort’s failure in the P7
scenario, we hypothesize that the inherent similarity between the source and
target point clouds in the feature space may pose a challenge for the defense
mechanism. If the "car" and "plant" classes share similar geometric character-
istics, their feature representations learned by the compromised model might
be relatively close to each other. As a result, even when the source point cloud
is injected with a backdoor trigger, CloudFort’s decision function DF(L, T (L))
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may struggle to distinguish between the feature changes caused by the trigger
and the genuine similarities between the two classes.

To validate this hypothesis, we construct two additional attack scenarios: P9
(car, flower_pot) and P10 (car, bathtub). These scenarios share the same source
class as P7, which is "car," but have different target classes. By comparing the
experimental results of CloudFort against PCBA on PointNet for P7, P9, and
P10, we aim to gain insights into the impact of class similarity on CloudFort’s
defense performance.

Table 3 presents the experimental results for these three attack scenarios.
In the P9 scenario, where the target class is "flower_pot," CloudFort achieves
a significantly lower ASR of 6% and a higher SIA of 92% compared to P7.
Similarly, in the P10 scenario, where the target class is "bathtub," CloudFort
exhibits an ASR of 18% and an SIA of 74%, which are still notably better than
the results for P7.

To gain a deeper understanding of the similarity between the source and tar-
get classes in the P7, P9, and P10 scenarios, we extract samples from the Mod-
elNet40 test set for the "car," "plant," "flower_pot," and "bathtub" classes. We
perform a visual analysis of their feature representations obtained from the com-
promised PointNet model. By employing the Uniform Manifold Approximation
and Projection (UMAP) method [21], we map the high-dimensional features
into a two-dimensional space, revealing the similarities and differences between
the classes. Figure 9 visualizes their feature space representations .

Figure 9a presents the feature visualization results for the "car" and "plant"
classes in the P7 scenario. The plot clearly shows a significant overlap between
the two classes in the learned UMAP space, with one data point from the "car"
class falling in the midst of the "plant" class data points. This observation in-
dicates a certain level of similarity between the "car" and "plant" classes in the
feature space, aligning with the poor defense performance of CloudFort in the
P7 scenario, as reported in Table 3. When the source and target classes exhibit
resemblance in the feature space, CloudFort’s spatial partitioning and ensem-
ble prediction steps may struggle to effectively distinguish between the feature
changes caused by the backdoor trigger and the inherent similarities between
the classes.

In contrast, Figure 9b depicts the feature visualization results for the "car"
and "flower_pot" classes in the P9 scenario. Unlike P7, these two classes do not
exhibit any overlap in the UMAP space, suggesting a lower degree of similarity.
This observation is consistent with the improved defense performance of Cloud-
Fort in the P9 scenario, as evidenced by the lower ASR and higher SIA values
in Table 3.

Similarly, Figure 9c illustrates the feature visualization results for the "car"
and "bathtub" classes in the P10 scenario. Again, no overlap is observed between
the two classes in the UMAP space, indicating a clear separation and dissimilar-
ity in their feature representations. This finding aligns with the relatively better
defense performance of CloudFort in the P10 scenario, as shown in Table 3.
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By comparing the feature visualization results of the source and target classes
in the P7, P9, and P10 scenarios, we can draw the following observations:

1. A certain level of similarity between source and target classes in the fea-
ture space ,indeed impacts CloudFort’s defense performance. When two classes
exhibit a certain degree of similarity, as observed in the P7 scenario with the
overlap between "car" and "plant" classes, CloudFort faces greater challenges
in distinguishing the influence of the backdoor trigger from the inherent class
similarities, leading to degraded defense performance.

2. The absence of overlap in the feature visualizations of P9 and P10 scenarios
suggests that the source and target classes in these cases exhibit lower similarity
compared to P7. This observation aligns with the improved defense performance
of CloudFort in these scenarios, indicating that the reduced similarity enables
CloudFort to more effectively isolate the impact of the backdoor trigger.

3. The clear separation and dissimilarity between the source and target classes
in the feature space, as observed in the P10 scenario, provide more favorable
conditions for CloudFort’s defense mechanism. Although limitations may still
exist, the distinct feature representations of the classes facilitate CloudFort’s
ability to differentiate between the feature changes induced by the backdoor
trigger and the normal class features.

In conclusion, the feature visualization analysis of the source and target
classes in the P7, P9, and P10 scenarios further validates the relationship be-
tween CloudFort’s defense performance and class similarity. This analysis not
only deepens our understanding of CloudFort’s limitations but also provides
valuable insights for improving the defense mechanism. Future work can explore
methods to better incorporate class similarity considerations into the spatial par-
titioning and ensemble prediction processes, enhancing CloudFort’s robustness
in handling highly similar classes. Moreover, this analysis emphasizes the impor-
tance of considering the dynamics of class features in defending against backdoor
attacks, opening new perspectives for ensuring the trustworthiness and security
of point cloud classification models.

5 Conclusions

This study introduces CloudFort as a promising defense strategy against point
cloud backdoor attacks(PCBA)[40], demonstrating its effectiveness through com-
prehensive experimental evaluations and comparative analyses. The insights
gained from this research contribute to the broader understanding of the chal-
lenges and complexities involved in defending against backdoor attacks in point
cloud classification tasks. By addressing the limitations and incorporating the
lessons learned from this study, we can further enhance the robustness and gen-
eralizability of CloudFort and pave the way for more secure and trustworthy
point cloud classification systems. As the field of adversarial machine learning
continues to evolve, it is crucial to develop adaptive and resilient defense mech-
anisms that can keep pace with the ever-changing landscape of security threats
in the realm of 3D point cloud processing.
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