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ABSTRACT
Pretrained vision-language models (VLMs) like CLIP have shown
impressive generalization performance across various downstream
tasks, yet they remain vulnerable to adversarial attacks. While prior
research has primarily concentrated on improving the adversarial
robustness of image encoders to guard against attacks on images,
the exploration of text-based and multimodal attacks has largely
been overlooked. In this work, we initiate the first known and
comprehensive effort to study adapting vision-language models
for adversarial robustness under the multimodal attack. Firstly, we
introduce a multimodal attack strategy and investigate the impact
of different attacks. We then propose a multimodal contrastive
adversarial training loss, aligning the clean and adversarial text em-
beddings with the adversarial and clean visual features, to enhance
the adversarial robustness of both image and text encoders of CLIP.
Extensive experiments on 15 datasets across two tasks demonstrate
that our method significantly improves the adversarial robustness
of CLIP. Interestingly, we find that the model fine-tuned against
multimodal adversarial attacks exhibits greater robustness than its
counterpart fine-tuned solely against image-based attacks, even
in the context of image attacks, which may open up new possi-
bilities for enhancing the security of VLMs. Code is available in
https://github.com/ElleZWQ/MMCoA.git.

KEYWORDS
Adversarial training, vision language model, multimodal attack

1 INTRODUCTION
Pretrained vision-language models (VLMs) have demonstrated re-
markable generalization capabilities across a wide range of down-
stream tasks, which become pivotal tools in the burgeoning field of
multimodal artificial intelligence applications, such as image clas-
sification [17, 33], semantic segmentation [26] and robotics [46].
As a growing number of vision-language models are utilized in
security-sensitive downstream tasks, enhancing the robustness of
such models has become an urgent priority.

The CLIP model [33] boasts one of the most iconic frameworks
and serves as the backbone for many other VLMs, making the study
of its robustness particularly meaningful. Previous research on its
robustness has primarily focused on image attacks from the visual
domain [29, 40, 43, 44], which reflects the initial perception that
visual data might be more susceptible or rewarding to adversar-
ial manipulations. However, as the deployment of CLIP and other
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Figure 1: (a) An example of the multimodal adversarial at-
tack. (b) The robust accuracies of different methods for in-
distribution adversarial robustness under the multimodal
attack. (c) The accuracies of CLIP for zero-shot adversarial
robustness under different attacks.

VLMs expands into increasingly diverse and complex environments,
the necessity to scrutinize and fortify against a broader spectrum
of vulnerabilities, including those in the language domain, becomes
critical. In this study, we introduce an image-based PGD attack [27]
and a text-based BERT-Attack [25]. As shown in Figure 1 (a), we
combine these two attacks to formulate a multimodal attack strat-
egy. As shown in Figure 1 (c), we observe that (1) imperceptible per-
turbations within the image domain significantly reduce the CLIP
model’s performance. (2) Under BERT-Attack, the more categories
a dataset contains, the stronger the attack’s efficacy. For instance,
the accuracy decrease in CIFAR10 is less pronounced compared
to the more substantial decline observed in CIFAR100. Therefore,
enhancing the adversarial robustness of the text encoders in VLMs
is also a challenge of paramount importance.

To counter the problem posed by adversarial examples, numer-
ous defensemethods have been proposed. Adversarial training [4] is
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considered one of the most effective defense strategies. Adversarial
training from scratch for large-scale VLMs is impractical, thus previ-
ous methods mainly adopt adversarial training into prompt tuning
and fine-tuning to defend against image-based attacks [29, 43]. How-
ever, as shown in Figure 1 (b), these methods fall short when facing
multimodal attacks. To comprehensively bolster the adversarial
robustness of the CLIP model, we propose a simple yet effective
MultimodalContrastiveAdversarial (MMCoA) training framework,
encompassing two key components: the text-supervised image ad-
versarial loss and the image-supervised text adversarial Loss. The
objective is to align the clean and adversarial visual features with
their corresponding adversarial and clean text embeddings, respec-
tively. By employing the multimodal adversarial training approach,
we significantly bolster the adversarial robustness of CLIP against
attacks spanning both image and language domains.

In this paper, we conduct an in-depth investigation of three types
of attacks on 15 datasets, offering a comprehensive study assessing
their impact on adversarial robustness across two distinct tasks. The
first task is exploring in-distribution adversarial robustness, which
tests defensive performance within the same dataset. The second
task is exploring out-of-distribution generalization adversarial ro-
bustness, also referred to as zero-shot adversarial robustness, which
evaluates defensive performance on unknown tasks. As illustrated
in Figure 1 (b), our method markedly enhances the multimodal
adversarial robustness of the CLIP model. Through comprehensive
experiments and analyses, numerous novel and intriguing insights
have emerged. Notably, we find that themodel fine-tuned to counter
multimodal adversarial attacks demonstrates superior robustness
compared to the model fine-tuned exclusively against image-based
attacks, even when facing image attacks. These findings suggest
promising new avenues for bolstering the security framework of
VLMs. Our main contributions can be summarized as follows:

• To the best of our knowledge, we initiate the first known and
comprehensive effort to study adapting VLMs for adversarial
robustness under the multimodal attack.

• We propose a simple yet effectiveMultimodal Contrastive
Adversarial training loss, which can effectively enhance the
adversarial robustness of both image and text encoders.

• Extensive experiments on 15 datasets for two tasks demon-
strate that our method can significantly enhance the adver-
sarial robustness of CLIP. Meanwhile, our detailed analyses
can offer valuable insights to enhance the security of VLMs.

2 RELATEDWORK
2.1 Adversarial Attack
The adversarial attack is first proposed in computer vision, creating
perturbed images capable of deceiving deep learning models into
incorrect classifications [38]. Then the gradient-based adversar-
ial attacks have been extensively studied, including methods like
FGSM [12], BIM and ILCM [23], and PGD [27]. The key idea of
gradient-based methods is to find a minimal perturbation that max-
imizes the risk of making incorrect predictions, which can be easily
achieved by applying gradient descent over the continuous space of
images. In natural language processing, current successful attacks
for text usually adopt heuristic rules to modify the characters of a
word [19, 25] or substitute words with synonyms [24, 34]. With the

advent of VLMs, both modalities can be attacked simultaneously,
thereby increasing the security vulnerabilities of such models. In
this work, we integrate the image-based PGD attack [27] with the
text-based attack [25] to formulate a multimodal attack. This marks
the first endeavor to investigate the adaptation of the CLIP model
for adversarial robustness under multimodal attack.

2.2 Adversarial Training
It has been discovered that deep neural networks are susceptible
to adversarial attacks, and many defense approaches have been
proposed, such as adversarial training [20, 30, 36], data transfor-
mation [2, 9, 15] and modifying the network [14, 35]. Adversarial
training is considered one of the most effective strategies to im-
prove the adversarial robustness of deep neural networks. This line
of methods involves incorporating adversarial examples into the
training process. Recent literature has extended adversarial train-
ing to vision-language models [29, 40, 43]. However, these studies
have primarily concentrated on image-based attacks, incorporating
adversarial examples derived from images into the fine-tuning of
VLMs. Different from previous work, we explore the more complex
challenge of multimodal defense. To bolster the robustness of both
the image and text encoders in CLIP, we introduce a multimodal
contrastive adversarial training framework. Our method aims to
align clean and adversarial text embeddings with the adversarial
and clean visual features, ensuring coherence between modalities
even in the presence of adversarial perturbations.

2.3 Adapting Vision Language Models
Adapting the vision-language model CLIP for specific downstream
tasks typically involves a fine-tuning approach. For instance, linear
probing [33] focuses on training an additional classifier atop the im-
age encoder of CLIP. Partial fine-tuning and full fine-tuning updates
the last few layers of the model and the whole model, respectively.
Recently, parameter-efficient fine-tuning methods have been exten-
sively studied [18, 21, 45]. These methods only introduce a small
set of parameters while keeping the large model fixed, including
prompt tuning and adapter. Prompt tuning involves adding tunable
parameters to the model’s input, which are then optimized in a data-
driven fashion via backpropagation, and it has been extensively
studied in many downstream tasks [1, 5, 37]. On the other hand,
adapters [11] typically consist of two fully connected layers with
biases, separated by a non-linear activation function, seamlessly
integrated into the base model. This design allows for targeted mod-
ifications without the need for extensive retraining of the entire
model architecture. For the downstream task of adversarial learn-
ing, the adaptation of large-scale VLMs for multimodal and text
adversarial robustness remains unexplored. In this study, we pri-
marily utilize full fine-tuning as our methodological framework to
showcase the potential of multimodal adversarial fine-tuning. Our
findings suggest that our method could yield stronger robustness
compared to unimodal adversarial fine-tuning, potentially opening
up new possibilities for enhancing the security of VLMs.
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Figure 2: Overview of our proposed Multimodal Contrastive Adversarial (MMCoA) training framework. To achieve multimodal
adversarial robustness, we extend the adversarial training paradigm to the joint training of adversarial examples for both
images and texts by adversarial contrastive learning with vision and language supervision.

3 MULTIMODAL DEFEND FOR VISION
LANGUAGE MODELS

3.1 Background and Problem Setup
Revisiting CLIP. We build our study of multimodal adversarial
robustness on a pre-trained vision-language model CLIP [33]. Con-
trastive Language-Image Pre-Training (CLIP) model is pre-trained
on 400 million image-text pairs collected from the internet with
contrastive learning. It is composed of an image encoder 𝑓 and a
text encoder 𝑔, which are adopted to encode images 𝑥 and their
corresponding natural language descriptions 𝑡 , respectively.

For adapting CLIP to downstream tasks, the natural language
descriptions 𝑡 are usually manually designed as "This is a photo of
a [CLS].", where [CLS] denotes the class labels from a dataset. For
zero-shot classification, the prediction 𝑦 of an image 𝑥 is calculated:

𝑝 (𝑦 | 𝑥) =
exp(⟨𝑔(𝑡�̂�), 𝑓 (𝑥)⟩/𝜏)∑𝐾
𝑗=1 exp(⟨𝑔(𝑡 𝑗 ), 𝑓 (𝑥)⟩/𝜏)

, (1)

where ⟨·, ·⟩ denotes the cosine similarity, 𝜏 denotes temperature
parameter and 𝐾 denotes the number of classes.
Multimodal Attack. In this study, the multimodal attack is com-
bined with the image-based PGD attack [27] and text-based BERT-
Attack [25]. The Projected Gradient Descent (PGD) attack is a pop-
ular adversarial attack method designed to create adversarial ex-
amples that deceive machine learning models. It iteratively applies
gradient ascent techniques on the input data to maximize the cross-
entropy loss L, thereby generating an adversarial sample within
a predefined perturbation limit that aims to maximize the error
rate of the model. The core of the PGD algorithm unfolds through
iterative steps, detailed below:

𝑥𝑘+1 = Π𝑥+𝑆 (𝑥𝑘 + 𝛼 · sign (∇𝑥L (𝜃, 𝑥𝑘 , 𝑦))) , (2)

where 𝜃 denotes the model parameters, 𝑦 represents the ground-
truth label, 𝛼 is the step size, and Π𝑥+𝑆 refers to the projection onto
the perturbation set defined by the 𝜖-ball around 𝑥 under the 𝐿∞ or
𝐿2 norm, ensuring the adversarial perturbation remains within the
acceptable limits. The PGD attack method seeks to find an optimal
yet human-imperceptible perturbation that misleads neural models
with predefined bounds. As shown in Figure 2, the final adversarial
image examples are denoted by 𝑥𝑎 .

BERT-Attack is an adversarial attack method tailored for the
BERT model or other models with transformer-based architectures.
BERT-Attack targets text data, generating adversarial examples by
modifying, inserting, or deleting words in the input text 𝑡 . The core
idea of BERT-Attack leverages a pre-trained language model to
identify and replace the vulnerable words in the input text 𝑡 that
have the most significant impact on the model’s prediction, thereby
maximizing the model’s output error. The adversarial text input is
obtained bymaximizing the divergence in the feature space between
the perturbed text and the original text, employingmeasures such as
KL divergence. BERT is utilized specifically to craft these adversarial
examples, ensuring semantic consistency:

𝑡𝑎 = 𝑅(𝑡),
s.t. 𝑡𝑎 = argmax

𝑡𝑎

(∥𝑔 (𝑡𝑎) − 𝑔 (𝑡)∥) , (3)

where 𝑅(·) denotes the operation of replacing or modifying tokens
in the input text, and 𝑔(·) denotes the text encoder.

As shown in Figure 2, given that class tokens have a more pro-
nounced impact on the model’s prediction, replacements predomi-
nantly occur with these tokens.
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Table 1: In-distribution robust accuracies across 4 datasets under three types of attacks, i.e., image attack, text attack and
multimodal attack. Except for CLIP, we fine-tune all methods on each dataset and then test them on the same dataset. For
image attacks, we utilize 100 steps of PGD, while text attacks are conducted using BERT-Attack. Δ denotes the difference in
accuracy between our method and a baseline. Bold denotes the best accuracies.

Method CIFAR10 CIFAR100
Image Attack Text Attack Multimodal Attack Image Attack Text Attack Multimodal Attack

CLIP [33] 9.32 79.74 11.65 4.59 37.24 2.42
FT-standard [40] 63.93 96.21 64.39 6.53 62.28 7.74
TeCoA [29] 85.06 92.04 79.53 60.71 56.96 44.34
MMCoA (Ours) 84.55 96.16 84.52 59.50 75.38 55.13

Δ(CLIP) +75.23 +16.42 +72.87 +54.91 +38.14 +52.71
Δ(SOTA) -0.51 -0.05 +4.99 -1.21 +13.10 +10.79

Method TinyImagenet ImageNet
Image Attack Text Attack Multimodal Attack Image Attack Text Attack Multimodal Attack

CLIP [33] 1.93 19.67 2.18 0.79 13.65 1.80
FT-standard [40] 4.55 29.96 4.10 3.88 17.61 3.47
TeCoA [29] 49.01 25.09 19.80 41.47 15.84 11.96
MMCoA (Ours) 53.97 54.13 39.19 46.58 41.34 30.02

Δ(CLIP) +52.04 +34.46 +37.01 +45.79 +27.69 +28.22
Δ(SOTA) +4.96 +24.17 +19.39 +5.11 +25.50 +18.06

Adversarial Training is a typical method for learning deep neural
networks that are robust to adversarial attacks. Previous methods
havemainly concentrated on defending against image-based attacks
by fine-tuning models with adversarially generated image examples.
Thus the training process can be formulated as:

𝜃 = argmin
𝜃

L(𝜃, 𝑥𝑎, 𝑦) . (4)

For large-scale vision-language models, it is essential not only to
defend against image attacks but also to counteract textual attacks.
Therefore, the adversarial training paradigm extends to the joint
training of adversarial examples for both images and texts, which
can be formulated as:

𝜃 = argmin
𝜃

L(𝜃, 𝑥𝑎, 𝑡𝑎, 𝑦) . (5)

3.2 Multimodal Contrastive Adversarial
Training

To enhance the adversarial robustness of both image and text en-
coders, we propose a simple yet effective Multimodal Contrastive
Adversarial (MMCoA) training method with contrastive losses,
whose framework is illustrated in Figure 2. MMCoA consists of
two contrastive losses, including text–supervised image adversarial
contrastive loss and image–supervised text adversarial contrastive
loss. We introduce our MMCoA in detail as follows.
Text-supervised Image Adversarial Training. Firstly, we gen-
erate a set of adversarial image examples with the image-based
attack as depicted in section 3.1. As shown in Figure 1 (c), this mis-
alignment can significantly degrade the model’s performance, as it
struggles to associate the manipulated visual information with the

correct textual context. Text-supervised image adversarial training
aims to minimize the feature distance between the attacked image
𝑥𝑎 and the correct corresponding text inputs 𝑡 .

For each image, we utilize the images and the corresponding
manually crafted prompts, "This is a photo of a [CLS].", to form
image-text pairs. Subsequently, we apply the text-supervised image
adversarial contrastive loss, which can formulated as:

L𝐼 ′−𝑇 (𝑥𝑎, 𝑡, y) = −E𝑖, 𝑗

y𝑖 𝑗 log
exp

(
⟨𝐼 ′
𝑖
,𝑇𝑗 ⟩/𝜏

)∑
𝑘 exp

(
⟨𝐼 ′
𝑖
,𝑇𝑘 ⟩/𝜏

)  ,
s.t. y𝑖 𝑗 =

{
1, 𝑖 = 𝑗

0, 𝑖 ≠ 𝑗
,

(6)

where 𝐼 ′ = 𝑓 (𝑥𝑎) denotes the features of the adversarial input
images, 𝑇 = 𝑔(𝑡) denotes clean text embeddings, and y denotes the
contrastive labels for the image-text pairs.
Image-supervised Text Adversarial Training. Similar to text-
supervised image adversarial training, we firstly transform the
manually crafted prompt into adversarial text examples. To defend
the text-based attack, the image-supervised text adversarial training
is introduced to align the features between the clean image 𝑥 and
the adversarial corresponding text inputs 𝑡𝑎 . Then, we apply the
image-supervised text adversarial contrastive loss as follows:

L𝐼−𝑇 ′ (𝑥, 𝑡𝑎, y) = −E𝑖, 𝑗

y𝑖 𝑗 log
exp

(
⟨𝐼𝑖 ,𝑇 ′

𝑗
⟩/𝜏

)
∑
𝑘 exp

(
⟨𝐼𝑖 ,𝑇 ′

𝑘
⟩/𝜏

)  ,
s.t. y𝑖 𝑗 =

{
1, 𝑖 = 𝑗

0, 𝑖 ≠ 𝑗
,

(7)
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Table 2: Out-of-distribution robust accuracies across 15 datasets under multimodal attack. Except for CLIP, we fine-tune all
methods on ImageNet dataset with the few-shot setting (1-shot, 5-shot, and 50-shot) and full-shot setting, and then test them
on the remaining datasets. For image attacks, we utilize 100 steps of PGD, while text attacks are conducted using BERT-Attack.
Bold denotes the best accuracies.
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CLIP [33] 1.75 10.36 3.13 0.69 24.08 3.07 2.21 5.89 0.92 2.55 1.20 0.84 0.21 10.16 2.55 4.64

1-shot

FT-standard [40] 1.19 8.93 4.82 0.50 24.34 3.43 2.70 4.69 1.18 2.18 0.90 1.11 0.27 11.93 2.62 4.72
TeCoA [29] 1.77 10.05 3.18 0.73 23.84 3.06 2.18 5.78 0.99 2.34 1.02 0.84 0.26 10.26 2.56 4.59
MMCoA (Ours) 1.83 10.33 3.22 0.64 25.24 3.45 2.19 6.00 1.38 3.14 0.81 0.84 0.27 11.12 2.62 4.87

5-shot

FT-standard [40] 1.58 9.13 4.67 0.41 26.72 2.66 2.00 5.97 0.93 2.93 0.45 0.69 0.18 11.63 2.72 4.84
TeCoA [29] 2.55 17.69 4.42 0.39 38.39 4.52 1.45 4.14 1.63 2.93 0.80 0.96 0.36 13.94 2.24 6.43
MMCoA (Ours) 4.47 24.44 11.44 1.08 48.18 8.89 2.34 5.21 2.98 6.76 4.66 1.56 0.66 20.81 4.06 9.84

50-shot

FT-standard [40] 3.12 16.65 7.99 0.45 39.09 4.81 1.85 6.00 1.07 4.14 0.25 0.84 0.35 13.50 3.23 6.89
TeCoA [29] 7.17 40.97 16.28 5.29 68.94 17.64 4.15 6.49 3.45 11.86 1.87 2.07 1.12 31.80 5.93 15.00
MMCoA (Ours) 10.47 57.44 22.41 11.46 76.74 18.70 4.93 4.09 3.58 16.33 4.91 2.46 1.41 35.63 6.34 18.46

Full-shot

FT-standard [40] 3.47 16.77 8.11 1.24 41.16 4.95 1.60 5.61 1.45 3.24 0.32 1.47 0.36 15.73 2.95 7.23
TeCoA [29] 11.96 54.40 25.54 12.43 78.18 21.62 7.12 12.40 2.57 15.05 10.56 2.55 1.43 36.49 7.15 19.96
MMCoA (Ours) 22.89 61.47 29.31 17.66 82.99 21.94 4.53 15.59 2.49 7.71 14.07 1.86 1.53 38.69 7.23 22.00

where 𝐼 = 𝑓 (𝑥) denotes the features of the clean input images,
𝑇 ′ = 𝑔(𝑡𝑎) denotes adversarial text embeddings. As a result, our
MMCoA method can be trained end-to-end with a total contrastive
loss, which can be formulated as:

L = 𝛾1L𝐼 ′−𝑇 + 𝛾2L𝐼−𝑇 ′ , (8)
where 𝛾1 and 𝛾2 are hyper-parameters. Our method iteratively al-
ternates between generating adversarial examples and updating the
model via Equation 5. The adversarial robustness of both the image
encoder and the text encoder is significantly enhanced through
the strategic alignment of clean text embeddings with the image
features of adversarial images and the alignment of adversarial text
embeddings with the image features of clean images. This dual
alignment fosters a robust multimodal representation, strengthen-
ing the model’s defenses against various adversarial attacks.

4 EXPERIMENTS
4.1 Experimental Setup
Datasets. To explore in-distribution adversarial robustness, we
choose 4 datasets, namely CIFAR10 [22], CIFAR100 [22], Tiny-
ImageNet [8], and ImageNet [8]. For the exploration of out-of-
distribution generalization in adversarial robustness, we choose 15
datasets. Specifically, we fine-tune the models on ImageNet [8] and
evaluate their performance on the remaining 14 datasets. These
datasets are bifurcated into two principal categories: generic object

classification, which includes CIFAR10 [22], CIFAR100 [22], TinyIm-
ageNet (Tiny.) [8], STL10 [7], Caltech101 [10], and Caltech256 [13];
and fine-grained classification, featuring OxfordPets [32], Flow-
ers102 [31], FGVCAircraft (FGVCA.) [28], Food101 [3], EuroSAT [16],
DTD [6], SUN397 [42], and Country211 [33]. Dataset details can be
seen in the Appendix.
Baselines. Considering the limited research on the adversarial
robustness of the CLIP model, we mainly include three baselines.
One baseline is zero-shot CLIP [33] with the prompt "This is a
photo of a [CLS]". FT-standard [40] refers to fine-tuning the model
on clean datasets. TeCoA [29] refers to text-guided contrastive
adversarial training, which uses additional information from the
text embeddings to correct the visual features corrupted by the
adversarial attacks. Details of baselines can be seen in the Appendix.
Implementation Details.We mainly adopt the CLIP-B/32 archi-
tecture of the image encoder as our backbone. In our experiments,
the hyperparameters 𝛾1 and 𝛾2 are set to 0.5, as specified in Equa-
tion 8. We employ the Adam optimizer for model optimization, with
beta coefficients of 0.9 and 0.98, a weight decay parameter of 0.2,
and an initial learning rate of 1𝑒 − 6. Without additional specifica-
tions, for the adversarial training phase, we generate adversarial
examples using a 10-step PGD routine, with a step size 𝛼 of 1/255
and a perturbation limit set to an 𝐿∞ bound 𝜖 of 1/255. For the
testing phase, we generate adversarial examples for images via a
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(a) 1-shot (b) 5-shot

(c) 50-shot (d) Full-shot

Figure 3: Out-of-distribution robust accuracies across 15 datasets under 100 steps of PGD image attack. We fine-tune all methods
on ImageNet dataset with the few-shot setting and full-shot setting, and then test them on the remaining datasets.

100-step PGD method, each step exploring a step size 𝛼 of 1/255
with the perturbations bounded within an 𝐿∞ 𝜖 ball of 1/255.

4.2 Comparisons with Baselines
4.2.1 In-distribution Adversarial Robustness. For the in-distribution
adversarial task, we aim to examine the impact of various attacks
on the CLIP model and the effectiveness of adversarial learning al-
gorithms in defending CLIP, particularly in scenarios where there is
minimal distribution shift. To achieve this, we fine-tune the model
using the training set of each dataset and then evaluate its perfor-
mance on the test set of the same dataset.

As shown in Table 1, we evaluate the in-distribution adversarial
robustness across four datasets under three types of attacks. When
occurring with a small distribution shift, we have the following
main findings as follows:

(1) Multimodal adversarial training significantly enhances
the adversarial robustness of both the image and text en-
coders. Compared with CLIP, MMCoA can outperform CLIP on
four datasets with a large margin of around 45%∼75%, 16%∼38%,
28%∼72% under image attack, text attack, and multimodal attack,
respectively. Additionally, under multimodal attack, our MMCoA
method significantly surpasses all baseline methods, demonstrating
a substantial margin of improvement.

(2) The strength between image attack and text attack.
Combining the results from Figure 1 and Table 1, we observe that
1) image attack has the potential to be more potent than text attack.
Specifically, 100-step PGD image attack significantly compromises
the adversarial robustness of CLIP. For instance, for CIFAR10, the
accuracy declines from 88.57% to 9.32% under image attack, but
under text attack, it only drops to 79.74%. Similarly, for CIFAR100,
the accuracy decreases from 62.22% to 4.59% under image attack,
whereas under text attack, it reduces to 37.24%. 2) As the num-
ber of categories in a dataset increases, text attacks become progres-
sively stronger. By comparing the results of CIFAR10 (10 classes),
CIFAR100 (100 classes), TinyImageNet (200 classes), and ImageNet
(1000 classes), we observe a trend of decreasing accuracy, with the
extent of the decline growing more significant.

(3) As the number of categories in a dataset increases, mul-
timodal adversarial training is more effective than image
adversarial training. Compared with TeCoA, a specialized adver-
sarial fine-tuning algorithm designed to counter image attacks, our
MMCoA may perform slightly worse on datasets with fewer cate-
gories, such as CIFAR10 and CIFAR100. However, as the number of
categories in the experimental datasets increases, our MMCoA can
even surpass TeCoA in defending image attack.
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Figure 4: Exploration of the effect of the number of fine-
tuned parameters with out-of-distribution generalization
adversarial task on 15 datasets.

Table 3: Ablation on each constraint loss across 4 datasets
with the in-distribution adversarial task. Average accuracies
under three types of attacks are reported, i.e., image attack
(I. A.), text attack (T. A.), and multimodal attack (M.M. A.).

Exp. L𝐼 ′−𝑇 L𝐼−𝑇 ′ Clean I. A. T. A. M.M. A.
(a) 67.37 4.16 37.58 4.51
(b) ✓ 66.78 44.68 41.12 30.64
(c) ✓ 76.07 10.70 73.42 12.21

MMCoA ✓ ✓ 80.40 61.15 66.75 52.22

(4) Fine-tuning is a useful strategy for adapting VLMs to
defend adversarial attacks. It’s noteworthy that even when fine-
tuning the CLIP model with a clean dataset or solely through image
adversarial learning, its adversarial robustness is enhanced across
three types of attacks. This indicates that fine-tuning can adapt the
model to a specific dataset, resulting in an overall improvement in
the model’s adversarial robustness within that dataset.

4.2.2 Out-of-distribution Generalization Adversarial Robustness.
For the out-of-distribution generalization adversarial task, our ob-
jective is to explore the effectiveness of adversarial training on
the CLIP model, when there is a significant distribution difference
between the training and testing sets. To this end, we fine-tune the
model using ImageNet as the training dataset and then evaluate its
performance across 14 distinct downstream datasets.

It is important to highlight that findings (1), (2), and (4) detailed in
subsubsection 4.2.1 remain valid even in scenarios with significant
distribution shifts. As demonstrated in Table 2 and Figure 3, our
additional findings are as follows:

(1) The larger the training set size, the stronger themodel’s
adversarial robustness against multimodal and image attacks
becomes. We note that the accuracies of FT-standard, TeCoA, and
our MMCoA improves as the volume of training data increases,
enhancing robust accuracy.

(2) Analysis of the adversarial robustness of baselinemeth-
ods undermultimodal and image attacks. For FT-standard, fine-
tuning with a clean dataset can enhance adversarial robustness,

Figure 5: Exploration of the effect of the multimodal attack
strength under different perturbation bounds with out-of-
distribution generalization adversarial task on 15 datasets.

albeit marginally. In the case of TeCoA, its generalization capabil-
ity is somewhat limited under a few-shot scenario. Nonetheless,
with full-shot training, the improvement in adversarial robustness
against multimodal and image attacks becomes significantly more
pronounced. However, TeCoA still falls short of our MMCoA under
multimodal attack. While TeCoA slightly outperforms our MM-
CoA under image attack, which is partly because MMCoA tends to
overfit to the source dataset.

(3) Our MMCoA is effective in few-shot scenarios under
multimodal and image attacks, where its generalization capa-
bility far surpasses that of the baselines. This demonstrates that
our multimodal adversarial learning method can be significantly
more efficient, making it an ideal choice for applications where data
scarcity is a challenge. This balance between efficiency, effective-
ness, and robust security underscores the potential of MMCoA as a
leading solution in the field of adversarial machine learning.

4.3 Analysis
Effect of Each Constraint Loss. As shown in Table 3, when oc-
curring with minimal distribution shifts, the omission of the two
contrastive losses significantly decreases robust accuracy under all
three types of attacks. With only the text-supervised image adver-
sarial loss, there is a larger improvement in adversarial robustness
against multimodal and image attacks. Conversely, when solely
employing the image-supervised text adversarial loss, there is a
notable enhancement in both clean accuracy and robust accuracy
against text attack. Within our MMCoA framework, the two types
of losses synergistically enhance performance, achieving state-of-
the-art results in both clean accuracy and robust accuracy under
multimodal and image attacks. However, compared with example
(c), the introduction of image adversarial samples paradoxically
tends to impair the adversarial robustness against text attack.
Effect of Number of Fine-tuned Parameters. In this case, we
are testing the impact of solely fine-tuning the image encoder,
which is referred to as partial fine-tuning. As shown in Figure 4, we
demonstrate a comparison of robust accuracy between partially fine-
tuning and full fine-tuning under multimodal attack. It is evident
that the more parameters are trained, the stronger the model’s
adversarial robustness becomes.
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(a) Under Image Attack (b) Under Text Attack (c) Under Multimodal Attack

Figure 6: Relationship between the robust accuracy and the clean accuracy via weight interpolation. We test different methods
on Food101 with 50-shot out-of-distribution generalization adversarial task under three types of attacks.

(a) On CIFAR10 dataset 

CLIP TeCoA MMCoA (Ous)

(b) On STL10 dataset 
Similarity: 0.795 Similarity: 0.856 Similarity: 0.907 Similarity: 0.661 Similarity: 0.829 Similarity: 0.834

CLIP TeCoA MMCoA (Ous)

Figure 7: The t-SNE visualization on the CIFAR10 and STL10 datasets with CLIP, TeCoA, and our MMCoA for out-of-distribution
generalization adversarial task. The clean and adversarial image features extracted from 10 classes are shown in blue and red,
respectively. Different shades of color represent different classes.

Effect of Attack Strength. To investigate the impact of adversarial
perturbation bounds on our method, we incrementally increased
the perturbation bound for MMCoA among 1/255, 2/255 4/255 of
image attack under multimodal attack. As illustrated in Figure 5,
our method exhibits a gradual decline in robust accuracy as the
adversarial perturbation increases, with the decrease displaying a
stepwise pattern.
Relationship between Robust and Clean Accuracy. As shown
in Figure 6, under image and multimodal attacks, MMCoA exhibits
a trade-off between robust accuracy and clean accuracy, striking
the most optimal balance compared to other methods. However, we
observe a simultaneous decline in robust and clean accuracies under
text attack, suggesting that training with adversarial text samples
may not be a prudent choice when faced with significant distribu-
tion shifts. Instead, training with clean text proves can be more
effective against text attack. For more analyses of the relationship
between robust and clean accuracy, please refer to the appendix.
T-SNE Visualizations. As shown in Figrue 7, we visualize the
clean and adversarial image features learned by CLIP, TeCoA, and
MMCoA on two datasets. Qualitatively, we can observe that MM-
CoA achieves a higher degree of mix between clean and adversarial
image features compared to baseline methods. Quantitatively, we
calculate the cosine similarity between the clean and adversarial
features for each image and computed the average value across all
samples. We find that our MMCoA exhibits the highest similarity
between clean and adversarial features for each image, demon-
strating the effectiveness of MMCoA. Due to the page limit, more

detailed experiments and analyses can be found in the appendix. Fur-
thermore, we comprehensively summarize the adversarial robustness
characteristics of CLIP against three types of attacks and analyze its
performance in terms of clean accuracy.

5 CONCLUSION
In this study, we initiate the first known and comprehensive effort
to study adapting VLMs for adversarial robustness under three
types of attacks. We explored the strength of three types of attacks
across two tasks: in-distribution and out-of-distribution generaliza-
tion adversarial tasks. Then we assessed the defensive capabilities
of each method, the impact of the training set size on adversarial
robustness, and the relationship between clean and robustness ac-
curacy, among other aspects. To effectively enhance the adversarial
robustness of both the image and text encoders within CLIP, we
introduce a multimodal contrastive adversarial (MMCoA) training
framework. Through extensive experiments, we demonstrate the
effectiveness of our MMCoA framework, and our detailed analyses
offer valuable insights for adapting large-scale VLMs to enhance
their adversarial robustness against three types of attacks. We hope
that our findings can pave the way for promising new strategies to
strengthen the security frameworks of VLMs.
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This appendix is organized as follows:
• Section A provides the detailed dataset information.
• Section B provides the additional training implementation
details.

• Section C gives additional experiment results and analyses,
including additional comparisons with out-of-distribution
generalization adversarial task under text attack, clean ac-
curacy with two tasks, details ablation experiments on each
loss, and effect of the number of iterations.

• Section D offers a detailed analysis and comprehensive con-
clusions regarding the performance under three types of
attacks across two tasks.

A DATASET DETAILS
The 15 datasets fall into two categories: generic object classification
and fine-grained classification. We introduce as follows.

A.1 Generic Object Classification Dataset
CIFAR10 [22] originates from the Tiny Images dataset, featuring
60,000 color images with dimensions of 32 × 32. Each image is
uniquely classified into one of ten distinct classes.
CIFAR100 [22] also derived from the Tiny Images, includes 60,000
color images, each measuring 32x32 pixels. CIFAR100 is organized
into 100 classes, which are further aggregated into 20 superclasses
for a structured classification framework.
TinyImageNet [8] offers a compact version of the ImageNet [8],
containing 100,000 images across 200 classes, with each class provid-
ing 500 training images, alongside 50 validation and 50 test images,
all resized to 64×64 pixels.
STL10 [7] is a subset of ImageNet [8]. It includes 13,000 color
images with a resolution of 96×96, representing 10 object classes.
Caltech101 [10] contains images from 101 object categories and
a background category that contains the images not from the 101
object categories. For each object category, there are about 40 to 800
images, while most classes have about 50 images. The resolution of
the image is roughly about 300×200 pixels.
Caltech256 [13] an extension of Caltech101 [10], is an object recog-
nition dataset with 30,607 images of varying sizes across 257 cate-
gories (256 object classes plus one clutter class), ensuring a mini-
mum of 80 images per class.
ImageNet [8] contains 14,197,122 annotated images according to
the WordNet hierarchy, which is a large-scale image database. This
expansive collection spans roughly 22,000 categories, encompass-
ing a diverse array of subjects including various animals, plants,
geographical locations, and common everyday items.

A.2 Fine-grained Classification Dataset
OxfordPets [32] is comprised of a dataset featuring 37 categories of
pets, each represented by approximately 200 images. These images
exhibit a broad variety in scale, pose, and lighting conditions. Each
image is meticulously annotated with breed information, a region
of interest (ROI) for the head, and pixel-level trimap segmentation
for detailed analysis.
Flower102 [31] introduces a dataset of 102 flower categories, se-
lected for their common occurrence in the United Kingdom. Each
category contains between 40 and 258 images. Detailed information

on the categories and the specific number of images per class is
accessible through the category statistics page.
FGVCAircraft [28] encompasses 10,200 images across 102 different
aircraft model variants, predominantly featuring airplanes. Each
image highlights the main aircraft within a precise bounding box
and is classified using a hierarchical airplane model label, organized
across four levels of hierarchy.
Food101 [3] includes 101 food categories, each with 750 training
images and 250 test images, totaling 101,000 images. The test images
have undergone manual cleanup to ensure label accuracy, whereas
the training set may include some level of noise.
EuroSAT [16] is a dataset and deep learning benchmark for land
use and land cover classification. The dataset is based on Sentinel-2
satellite images covering 13 spectral bands and consisting of 10
classes with in total of 27,000 labeled and geo-referenced images.
DTD [6] offers 5,640 images of natural textures, annotated with
attributes that reflect the perceptual properties of textures as per-
ceived by humans. Organized by a list of 47 perceptually inspired
terms, DTD includes 120 images for each category. Image sizes
vary, and each predominantly showcases the texture attribute it
represents. Sourced from Google and Flickr, these images were
annotated via Amazon Mechanical Turk through multiple rounds.
SUN397 [42] contains 899 categories and 130,519 images. There are
397 well-sampled categories to evaluate numerous state-of-the-art
algorithms for scene recognition.
Country211 [33] is a dataset released by OpenAI, designed to
assess the geolocation capability of visual representations. It filters
the YFCC100m [39] to find 211 countries that have at least 300
photos with GPS coordinates. OpenAI built a balanced dataset with
211 categories, by sampling 200 photos for training and 100 photos
for testing, for each country.

B IMPLEMENTATION DETAILS
B.1 Algorithm of MMCoA
Wedescribe ourmultimodal contrastive adversarial trainingmethod,
MMCoA, as presented in Algorithm 1. The relevant equations are
detailed in the main text of our document.

B.2 Training Details
All the methods mentioned—CLIP (zero-shot CLIP), FT-standard,
TeCoA, and our method MMCoA—employ the CLIP-B/32 architec-
ture. This consistent choice in architecture across various tech-
niques facilitates a direct comparison of their effectiveness and
performance. The tuning of the learning rate varies between 1e-7
and 1e-5, and the training durations range from 10 to 30 epochs,
allowing for tailored optimization according to specific method
requirements and dataset characteristics. The batch size is 256.

In our comparative experiments, we adhere to the respective
fine-tuning strategies for each method:

FT-standard (Full-Finetuning):We fine-tune both the image
and text encoders on the clean dataset.

TeCoA: We follow its original fine-tuning approach using an
SGD optimizer with a momentum of 0.9, focusing exclusively on
fine-tuning the image encoder [29]. The CLIP framework includes
both an image encoder and a text encoder, which facilitates the
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(a) 1-shot (b) 5-shot

(c) 50-shot (d) Full-shot

Figure 8: Out-of-distribution robust accuracies across 15 datasets under text-based BERT-Attack. We fine-tune all methods on
ImageNet dataset with the few-shot setting and full-shot setting, and then test them on the remaining datasets.

Algorithm 1MMCoA Training for Adversarial Defense in Multi-
Modal Models
Require: CLIP model𝑀 , images 𝑥 and class names 𝑐 , perturbation

bound 𝜖 , step size 𝛼 , number of steps 𝑝 , learnable parameter 𝜃 ,
pre-trained Bert Model 𝐵

1: Initialize class text prompts 𝑡 for each class [CLS] in 𝑐 as
𝑡 .append(′This is a photo of a ′ + [CLS])

2: Initialize 𝜃 with the pre-trained parameters from CLIP𝑀
3: for each iteration in training epochs do
4: for each (𝑥, 𝑡) in minibatch do
5: 𝑥𝑡𝑎 = ImageAttack(𝑥, 𝑡, 𝜖, 𝛼, 𝑝, 𝜃 ) {Generate adversarial

image samples using the method in Eq. 1 and Eq. 2}
6: 𝑡𝑎 = BertAttack(𝑡, 𝐵, 𝜃 ) {Generate adversarial text samples

using Eq. 3}
7: Optimize 𝜃 to minimize L as defined in Eq. 8
8: end for
9: end for
10: return 𝜃 {Return the optimized parameters}

generation of adversarial examples in a couple of ways: 1) By con-
necting the image encoder to a fully connected (FC) layer, this setup
allows for the training of adversarial samples specifically targeting

the image encoder; 2) By maximizing the Kullback-Leibler (KL) di-
vergence between the image features output by the image encoder.
Alternatively, the TeCOA method utilizes the full capabilities of
the CLIP model by maximizing the cosine similarity between the
text features and the image features, effectively creating adversarial
samples. This approach is not only natural and effective but also un-
derpins our strategy for image-based attacks. Additionally, TeCoA
is an adversarial training method but only considers image-based
attacks and studies the out-of-distribution zero-shot robustness of
images.

MMCoA: We fine-tune the image and text encoders with multi-
modal contrastive adversarial training using Algorithm 1.

C SUPPLEMENTARY EXPERIMENTS
C.1 Additional Comparisons with Baselines
C.1.1 Out-of-distribution Generalization Adversarial Robustness
under Text Attack. As shown in Figure 8, we evaluate the out-of-
distribution adversarial robustness across 15 datasets under text
attack. When occurring with a large distribution shift, The main
findings are as follows:

(1) FT-standard achieves state-of-the-art text adversarial
robustness in the few-shot setting, but its accuracy decreases
and its defensive capability against text attack diminishes
as the number of samples increases. This indicates that clean
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Table 4: Out-of-distribution clean accuracies across 15 datasets. Except for CLIP, we fine-tune all methods on ImageNet dataset
with the few-shot setting (1-shot, 5-shot, and 50-shot) and full-shot setting, and then test them on the remaining datasets. Bold
denotes the best average accuracies.
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CLIP [33] 59.13 88.57 62.22 57.90 97.15 57.64 83.84 87.38 65.70 40.21 38.49 19.98 15.22 84.91 87.38 63.05

1-shot

FT-standard [40] 63.87 90.03 67.23 61.89 97.26 62.42 84.43 89.32 65.99 42.61 47.33 20.85 15.90 86.69 83.01 65.26
TeCoA [29] 59.13 88.60 62.32 57.91 97.15 57.64 83.35 87.38 65.70 40.21 38.49 19.98 15.23 84.91 82.05 62.67
MMCoA (Ours) 58.80 89.87 62.39 57.69 97.20 57.98 83.61 86.56 65.25 39.95 40.74 19.80 15.28 84.27 81.83 62.75

5-shot

FT-standard [40] 65.50 91.43 68.57 62.34 96.69 62.27 83.56 88.66 63.56 39.04 45.29 19.14 16.03 85.64 82.35 64.67
TeCoA [29] 51.92 84.05 46.54 39.45 94.44 54.53 72.53 78.74 57.52 32.50 22.91 16.65 9.85 82.47 78.49 54.84
MMCoA (Ours) 57.37 87.00 55.97 48.96 94.18 61.28 72.15 82.97 57.16 34.47 30.58 15.00 12.88 84.58 79.81 58.29

50-shot

FT-standard [40] 61.05 88.87 61.90 57.46 96.06 58.18 75.46 83.51 54.32 37.71 22.01 11.37 13.12 84.04 80.30 59.02
TeCoA [29] 49.89 74.64 41.69 46.41 91.67 56.11 55.66 75.47 49.55 31.91 19.60 14.64 9.16 82.60 76.08 51.67
MMCoA (Ours) 60.07 78.63 48.12 58.67 90.80 55.93 60.21 76.81 46.28 32.39 23.51 7.53 9.77 81.02 76.59 53.76

Full-shot

FT-standard [40] 64.57 82.63 56.30 58.90 96.00 55.00 60.85 77.49 38.17 30.59 17.95 5.61 9.29 81.47 77.89 54.18
TeCoA [29] 63.29 78.31 49.75 49.79 93.50 52.72 55.70 81.77 51.15 34.10 26.39 13.86 8.13 80.26 76.44 54.34
MMCoA (Ours) 66.59 82.05 51.35 60.27 94.05 54.56 58.37 80.87 46.90 33.35 17.87 7.83 8.82 78.81 77.65 54.62

Table 5: Ablation on each constraint loss across 4 datasets with the in-distribution adversarial task. Average accuracies under
three types of attacks are reported. Bold denotes the best accuracy.

L(𝐼 ′ −𝑇 ) L(𝐼 −𝑇 ′) Multimodal Attack Image Attack
CIFAR10 CIFAR100 Tiny. Imagnet CIFAR10 CIFAR100 Tiny. ImagNet
11.65 2.42 2.18 1.80 9.32 4.59 1.93 0.79

✓ 69.98 33.94 8.72 9.93 76.69 47.28 22.11 32.64
✓ 28.49 10.62 1.72 8.01 28.85 9.90 0.92 3.14

✓ ✓ 84.52 55.13 39.19 30.02 84.55 59.50 53.97 46.58

L(𝐼 ′ −𝑇 ) L(𝐼 −𝑇 ′) Text Attack Clean
CIFAR10 CIFAR100 Tiny. ImagNet CIFAR10 CIFAR100 Tiny. ImagNet
79.74 37.24 19.67 13.65 88.56 62.28 59.46 59.16

✓ 86.75 47.96 16.34 13.42 93.42 70.23 49.98 53.47
✓ 96.74 83.03 63.14 50.75 96.70 83.74 72.31 51.54

✓ ✓ 96.16 75.38 54.13 41.34 96.17 81.51 76.11 67.79

text is more effective in defending against text attack, and it can be
achieved with only a small number of image-text pairs. However, in
the full-shot scenario, overfitting to the source dataset may occur,
potentially leading to a decrease in adversarial robustness.

(2) While aligning adversarial images with corresponding
text, TeCoA proves ineffective under text attack. Across all
settings, TeCoA fails to surpass CLIP’s average robust accuracy.

When facing minimal distribution shifts, this training paradigm
can enhance the adversarial robustness under text attack. However,
this enhancement does not manifest in scenarios involving large
distribution shifts.
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(a) Under Image Attack (b) Under Text Attack

Figure 9: Exploration of the effect of the number of fine-tuned parameters with out-of-distribution generalization adversarial
task on 15 datasets.

Table 6: In-distribution clean accuracies on 4 datasets. Bold
denotes the best accuracies

Method CIFAR10 CIFAR100 Tiny. ImageNet
CLIP [33] 88.56 62.28 59.46 59.16

FT-standard [40] 97.01 85.21 78.96 64.57
TeCoA [29] 95.88 80.01 66.25 63.29

MMCoA (Ours) 96.17 81.51 76.11 67.79

(3) MMCoA achieves state-of-the-art adversarial robust-
ness in the full-shot scenario. It indicates that multimodal ad-
versarial training requires a substantial number of samples to effec-
tively counter text attack.

C.2 Additional Analyses.
C.2.1 Clean Accuracy on Two Tasks. Previous work has primar-
ily focused on studying the trade-off between robust accuracy and
clean accuracy [41] of the performance of adversarial training. How-
ever, in our study, we find that: (1) when facing minimal distribution
shifts, robust accuracy and clean accuracy can be positively corre-
lated; (2) when facing large distribution shifts, the trade-off between
robust accuracy under multimodal and image attacks and clean accu-
racy continues to hold. However, there is a positive correlation trend
between robust accuracy under text attack and clean accuracy.
In-distribution Adversarial Robustness. As shown in Table 1
and Table 6, regardless of whether clean or adversarial samples are
incorporated into training, we observe that all methods can out-
perform CLIP in terms of both robust accuracy and clean accuracy.
Notably, we do not observe the phenomenon where an increase in
robust accuracy leads to a decline in clean accuracy.

Meanwhile, it is intuitive to see that training with clean sam-
ples allows FT-standard to achieve state-of-the-art performance on
CIFAR10, CIFAR100, and TinyImageNet. However, on ImageNet,
MMCoA reaches state-of-the-art in terms of clean accuracy. This
demonstrates that under minimal distribution shifts, adversarial
training has the potential to simultaneously enhance both robust
accuracy and clean accuracy, showcasing exceptional performance.

Figure 10: Exploration of the effect of the image attack
strength under different perturbation bounds with out-of-
distribution generalization adversarial task on 15 datasets.

Out-of-distribution Generalization Adversarial Robustness.
As illustrated in Table 4, Table 2, and Figure 3, in the few-shot
setting, all methods demonstrate a trend where an increase in ro-
bust accuracy under multimodal and image attacks corresponds
with a decrease in clean accuracy, indicating a clear trade-off. This
observation aligns with the conclusions presented in Figure 6. In
the full-shot setting, adversarial training methods exhibit some
improvements in clean accuracy. Intriguingly, under text attack, the
changes in text adversarial robustness closely parallel the changes
in clean accuracy. Furthermore, FT-standard only surpasses CLIP
in terms of average clean accuracy in the 1-shot and 5-shot settings.
This enhanced performance with small sample sizes is also similar
to FT-standard’s behavior under text attack.

C.2.2 Details Ablation on Each Loss. As presented in Table 5, we
provide a detailed ablation study of each loss for Table 3. With
the integration of two losses, MMCoA achieves state-of-the-art
performance on each dataset under multimodal and image attacks.
However, under text attack, it performsworse than scenarios involv-
ing only image-supervised text adversarial loss. This suggests that
aligning adversarial images with clean text undermines the defense
against text attack. Compared to cases with only text-supervised
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adversarial loss, aligning clean images with adversarial text further
enhances the defense against multimodal and image attacks.

For clean accuracy, it is evident that the image-supervised text ad-
versarial loss contributes significantly more, particularly in datasets
with fewer categories, such as CIFAR10 and CIFAR100. When deal-
ing with datasets that have a larger number of categories, the inter-
action between the two losses proves to be more effective than the
image-supervised text adversarial loss alone.

C.2.3 Effect of Number of Fine-tuned Parameters. As illustrated
in Figure 9, we supplement the findings presented in Figure 4 of
the main text by extending the comparative experiments to include
scenarios under image and text attack. Consistent with our previous
conclusions, full fine-tuning of the model demonstrates stronger
adversarial robustness compared to partial fine-tuning.

C.2.4 Effect of Attack Strength. As depicted in Figure 10, we sup-
plement our analysis with the impact of adversarial perturbation
bounds on our method under image attack. Consistent with our
previous findings, our method shows a gradual decline in robust ac-
curacy as the adversarial perturbation increases, with the decrease
exhibiting a stepwise pattern.

C.2.5 Effect of the Number of Iterations. As shown in Figure 11∼14,
we evaluate CLIP, TeCoA, and our method with regard to the num-
ber of training iterations for robust accuracy and clean accuracy.
In the 50-shot setting, TeCoA originally trains for 10 epochs, re-
porting values every epoch. MMCoA, being more challenging to
fit, requires additional epochs. Therefore, we demonstrate results
over 28 epochs, reporting values every four epochs.

We observe that both TeCoA and MMCoA exhibit a trend where
robust accuracy initially increases and then stabilizes as the number
of training iterations grows under multimodal and image attacks.
The performance curves for these two scenarios are quite similar.

In the case of text attack and testing on clean datasets, only a
few datasets show an upward trend. Notably, apart from ImageNet,
which serves as the source dataset, Caltech101 and TinyImageNet
also show improvements, likely due to their relatively minor dis-
tribution differences from ImageNet. The performance curves in
these cases are also similar.

D COMPREHENSIVE ANALYSES UNDER
THREE TYPES OF ATTACKS ON TWO TASKS

In addition to the distribution shifts among images, we extend
the concept of distribution shifts between datasets to variations in
textual categories, such as differences in category types and the
number of categories. Therefore, significant distribution shifts refer
not only to substantial variations in image distributions but also to
considerable disparities in text distributions. We provide a summary
of three types of attacks across two tasks with different methods as
follows.

D.1 In-distribution Adversarial Task
Adversarial Robustness. With minimal distribution shifts, by
fine-tuning the CLIP model with a clean dataset, solely through
image adversarial contrastive training, or through our multimodal
adversarial contrastive training, all methods enhance CLIP’s adver-
sarial robustness under three types of attacks. Adversarial training

is particularly effective under multimodal and image attacks. Addi-
tionally, our multimodal contrastive adversarial training (MMCoA)
demonstrates superior adversarial robustness in more complex
datasets, such as those with a greater number of categories, across
all three types of attacks.
Clean Accuracy.When facing minimal distribution shifts, there is
often a positive correlation between robust accuracy and clean ac-
curacy, indicating that the traditional trade-off between robustness
and performance may not hold under these conditions. Moreover,
fine-tuning the CLIP model with a clean dataset yields optimal
clean accuracy on CIFAR10, CIFAR100, and TinyImageNet. How-
ever, for ImageNet, the MMCoA method achieves state-of-the-art
clean accuracy, underscoring the potential of adversarial learning
to enhance clean accuracy when fine-tuning specific datasets with
adversarial examples on large-scale multimodal models like CLIP.

D.2 Out-of-distribution Generalization
Adversarial Task

Adversarial Robustness. With large distribution shifts, all three
methods still enhance CLIP’s adversarial robustness under two
types of attacks in both few-shot and full-shot settings, i.e., multi-
modal and image attacks, achieving optimal performance in the full-
shot scenario. Moreover, our multimodal adversarial contrastive
training effectively balances efficiency, effectiveness, and robust-
ness. However, for text attack, none of the methods significantly en-
hance CLIP’s robustness, indicating that defense strategies against
text attack require further exploration. We hope this study can
serve as a foundation for future research to develop more effective
methods for combating text-based adversarial threats.
Clean Accuracy. When facing large distribution shifts, there is
a clear trade-off between robust accuracy under multimodal and
image attacks and clean accuracy, consistent with previous research
that adversarial training can compromise performance on clean
datasets. Interestingly, the variations in robust accuracy under text
attack show a certain similarity to changes in clean accuracy.
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Figure 11: Effect of the number of iterations on 50-shot out-of-distribution generalization adversarial task for CLIP, TeCoA,
and our MMCoA across 15 datasets under multimodal attack.

Figure 12: Effect of the number of iterations on 50-shot out-of-distribution generalization adversarial task for CLIP, TeCoA,
and our MMCoA across 15 datasets under image attack.
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Figure 13: Effect of the number of iterations on 50-shot out-of-distribution generalization adversarial task for CLIP, TeCoA,
and our MMCoA across 15 datasets under text attack.

Figure 14: Effect of the number of iterations on 50-shot out-of-distribution generalization adversarial task for CLIP, TeCoA,
and our MMCoA across 15 datasets with clean accuracy.
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