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Abstract
Model evaluations are central to understanding the safety,
risks, and societal impacts of AI systems. While most real-
world AI applications involve human-AI interaction, most
current evaluations (e.g., common benchmarks) of AI mod-
els do not. Instead, they incorporate human factors in lim-
ited ways, assessing the safety of models in isolation, thereby
falling short of capturing the complexity of human-model in-
teractions. In this paper, we discuss and operationalize a defi-
nition of an emerging category of evaluations – “human inter-
action evaluations” (HIEs) – which focus on the assessment
of human-model interactions or the process and the outcomes
of humans using models. First, we argue that HIEs can be
used to increase the validity of safety evaluations, assess di-
rect human impact and interaction-specific harms, and guide
future assessments of models’ societal impact. Second, we
propose a safety-focused HIE design framework – contain-
ing a human-LLM interaction taxonomy – with three stages:
(1) identifying the risk and/or harm area, (2) characterizing
the use context, and (3) choosing the evaluation parameters.
Third, we apply our framework to two potential evaluations
for overreliance and persuasion risks. Finally, we conclude
with tangible recommendations for addressing concerns over
costs, replicability, and unrepresentativeness of HIEs.

1 Introduction
Artificial intelligence (AI) model evaluations have become
central in developers’ and regulators’ efforts to ensure that
AI systems are “safe.” Governments like that of the United
Kingdom, through its AI Safety Institute (UK Government
2024), and the United States, through a recent Executive Or-
der, emphasize the importance of conducting model evalu-
ations for various risks like discrimination and cybersecu-
rity (The White House 2023); AI labs, including OpenAI
with its Preparedness Framework and Anthropic with its Re-
sponsible Scaling Policy (OpenAI 2023; Anthropic 2023),
propose utilizing model evaluations to monitor and mitigate
misuse and catastrophic risks; and, academic researchers are
developing safety evaluation datasets at unprecedented rates
(Röttger et al. 2024). This has positioned model evaluations
as integral to a range of important decisions on the safe de-
velopment and deployment of AI systems.

While drawing on the history of research in natural lan-
guage processing (NLP), the evaluation of current general
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purpose AI models faces new challenges. These models
have open-ended input and output spaces, and thus can
produce unpredictable and varied responses which make
designing comprehensive evaluations challenging (Ganguli
et al. 2022). Their model evaluation results are also sen-
sitive to different prompting strategies (Liang et al. 2022),
suffer from replicability issues (Ganguli et al. 2023; Hut-
son 2018), and can be compromised by data leakage from
test sets (Jiang et al. 2024). These challenges have prompted
calls for intensified and interdisciplinary research efforts to
enhance the robustness, reliability, and replicability of eval-
uations (Chang et al. 2024).

Current safety evaluation approaches primarily develop
datasets and benchmarks to evaluate model completions for
hazardous behaviors and capabilities (Sharma et al. 2023;
Parrish et al. 2021; Wang et al. 2023). While such ap-
proaches are important in identifying potential downstream
harms, they insufficiently address the ‘sociotechnical gap’
— the discrepancy between what safety assessments pre-
dict in controlled, model-only settings and how models ac-
tually perform in the environments in which they are de-
ployed (Weidinger et al. 2023; Liao and Xiao 2023; Raji
et al. 2022). By assessing models largely in isolation, these
evaluation approaches incorporate human factors in limited
ways, thereby failing to capture the complexity of human-
model interactions (Chang et al. 2024).

This sociotechnical gap manifests across three dimen-
sions: (1) joint performance: while many AI use cases
involve human interaction, most benchmarks are non-
interactive and might not reveal capabilities and behaviors
that may only appear through human-model collaboration
and possible feedback effects (Pan et al. 2024); (2) evalua-
tion tasks: analyses of real-world usage data reveal signifi-
cant discrepancies between benchmark tasks and those per-
formed in practical scenarios, indicating that current eval-
uations may not accurately reflect model behaviors outside
of ‘lab settings’ (Ouyang et al. 2023); and (3) human im-
pact: current evaluation approaches are insufficient for op-
erationalizing complex constructs and examining the direct
impact of model behaviors on human users (Weidinger et al.
2023).

Recognizing these limitations, there has been an increas-
ing recognition of the need to expand how safety evalua-
tions incorporate human factors. In this work, we motivate
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the need for this expansion and provide model evaluators —
whether in labs, governments, or academia — with a frame-
work to design human interaction evaluations (HIEs). We
focus on large language models (LLMs) due to their ubiq-
uity and influence in current applications, though we expect
that many of our findings will also apply to other modalities
(with additional considerations which we invite future work
to address). Our key contributions are:

• Defining HIEs and clarifying how they contribute to
our understanding of model risks and harms. We pro-
pose a definition for HIEs and outline the key roles they
can play in the current landscape of assessing model
safety (Section 3).

• Developing an evaluation design framework. We de-
velop a three-stage framework for designing HIEs.
Specifically, we synthesize evaluation considerations
from NLP and human-computer interaction (HCI) to in-
troduce a taxonomy of interaction forms for evaluating
human-LLM interactions (Section 4).

• Instantiating the framework. We instantiate the frame-
work by describing two potential HIEs to better under-
stand overreliance and persuasion risks (Section 5).

• Providing actionable recommendations. We conclude
with recommendations for advancing HIEs (Section 6).

2 Background & Related Work
We first clarify the key terms used in this paper. Then, we re-
view research on the evaluation of human-LLM interaction.

2.1 Defining model safety evaluations
We follow existing work in adopting a wide definition for
“safety” which encompasses model capabilities and behav-
iors associated with various taxonomized risks and harms
(Weidinger et al. 2022; Shelby et al. 2023). Examples in-
clude different types of biases (Parrish et al. 2021), toxic-
ity or malicious advice (Hartvigsen et al. 2022), sycophancy
or power-seeking behaviors (Sharma et al. 2023), and dan-
gerous capabilities like persuasion and cybersecurity risks
(Phuong et al. 2024). In this context, ‘harms’ refer to nega-
tive outcomes that have already occurred and can be directly
observed, whereas ‘risks’ refer to the potential for harm,
specifically the likelihood and the magnitude of harm.

We define a model evaluation as an assessment that tar-
gets one or both of two model properties: model capabil-
ities and model behaviors. Model capabilities refer to the
range and extent of tasks or functions a model can perform,
such as translating languages or identifying objects in im-
ages. Model behaviors, on the other hand, describe how the
model executes these tasks and how it responds under vari-
ous circumstances, including its handling of potential biases
or its reaction to unexpected inputs.

2.2 Reviewing the evaluation of human-LLM
interaction

In NLP, much of the research on human-LLM interaction
has focused on analyzing and improving domains like dia-
logue and co-writing (Li et al. 2021; Lin et al. 2023). Addi-

tionally, other research uses datasets of human-LM conver-
sations from adversarial testing with crowdworkers to im-
prove chatbot safety (Xu et al. 2021). Recent work on hu-
man preferences also collects interaction data in the form of
feedback on live conversations between humans and LLMs
(Kirk et al. 2024).

However, research on evaluations of human-LLM inter-
actions has been relatively limited, with some exceptions.
Lee et al. notably present a novel approach extending LLM
evaluations from static to interactive through three stages:
(1) defining an interactive task, (2) constructing an interac-
tive system, and (3) designing evaluation metrics (Lee et al.
2022). They evaluate several models across five tasks and
find that better non-interactive performance does not always
translate to better interactive performance, and that user
judgment of performance can diverge from that of crowd-
sourced annotators. Other studies like Collins et al. utilize
this framework to interactively evaluate three LLMs as assis-
tants in proving undergraduate-level mathematics (Collins
et al. 2023). User-led, interactive evaluations have also been
explored as a way to compare the performance of different
models, such as the popular use of Elo or relative win rates
between models (Chiang et al. 2024).

Most existing work focuses on interaction as a source of
feedback for improving model performance; our study ex-
pands on this work, notably Lee et al. (2022) and exist-
ing insights from HCI, to specifically understand and im-
prove model safety as opposed to general model perfor-
mance (Subramonyam et al. 2024; Gordon et al. 2021).

3 The Case for Human Interaction
Evaluations

3.1 Definition
Weidinger et al. (2023) first use the term “human interac-
tion evaluation” to describe evaluations which study ”effects
on people interacting with AI systems, and the human–AI
dyad.” Here, we further refine and operationalize this defini-
tion. We define an HIE as the assessment of human-model
interactions, which includes the process and/or the outcome
of a human engaging with a model — that is, focusing on
the mechanisms of interaction, the outcomes yielded, or a
combination of the two.

Humans can be involved in building model evaluations in
different ways; in this paper, we distinguish between static
evaluations and interactive evaluations. While static eval-
uations, like common dataset-based benchmarks, can still
prompt models using human-written prompts and assess
model outputs using annotations from human crowdwork-
ers, interactive evaluations – which we focus on and develop
here – engage humans as subjects of the evaluation who ei-
ther respond to or actively elicit model outputs through in-
teracting with the model (Chang et al. 2024; Lee et al. 2022).

We specifically focus on evaluation units that consist of
one human and one model, though we expect that many im-
portant HIEs will go beyond that (see Section 6.1). Bor-
rowing from (non-safety focused) NLP research, we pro-
pose that human-model interactions be evaluated in the con-
text of completing tasks (e.g., brainstorming, article writing)



(Lee et al. 2022; Liang et al. 2022). Thus, the evaluation tar-
get may be the process of interaction aimed at completing
some task, also known in HCI as an interaction trace, or
it may be the resulting outcome of these tasks (e.g., a de-
cision that was made by a user with model assistance). An
interaction trace is defined as a record or log of interactions
between a user and a system, where the logs include data
such as user actions (e.g., clicks, keystrokes, edits), system
responses (e.g., model output), and contextual information
(e.g., device type) (Lee, Liang, and Yang 2022; Collins et al.
2023).

3.2 Utility
We argue that because HIEs can assess the performance of
human-model teams and the impact of model capabilities
and behaviors on human users, they can be used to (1) in-
crease the validity of evaluations, (2) assess direct human
impact and interaction-specific harms, and (3) guide future
assessments of models’ societal impact.

Increasing the validity of evaluations We argue that for
some target constructs, HIEs can have greater internal and
external validity compared to static evaluations, and that
they may also increase the validity of static evaluations.

The internal validity of an evaluation is the extent to
which the chosen datasets, survey questions, or prompts
measure the target model properties in the controlled envi-
ronment of the evaluation (Rooney et al. 2016; Raji et al.
2021). HIEs enable researchers to collect richer forms of ob-
servable data (Kiela et al. 2021). For example, researchers
can observe the behaviors of the entire human-model sys-
tem, including how participants’ beliefs change after inter-
acting with models, what they do with given information,
and which model capabilities they leverage most frequently.
Such detailed observations can be used to generate insights
or create datasets, prompts, or other proxies that can more
faithfully measure the target model properties (Mialon et al.
2023). Therefore, HIEs may not only be a possible substitute
for some static evaluations, but may also be an important
complement that validates static evaluations.

The external validity of an evaluation is the extent to
which the insights gained from it apply beyond the specific
controlled environment it is conducted in. HIEs allow for
experimenting and drawing conclusions in contexts that are
more akin to real-world, naturalistic contexts, as they di-
rectly involve human users interacting with models. This
can increase the likelihood that evaluation results general-
ize to real-world settings. For example, an HIE could assess
the capacity of human users to elicit a particular model ca-
pability and identify the cases in which this occurs. HIEs
are thus particularly useful when it comes to assessing not
only the upper bound of capabilities (e.g., in the case of red-
teaming with domain experts) but also the extent to which
everyday human-model interactions elicit model capabili-
ties approaching this upper bound. Importantly, the repre-
sentativeness of an HIE study sample is also a determiner
of external validity as it concerns whether HIE results on a
study population (e.g., a representative sample of U.S. adults
crowdsourced from an online platform) can generalize to the

target population (e.g., the population of the U.K. or the en-
tire user base of a product) (Susukida et al. 2017).

Assessing direct human impact and interaction-specific
harms HIEs could assess direct impact — how and
whether users are affected by certain model capabilities and
behaviors (e.g., whether persuasive capabilities lead to atti-
tude change). This offers several evaluation advantages.

First, HIEs enhance the external validity of human im-
pact assessment. Static evaluations typically grade model
outputs using specific metrics, assuming these metrics ade-
quately represent human impact, without directly measuring
the actual impact on users. For example, static evaluations
cannot directly assess the psychological impact of models
on human users’ emotions, cognitions, and behaviors. This
implicates harms like those from anthropomorphic language
(Abercrombie et al. 2023), overreliance on models (Xu,
Feng, and Chen 2023), model-driven deception and persua-
sion (Hackenburg et al. 2023; Karinshak et al. 2023a), and
the engagement in friendships and romantic relationships
with AI systems (Brandtzaeg, Skjuve, and Følstad 2022) —
all of which HIEs may be more suited to address as a starting
point.

Second, many risks are specifically realized through, of-
ten multi-turn, human interaction, and are difficult to dis-
cover and study without additional human involvement. For
example, static evaluations do not fully capture effects of
feedback loops of human-model influence, which previous
work has shown can drive harmful behavior like in-context
reward hacking (Pan et al. 2024). Conversely, the risks of
a model which static evaluations show can produce false-
hoods, for example, may not be realized if humans consis-
tently observe and reject the outputs as misleading.

Finally, in the discovery and assessment of model risks,
HIEs can enhance user agency by shifting the evaluator per-
spective from third-party (e.g., developers or annotators) to
first-party (users), allowing for direct user input on experi-
enced harms and giving users greater evaluatory power (Lam
et al. 2022; Lee et al. 2022). Users’ detections of harmful
algorithm behaviors are heavily informed by personal expe-
riences with and exposure to societal biases, suggesting that
user-driven evaluations can elicit more diverse, comprehen-
sive, and therefore useful results (Shen et al. 2021; DeVos
et al. 2022).

Guiding future assessments of models’ societal impact
HIEs allow us to understand model impact on human users
through an individual frame, but the complexity of network
and ecosystem dynamics can make it difficult to generalize
from this individual frame to a societal one (Rybski et al.
2009; Johnson, Faraj, and Kudaravalli 2014). Despite this,
the results of HIEs can be used to develop individual-level
interventions with societal-level implications (Chater and
Loewenstein 2023). For example, understanding how indi-
viduals interact with non-factual or persuasive model output
can help develop more effective ways to label AI-generated
content. This not only helps individuals identify and under-
stand synthetic media, but also addresses broader societal
concerns about misinformation and trust.

Furthermore, integrating the results of HIEs with addi-



tional contextual information can provide a clearer view
of how, if at all, these risks would materialize at the soci-
etal level. For example, the feasibility of human interaction
risks can be contingent upon the availability of resources
such as time, money, and personnel. Consider the assess-
ment of disinformation risks; it is crucial to incorporate both
the findings of a relevant HIE and the effectiveness of ex-
isting social media defenses, like whether content is ade-
quately watermarked or how recommendation systems re-
spond to AI-generated content, to design assessments that
more accurately reflect broader societal impact (Kapoor and
Narayanan 2023).

3.3 Methods
HIEs can either be controlled, where interactions are set
in a structured, lab-like setting to systematically study spe-
cific variables under predetermined conditions, or grounded,
where interactions occur in naturalistic, real-world settings
to observe how humans interact with models in real-life
environments. We briefly recap the methods for conduct-
ing HIEs, organizing them around established methods in
HCI and adjacent fields (Kuniavsky 2003). Each method has
different strengths in extracting various insights on human-
LLM interaction:

Human subject experiments observe or measure the ef-
fects of certain conditions or interventions on human partici-
pants in controlled settings. An example is randomized con-
trolled trials (RCTs), where participants are randomly as-
signed to different groups to compare outcomes across inter-
ventions or control conditions (Hariton and Locascio 2018).
Human-LLM experiments can involve participants engag-
ing with models to examine how they perceive, use, or are
influenced by the model outputs. They may also track partic-
ipants’ interactions with models for analysis, and/or include
surveys with pre- and post-interaction questions.

Real-world usage datasets contain real-world interaction
information (e.g., of common use cases, prompting methods,
revisions, usage patterns) about human interactions with
models in grounded settings. Datasets may also include re-
ported or inferred user characteristics (e.g., geographic lo-
cation, age). Analyzing these datasets secondarily, but not
directly involve human subjects in an evaluation. These
datasets are also currently largely accessible only to product
providers, with the exception of some crowdsourcing initia-
tives, e.g., ShareGPT (2022) and Zhao et al. (2024).

User studies often involve relatively small groups of par-
ticipants engaging with models in controlled or grounded
settings. These studies can gather in-depth insight into how
individuals interact with models, including their strategies,
preferences, and challenges. Qualitative methods like think-
aloud protocols, cognitive walkthroughs, interviews, and fo-
cus groups are often utilized in user studies (Wilson 2000).

4 A Framework for Designing Safety-focused
Human Interaction Evaluations

We first present findings from a brief review of existing HIEs
(Section 4.1). This review guides our proposed three-stage

framework (Section 4.2) for designing safety-focused HIEs.
1 LLMs have a vast surface of capabilities and risks which
require evaluation. However, as it is practically not possible
to cover the entire evaluation space, an additional purpose
of this framework is to help evaluators make explicit what is
included or omitted. This can aid decision-makers — policy-
makers, developers, users or affected non-users — in inter-
preting the scope and coverage of evaluation results (Liang
et al. 2022).

4.1 Patterns in emerging human interaction
evaluations

A recent review by Weidinger et al. (2023) shows that the
number of HIEs is limited but growing. We conduct a brief
review of 21 such evaluations. We restrict our review to stud-
ies which utilize one of the methods from Section 3.3 to as-
sess an aspect of model safety, risks, or harms. Our review
consists of 11 studies from the repository of safety evalu-
ations in Weidinger et al. (2023)’s review (last updated in
December 2023), along with 10 additional studies which we
add from existing knowledge and suggestions made by the
paper authors. We examine these studies for common pat-
terns and limitations, categorizing them by (1) risk/harm fo-
cus area, (2) methods, and (3) design attributes, namely tar-
get study population, risk aspect, interaction tasks, and num-
ber of models evaluated (details in Appendix Table 1). The
insights from this review lay the groundwork for our frame-
work, and are summarized below:

Risk aspect Recent work has drawn attention to the im-
portance of assessing marginal rather than absolute risks
from AI system use (Kapoor et al. 2024). We find that while
earlier studies often focused on absolute risks — assessing
the direct likelihood and severity of harms from model use,
more recent studies tend to examine marginal risks, compar-
ing the risks of models against a human baseline or that of
other existing technologies.

Target user groups Research indicates that different user
groups experience computing harms differently, highlight-
ing the importance of evaluating diverse user interactions
and perceptions when assessing model risks (Aizenberg and
van den Hoven 2020). While around half of the studies ex-
amined effects across user groups, these examinations often
occurred only after data collection. We find that few stud-
ies targeted a specific population, like intentionally using a
representative sample, set of user personas, or otherwise jus-
tified their sampling strategy.

Interaction modes There is a wide range of possible
human-LLM interactions. We find that many interaction
modes, such as assistance (e.g., planning a cybersecurity
attack) or collaboration (e.g., co-writing a persuasive argu-
ment), remain underexplored with most studies focusing pri-
marily on exposure to outputs (e.g., reading a persuasive

1Note that our framework is restricted to the “design” stage of
evaluations. Discussions of what user training is needed, which sta-
tistical analyses to conduct, and other related issues, while critical,
are outside the scope of this paper.



message) or explorative conversations (e.g., dialogue with
a social agent).

Generalizability The broader applicability of findings
across different models and tasks is important for conduct-
ing relatively comprehensive evaluations. Most studies as-
sessed either a single model or system (e.g., a specific model
within ChatGPT) or a single type of task (e.g., information
retrieval), limiting their generalizability and coverage.

4.2 Framework
Synthesizing the results of our review with evaluation con-
siderations from NLP and HCI, we propose a three-staged
approach to constructing safety-focused HIEs using human
subject experiments: (1) identifying risk and/or harm area,
(2) characterizing the use context, and (3) choosing the eval-
uation parameters. 2

Stage 1: Identifying risk and/or harm area The first
stage of any evaluation should be a clear articulation of the
real-world question it aims to answer. We propose formulat-
ing hypotheses by (1) identifying the types of risks or harms
to be studied, incorporating existing knowledge about these
risks or harms, and (2) classifying the aspect of the risk as
absolute, marginal, or residual.

What is the real-world question of interest? The types
of model risk and harms have been extensively taxonomized
in previous work (Shelby et al. 2023; Weidinger et al. 2022;
Solaiman et al. 2023). Evaluations vary widely based on the
evaluator’s objectives and the prior information available.
An evaluation may be exploratory, focusing on identifying
new risks and augmented capabilities; or, it may be targeted,
focusing on measuring the impact of well-identified and un-
derstood harms, or validating parts of existing static evalua-
tion.

What aspect of risk is being considered? HIEs can as-
sess different aspects of risk. We propose considering one or
several of the following aspects when designing HIEs: (1)
absolute risk, (2) marginal risk, and (3) residual risk. Table
1 illustrates examples of different aspects of risk for four
distinct risk areas.

• Absolute risk assesses direct risks from model use. This
may be most suitable when assessing legally and socially
unacceptable harms (e.g., discrimination) by evaluating
direct contributions to these outcomes.

• Marginal risk assesses additional risks from model use
relative to a baseline such as human capabilities or the
use of existing technologies or other hypothetical scenar-
ios. This may be most suitable when assessing risks that
are already present with current tools (e.g., those related
to information retrieval) (Kapoor et al. 2024).

• Residual risk considers risks due to model use which re-
main after implementing safety mitigations or interven-
tions (Fraser and y Villarino 2023). This may be most
2While the design considerations outlined in our framework are

useful for both controlled and grounded studies, grounded studies
conducted in real-world environments (e.g., workplaces, schools)
require additional environment considerations which are beyond
the scope of this paper.

suitable when there are feasible and realistic safety mea-
sures (e.g., new safety filters) that are expected to reduce
a specific risk.

Stage 2: Characterizing use context The second stage in-
volves specifying the use context, which we break down into
(1) the harmful use scenario, (2) the user, model, and system
dimensions, and (3) the human-model interaction mode and
tasks.

What is the harmful use scenario? In HCI research, user
goals or objectives have been shown to shape how they en-
gage with systems and thus influence the outcomes of these
engagements (Subramonyam et al. 2024). Thus, here, we
group harmful use scenarios according to the user’s objec-
tives in the interaction. In each scenario, we also consider
the affected parties of any harm caused by use. We pro-
pose in Table 2 four scenarios which we believe address
some of the most salient failure modes of current concern
(Mitchell 2024). Additionally, evaluations may be grounded
in a specific use domain (e.g., medicine, education) to target
domain-specific considerations.

What are the user, model, and system dimensions?
Users and models which make up an evaluation vary across
multiple dimensions. Recognizing these dimensions allows
evaluators to conduct targeted analyses that examine a range
of potentially consequential model characteristics and move
beyond the limitations of assuming standardized, univer-
sal human subjects. Currently, most research subjects come
from Western, Educated, Industrialized, Rich, and Demo-
cratic (WEIRD) populations, which do not represent the ma-
jority of technology users (Seaborn, Barbareschi, and Chan-
dra 2023). As a starting point, we propose specifying the
following user, model, and system dimensions:
• User dimensions: users can be characterized by infor-

mation on their demographics, domain expertise, tech-
nical knowledge, and emotional or psychological state
(Ibrahim, Rocher, and Valdivia 2024; Liao and Sundar
2022).

• Model dimensions: models can be characterized by their
size (number of parameters), tuning (e.g, instruction-
tuned, chat-tuned), dataset (e.g., composition, treatment,
language).3

• System dimensions: models could be augmented by sys-
tem messages and/or scaffolding 4 with prompt engineer-
ing, planning and reasoning frameworks, or tools.5

What is the interaction mode and associated evalua-
tion tasks? For each use scenario, there exists multiple in-

3This information may not always be accessible or available.
Evaluators should specify dimensions where possible. Otherwise,
evaluators can also note the absence of information about specific
model dimensions.

4“Scaffolding” is a term used to describe structured support for
AI models that improve their ability to perform certain tasks or
expand their affordances and spheres of influence.

5Given the current state of the field, system dimensions are
fairly limited compared to model dimensions. Hence, in this paper,
we mostly focus on model and user dimensions but in the future
we expect the scope of system dimensions to grow.



Absolute Marginal Residual
Discrimination risks Risks of model use leading

to unfair treatment based on
protected classes (e.g., race,
age, gender)

Comparison of
discrimination risks from
model decision-making vs.
human decision-making

Discrimination risks that
remain after use of
anti-discrimination measures
(e.g., model fairness checks)

Biorisks Risks of model providing
critical information for the
creation of biological threats

Comparison of risks from
accessing critial bio-related
information from model
versus from google search

Biorisks that remain after
restricting model access of
suspected bad actors

Overreliance risks Risks of becoming
over-dependent on
inaccurate or biased model
output

Comparison of risks from
overreliance on model
versus overreliance on other
decision-making tools

Overreliance risks that
remain after measures to
encourage human oversight
(e.g., regular reminders to
fact-check model output)

Persuasion risks Risks of model changing
someone’s attitudes or
behaviors

Comparison of persuasion
risks from model vs. from
traditional persuasion
methods (e.g., human
salesperson)

Persuasion risks that remain
despite effective
watermarking of
AI-generated content

Table 1: Examples of absolute, marginal, and residual risks for different risk areas

Scenario Misuse / adversarial testing Unintended harm:
personal impact

Unintended harm:
external impact

Objective User intentionally uses
model to inflict harm on
another person, group of
people, or system

User uses model, gets
harmed in the process

User uses model,
unintentionally harms
another person, group of
people, or system

Affected parties External subjects User External subjects
Example(s) Influence operations,

cybersecurity attacks, hate
speech

Exposure to harmful
stereotypes in model output

Decision-maker trusts
inaccurate model judgment
hurting decision-subject

Table 2: Three primary harmful use scenarios and examples of each

teraction modes, visualized in Figure 1, which define the na-
ture of the human-model relationship in completing certain
tasks towards the objective (Gao et al. 2024; Händler 2023).
Those tasks may be goal-oriented tasks focused on specific
outcomes (e.g., summarization), or open-ended tasks which
are exploratory and without a clear endpoint (e.g., social di-
alogue). We present example tasks in Table 3.

Based on observed use cases, existing literature re-
views, and studies on real-world usage data, we taxonimize
five main modes of prototypical human-model interactions
(Ouyang et al. 2023; Zhao et al. 2024):

• Collaboration: human and model work in tandem to-
wards completing joint goal-oriented tasks.

• Direction: human instructs the model to complete spe-
cific goal-oriented tasks.

• Assistance: model provides support to human in com-
pleting specific goal-oriented tasks.

• Cooperation: human and model undertake separate but

complementary goal-oriented tasks. Unlike collabora-
tion, where involvement is mutually integrated, coopera-
tion involves distinct contributions towards the same goal
but without shared execution.

• Exposure: human observes or is exposed to a single or
discrete set of pre-produced model output (e.g., human
reads a model-generated message).

• Exploration: human engages in open-ended tasks with
model (e.g., open-ended dialogue).

Stage 3: Choosing evaluation parameters Finally, af-
ter selecting the risk area to evaluate and identifying the
use context, the third stage is choosing an evaluation target
within that set up and selecting evaluation metrics to mea-
sure the chosen target.

What is the evaluation target? HIEs shift the evalua-
tion target from model-only output to joint human-model
output. HIEs also introduce a new target: the interaction
trace. Evaluating an interaction trace is evaluating the pro-



Collaboration Direction Assistance Cooperation Exploration

Task (Goal-oriented) Task (Open-ended)

ModelUser

Exposure

Figure 1: Taxonomy of human-LLM interaction modes. The figure illustrates different human-LLM interaction paths from an
initial set of instructions to completing goal-oriented or open-ended tasks.

Task category Example tasks
Content generation Email writing, creative

writing, article writing
Data translation Table creation, language

translation, summarization
Dialogue Social dialogue,

brainstorming
Data retrieval & analysis Sentiment analysis,

classification, information
retrieval

Reasoning Mathematical reasoning,
commonsense reasoning,
domain-specific reasoning

Coding Code generation, debugging
Discussion Explanation, brainstorming
Decision-making aid Scoring, evaluation, advice

Table 3: Sample interaction tasks. The tasks are categorized
into eight high-level task categories (Chang et al. 2024),
drawn from information on how models are currently used,
e.g., as reported by Ouyang et al. (2023) and how models
may be used in the future.

cess of human-model interaction towards completing a task;
this may include assessing the contextual appropriateness of
model responses, the adaptability of the model to human in-
puts, and the efficiency of achieving the intended outcome
over multiple turns of interaction. When evaluating an inter-
action trace, a decision on the evaluation period (i.e., for how
long or how many turns to evaluate) must also be made as it
can affect the evaluation results. For example, evaluating the
persuasiveness of models after exposure to one model output
(e.g., a single message) or via a dialogue where 10 messages
are exchanged may lead to different conclusions on models’
persuasive capabilities.

What are the metrics used to evaluate that target? HCI
offers a wide diversity of metrics to measure different tar-
gets in accordance with evaluation needs (Damacharla et al.
2018). These metrics can be subjective metrics — capturing
personal perceptions, feelings, and judgments of users — or
objective metrics — capturing quantifiable, direct measures
of performance or behavior (e.g., response time and accu-
racy) (Coronado et al. 2022; Gordon et al. 2021). Subjec-

tive metrics may be more suited for open-ended tasks such
as dialogue, while objective metrics may be more suited for
goal-oriented tasks such as solving a crossword puzzle. Ta-
ble 4 presents a set of interaction evaluation metrics, offering
both subjective and objective measures for quantifying hu-
man impact of models and the performance of human-model
teams.

5 Example Evaluations
The proposed framework is illustrated through the design of
two HIEs: one for overreliance risks in Table 5 and one for
persuasion risks in Table 6.

6 Discussion
Here, we highlight the main limitations of our framework
and propose some recommendations.

6.1 Limitations
Our framework and taxonomy are starting points for safety-
focused HIEs and are focused on controlled, human subject
experiments and evaluation units consisting of one human
and one model. More detailed taxonomizing is necessary as
models continue to be integrated in real-world applications
and new interaction forms involving multiple human actors
and models emerge (Li et al. 2023; Ward et al. 2024). Addi-
tionally, our framework does not fully consider the charac-
teristics and effects of feedback loops in human-LLM inter-
action which complicate discerning whether outcomes are
driven by the model’s influence on humans or human input
to the model. Further research into the conceptual and em-
pirical risks of these loops is needed (Pan et al. 2024; Krauth,
Wang, and Jordan 2022).

6.2 Recommendations
Our first and most primary recommendation is for
greater investment into HIEs. Several domains — such as
medicine and automotives — allocate considerable portions
of research and development budgets to identify the impact
of their products during development and after deployment
(Wouters, McKee, and Luyten 2020). In this paper, we out-
line how HIEs, although costly compared to other model
evaluation methods, can improve AI risk assessments. We
also argue that HIEs are useful for validating existing static



Evaluation target Objective/subjective Description Metric examples
Outcome - task quality Objective Metrics that measure objec-

tive quality of a task output
Accuracy in solving a
crossword puzzle

Outcome - task quality Subjective Metrics that use third-party
evaluators to assess the sub-
jective quality of a task out-
put

Consistency of a summary
given a document

Interaction trace -
characteristics

Objective Metrics that measure some
aspect of an interaction trace

Number of queries users
make, number of revisions,
time between queries

Interaction trace - user
experience

Subjective Metrics that survey users for
responses relating to their in-
teraction experience

Usability metrics, user
satisfaction surveys,
psychometrically validated
surveys and behavioral
measures (e.g., Decision
Regret Scale)

Table 4: Subjective and objective evaluation metrics for the assessment of the processes and outcomes of human-LLM interac-
tions

evaluations — a focus we encourage more HIEs to adopt.
Thus, as the capabilities and use of AI systems increase, so
should the resources and efforts we dedicate to understand-
ing them and their potential impact.

Concerns over, and some objections to, expanding human
involvement in model evaluation often invoke one of four
challenges:
• Costs and scale: experiments, particularly long experi-

ments or powered experiments with large sample sizes,
can require significant funds to compensate participants
and develop and use online platforms, and thus are diffi-
cult to scale.

• Replicability: variable and unpredictable study environ-
ments, along with AI labs frequently updating their sys-
tems without interruption or announcement, might make
replicating HIEs and applying their results in real-world
settings challenging (Baxter, Courage, and Caine 2015).

• Representativeness: participants recruited from crowd-
sourcing platforms often involve WEIRD samples that
are biased along axes like race, geography, and technical
literacy (Levay, Freese, and Druckman 2016).

• Ethical issues: there may be serious ethical issues with
exposing human participants to harmful model behav-
iors, such as hateful or persuasive output.

Given additional investment, we offer tangible sugges-
tions to alleviate these concerns:

Develop accessible protocols, guides, and standardized
test suites This paper serves as a step towards organizing
and sharing design-level considerations for safety-focused
HIEs. We recommend further developing accessible proto-
cols, guides, and standardized test suites, similar to those
available for non-interactive evaluations, to specifically fa-
cilitate human participation in model evaluation (UK AI
Safety Institute 2024; METR 2023). An example of this
is CheckMate, a prototype platform which records interac-
tion traces of humans interacting with LLMs (Collins et al.

2023). Such infrastructure can reduce costs associated with
custom tool development, accommodate evaluators of di-
verse technical proficiencies, and promote wider participa-
tion in model evaluation. Further research should also in-
vestigate methods to create extensive automated evaluations
informed by scoped HIEs.

Apply best practices from established disciplines to de-
velop rigorous and replicable HIEs While the science of
evaluating general purpose AI systems is in its early stages,
disciplines such as HCI, experimental psychology, and eco-
nomics have well-established, often human-centered, exper-
imental practices that can be adapted. Additionally, it may
be beneficial to encourage standardized reporting for HIEs
(e.g., similar to initiatives like CONSORT statements for
medical trials (Moher, Schulz, and Altman 2001; Morten,
Nicholas, and Viljoen 2024)) that disclose important evalu-
ations details, including information on the models, experi-
mental design, and sampling strategies.

Diversify sourcing strategies and community involve-
ment Recruitment efforts should attend to underrepre-
sented groups and different geographical regions, which
constitute a significant and growing portion of LLM users
(Duarte 2024). Evaluations should expand to involve com-
munity stakeholders beyond context-independent experi-
mental settings and in more long-term evaluation issues such
as determining appropriate risk thresholds and unacceptable
use cases (Sloane et al. 2022; Bergman et al. 2024).

Attend to ethical issues of human participation
Thoughtful participant training, debriefing, and feed-
back collection can mitigate some risks to participants. In
ethically-challenging cases, the use of historical usage data
may be a sufficient substitute. Simulated human interactions
is another direction that further research should explore, but
is also one that carries its own set of critical and functional
ethical issues (Agnew et al. 2024; Gui and Toubia 2023).



Stage Substage Description
1 Identifying
risk and/or
harm

Research
question

Research has investigated risks from integrating algorithmic decision-support
systems (ADS) into high stakes decision-making settings like in criminal justice
and hiring (Green and Chen 2019). Introducing LLMs to such settings may involve
additional risks, as LLMs are capable of engaging in dialogue about their decisions,
and generating plausible but false information. Thus, there may be new risks of
overreliance on these systems, where users depending too heavily on their output,
potentially overlooking their limitations. Overreliance can be especially concerning
in cases where a model produces or defends inaccurate or biased judgements.
We use the case study of hiring assistance where a system is used to predict
candidate success and ask: what are there additional overreliance risks associated
with the use of LLMs compared to human decision-making?

Risk aspect We focus on marginal risk from LLMs compared to human decision-making
(Green and Chen 2019; Kleinberg et al. 2017). We are interested in examining what
LLMs add in terms of new risks, if anything at all. Thus, our two experimental
conditions are: (1) human only and (2) human using LLM.

2
Characterizing
use context

Harmful use
scenario

The harmful use scenario is primarily the unintended harm: personal impact
scenario, as our aim is to understand possible harms inflicted on the decision-maker
from overreliance (e.g., loss of autonomy, decision regret).

User, model,
and system
dimensions

User dimensions Users (e.g., hiring managers) may range in their technical
literacy and thus awareness of various capabilities and limitations of AI systems.
We include a few questions for users to report their technical literacy in a
pre-experiment survey.
Model & system dimensions We test five LLaMA models, all tuned for chat
interactions: LLaMA 2 (7B), LLaMA 2 (13B), LLaMA 2 (70B), LLaMA 3 (8B),
LLaMA 3 (70B).

Interaction
mode and tasks

Mode In decision-making support settings, the most salient interaction form is
assistance where an LLM advises a human on a decision. In this case, the decision
is whether or not to hire a candidate.
Tasks The three main associated evaluation tasks are:
• Summarization: summarizing the candidate’s documents (e.g., CV, cover letter)
• Information retrieval: gathering information on the candidate, on the role, on

other applicants, and on other companies hiring
• Advice: providing a score of how likely the candidate is to succeed in the role

3 Choosing
evaluation
parameters

Evaluation
target

We choose to evaluate the interaction trace to understand the characteristics of
overreliance in decision-making contexts.

Evaluation
metrics

Subjective metrics:
• Decision Regret Scale: this scale measures the regret a person feels after making

a decision, assessing the extent to which they believe a different choice might
have resulted in a better outcome (Brehaut et al. 2003).

• Likert scale questions on how accurate, fair, and reliable users perceived the
model to be

Objective metrics:
• Time between queries in each task
• The number of follow-up queries made after a model presents a

recommendation
• Weight of advice metric to measure how much the model’s score influenced the

final hiring decision in cases where the model was wrong and right (based on
ground truth hiring data) (Bailey et al. 2023)

• Disparity in influence of the model prediction on the human decision-maker
based on protected attributes of candidates (e.g., gender) (Green and Chen 2019)

Table 5: Evaluation to examine overreliance on models during high stakes decision-making



Stage Substage Description
1 Identifying
risk and/or
harm

Research
question

LLMs have been shown to produce political messages that rival the persuasiveness
of human messages, even those written by expert political consultants (Hackenburg
et al. 2023). The majority of research on such persuasion risks has focused on
attitude change due to exposure to persuasive LLM output. It is equally important
to study the mechanisms of uplift in message persuasiveness when users access an
LLM to co-write a persuasive message. This can aid in understanding LLMs’
persuasive capabilities and their limitations (Phuong et al. 2024).
Thus, here, we ask: how does the use of an LLM lead to a change in human writing
performance — quality and persuasiveness — of political messaging in opinion
pieces?

Risk aspect We focus on marginal risk as we are interested in assessing the model’s persuasive
capabilities relative to a human baseline. Thus, our three experimental conditions
are (1) human only (college students), (2) human only (domain experts), (3) human
using LLM (college students), (4) human using LLM (domain experts).

2
Characterizing
use context

Harmful use
scenario

The harmful use scenario is the misuse scenario, as we aim to understand how
LLMs can assist bad actors in producing persuasive messaging that can manipulate
people’s opinions and actions.

User, model,
and system
dimensions

User dimensions We recruit a mix of college students and political consultants. We
are interested in how this variation in domain expertise influences risks. We
consider this variation a proxy for difficulty of capability elicitation.
Model & system dimensions We test three models, all tuned for chat interactions:
Claude 3 Opus, GPT-4, and LLaMA 3.

Interaction
mode and tasks

Mode As we are focused on co-writing, the main interaction form is collaboration.
Tasks The three main associated evaluation tasks are:
• Brainstorming: brainstorming arguments to include in the article
• Information retrieval: gathering information on political issues, support for

them across demographics, and relevant historical events
• Article writing: writing a medium-length article (around 500 words) to convince

someone of a political issue

3 Choosing
evaluation
parameters

Evaluation
target

The main evaluation target here is the interaction trace. We also investigate how
characteristics of the interaction trace influence the outcome, which is the resulting
persuasive article.

Evaluation
metrics

To evaluate the interaction trace, we use

Subjective metrics:
• User satisfaction and perceived helpfulness of the model
• Perceived creativity and novelty of the model

Objective metrics:
• Length of the interaction (time, number of queries) until users submit their

articles
• Length of the prompts used, types of prompts used (generation, revision,

evaluation)
To evaluate the outcome of the human-LLM collaboration, we use third-party
experts to assess the persuasiveness of the articles using a detail rubric to:
• Score article quality
• Score article persuasiveness

Table 6: Evaluation to understand the mechanisms of human uplift of model persuasion capabilities
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A Appendix



Evaluation study Risk/harm Methods Different user
groups and/or
representative
sample [Y/N]

Risk aspect Interaction
tasks

Number
of models

Mouton, Lucas,
and Guest (2024)

biorisk experiments N marginal planning 2

Xu, Feng, and
Chen (2023)

overreliance,
misinformation

experiments Y marginal information
retrieval

1

Jakesch et al.
(2023)

persuasion experiments N absolute writing 1

Doshi and Hauser
(2024)

overreliance experiments Y absolute writing/content
generation

1

Nov, Singh, and
Mann (2023)

trust experiments Y absolute exposure 1

Böhm et al. (2023) AI aversion experiments N marginal exposure 1
Xie, Pentina, and
Hancock (2023)

psychological
impact,
relationships

user studies Y absolute dialogue 1

Soice et al. (2023) biorisk user studies N absolute information
retrieval,
planning

3+

Spitale,
Biller-Andorno,
and Germani
(2023)

disinformation experiments N marginal exposure 1

Karinshak et al.
(2023b)

persuasion experiments Y marginal exposure 1

Gadiraju et al.
(2023)

disparate
performance

user studies Y absolute dialogue 1

Hackenburg et al.
(2023)

persuasion experiments Y marginal exposure 1

Patwardhan et al.
(2024)

biorisk experiments Y marginal planning/aid 1

Durmus et al.
(2024)

persuasion experiments N marginal exposure 5

Sandoval et al.
(2023)

security user studies Y absolute coding
assistance

3

Phuong et al.
(2024)

persuasion experiments N absolute dialogue 3

Hackenburg and
Margetts (2023)

persuasion experiments N absolute exposure 1

Zhang et al. (2024) privacy user studies,
usage data

Y absolute dialogue 1

Costello,
Pennycook, and
Rand (2024)

persuasion experiments Y absolute dialogue 1

Pentina, Hancock,
and Xie (2023)

anthropomorphism,
AI relationships

experiments Y absolute dialogue 1

Bai et al. (2023) persuasion experiments Y absolute exposure,
writing

1

Table 1: Summary of patterns in emerging HIEs


