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Abstract

Estimation of software reliability often poses a considerable challenge, particularly for critical softwares.

Several methods of estimation of reliability of software are already available in the literature. But, so

far almost nobody used the concept of size of a bug for estimating software reliability. In this article we

make used of the bug size or the eventual bug size which helps us to determine reliability of software

more precisely. The size- biased model developed here can also be used for similar fields like hydrocarbon

exploration. The model has been validated through simulation and subsequently used for a critical space

application software testing data. The estimated results match the actual observations to a large extent.

Keywords: size biased, software reliability, Bayesian method, critical software, eventual size of a bug.

1 Introduction

Estimation of software reliability has been a very important and interesting problem being

tackled for almost half a century now. Still newer challenges are offered to the researchers

because of the variety of software testing data in different environments. Commercial

software, in many cases, are not stand-alone software. Hence, the performance in terms

of reliability of the software cannot be judged as it had been done earlier. Similarly,

software used in missions are also not stand-alone software. Moreover, due to substantial

effect of a failure in space, software used in space research needs to be highly reliable.

A variation of the software reliability problem is to find out optimum testing time of

software based on certain reasonable criteria.Several researchers addressed these problems

in different ways and under different assumptions. Yamada and Osaki ( 1985)Yamada

and Osaki (1985), Chakraborty and Arthanari (1994)Chakraborty and Arthanari (1994),

Nayak (1988) Nayak (1988) and a few others proposed to use software testing data as it

appears in a discrete set up. They suggested optimal testing time and reliability estimation

of a software under discrete framework.

For large software, testing data are generally logged in test-case wise, irrespective

2



of whether it is individual module testing or integrated testing for the whole softwre

(Dewanji et al. (2011)) Dewanji et al. (2011).

There are a few literature on this discrete set up for software reliability estima-

tion. Notable among them are Yamada and Osaki ( 1985) Yamada and Osaki (1985),

Chakraborty and Arthanari (1994)Chakraborty and Arthanari (1994), Chakraborty (1996)Chakraborty

(1996), Chakraborty et. al (2019)Chakraborty et al. (2019), Dewanji et. al (2011) Dewanji

et al. (2011) and a few others. Initial developments in discrete set up was mostly based on

some assumptions which were found to be not applicable for most software testing data

(Chakraborty (2019))Chakraborty et al. (2019). Baker (1997) Baker (1997) developed two

growth models by considering suitable probability distributions for the number of faults

initially present per module. The author used successive testing of software modules till

no further faults were found. However, it is well known that it is not safe to announce

that a software or a module does not have any error in it, even if it is tested many times.

Worwa (2005) Worwa (2005) proposed a model to determine the mean value of the

number of errors encountered during the program testing process assuming the program

(software/ module) under testing is characterized by characteristic matrix ((pmn)), where

pmn is the probability of detecting ‘n’ errors encountered during a single stage (phase)

of the program testing if there are ‘m’ tests (test runs) that have incorrect execution

in that stage(Dewanji et al.(2011))Dewanji et al. (2011). Particularly for space research

the authors suggested some software reliability growth model under discrete framework,

which they have called as ‘periodic debugging’. They used logistic regression to model

the probability of a failure (run with error) or success (error-free run) and the method of

maximum likelihood estimation to estimate the model parameters. In this work, they also

suggested a method to determine the minimum number of error-free test runs required

additionally for estimated reliability to achieve a specific target reliability with some high

probability. Chakraborty et al. (2019)Chakraborty et al. (2019) also generalised their

earlier model (1994) Chakraborty and Arthanari (1994) for optimum stopping rule at

release time under discrete periodic debugging setup. In this paper they proposed a reward

function for observing and debugging an error and derived, using Bayesian approach, an
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optimum stopping rule of software testing using a function called ‘maximum expected

return’ based on ‘reward’ and cost incurred for each run of a test case.

JIA et al.(2010)et.al (2010) used markov chain to estimate software reliability if

the software is tested additional T units of time. Wang et al.(2016) Lujia Wang (2015)

developed a model to analyze the time dependencies between the fault detection and

correction processes. They also proposed another NHPP model using number of fault

detection corrected by time ‘t’ as well as under correction at time ‘t’. In this work,

two separate likelihood functions were considered for fault detection process (FDP) and

fault correction process (FCP) respectively. Again a general form of a joint likelihood

function was also developed for combined FDP and FCP to estimate the software fault

detection intensity and fault correction intensity. The model parameters were estimated

by maximum likelihood method of estimation. Li and Pham (2021)Li and Pham (2022)

have also focused on both the processes considering the situation of imperfect debugging

based on NHPP. The authors used three different testing coverage (code percentage that

has been examined up to time t) functions to develop three separate models considering the

dependency between fault detection and correction processes by a ratio of the cumulative

corrected faults and the cumulative detected faults up to time t. Li and Pham have

used the method of least squares to estimate the model parameters and combined mean

squared error (MSE) and mean relative error (MRE) were used for model fitting.

Finally, a software can be considered as a tree structure having many paths and

sub-paths completing the full tree. When testing a software, some bugs are detected

very quickly and some bugs are very difficult to get detected. The procedure of testing

a software normally is done through phases where in each phase a specific, but different

number of test cases are tested during simulation testing Dewanji et al. (2011). Much

before that, each of the modules are also tested using specially developed test cases

and even before that independent experts go through the software code, known as walk

through, to identify syntax and other obvious errors in the software. So, over all, there

are three steps in which faults or errors in software are detected and in each step, it is

recorded. In fact, for a critical software, whenever any change in the code takes place, all
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the three above steps are conducted to ensure that no new faults are added in the software.

However, since nobody can guarantee that no bugs are there in any software, estimating

reliability of software is probably the only way to have confidence in the software Pham

(2000). Quite clearly, considering the tree structure of the software, a bug on a common

path is more likely to be detected earlier than a bug which is on a subpath or a sub-sub

path, because the chances that an input will come across the earlier bug is more compared

to the bug that exists on the sub-path or sub-sub path. This natural phenomenon is used

in our modeling and is defined as size-biased modeling Patil and Rao (1978). In the

following subsection we will define the concept clearly before proceeding to the modelling

section.

The procedure of testing software goes through some phases and each phase has

specific test cases. If a bug is on a very common path (that is, most of the test cases

are likely to pass through the bug), then it is easier to detect the bug quickly, but if the

bug is on some rare path, then the test cases may fail to detect the bug. If many inputs

(test cases or other inputs) are likely to pass through a bug, then the size of the bug can

be assumed to be larger compared to the bugs that are traversed by a relatively fewer

inputs. But if with a few test cases one can detect a bug, then the size of the bug may be

assumed to be small. On the basis of this concept, we define the size of a bug as the total

number of inputs, which consists of test cases as well as the inputs that may be used by

future users which will go through a particular bug. Even though after debugging, the

bug may not exist, but a count of such inputs which otherwise would have detected the

bug forms the eventual size of a bug.

We will be using this new bug size concept for approximately estimating reliability of

the software. The novel size biased sampling concept is probably mentioned for the first

time in Chakraborty and Arthanari (1994) followed by Dey and Chakraborty (2022) and

it provides a very accurate estimate of reliability of the ISRO flight control software.

Also going by the same concept, just knowing the number of bugs remaining in the

software after testing is over, is not enough unlike most of the research carried out on

software reliability. The reliability of the software can be better judged or estimated, if
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we can estimate the total remaining size of the bugs (that is, total eventual size of the

remaining bugs) that remain undetected even after testing, that is, the total estimated

number of inputs that may find some bugs in the software even after testing. This logically

is a better measure of software reliability than a measure which is based on the remaining

number of bugs. It may be noted that the remaining total size of the bugs is always

greater than or equal to the remaining number of bugs. Since the number of inputs that

may encounter such bugs after testing is completed is not known any time, we need to

estimate this and we call this as the total eventual size of the remaining bugs. If this total

eventual remaining bug size is small, the software is more reliable, otherwise, the software

remains unreliable.

Taking cue from this discussion, we define software reliability as the probability that

the total eventual remaining size is less than a given quantity, say ϵ. The value of ϵ, even

though is fixed arbitrarily, may be obtained after discussing with the concerned software

engineers. Also, after several successful missions, one may reduce the value of ϵ, providing

more confidence on the software.

Some important features of the ISRO (Indian Space Research Organization) flight

control software is that the data collected are discrete in nature , in terms of whether a

test case could identify a bug or not. More about ISRO flight control software data is

given in Section 7. Other important features include 1) different test cases are used in

different phases of simulation testing and we have considered eight such phases. Also, 2)

debugging of all bugs identified in a phase are done at the end of the corresponding phase.

3) Each phase generally is applied to test different functionals in a software.

These important features of ISRO flight control software can be found in other critical

and large softwares as well. Hence, the model developed in this article is applicable

elsewhere as well. The data collected before each mission covers basically the number

of inputs (or test cases as they are called) used for each phase of testing and how many

bugs used for each phase of testing and how many bugs could be identified for each such

testing. Similar data are available for each module testing also. However, mistakes found

during walk through are also documented but not used for modeling purposes.
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In this article we try

1) to estimate total number of bugs present in the software.

2) to estimate the remaining eventual bug size, that is, to estimate the total eventual size

of the remaining bugs.

3) to estimate the reliability of software at release based on the above.

2 Modeling

Let there be J number of missions (known), K number of phases (known) and N number

of bugs (unknown) in a software used specifically for space programs.

Let us assume that the maximum number of possible bugs be M . We introduce

a variable zi that takes the value 1 if ith bug is real and takes the value 0 otherwise,

i = 1, 2, . . . ,M . So sum of these binary variables gives the total number of bugs, that

is, N =
M∑
i=1

zi. Further, we assume zi ∼ Bernoulli(ψ), where ψ is the probability that a

bug is real. Let Si be the eventual size of ith bug and αi be the probability that ith bug

is detected on any one of the mission at any of the phases. It is clear from the above

discussion that a bug with larger size should have higher detection probability. Therefore,

the detection probability αi should be modelled as an increasing function of the bug size

Si.

If ith bug is real, i.e., zi = 1, consider another binary variable wijk which takes the

value 1 if ith bug is detected in the j-th mission at k-th phase and takes the value 0

otherwise, j = 1, 2, . . . , J , k = 1, 2, . . . , K. Also note that, for the ISRO data set, when

zi = 1, we have
J∑

j=1

K∑
k=1

wijk ≤ 1, for each i = 1, 2, . . . ,M , since some of the bugs may

not get detected and we will have wijk = 0 for each mission j and phase k. Further, we

introduce a binary variable w∗
i which takes the value 1 when the i-th bug is not captured

at any of missions and phases and takes 0 otherwise.

The variable wijk is actually a categorical variable. That means, for a real bug with

7



zi = 1, we have the distribution of wi11, wi12, . . . , wiJK , w
∗
i conditional on Si as

(wi11, wi12, . . . , wiJK , w
∗
i ) |Si ∼ Multinomial(1, {αi p11, αi p12, . . . , αi pJK , 1− αi}), (1)

The above conditional distributions are independently distributed for each i = 1, 2, . . . ,M .

If the bug is not real, we have zi = 0 and consequently wijk = 0 with probability 1 for

each j = 1, 2, . . . , J and k = 1, 2, . . . , K. Here, pjk be the probability of detecting a

bug in jth mission and kth phase. Let Tjk be the no. of test cases used in jth mis-

sion at kth phase. Note that, probability of detecting a bug in a particular phase of

a mission should increase as no. of test cases used in that phase of the mission in-

creases. Therefore, we can express pjk as: pjk = 1 − exp (−Tjk). Again, we can write

αi = 1− Pr (ith bug is not detected in any of these missions at any of the phases). Now,

as we have discussed before, that a bug with larger size has greater chance of being de-

tected, αi (i.e., the probability of ith bug being detected in any of the missions at any of

the phases) is also proportional to Si. Similarly we can say that a bug with larger size

will have lesser probability of non-detection. Therefore, we can consider,

Pr(ith bug is not detected in any missions at any of the phases) = exp(− Sν
i

max
j,k

{Tjk}
) (2)

, where ν is a tuning parameter which controls the rate of decay in the above detection

probability kernel (2). Consequently, αi can be expressed as:

αi = 1− exp (− Sν
i

max
j,k

{Tjk}
)

.

So, from the above multinomial model, we are implicitly assuming that the probability

of detecting a bug with a single test case varies over different missions and different phases.

Also the count yjk =
M∑
i=1

wijk zi gives the total number of bugs detected in the j-

th mission at k-th phase. The count data yjk can be viewed as reduced information

summaries of the parental (latent) data wijk that would be observed if all bugs in the

software were marked or distinguishable in the given data set. Then the distribution of
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(y11, y12, . . . , yJK , w
∗
0) conditional on zi is

(y11, y12, . . . , yJK , w
∗
0) ∼ Multinomial(N, {αi p11, αi p12, . . . , αi pJK , 1− αi}). (3)

The variable w∗
0 =

M∑
i=1

w∗
i zi gives the count of number of bugs not detected out of the M

possible bugs. Note that, there are only N terms involving wijk in the sum expression:
M∑
i=1

wijk zi since the other M −N term vanishes due to zi = 0 for those non-existing bugs.

2.1 Methods

We use Bayesian method to estimate the parameters. We first set a value for M . Let the

number of detected bugs be n. This is clear that w∗
i takes 0 for the n detected bugs and

takes the value 1 for (M −n) bugs. Clearly, these n bugs are real. However, (N −n) bugs

are also real, but not yet identified. So, z takes the value 1 for the n detected bugs and

also for the (N − n) undetected but, real bugs. But we can not assign the values of z for

the remaining (M−n) bugs as the total number of bugs (N) is unknown. So, we generate

random observations from the posterior distribution of z i assuming some initial choices of

ψ and estimate N using N =
M∑
i=1

zi. Once we get an estimate of N , we can draw sample

from posterior distribution of ψ, and hence from the posterior distribution of Si and λi.

Thus we can estimate the detection probability αi, as αi is a function of Si. On the basis

of the updated estimates of ψ and αi we repeat the procedure until a sufficient number

of chains are generated. We use posterior mean to estimate N , ψ, {Si : i = 1, 2, . . . ,M}

and {λi : i = 1, 2, . . . ,M}.

2.2 Estimating Reliability

If Si is the eventual size of ith bug and zi indicates if the ith bug is real or not, then
M∑
i=1

Sizi explains the total eventual size of all the bugs in the software. Since, ui has been

declared as 1 if the ith bug is not detected, and 0 otherwise,
M∑
i=1

Si(1− ui) is the eventual

size of detected bugs. Therefore, the eventual size of the remaining bugs can be estimated
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by R =
M∑
i=1

Sizi −
M∑
i=1

Si(1− ui).

Note that, the remaining size should be small enough as it is desirable that the bugs with

larger size are already detected. So, based on this concept the reliability of the software

can be defined by Pr (R < ϵ), for a given value of ϵ. With the help of simulation we can

estimate the reliability of the software.

2.3 Prior specification

Eventual bug sizes (Si’s) are usually latent and unobservable. We assign a negative

binomial-gamma mixture prior for Si to capture the required level of variability in the

latent variable. Consequently, each Si is assumed to follow negative binomial distribution

with mean λi, where the λi is a random draw from gamma distribution with shape pa-

rameter as and rate bs and to make the prior non-informative we choose the parameters

such that the variance of λ is high:

Si |λi ∼ Negative binomial(mean = λi),

λi ∼ Gamma(as = 50, bs = 0.5), (4)

for each i = 1, 2, . . . ,M . We assign bounded Uniform prior over the interval (0, 1) for the

inclusion probability ψ. That is, ψ ∼ Uniform(0, 1).

2.4 Posterior distributions

The posterior density of [Si|wi11, wi12, ...wiJK , λi],

[Si|wi11, wi12, ...wiJK , λi] =
[wi11, wi12, ...wiJK |Si][Si|λi]∑
Si
[wi11, wi12, ...wiJK |Si][Si|λi]

(5)

The posterior density of [λi|Si, wi11, wi12, ...wiJK ],

[λi|Si, wi11, wi12, ...wiJK ] =
[wi11, wi12, ...wiJK |Si][Si|λi][λi]∫

λi
[wi11, wi12, ...wiJK |Si][Si|λi][λi]dλi

(6)
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The posterior density of [ψ|z1, z2, . . . , zM ],

[ψ|z1, z2, . . . , zM ] =
ψN(1− ψ)M−N

Beta(N + 1,M −N + 1)
) (7)

3 Simulation study

3.1 Model fitting

The model is fitted using Markov chain Monte Carlo (MCMC) Simulations. A data

has been generated for the fixed values of the parameters. Then, on the basis of data,

Metropolis - Hastings algorithm has been used to generate values of the parameters from

the target posterior distributions. Here we simulate three chains each of length 50000,

and then discard the first half of each.

3.2 Model convergence and model precision

We use the potential scale reduction factor (R̂) and the effective sample size to monitor

the convergence of the Markov chains. The iterations should be repeated until the val R̂

is near 1 and the effective number of independent simulation draws (effective sample size)

is large enough for all quantities of interest. We also use traceplots for visual inspection

of convergence.

3.3 Simulated data

To verify model fitting we start with a simulated data. The total number of missions

and the total number of phases corresponding to each mission have been set to 30 and 8

respectively. Total no. of bugs in the software has been assumed as 100 and the no. of

maximum possible bugs has been considered as 400. The data for test cases are sampled

from 0 to 50. We verify the model with three different values of the tuning parameter

ν = 1, 1.25, 1.5.
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3.4 Results of simulation study

Here we discuss the results for the value of ν for which the model is well-fitted. We use

traceplot of three chains for visual inspection of the convergence of the model parameters

N (Total number of bugs in the software), ψ (probability that a bug is real), Si (eventual

size of ith bug) and λi (average eventual size of ith bug) (see Figure 1) For each chain we

obtain the posterior summaries like mean, standard deviation and coefficient of variation

(see Table 1 and Table 2).
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Figure 1: (a) The traceplot ψ for simulation study based on three chains each of 50000
simulations for the model with tuning parameter ν = 1.5 (b) The density plot of ψ
obtained by kernel density estimation with Gaussian kernel
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Figure 2: (a) The traceplot of N based on the three chains and 50000 repetitions for
ISRO data (b) The sampling distribution of N (c) The traceplot of λM (d) The sampling
distribution of λM . Here M is set as 400
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Figure 3: (a) The traceplot SM for simulation based on three chains each of 50000 simula-
tions (b) The sampling distribution of SM . M is set as 400.

The following table shows the descriptive measures for the model parameters:

Table 1: Posterior summaries for each chain

para- mean sd cv
meters ch1 ch2 ch3 ch1 ch2 ch3 ch1 ch2 ch3
ψ 0.2513 0.2511 0.2514 0.0215 0.0215 0.0214 8.56 8.58 8.53
N 100.0006 100.0007 100.0009 0.0253 0.0261 0.0303 0.03 0.03 0.03
λ1 98.2524 99.2390 98.9278 9.7149 9.8999 9.7799 9.89 9.98 9.89
λ2 99.4228 99.2390 98.9278 10.0447 9.8999 9.7799 10.10 9.98 9.89
λM−1 99.3942 99.0823 98.8950 9.6896 10.1509 9.9748 9.75 10.24 10.09
λM 98.6746 100.0415 99.0308 9.8630 10.2836 10.1298 10.00 10.28 10.23
S1 96.6647 100.0740 98.4286 16.2287 17.0804 16.2674 16.79 17.07 16.53
S2 100.3628 97.8896 99.0992 17.7097 16.1495 17.0072 17.65 16.50 17.16
SM−1 100.0440 99.4108 98.6426 16.3879 17.8659 17.5607 16.38 17.97 17.80
SM 97.8814 101.7416 98.9591 16.5848 18.0404 18.3715 16.94 17.73 18.56

The estimates of the diagnostic measures to verify the convergence of the model pa-

rameters are tabulated below:
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Table 2: Diagnostic measures of convergence for different parameters

parameters R̂ Upper C.I. ESS
ψ 1 1 74386.52
N 1 1 63859.76

λM−2 1 1.01 1724.847
λM−1 1 1 1950.843
λM 1 1.02 1625.500
SM−2 1.01 1.02 506.9110
SM−1 1.01 1.02 525.6959
SM 1.01 1.04 500.4259

The above traceplots and the measures are given for the model with tuning parameter

ν = 1.5. We see from the traceplots all three chains converge for all the model parameters.

The estimates of the parameters are close enough with low value of coefficient of variation.

The value of potential scale reduction factor (R̂) also indicates convergence for all the

parameters.

4 ISRO Data

Here we are going to apply a flight control software data to our model. The software

testing has been conducted in two main stages where test cases are used - module testing

and simulation testing. Each software has finite number of modules. In module testing,

each module of a software is tested on the basis of some test cases and outputs (errors)

are observed. Finally integrated tests (simulation testing) are conducted in seven differ-

ent phases to verify the overall performance of a software and the outputs (errors) are

observed. Like module testing, in this stage (simulation testing) also some pre-specified

inputs are considered for which the outputs are verified. We have used the data on module

testing and simulation testing for modelling purpose. The number of inputs (test-cases)

and the number of outputs (errors) have been reported for 35 missions.
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Table 3: Sample data of test cases from ISRO software testing

Missions Phase 1 Phase 2 . . . Phase 8
number
of bugs

number
of test
cases

number
of bugs

number
of test
cases

. . . number
of bugs

number
of test
cases

M1 3 61 0 10 . . . 0 38
M2 9 59 0 10 . . . 0 65
...

...
...

...
...

...
...

...

4.1 Application to ISRO Data

We select the tuning parameter as ν = 1.5 in the previous section by simulation study.

Now, we apply the to the ISRO software testing data.

We frame the data of software testing so that it fits to our model. As in the module

testing, each module of a software is tested, we count the total number of bugs observed

in all the modules of a software and assume it as the first phase. After module testing,

simulation testing is performed in seven different phases. So, there are altogether eight

phases to test a software for a particular mission. The observations are reported for 35

missions. Total 61 bugs were observed in the data. To fit data to our multinomial model,

an array of dimension M × (JK + 1) has been considered, where each row indicates

observations (that is, if a bug is detected) corresponding to a bug and the value is 1 only

when the bug has been detected in any phase of a mission. That is, if the first bug has

been detected in the first mission at phase 1, the value will be 1 only for that phase of

the mission and the value will be 0 for all other phases of the mission. For an undetected

but real bug, all cells will take 0. For non-existent bugs as well all cell values will be zero.

So, the sum of any row is either 0 or 1. The results for different tuning parameters are

attached as appendix.

16



4.2 Results
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Figure 4: (a) The traceplot ψ based on three chains each of 50000 simulations for the model
with tuning parameter ν = 1.5 using ISRO data (b) The density plot of ψ obtained by
kernel density estimation with Gaussian kernel
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Figure 5: (a) The traceplot of N based on the three chains and 50000 repetitions for
ISRO data (b) The sampling distribution of N (c) The traceplot of λM (d) The sampling
distribution of λM . Here M is set as 400
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Figure 6: (a) The traceplot SM based on three chains each of 50000 simulations for ISRO
data (b) The sampling distribution of SM . M is set as 400.

The following table shows the descriptive measures for the model parameters:

Table 4: Posterior summaries for each chain

para- mean sd cv
meters ch1 ch2 ch3 ch1 ch2 ch3 ch1 ch2 ch3
ψ 0.1558 0.1557 0.1557 0.0182 0.0182 0.0181 11.71 11.66 11.60
N 61.5824 61.5915 61.5784 0.7678 0.7750 0.7703 1.25 1.26 1.25
λ1 99.0490 99.1637 98.7765 10.1901 9.8482 9.8991 10.29 9.93 10.02
λ2 99.0175 99.1637 98.7765 10.0106 9.8482 9.8991 10.11 9.93 10.02
λM−1 98.3540 99.0623 98.8662 9.8439 10.0914 9.8896 10.01 10.19 10.00
λM 98.7069 98.6535 98.6479 9.8872 9.8203 9.7837 10.02 9.95 9.92
S1 99.3827 99.3363 98.3534 18.6644 16.8257 17.3005 18.78 16.94 17.59
S2 99.2413 99.7911 99.6526 18.3529 16.6064 16.9403 18.49 16.64 17.00
SM−1 97.1617 99.1214 98.2356 17.4022 18.3373 16.5193 17.91 18.50 16.82
SM 98.0313 98.0200 98.0229 16.9898 16.4979 16.8775 17.33 16.83 17.22

The estimates of the diagnostic measures to verify the convergence of the model pa-

rameters are tabulated below:
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Table 5: Diagnostic measures of convergence for different parameters

parameters R̂ Upper C.I. ESS
ψ 1 1 75253.50
N 1 1 70939.22

λM−2 1 1.01 1688.402
λM−1 1.01 1.03 1758.062
λM 1 1 1985.757
SM−2 1.01 1.03 512.4497
SM−1 1.02 1.08 515.3860
SM 1 1 557.2808

Estimated eventual size of undetected bugs for the ISRO data = 138.3443. Estimated

reliability of ISRO flight control software, based on the available data = 0.855 for ϵ = 100.r

From the traceplots, it is evident that the model worked well for the ISRO software data

also. The table 5 showing potential scale reduction factor (R̂) for each parameter supports

the convergence of the model. The coefficient of variation for each parameter is small

enough indicating the high accuracy of the model parameters. Using posterior mean, we

estimate the total number of bugs present in the software as 62 with 95% credible interval

(61, 63) which is quite precise. Since on the basis of our estimation we might have one

more bug in the software, we can consider the minimum value of ϵ as 100. However, for

values above hundred the reliability estimates are shown in Table 6.

Table 6: Reliability estimates for different threshold values (ϵ)

ϵ Reliability
100 0.8539792
120 0.8828314
140 0.9004306
160 0.9329227
180 0.9635215
200 0.9763476

5 Discussion

Here we develop a model depending on a newly introduced concept of size of a bug. It is

clear that a bug in a rare path may be undetected by the preassigned test cases. So, it
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may be assumed that a very few test cases can pass through the particular bug. Therefore,

the eventual size of such bugs should be very small. If the eventual size of the remaining

bugs is small enough, we can infer that the software is highly reliable. So, we target to

build a model to find out the eventual size of the remaining bugs and hence the reliability

of the software in this article.

For developing our model, we adopted a particular procedure of testing used for

critical software like ISRO data. The softwares have been tested through several phases

with some prespecified inputs (test-cases). The data has been collected for several space

missions. For modelling we assume that a bug can be detected in any phase of any mission.

However a detected bug in a phase is debugged before the testing for next phase starts.

So, while building the model, we consider the number of test-cases used in each phase

and the bugs detected in the same phase. We use Bayesian method to estimate the model

parameters. We validate the model through simulation study. A tuning parameter is used

to determine the probability of non-detection. Finally, we observe the posterior means,

standard deviation and coefficient of variation of the parameters for different values of

tuning parameters to decide the model. We also find the model as highly reliable for the

chosen tuning parameter values of 1.0, 1.25 and 1.50.

Subsequently, we apply our model to the ISRO data and we found a satisfactory

result by this model. From the ISRO data, it is to be noted that, 61 bugs were detected

in 35 missions each with 8 phases. Whereas, we estimate the total number of bugs in the

software approximately as 62 and the reliability as 0.85.

5.1 Conclusions

The concept of eventual size of a bug in a very recent one (Dey and Chakraborty (2022)).

In our model we used this very new concept to estimate reliability of some critical space

application software. The model along with the eventual size concept may be generalized

to other similar fields like hydro carbon exploration Chakraborty and Arthanari (1994).

Our proposed model could estimate the reliability of ISRO software with a high degree
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of confidence, since the 95% credible interval turns out to be (61,63), whereas the actual

observed number of bugs being 61.

In Bayesian analysis, selection of priors play an important role. We have used non-

informative priors for the estimation so that the prior knowledge on the parameters are

restricted. For some parameters, different priors have been used to check model robust-

ness. Though it is desirable to conduct sensitivity analysis before one applies the model.

Conflicts of interest: It is hereby declared that the authors have no conflicts of interest.
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Appendix I: simulation study

Appendix II: ISRO data
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