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Abstract

This paper explores the implications of guaranteeing privacy by imposing a lower bound on the information

density between the private and the public data. We introduce an operationally meaningful privacy measure called

pointwise maximal cost (PMC) and demonstrate that imposing an upper bound on PMC is equivalent to enforcing a

lower bound on the information density. PMC quantifies the information leakage about a secret to adversaries who

aim to minimize non-negative cost functions after observing the outcome of a privacy mechanism. When restricted to

finite alphabets, PMC can equivalently be defined as the information leakage to adversaries aiming to minimize the

probability of incorrectly guessing randomized functions of the secret. We study the properties of PMC and apply it

to standard privacy mechanisms to demonstrate its practical relevance. Through a detailed examination, we connect

PMC with other privacy measures that impose upper or lower bounds on the information density. Our results highlight

that lower bounding the information density is a more stringent requirement than upper bounding it. Overall, our work

significantly bridges the gaps in understanding the relationships between various privacy frameworks and provides

insights for selecting a suitable framework for a given application.

Index Terms

Privacy, information density, pointwise maximal leakage, pointwise maximal cost, local differential privacy,

information privacy, gain function, cost function.

I. INTRODUCTION

Recent advancements in machine learning and artificial intelligence have driven progress across numerous domains

of human life such as healthcare, finance, education, and transportation. However, as these technologies become

omnipresent in our daily lives, the need for reliable and robust privacy protection has become more urgent than ever.

Research suggests that as machine learning models become more sophisticated, the potential for privacy breaches

escalates [1]. This, in turn, underscores the need for new protective measures for safeguarding sensitive information

and ensuring the ethical deployment of AI technologies.

Traditionally, privacy research has focused on developing techniques to enable the release of tabular data immune

to specific types of attacks, such as re-identification or attribute disclosure. These methods, which fall under the

umbrella term syntactic privacy, include k-anonymity [2], l-diversity [3], and t-closeness [4]. While these techniques

are still widely used both in the public sector and by private companies, recent research has shifted towards methods
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that define and study privacy as an intrinsic property of the data release mechanism. This shift was synthesized in

the framework of differential privacy (DP) [5]. DP is a mathematical framework with provable privacy guarantees.

Its goal is to enable the theoretical analysis and implementation of statistical methods on aggregated datasets while

protecting the privacy of each individual data entry.

The main principle behind DP is that two datasets differing in a single entry should be hard to distinguish based

on the statistics released from each. This is achieved by controlling a key quantity known as the privacy loss

random variable [6]. Let x1 and x2 be two databases differing in a single entry, i.e., neighboring databases. The

privacy loss random variable associated with a data release mechanism M compares the probability of producing

an outcome Y from database x1 versus database x2, that is,

Lx1,x2
(Y ) := log

P[M(x1) = Y ]

P[M(x2) = Y ]
. (1)

Various definitions of DP emerge by imposing different restrictions on the privacy loss random variable. For example,

pure DP requires the privacy loss to be bounded for all pairs of neighboring databases [5]. Later, the concept of

DP was generalized from databases to data pertaining to a single individual, leading to the development of local

differential privacy (LDP) [7, 8]. LDP can be also formulated as a constraint on a privacy loss similar to (1); the

key difference is that the loss is restricted for all possible pairs of inputs.

It is natural to question whether the definition of privacy loss, and more broadly the principles underlying DP,

can be justified beyond intuition. One commonly accepted explanation is that DP balances Type I and Type II error

probabilities in a hypothesis test between two neighboring datasets [9, 10]. In general, the approach of defining

a mathematical measure for privacy and justifying it retrospectively has inherent limitations since it is difficult to

ensure that the resulting definition is neither too weak nor excessively pessimistic. In the context of DP, for instance,

opinions are notably divided. Some argue that DP is overly conservative, while others believe it may fail to provide

sufficient protection, especially in scenarios involving correlated datasets [11].

The limitations of ex-post justified privacy measures suggest the need for alternatives that are operationally

meaningful. Such measures need not rely on natural language descriptions or intuition to be interpreted. This

motivation has led to the development of a novel privacy measure called pointwise maximal leakage (PML) [12, 13].

Unlike most measures, PML arises from a broad and encompassing threat model, first introduced in [14]. In this

model, adversaries aim to maximize arbitrary non-negative gain functions encoding their objectives. This flexibility

allows PML to address a wide array of attack scenarios, including membership inference, reconstruction, and

attribute disclosure attacks [12].

Similar to the role of the privacy loss random variable in DP, PML is a random variable that quantifies the

information leakage about a private quantity X (modeling any type of sensitive information) to a public quantity

Y . PML can be expressed as

ℓPXY
(X → Y ) = ess sup

PX

iPXY
(X;Y ),

where

iPXY
= log

dPXY

d(PX × PY )
,
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is the information density between X and Y . Thus, to restrict the information leakage between X and Y , a natural

approach is to impose an upper bound on PML. This, in turn, imposes an upper bound on the information density

between X and Y .

PML is not the only privacy measure related to information density. In fact, information theory has a long tradition

of addressing privacy and security problems by enforcing various constraints on the information density and related

quantities, especially mutual information. Other notable examples of privacy measures that restrict the information

density are local information privacy (LIP) [15–18] and asymmetric local information privacy (ALIP) [19, 20].

These measures are defined by axiomatically imposing lower and upper bounds on iPXY
. While LIP imposes

bounds symmetrically, ALIP allows for different upper and lower bounds.

Now, imposing an upper bound on the information density is operationally justified through PML, and its

implications have been rigorously examined in previous works [12, 13, 21]. On the other hand, the lower bound

on the information density is not as well understood. Definitions such as LIP and ALIP in effect use the lower

bound to remain consistent with and provide (local) DP guarantees. However, beyond compliance with DP-based

definitions, the consequences of imposing a lower bound on the information density or its operational significance

have remained largely unexplored in the literature.

A. Motivations

There are two key motivations behind this paper. First, we seek to provide an in-depth understanding of the

implications of defining privacy through a lower bound on the information density. To this end, we introduce

an operationally meaningful privacy measure, which we call pointwise maximal cost (PMC). We demonstrate that

imposing an upper bound on PMC is equivalent to imposing a lower bound on the information density. PMC may be

thought of as a complementary definition to PML. More precisely, while PML considers opportunistic adversaries

aiming to maximize gain functions, PMC focuses on risk-averse adversaries aiming to minimize arbitrary non-

negative cost functions.

Our second goal is to explore the connections and the interplay between the upper and lower bounds of information

density. Specifically, we investigate whether a PML guarantee inherently provides a PMC guarantee, and vice versa.

We address these questions both assuming finite alphabets and more general probability spaces. This exploration

leads to insightful results connecting PML, PMC, LIP, ALIP, and LDP. In doing so, our work significantly closes

the gap in the known relations between various privacy frameworks.

B. Contributions and Summary of the Main Results

Section III is dedicated to defining pointwise maximal cost and drawing connections to similar definitions. We

begin by assuming finite alphabets and define PMC as the multiplicative decrease in the probability of incorrectly

guessing the value of an arbitrary randomized function of X upon observing an outcome y of the privacy mechanism.

We call this threat model the randomized function model of PMC, and prove in Theorem 1 that PMC, denoted by

ΛPXY
(X → y), can be expressed as

ΛPXY
(X → y) = log max

x∈X

PX(x)

PX|Y=y(x)
.
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Next, we argue that PMC can alternatively be defined as the multiplicative decrease in the expected value of an

arbitrary non-negative cost function upon observing an outcome y of the privacy mechanism. This setup is referred

to as the cost function model of PMC. Essentially, we prove an equivalence between the randomized function

model and the cost function model of PMC (Theorem 2). This equivalence signifies a parallelism with PML since

a similar equivalence between the gain function model and the randomized function model of PML was previously

established in [12, Thm. 2].

In Sections III-C and III-D, we explore the connections between PMC and other information measures designed

with risk-averse adversaries in mind. These are maximal cost leakage [22, Def. 11], maximal realizable cost [22,

Def. 12], and maximal guesswork leakage [23]. By carefully examining these definitions and their formulations,

we observe that they are often more cumbersome and complex without strengthening the privacy model. For

instance, both maximal cost leakage and maximal realizable cost involve a supremum over a Markov chain, which

we demonstrate can be omitted. By contrast, we show that PMC offers a streamlined yet powerful and flexible

formulation that effectively encompasses these alternative definitions. It is important to note that our discussions

here are restricted to finite random variables, as the other measures have only been defined in this context.

In Section III-E, we extend the cost function model to random variables on standard Borel spaces. Here, PMC is

defined as the multiplicative decrease in the expected value of an arbitrary non-negative measurable cost function

upon observing an outcome y of the privacy mechanism. By doing so, we obtain a general form of PMC which

can be written as

ΛPXY
(X → y) = ess sup

PX

(
− iPXY

(X; y)
)
.

The above expression illustrates that imposing an upper bound on PMC is equivalent to imposing a lower bound

on the information density.

Moving beyond definitions, in Section IV we explore the properties of PMC and examine its application to several

well-known examples. We demonstrate that PMC meets the usual criteria expected of an information measure, such

as non-negativity and satisfying data-processing inequalities (Lemma 1). We then use PMC to examine some central

examples in privacy, including the randomized response mechanism [24, 25], the Laplace mechanism [5] used to

release the sample mean of a dataset, and the Gaussian mechanism perturbing the value of a bounded random

variable, among others.

In Section V, we explore the interactions between PMC and PML guarantees and their relationships with other

definitions, specifically ALIP, LIP, and LDP. We begin with finite random variables in Section V-A and demonstrate

that if a mechanism satisfies a PML guarantee with a sufficiently small parameter, then it also satisfies a PMC

guarantee. Conversely, we show that a PMC guarantee always implies a PML guarantee (Theorem 4). This result is

then leveraged to establish connections between PML, PMC, LIP, ALIP, and LDP and derive bounds between these

measures (Corollary 3). Here, we also highlight the practical implications of our results for designing mechanisms

with optimal utility.

Next, in Section V-B, we extend our discussions to random variables on standard Borel spaces. First, we show

that PMC is fundamentally more restrictive than PML in the sense that bounded PMC implies bounded PML
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(Theorem 5). We then prove an even stronger result stating that bounded PMC is equivalent to some form of an

LDP guarantee (Theorem 6). This result demonstrates that PMC effectively serves as a context-aware1 version

of LDP and its application is constrained to mechanisms compatible with LDP and DP. Overall, our findings in

this section provide a clear and unified understanding of the relationships among privacy measures that bound the

information density.

C. Other Related Works

Operationally meaningful privacy measures first emerged within the area of quantitative information flow [26]

through the concept of min-entropy leakage [27, 28], also known as multiplicative Bayes leakage. Min-entropy

leakage assumes that an adversary attempts to guess the value of the secret X in one try. Various extensions of

this adversarial model have since been explored [14, 29, 30, 26]. Among these works, the g-leakage framework

of Alvim et al. [14] has been particularly influential. This framework generalizes min-entropy leakage by allowing

adversaries to construct guesses of X that maximize arbitrary non-negative gain functions.

Issa et al. [22] introduced the threat model approach to privacy into the domain of information theory through

the development of maximal leakage. This measure focuses on adversaries aiming to guess the values of arbitrary

(randomized) functions of X . Issa et al. [22] showed that maximal leakage is a highly robust measure since many

variations of their original threat model still yield the same quantity as maximal leakage. Liao et al. [31] further

extended maximal leakage by introducing a tunable loss function called α-loss. Then, they considered the class of

adversaries attempting to minimize the α-loss, which gave rise to the notions of α-leakage and maximal α-leakage.

More recent developments in this area include pointwise maximal leakage, defined as the pointwise adaptation of

g-leakage and maximal leakage [12], maximal (α, β)-leakage [32], and maximal g-leakage under multiple guesses

[33].

The broader area of information theory has also contributed significantly to the study of privacy measures. Here,

mutual information is notably the most extensively examined privacy measure [34–40]. Beyond mutual information,

generalized information measures such as f -information [41] have also been used to assess privacy. Specific instances

of f -information utilized as privacy measures include χ2-information [42, 43] (associated with χ2-divergence), and

total variation privacy [44] (associated with total variation distance). Additionally, some works have used per-letter

f -divergences (as opposed to the average-case divergence in f -information) as privacy measures [45–47]. Other

research has examined the probability of correctly guessing [48] or guesswork [49, 50] for guaranteeing privacy.

Finally, several works have studied the design of privacy mechanisms subject to various privacy guarantees. These

include local differential privacy [51–53], maximal leakage [54, 55], total variation privacy [44], and LIP [56, 57, 18],

among others.

1A privacy measure is said to be context-aware if it depends on both the privacy mechanism and the distribution of the sensitive data.

Conversely, it is said to be context-free if it depends on the privacy mechanism alone.
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II. PRELIMINARIES

A. Notation and Assumptions

The following notations are used throughout the paper: R+ = [0,∞) and R̄+ = [0,∞] denote the non-negative

real numbers and the extended non-negative real numbers. The set [n] := {1, . . . , n} represents the first n positive

integers, log(·) refers to the natural logarithm, and 1A denotes the indicator function of the set A. We also adopt

the convention that 0/0 = 1.

Let (Ω,H,P) be an abstract probability space fixed in the background, where Ω is the sample space, H is the

event space (i.e., a σ-algebra on Ω), and P is a probability measure on the measurable space (Ω,H). We use

H+ to denote the set of all functions that are measurable relative to H and BR̄+
, where BR̄+

denotes the Borel

σ-algebra on R̄+. Given a function h ∈ H+, the essential supremum of h with respect to P is ess sup
P

h = sup{c ∈

R̄+ : P({h > c}) > 0} and its essential infimum is ess inf
P

h = inf{c ∈ R+ : P({h < c}) > 0}. Suppose λ and ρ

are measures on (Ω,H) and assume that λ is σ-finite. If ρ is absolutely continuous with respect to λ, denoted by

ρ ≪ λ, then we write p = dρ
dλ to imply that∫

Ω

h(ω) ρ(dω) =

∫
Ω

h(ω) p(ω) λ(dω),

for all h ∈ H+, where p ∈ H+ is the Radon-Nikodym derivative of ρ with respect to λ.

Let X be a set and SX a σ-algebra on X. A mapping X : Ω → X is called a random variable taking values

in (X, SX) if X is measurable relative to H and SX. In this paper, we exclusively use X to denote some data

containing sensitive information, i.e., the secret. We use PX to denote the distribution of X . Often, we assume that

X is a discrete set and use some notations specific to this case. In particular, (with a slight abuse of notation) we

also use PX to denote the probability mass function (pmf) of X and write PX(x) := PX({x}) for x ∈ X. Moreover,

we assume that PX has full support on X, that is, PX(x) > 0 for all x ∈ X, and define pmin := min
x∈X

PX(x).

Let (Y, SY) be a measurable space. A mapping PY |X : X×SY → [0, 1] is called a transition probability kernel (or

simply kernel) from (X, SX) into (Y, SY) if the mapping x 7→ PY |X=x(B) is in SX+ for all B ∈ SY, and PY |X=x(·)

is a probability measure on (Y, SY) for all x ∈ X. We sometimes use PY |X(B | x) instead of PY |X=x(B). This

notation is less awkward when we do not want to specify the outcome of X but leave it as a random variable. The

kernel PY |X induces a random variable Y taking values in (Y, SY) with distribution PY , where

PY (B) =

∫
X

PY |X=x(B) PX(dx), B ∈ SY. (2)

We write PY = PY |X ◦ PX to represent marginalization over X described by (2). In this paper, we exclusively

use Y to denote some publicly available data that contains information about X , and refer to PY |X as the privacy

mechanism. When Y is a discrete set, we use a similar notation described above in the case of discrete X. For

example, we write PY |X=x(y) := PY |X=x({y}) with y ∈ Y.

Let PXY be a probability measure on the product space (X × Y, SX ⊗ SY) with marginals PX and PY . Then,

we write PXY = PX × PY |X to denote disintegration, i.e., to imply that

E[h] =
∫
X×Y

h(x, y) PXY (dx, dy) =

∫
X

PX(dx)

∫
Y

h(x, y) PY |X=x(dy),
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for all h ∈ (SX ⊗ SY)+. Let PX × PY denote the product measure of PX and PY . Throughout the paper it is

assumed that PXY ≪ PX × PY and the logarithm of the Radon-Nikodym derivative

iPXY
:= log

dPXY

d(PX × PY )
,

is referred to as information density of X and Y . We assume that all probability measures on (X, SX) are absolutely

continuous with respect to a common σ-finite measure µ and all probability measures on (Y, SY) are absolutely

continuous with respect to a common σ-finite measure ν. Additionally, we assume that PXY ≪ µ× ν.

Finally, all measurable spaces are assumed to be standard Borel [58, Def. 8.35]. Standard Borel spaces have several

convenient properties. Most prominently, joint distributions on standard Borel spaces can always be disintegrated

into a kernel and a marginal distribution [59, Thm. IV.2.18]. That is, if PXY is a distribution on (X× Y, SX ⊗ SY)

with marginal PX on (X, SX), then there exists a transition probability kernel from (X, SX) into (Y, SY) such that

PXY = PX ×PY |X . Another advantage is that if PY |X and QY |X are both kernels and PY |X=x ≪ QY |X=x for all

x ∈ X, then we may invoke Doob’s version of the Radon-Nikodym theorem to obtain a Radon-Nikodym derivative
dPY |X
dQY |X

which is jointly measurable in (x, y) [59, Thm. V.4.44]. This has the effect that we may alternatively use

log
dPY |X
dPY

or log dPX|Y
dPX

as the information density. Note that all measurable spaces of practical interest are standard

Borel, e.g., countable sets, Rn, or complete separable metric spaces endowed with Borel σ-algebras.

B. Pointwise Maximal Leakage

Pointwise maximal leakage (PML) is a recently introduced privacy measure that is operationally meaningful,

robust, and flexible. For secrets with finite alphabets, PML is defined by quantifying risks in two powerful adversarial

threat models: the gain function model, first introduced by Alvim et al. [14], and the randomized function model,

put forward by Issa et al. [22]. It has been shown that when X is a finite random variable, these two models are

equivalent [12, Thm. 2]. Furthermore, the gain function model can be extended to secrets taking values in standard

Borel spaces [13].

Before we define PML, let us first recall the definition of Rényi divergence of order infinity [60, 61], which is

used to provide simplified expressions for PML, and later, PMC.

Definition 1 (Rényi divergence of order ∞ [61, Thm. 6]). Let P and Q be probability measures on the measurable

space (Ω,H). Let λ be a σ-finite measure satisfying P ≪ λ and Q ≪ λ. The Rényi divergence of order ∞ of P

from Q is defined as

D∞(P∥Q) = log sup
A∈H

P(A)

Q(A)
= log

(
ess sup

P

p

q

)
, (3)

where p = dP
dλ and q = dQ

dλ .

If P ≪ Q, then the divergence can also be expressed as

D∞(P∥Q) = log

(
ess sup

P

dP
dQ

)
= log

(
ess sup

Q

dP
dQ

)
.
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On the other hand, if P ≪̸ Q, then D∞(P∥Q) = ∞. When the sample space Ω is countable we may write (3) in

the form

D∞(P∥Q) = log

(
sup
ω∈Ω

P(ω)
Q(ω)

)
.

Below, we first define PML in its most general form using the gain function model. Then, assuming that X is a

finite random variable, we also define PML using the randomized function model.

Definition 2 (Gain function view of PML [13, Def. 3]). Given a joint distribution PXY on the product measurable

space (X× Y, SX ⊗ SY), we define the pointwise maximal leakage from X to y ∈ Y as

ℓPXY
(X → y) := log sup

(W,SW),
g∈G

sup
PW |Y

E [g(X,W ) | Y = y]

supw∈W E[g(X,w)]
, (4)

where the supremum in the numerator is over all transition probability kernels PW |Y from (Y, SY) into (W, SW),

and G denotes the set of all gain functions defined as

G :=

{
g ∈ (SX ⊗ SW)+

∣∣∣ sup
w∈W

E[g(X,w)] < ∞
}
.

Definition 2 can be explained in the following way. Consider an adversary who aims to construct an estimate

of X , denoted by W , in order to maximize a non-negative gain function g. The gain function g encapsulates the

adversary’s goal and can be adjusted to represent a variety of privacy attacks. For example, if X is a dataset, then

g might model membership inference attacks [12]. To measure the information leakage associated with a single

released outcome y ∈ Y, we compare the expected value of g after observing y (in the numerator of (4)) with

the expected value of g before observing y (in the denominator). The posterior expected gain is calculated using

the optimal estimation kernel PW |Y , while the prior expected gain is supw∈W E [g(X,w)]. Then, to ensure that

the privacy measure resulting from this definition encompasses various attacks, the ratio of the posterior-to-prior

expected gain is maximized over all possible measurable spaces (W, SW) and all gain functions in G.

Next, we consider finite X’s and define PML through the randomized function model.

Definition 3 (Randomized function view of PML [12, Def. 1]). Suppose (X,Y ) ∼ PXY , where X is a finite

random variable. The pointwise maximal leakage from X to y ∈ Y is defined as

ℓPXY
(X → y) = log sup

U :U−X−Y

supPÛ|Y
P
[
U = Û | Y = y

]
maxu∈U PU (u)

,

where U and Û are random variables on a finite set U, PU = PU |X ◦ PX , and the Markov chain U −X − Y − Û

holds.

Definition 3 can be understood similarly to Definition 2. Let U be a randomized function of X . To quantify

the information leakage associated with a single outcome of the mechanism y ∈ Y, we compare the probability of

correctly guessing U after observing y with the a priori probability of correctly guessing U in a ratio. Then, to

obtain a robust privacy measure, this posterior-to-prior ratio is maximized over all possible randomized functions

of X , represented by the supremum over U ’s satisfying the Markov chain U −X − Y .
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It has been shown that both Definitions 2 and 3 simplify to the following expression for PML [12, 13]:

ℓPXY
(X → y) = D∞(PX|Y=y∥PX),

where PX|Y=y denotes the posterior distribution of X given y ∈ Y. Observe that PML is a context-aware privacy

measure since it depends on the prior distribution PX .

Viewing ℓPXY
(X → Y ) as a function of the random variable Y , PML itself becomes a random variable whose

various statistical properties can be examined and constrained to provide privacy guarantees. A stringent privacy

guarantee can thus be defined by requiring ℓPXY
(X → Y ) to be essentially bounded. Formally, we say that a

privacy mechanism PY |X satisfies ε-PML if ℓPXY
(X → Y ) ≤ ε (almost surely) for some ε ≥ 0. Building on this,

[62] investigates the design of privacy mechanisms under the ε-PML constraint for secrets with finite alphabets.

Specifically, the authors formulate a linear program for maximizing a class of convex utility functions called

sub-convex functions [62, Def. 5]. The optimal solutions to this linear program are referred to as PML extremal

mechanisms. The paper also introduces the concept of PML privacy regions as a partitioning of the space of the

privacy parameter ε ∈ [0,∞) into disjoint intervals. The privacy regions specify an upper bound on the number

(x, y) ∈ X × Y pairs with PY |X=x(y) = 0. The first region, termed the high-privacy regime, corresponds to the

interval 0 ≤ ε < log 1
1−pmin

. In this region, no zero probability assignments are allowed in the mechanism. It is

then proved that the PML extremal mechanism P ∗
Y |X in the high-privacy regime has the following form:

P ∗
Y |X=i(j) =

1− eε(1− PX(i)) if i = j,

eεPX(j) if i ̸= j,

where i, j ∈ [|X|] [62, Thm. 3].

C. Local Information Privacy and Asymmetric Local Information Privacy

Besides PML, several other context-aware privacy measures have been defined in the literature. Two notable

examples are local information privacy (LIP) and asymmetric local information privacy (ALIP). These measures

are defined by axiomatically imposing lower and upper bounds on the information density between X and Y . First,

we define LIP which imposes symmetric lower and upper bounds.

Definition 4 (Local information privacy [16, 15]). Given ε ≥ 0, a privacy mechanism PY |X is said to satisfy ε-LIP

if |iPXY
(X;Y )| ≤ ε almost surely.

It was observed in [19] that the distribution of i(X;Y ) exhibits an asymmetry in the sense that it has a skewed

long tail for negative values, and a much shorter range and a sharp fall-off for positive values. This asymmetry,

which the authors call the lift-asymmetry, motivated their definition of ALIP.

Definition 5 (Asymmetric local information privacy [19]). Given εl, εu ≥ 0, a privacy mechanism PY |X is said to

satisfy (εl, εu)-ALIP if −εl ≤ iPXY
(X;Y ) ≤ εu almost surely.

It follows directly from the above definitions that εu-LIP and (εl, εu)-ALIP both imply εu-PML. However, it is

not immediately clear whether PML also provides LIP or ALIP guarantees, as PML does not directly impose a
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lower bound on the information density. As we will see, in some cases PML does implicitly impose a lower bound

on the information density, thereby providing LIP and ALIP guarantees. We discuss this subject in Section V.

D. Local Differential Privacy

Differential privacy in its original form assumes that all data is collected in a database managed by a trusted data

curator. Here, we focus on the local model of privacy offering an alternative that removes the need for a central

database. In this model, each user’s data is perturbed before collection to ensure that only the user has access to their

original, unaltered information. This approach gives rise to the concept of local differential privacy (LDP) [7, 8].

Definition 6 (Local differential privacy). Let X and X ′ be independent random variables distributed according to

PX . Given ε ≥ 0, a privacy mechanism PY |X satisfies ε-LDP if

P
({

sup
E∈SY

log
PY |X(E | X)

PY |X(E | X ′)
≤ ε

})
= 1,

where the probability is over the draws of X and X ′. Alternatively, PY |X satisfies ε-LDP if

ess sup
PX×PX

D∞

(
PY |X(· | X)

∥∥PY |X(· | X ′)
)
≤ ε.

Remark 1. It is usually said that local differential privacy is a context-free definition independent of the distribution

PX . That is, it describes a property of the privacy mechanism PY |X . However, note that technically Definition 6

depends on PX through its support.

LDP has close connections to context-aware privacy measures. The following result from [18] demonstrates how

LDP guarantees translate into PML, LIP, and ALIP guarantees assuming that X and Y are finite. Note that while [18,

Thm. 1] articulates the LIP result alone, its proof also provides guarantees in terms of ALIP and PML. Recall that

pmin := min
x∈X

PX(x).

Proposition 1 ([18, Thm. 1]). Let X and Y be finite random variables and suppose X is distributed according to

PX . Given ε ≥ 0, define

ε1 = log
(
pmin + eε(1− pmin)

)
,

ε2 = − log
(
pmin + e−ε(1− pmin)

)
.

If PY |X satisfies ε-LDP, then it also satisfies ε1-LIP, (ε1, ε2)-ALIP and ε2-PML.

The previous result is straightforward and intuitive as it illustrates the transition from a context-free property

of a mechanism to guarantees that hold for a specific prior distribution. However, the reverse direction is more

intricate. It involves moving from a property tied to both a mechanism and a specific prior distribution to a universal

property of the mechanism that holds irrespective of the prior. Interestingly, [18, Prop. 1] showed that ε-LIP implies

2ε-LDP, and [19, Prop. 1] established that (εl, εu)-ALIP yields εl + εu-LDP. In general, ε-PML may not provide

any LDP guarantee since a mechanism satisfying ε-PML may contain PY |X=x(y) = 0 for some (x, y) ∈ X × Y.

Nonetheless, as we will explore in Section V, in the high-privacy regime PML guarantees indeed translate into

valid LDP guarantees.
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III. QUANTIFYING INFORMATION LEAKED TO RISK-AVERSE ADVERSARIES

The purpose of this section is to explore the implications of defining privacy by imposing a lower bound on

the information density iPXY
. We begin by assuming that X is a finite random variable and demonstrate that

given y ∈ Y, −minx iPXY
(x; y) describes the information leaking to risk-averse adversaries, as opposed to the

opportunistic adversaries of PML. In particular, we show that −minx iPXY
(x; y) is operationally meaningful in

two adversarial threat models. The first setup called the randomized function model, considers adversaries who

wish to minimize the probability of incorrectly guessing the value of an arbitrary (randomized) function of X . The

second setup, called the cost function model, considers adversaries who wish to minimize arbitrary non-negative

cost functions. We refer to the information leakage measure obtained in both threat models as pointwise maximal

cost (PMC).

In Section III-E, we extend the cost function definition of PMC to secrets on standard Borel spaces. When

X is finite, the cost function definition of PMC is closely related to three other informational leakage measures,

namely maximal cost leakage, maximal realizable cost, and maximal guesswork leakage defined in [22] and [23].

We discuss their connections in Sections III-C and III-D.

A. Randomized Function Model

Suppose X is a finite set. Consider an adversary who attempts to guess the value of a (finite) randomized function

of X , denoted by U . Upon observing y ∈ Y, the adversary formulates a guess of U , denoted by Û using a kernel

PÛ |Y that minimizes the probability of an incorrect guess. Essentially, this threat model is an adaptation of [22]

and [12, Section II-A] to the risk-averse case, where the adversary seeks to minimize the probability of incorrectly

guessing U instead of maximizing the probability of correctly guessing it. To quantify the risk incurred by such an

adversary, we compare the adversary’s probability of incorrectly guessing U having access to y and the probability

of incorrectly guessing U without access. Consequently, we define

ΛU (X → y) := log
infPŨ

P[U ̸= Ũ ]

infPÛ|Y
P[U ̸= Û | Y = y]

. (5)

In general, we may not know which function of X the adversary is interested in, or different adversaries may

be interested in different functions of X . Therefore, to achieve robustness in our model, we define the pointwise

maximal cost (PMC) by maximizing ΛU (X → y) over all possible U ’s satisfying the Markov chain U −X − Y .

Definition 7 (Randomized function view of PMC). Suppose X is a finite random variable and let PXY be the joint

distribution of X and Y . Given y ∈ Y, the pointwise maximal cost from X to y is

ΛPXY
(X → y) := sup

U :U−X−Y
ΛU (X → y) (6)

= sup
U :U−X−Y

log
infPŨ

P
[
U ̸= Ũ

]
infPÛ|Y

P
[
U ̸= Û | Y = y

] ,
where U, Ũ , and Û are random variables defined on a finite set U.

Below, we show how ΛPXY
(X → y) relates to minx i(x; y).
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Theorem 1. Let PXY denote the joint distribution of X and Y . Given y ∈ Y, PMC can be expressed as

ΛPXY
(X → y) = D∞(PX∥PX|Y=y),

where PX|Y=y denotes the posterior distribution of X . Thus, for all y ∈ Y, lower bounding minx∈X i(x; y) is

equivalent to upper bounding ΛPXY
(X → y). That is, given ε ≥ 0 it holds that

−ε ≤ min
x∈X

i(x; y) ⇐⇒ ΛPXY
(X → y) ≤ ε,

for all y ∈ Y.

Proof: Fix an arbitrary y ∈ Y. First, we show that ΛPXY
(X → y) ≤ D∞(PX∥PX|Y=y). Let u1 ∈ argmax

u∈U

PU (u)

and u2 ∈ argmax
u∈U

PU |Y=y(u). Using the fact that

inf
PŨ

P[U ̸= Ũ ] = 1− sup
PŨ

P[U = Ũ ] = 1−max
u∈U

PU (u),

inf
PÛ|Y

P[U ̸= Û | Y = y] = 1− sup
PÛ|Y

P[U ̸= Û | Y = y] = 1−max
u∈U

PU |Y=y(u),

we write

exp
(
ΛPXY

(X → y)
)
= sup

U :U−X−Y

1−maxu PU (u)

1−maxu PU |Y=y(u)

= sup
U :U−X−Y

∑
u̸=u1

PU (u)∑
u̸=u2

PU |Y=y(u)
.

Since PU (u1) = maxu PU (u) ≥ PU (u2), we have∑
u ̸=u1

PU (u)∑
u̸=u2

PU |Y=y(u)
≤

∑
u̸=u2

PU (u)∑
u̸=u2

PU |Y=y(u)

=

∑
u̸=u2

PU |Y=y(u)
(

PU (u)
PU|Y =y(u)

)
∑

u̸=u2
PU |Y=y(u)

≤ max
u̸=u2

PU (u)

PU |Y=y(u)

= max
u̸=u2

∑
x∈X

PU |X=x(u)PX(x)∑
x∈X

PU |X=x(u)PX|Y=y(x)

= max
u̸=u2

∑
x∈X

PU |X=x(u)PX|Y=y(x)
(

PX(x)
PX|Y =y(x)

)
∑
x∈X

PU |X=x(u)PX|Y=y(x)

≤ max
x∈X

PX(x)

PX|Y=y(x)

= exp
(
D∞(PX∥PX|Y=y)

)
.

We conclude that ΛPXY
(X → y) ≤ D∞

(
PX∥PX|Y=y

)
.
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Next, we show that ΛPXY
(X → y) ≥ D∞(PX∥PX|Y=y). Let x∗ ∈ argmaxx∈X

PX(x)
PX|Y =y(x)

, and define V :=

1X\{x∗}. Then, V is a binary random variable with distribution PV (0) = 1− PV (1) = PX(x∗). Let k be a large

integer. We define a random variable W with alphabet W = {1, . . . , k + 1} and induced by the kernel

PW |V=0(w) =


1
k if w ∈ {1, . . . , k},

0 if w = k + 1,

and

PW |V=1(w) =

0 if w ∈ {1, . . . , k},

1 if w = k + 1.

By inspection, PW (w) = PV (0)
k = PX(x∗)

k for w ∈ [k] and PW (k + 1) = PV (1). Thus, taking k to be sufficiently

large, we can ensure that PW (k + 1) = maxw PW (w). Moreover, since the Markov chain W − V −X − Y holds

PW |Y=y(w) =
PV |Y =y(0)

k =
PX|Y =y(x

∗)

k for w ∈ [k] and PW |Y=y(k+1) = PV |Y=y(1) = PX|Y=y(X\{x∗}). Once

again, taking k to be sufficiently large we can ensure that PW |Y=y(k + 1) = maxw PW |Y=y(y).

Since W −X − Y forms a Markov chain, we get

exp
(
ΛPXY

(X → y)
)
= sup

U :U−X−Y

1−maxu PU (u)

1−maxu PU |Y=y(u)

≥ 1−maxw PW (w)

1−maxw PW |Y=y(w)

=

∑
w ̸=k+1 PW (w)∑

w ̸=k+1 PW |Y=y(w)

=
PX(x∗)

PX|Y=y(x∗)

= max
x∈X

PX(x)

PX|Y=y(x)

= exp
(
D∞

(
PX∥PX|Y=y

))
,

as desired.

Remark 2 (Closedness under pre-processing). Importantly, it follows directly from (6) that PMC is closed under

pre-processing, that is,

ΛPZY
(Z → y) ≤ ΛPXY

(X → y),

for all Z’s satisfying the Markov chain Z−X−Y and all y ∈ Y. Closedness under pre-processing implies that the

amount of information leaking about (random) functions of X can never exceed the amount of information leaking

about X itself.

Remark 3. It is worth emphasizing that even when X and Y are both finite random variables, PMC may be infinite.

This occurs if PY |X=x(y) = 0 for some (x, y) pair with PX(x)PY (y) > 0, in other words, if PX × PY ≪̸ PXY .

This characteristic also distinguishes PMC from PML since PML is always bounded when X is finite.
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B. Cost Function Model

Once again, let X be a finite set. Now, we consider adversaries aiming to minimize the expected value of non-

negative cost functions c : X×W → R+, where W is an arbitrary finite set representing the adversary’s guessing

space. In this scenario, the adversary observes y ∈ Y and selects w ∈ W to minimize E[c(X,w) | Y = y].

Essentially, this threat model is an adaptation of [14] and [12, Section II-B] to the risk-averse case, where the

adversary seeks to minimize a cost function instead of maximizing a gain function. To quantify the risk associated

with such an adversary, we compare the smallest posterior expected cost with the smallest prior expected cost in a

ratio. Accordingly, we define

Λc(X → y) := log
infPW

E
[
c(X,W )

]
infPŴ |Y

E
[
c(X, Ŵ ) | Y = y

] . (7)

The expectation in the numerator of (7) is taken with respect to PXW = PX ×PW since X and W are statistically

independent. On the other hand, in the denominator of (7), the expectation is taken with respect to PXŴ |Y =

PX|Y × PŴ |Y since X − Y − Ŵ forms a Markov chain.

Similar to the equivalence between the randomized function model and the gain function model established in

[12, Thm. 2] for PML, below we demonstrate that (5) and (7) provide equivalent characterizations of PMC. This

result is proved in Appendix A.

Theorem 2. Suppose X is a finite random variable and let y ∈ Y. For every randomized function of X , denoted

by U , there exists a set WU and a cost function cU : X × WU → R+ such that ΛU (X → y) = ΛcU (X → y).

Conversely, for every cost function c : X × W → R+, there exists a randomized function of X , denoted by Uc,

such that Λc(X → y) = ΛUc
(X → y).

Corollary 1 (Cost function view of PMC). By Theorem 2, PMC can alternatively be defined as

ΛPXY
(X → y) := sup

c
Λc(X → y),

where the supremum is over all non-negative cost functions with finite range.

C. Relationship to Maximal Cost Leakage and Maximal Realizable Cost

In [22], Issa et al. defined two notions of information leakage that also correspond to risk-averse adversaries.

The first notion, termed maximal cost leakage, quantifies the average information leaking through a mechanism.

The second notion, termed maximal realizable cost, describes the largest amount of information leakage across all

outcomes of a mechanism.

Definition 8 (Maximal cost leakage [22, Def. 11]). Given a joint distribution PXY on the finite set X × Y, the

maximal cost leakage from X to Y is defined as

Lc(X → Y ) := sup
U :U−X−Y,

W,c:U×W→R+

log
inf

w∈W
E
[
c(U,w)

]
inf
ŵ(·)

E
[
c(U, ŵ(Y ))

] , (8)
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where U takes values in an arbitrary finite set U, and the infimum in the denominator is over all functions ŵ : Y → W.

Issa et al. [22, Thm. 15] then showed that maximal cost leakage takes the simple form

Lc(X → Y ) = − log
∑
y∈Y

min
x∈X

PY |X=x(y).

The general framework of maximal cost leakage closely resembles the cost function perspective of PMC outlined

in Section III-B. Similarly to PMC, Definition 8 compares the adversary’s minimal prior cost with her minimal

posterior cost. However, there are also two distinctions: Maximal cost leakage is defined for the average outcome

of Y and evaluates the costs of guessing randomized functions of X . In contrast, PMC is defined for each specific

outcome y ∈ Y and evaluates the costs associated with guessing X itself.

Earlier in Remark 2 we argued that PMC is closed under pre-processing; thus, it suffices to consider the costs

of guessing X itself. In a similar vein, below we demonstrate that when evaluating the information leaking to the

average outcome of Y as in maximal cost leakage, it suffices to analyze the costs associated with guessing X alone.

Specifically, we show that the supremum over U ’s satisfying the Markov chain U −X − Y in (8) is superfluous.

Proposition 2. Given a joint distribution PXY on the finite set X× Y, the maximal cost leakage can alternatively

be defined as

Lc(X → Y ) := sup
W,c:X×W→R+

log
inf

w∈W
E
[
c(X,w)

]
inf
ŵ(·)

E
[
c(X, ŵ(Y ))

] .
In other words, the supremum over U ’s satisfying the Markov chain U −X − Y in (8) is superfluous.

Proof: Let

L1 := sup
U :U−X−Y,

W,c:U×W→R+

log
inf

w∈W
E
[
c(U,w)

]
inf
ŵ(·)

E
[
c(U, ŵ(Y ))

] ,
and

L2 := sup
W,c:X×W→R+

log
inf

w∈W
E
[
c(X,w)

]
inf
ŵ(·)

E
[
c(X, ŵ(Y ))

] .
Our goal is to show that L1 = L2. Clearly, L1 ≥ L2 so we show that L2 ≥ L1.

Fix a random variable U satisfying the Markov chain U − X − Y and let U denote the alphabet of U . Let

c1 : U×W → R+ be a cost function, where W is a finite set. Consider the cost function c2 : X×W → R+ defined

as

c2(x,w) =
∑
u∈U

PU |X=x(u)c1(u,w) = E
[
c1(U,w) | X = x

]
.

For all w ∈ W, we have

E
[
c1(U,w)

]
= EX

[
E
[
c1(U,w) | X

]]
= EX

[
c2(X,w)

]
.

Similarly, given a function ŵ : Y → W it holds that

E
[
c1(U, ŵ(Y ))

]
=
∑
y∈Y

PY (y)E
[
c1(U, ŵ(y)) | Y = y

]
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=
∑
y∈Y

PY (y)
∑
x∈X

PX|Y=y(x)
∑
u∈U

PU |X=x,Y=y(u) c1(u, ŵ(y))

=
∑
y∈Y

PY (y)
∑
x∈X

PX|Y=y(x)
∑
u∈U

PU |X=x(u) c1(u, ŵ(y))

=
∑
y∈Y

PY (y)
∑
x∈X

PX|Y=y(x)E
[
c1(U, ŵ(y)) | X = x

]
=
∑
y∈Y

PY (y)
∑
x∈X

PX|Y=y(x) c2(x, ŵ(y))

= E
[
c2(X, ŵ(Y ))

]
,

where the third equality is due to the Markov chain U −X −Y . Hence, for each random variable U satisfying the

Markov chain U −X − Y and cost function c1 : U ×W → R+, there exists a cost function c2 : X ×W → R+

such that
inf

w∈W
E
[
c1(U,w)

]
inf
ŵ(·)

E
[
c1(U, ŵ(Y ))

] =
inf

w∈W
E
[
c2(X,w)

]
inf
ŵ(·)

E
[
c2(X, ŵ(Y ))

] .
This implies that L1 ≤ L2, as desired.

It is also worth noting that maximal cost leakage does not correspond to the expected value of the PMC. Using

Corollary 1 we have

Lc(X → Y ) = sup
U :U−X−Y

(
− log EY∼PY

[
exp

(
− ΛPUY

(U → Y )
)])

≤ sup
U :U−X−Y

EY∼PY
[ΛPUY

(U → Y )] (9a)

≤ EY∼PY

[
sup

U :U−X−Y
ΛPUY

(U → Y )

]
= EY∼PY

[ΛPXY
(X → Y )] , (9b)

where (9a) is due to Jensen’s inequality, and (9b) follows from the closedness of PMC under pre-processing. Note

that the strict concavity of log(·) implies that Jensen’s inequality is strict. Consequently, maximal cost leakage does

not describe the expected value of PMC but underestimates it.

Definition 9 (Maximal realizable cost [22, Def. 12]). Given a joint distribution PXY on the finite set X × Y, the

maximal realizable cost from X to Y is defined as

Lrc(X → Y ) := sup
U :U−X−Y,

W,c:U×W→R+

log
inf

w∈W
E
[
c(U,w)

]
min
y∈Y

inf
ŵ∈W

E
[
c(U, ŵ) | Y = y

] , (10)

where U takes values in an arbitrary finite set U.

Once again, the threat model of maximal realizable cost is similar to that of PMC. The difference is that maximal

realizable cost is defined for the worst outcome of Y and evaluates the costs of guessing randomized functions of

X .
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Issa et al. [22, Thm. 16] showed that maximal realizable cost can be expressed as

Lrc(X → Y ) = D∞(PX × PY ∥PXY ).

Therefore, the maximal realizable cost is related to PMC by

Lrc(X → Y ) = max
y∈Y

sup
U :U−X−Y

ΛPUY
(U → y)

= max
y∈Y

ΛPXY
(X → y),

where the second equality is due to the closedness of PMC under pre-processing. This again implies that the

supremum over U ’s in (10) is not required (cf. Propostion 2).

In general, defining an information measure for each outcome y ∈ Y as done by PMC has the advantage that

ΛPXY
(X → Y ) may be viewed as a random variable that can be restricted in various ways. Hence, the resulting

privacy analysis is not restricted to computing the average or maximum leakages but can be tailored to application-

specific requirements, such as restricting the tail of ΛPXY
(X → Y ) or its different moments. Consequently, PMC is

rendered a flexible tool that is applicable across a wider spectrum of scenarios. The flexibility of PMC will become

more apparent when we discuss concrete examples in Section IV-B.

D. Relationship to Maximal Guesswork Leakage

A central example of a cost function is the expected number of attempts (or moments thereof) required to correctly

guess a secret [49, 50]. In this context, a guessing function G is a one-to-one mapping from X to [|X|], and the

guesswork is the minimum expected number of attempts required to correctly identify X , i.e., minG E[G(X)].

Recently, guesswork has been used to define two information measures called maximal guesswork leakage and

pointwise maximal guesswork leakage [23]. Both measures describe adversaries aiming to minimize the guesswork

associated with randomized functions of X and compare the prior guesswork with the posterior guesswork. Per

usual terminology, maximal guesswork leakage describes the average amount of information leaking through a

mechanism, while pointwise maximal guesswork leakage is defined for each outcome y ∈ Y.

Here, we focus on pointwise maximal guesswork leakage and its connections to PMC. Similar discussions apply

to maximal guesswork leakage.

Definition 10 (Pointwise maximal guesswork leakage [23, Def. 6]). Given a joint distribution PXY on the finite

set X× Y, the pointwise maximal guesswork leakage from X to y ∈ Y is defined as

LG−pw(X → y) := sup
U :U−X−Y

log
minG E

[
G(U)

]
minĜ E

[
Ĝ(U) | Y = y

] ,
where U takes values in an arbitrary finite alphabet.

Pointwise maximal guesswork leakage is a special case of the cost function model of PMC. In particular, given

a random variable U satisfying the Markov chain U −X − Y and a guessing function G : U → [|U|], there exists

a cost function d : U×W → [|U|] such that

min
G

E
[
G(U)

]
= min

w∈W
E
[
d(U,w)

]
,
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min
Ĝ

E
[
Ĝ(U) | Y = y

]
= min

ŵ∈W
E
[
d(U, ŵ) | Y = y

]
,

(see [23, Sec. III] for the exact construction). Furthermore, we showed in (the proof of) Proposition 2 that for each

U satisfying the Markov chain U −X − Y and each cost function d : U×W → R+, there exists a cost function

c : X×W → R+ such that

E
[
d(U,w)

]
= E

[
c(X,w)

]
,

E
[
d(U,w) | Y = y

]
= E

[
c(X,w) | Y = y

]
,

for all w ∈ W. This argument shows that LG−pw(X → y) ≤ Λ(X → y). Interestingly, Kurri et al. [23] proved that

the inequality is in fact an equality, i.e.,

LG−pw(X → y) = Λ(X → y) = D∞(PX∥PX|Y=y), y ∈ Y.

E. PMC on General Alphabets

Now, we extend the cost function model described earlier to a much broader class of secrets. Suppose X is

defined on a measurable space (X, SX), and Y is defined on a measurable space (Y, SY). Let PXY , denote the joint

distribution of X and Y .

Definition 11. Given a joint distribution PXY on the product space (X× Y, SX ⊗ SY) the pointwise maximal cost

from X to y ∈ Y is defined as

ΛPXY
(X → y) := log sup

(W,SW),
c∈C

infPW
E
[
c(X,W )

]
infPŴ |Y

E
[
c(X, Ŵ ) | Y = y

] , (11)

where the infimum in the denominator is over all transition probability kernels from (Y, SY) into (W, SW), and C

denotes the set of all cost functions defined as

C :=

{
c ∈ (SX ⊗ SW)+

∣∣∣ inf
PW

E
[
c(X,W )

]
< ∞

}
.

Definition 11 describes a threat model similar to the cost function model in Section III-B. It represents an adversary

who aims to construct an estimate of X , denoted by W , minimizing the expected value of a cost function. Here,

W is a random variable on a measurable space (W, SW), and cost functions are selected from the collection C. To

quantify the information revealed about X by disclosing an outcome y ∈ Y, we compare the minimum expected cost

before observing y in the numerator of (11) with the minimum expected cost after observing y in the denominator.

We then take the supremum of this ratio across all measurable spaces (W, SW) and all c ∈ C to obtain a general and

robust definition that does not depend on specific instances of c. Note that the condition infPW
E
[
c(X,W )

]
< ∞

ensures that (11) is well-defined since we exclude cost functions that result in infinite minimum costs both in the

numerator and the denominator.

Before simplifying (11), let us give two concrete examples of privacy attacks encompassed by Definition 11.
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Example 1 (Minimizing Lp-distance). A key objective in statistics is to produce an estimate of a random quantity

with the smallest mean squared error. More generally, suppose X is a real-valued random variable with distribution

PX , let p ≥ 1, and suppose E[|X|p] < ∞. The Lp-norm of X is

∥X∥p =

(∫
R̄
|x|p PX(dx)

) 1
p

.

The Lp-norm defines a metric space through the metric d(X,W ) := ∥X − W∥p, where W is also a real-valued

random variable.

In this context, an adversary may aim to construct an estimate of X , denoted by W , minimizing the Lp-distance

to X . Using the notation of Definition 11, this attack can be modeled by taking W = R̄ and SW = BR̄. Then, the

cost function cd(X,W ) = |X −W |p, cd ∈ C can be employed to capture the adversary’s objective.

Example 2 (Minimizing α-loss). Let X be a finite set with cardinality k, and let ∆k−1 denote the set of all

distributions on X, i.e., the (k − 1)-dimensional probability simplex. Liao et al. [31] introduced a class of loss

functions called α-loss with α ∈ [1,∞] that interpolate between the log-loss at α = 1 and the 0-1 loss at α = ∞.

More precisely, they defined the α-loss cα : X×∆k−1 → R̄+ by

cα(x,Q) :=


α

α−1

(
1−Q(x)

α−1
α

)
if α ∈ (1,∞),

log 1
Q(x) if α = 1,

1−Q(x) if α = ∞,

where Q ∈ ∆k−1 is a distribution on X. Then, they used the α-loss to define a class of tunable information leakage

measure called (maximal) α-leakage [31, Def. 5 and 6].2

Notably, adversaries minimizing the expected value of an α-loss are incorporated into the threat model of

Definition 11. To illustrate this, let W = ∆k−1, and let SW be the Borel σ-algebra on ∆k−1. Given α ∈ [1,∞],

we may use the cost function cα(X,W ) ∈ C to capture the adversary’s objective. More generally, we can extend

this model to encompass adversaries who minimize the α-loss associated with randomized functions of X .

Now, we show that PMC on general alphabets also reduces to D∞(PX∥PX|Y=y). This result is proved in

Appendix B.

Theorem 3. Let PXY be the joint distribution of X and Y . Given y ∈ Y, PMC as described by Definition 11

simplifies to

ΛPXY
(X → y) = D∞(PX∥PX|Y=y).

Henceforth, we drop the subscript PXY in ΛPXY
(X → y) and iPXY

when the joint distribution is clear from

the context.

2Note that (maximal) α-leakage assumes that the adversary maximizes an objective function such that the optimal action corresponds to

minimizing the α-loss. In contrast, here we assume that the adversary directly minimizes the α-loss.
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Remark 4 (Measurability of PMC). We discussed earlier that one of the advantages of PMC over similar existing

notions is its flexibility, as Λ(X → Y ) is a random variable whose various statistical properties can be examined

and controlled. For this to work, the mapping y 7→ ΛPXY
(X → y) must be measurable. Note that the assumption

that (X, SX) and (Y, SY) are standard Borel spaces is sufficient for this purpose (see Section II-A). Consequently,

assuming that PX × PY ≪ PXY , we can express PMC by

Λ(X → y) = ess sup
PX

(
− i(X; y)

)
.

Let µ and ν be dominating σ-finite measures on (X, SX) and (Y, SY), respectively. We can also express PMC

using densities:

Λ(X → y) = log

(
ess sup

PX

fX(X)

fX|Y (X | y)

)

= log

(
ess sup

PX

fY (y)

fY |X(y | X)

)
,

where fX|Y ∈ (SX ⊗ SY)+ is the density of PX|Y with respect to µ, and fX ∈ SX+ is the density of PX with

respect to µ. The densities fY |X and fY are defined similarly.

Having settled the measurability of PMC, we say that a privacy mechanism PY |X satisfies ε-PMC if

P
{
Λ(X → Y ) ≤ ε

}
= 1,

where ε ≥ 0. This represents the strongest type of guarantee that can be defined based on PMC, as it requires

Λ(X → Y ) to be essentially bounded.

IV. PROPERTIES OF PMC AND EXAMPLES

This section focuses on two main topics. First, we explore the key properties of PMC, demonstrating that it satisfies

the usual criteria expected from an information measure, such as non-negativity and data-processing inequalities.

Next, we examine some prototypical examples in privacy, including the randomized response mechanism [24, 25]

applied to finite secrets, and the Laplace mechanism [5] for releasing the sample mean of a dataset. In all examples,

we calculate, analyze, and discuss the PMC.

A. Properties of Pointwise Maximal Cost

Before exploring the properties of PMC, we introduce a conditional version of PMC. This definition measures

the amount of information leaked to an adversary who possesses some side information about the secret already

before observing the mechanism’s outcome. The side information is modeled as the outcome of a random variable

Z that is correlated with both X and Y . Conditional PMC is particularly useful for deriving an upper bound on

the leakage when multiple observations are available.
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Definition 12 (Conditional PMC). Let Z be a random variable on a measurable space (Z, SZ). Given a transition

probability kernel PXY |Z from (Z, SZ) into (X× Y, SX ⊗ SY), the conditional pointwise maximal cost from X to

y ∈ Y given z ∈ Z is defined as

ΛPXY |Z (X → y | z) := log sup
(W,SW),
c∈Cz

infPW |Z E
[
c(X,W ) | Z = z

]
infPŴ |Y,Z

E
[
c(X, Ŵ ) | Y = y, Z = z

] ,
where Cz denotes the set of all cost functions defined as

Cz :=

{
c ∈ (SX ⊗ SW)+

∣∣∣ inf
PW |Z

E
[
c(X,W ) | Z = z

]
< ∞

}
.

Technically, Definition 12 does not introduce a new concept; rather it is an adaptation of Definition 11 where all

distributions are conditioned on Z = z. Thus, conditional PMC describes a similar threat model to PMC, with the

key difference being the additional side information Z = z. Writing PXY |Z = PY |X,Z ×PX|Z , the outcome z ∈ Z

essentially parameterizes the distribution of X , denoted by PX|Z , and the information release mechanism PY |X,Z .

As such, by applying Theorem 3, we directly obtain a simplified form for the conditional PMC.

Corollary 2. Let PXY |Z be a transition probability kernel from (Z, SZ) into (X × Y, SX ⊗ SY). The conditional

pointwise maximal cost from X to y ∈ Y given z ∈ Z can be expressed as

ΛPXY |Z (X → y | z) = D∞(PX|Z=z∥PX|Y=y,Z=z).

As a special case, if the Markov chain Z−X−Y holds, then ΛPXY |Z (X → y | z) = D∞(PX|Z=z∥PX|Y=y). This

scenario corresponds to the important case where the side information determines the adversary’s prior knowledge

about X but does not influence the mechanism through which information is released.

Now, we discuss the properties of PMC. Most properties are consequences of the fact that PMC is a Rényi

divergence between two distributions. The following lemma confirms that PMC satisfies all the usual properties

expected from an information measure, e.g., non-negativity, data-processing inequalities, and additivity.

Lemma 1 (Properties of PMC). The pointwise maximal cost satisfies the following properties:

1. (Non-negativity). Λ(X → y) ≥ 0 for all y ∈ Y.

2. (Independence). If X and Y are independent, then Λ(X → Y ) = 0 almost surely.

3. (Additivity). If PY1,...,Yk|X1,...,Xk
=
∏k

i=1 PYi|Xi
and PX1,...,Xk

=
∏k

i=1 PXi
, then

Λ(X1, . . . , Xk → Y1, . . . , Yk) =

k∑
i=1

Λ(Xi → Yi).

4. (Concavity). Given y ∈ Y, Λ(X → y) is concave in PX .

5. (Pre-processing). Suppose the Markov chain Z −X − Y holds. Then, for all y ∈ Y it holds that

Λ(Z → y) ≤ Λ(X → y).

6. (Post-processing). Suppose the Markov chain X − Y − Z holds. Then, we have

ess sup
PZ

Λ(X → Z) ≤ ess sup
PY

Λ(X → Y ).



22

7. (Composition). Given a joint distribution PXY1Y2
, it holds that

ΛPXY1Y2
(X → y1, y2) ≤ ΛPXY1

(X → y1) + ΛPXY2|Y1
(X → y2 | y1),

for all y1 ∈ Y1 and y2 ∈ Y2.

Lemma 1 is proved in Appendix D.

B. Examples

In this section, we study PMC in several examples. By calculating PMC for commonly used mechanisms, such

as the randomized response mechanism [24, 25] and the Laplace mechanism [5, 6], we demonstrate how PMC can

be effectively used to quantify privacy.

Example 3 (Generalized Randomized Response [24, 25]). A common mechanism used to achieve local differential

privacy is the (generalized) randomized response mechanism. It is applied when the secret X is a finite random

variable and produces a privatized version of X while retaining its original alphabet.

Suppose X = Y = [n]. The randomized response mechanism with parameter εr ≥ 0 can be expressed as follows:

PY |X=i(j) =


eεr

n− 1 + eεr
if i = j,

1

n− 1 + eεr
if i ̸= j.

It is easy to verify that the randomized response mechanism satisfies εr-LDP.

Now, we calculate the PMC of the randomized response mechanism. For all j ∈ [n], we have mini∈[n] PY |X=i(j) =

1
n−1+eεr and

PY (j) =
∑
i∈[n]

PY |X=i(j)PX(i) =
1 + PX(j)(eεr − 1)

n− 1 + eεr
.

Thus, the PMC associated with outcome j ∈ [n] of the mechanism is

Λ(X → j) = log max
i∈[n]

PY (j)

PY |X=i(j)
= log

(
1 + PX(j)(eεr − 1)

)
,

implying that the randomized response mechanism satisfies ε-PMC with

ε = max
j∈[n]

Λ(X → j) = log
(
1 + max

j∈[n]
PX(j)(eεr − 1)

)
.

Note that ε ≤ εr for all distributions PX . Interestingly, ε → εr as maxj∈[n] PX(j) → 1.

Example 4 (PML-extremal mechanism in the high-privacy regime [62]). Suppose X is a finite random variable

with alphabet X = [n]. Recall from Section II-B that PML-extremal mechanisms constitute a class of optimal

mechanisms maximizing sub-convex utility functions [62, Def. 5]. Let 0 ≤ εu < log 1
1−pmin

. This range of values

for εu corresponds to the high-privacy regime. Extremal mechanisms in the high-privacy regime can be expressed

as

PY |X=i(j) =

1− eεu(1− PX(j)) if i = j,

eεuPX(j) if i ̸= j,
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where i, j ∈ [n]. It can be verified that these mechanisms satisfy εu-PML.

Now, we calculate the PMC of the extremal mechanisms. We have mini∈[n] PY |X=i(j) = 1 − eεu(1 − PX(j))

and it is easy to check that PY (j) = PX(j) for all j ∈ [n]. Thus, the PMC associated with outcome j ∈ [n] of the

mechanism is

Λ(X → j) = log max
i∈[n]

PY (j)

PY |X=i(j)
= log

PX(j)

1− eεu
(
1− PX(j)

) .
Since the mapping p 7→ log p

1−eεu (1−p) is decreasing in p, the extremal mechanism satisfies ε-PMC with

ε = max
j∈[n]

Λ(X → j) = log
pmin

1− eεu
(
1− pmin

) .
Next, we examine the Laplace mechanism [5] which is a central component of many (central) differential privacy

algorithms.

Example 5 (Laplace mechanism [5, 6]). A central problem in statistics is to estimate the expected value of a

random variable based on multiple independently drawn realizations. This problem is also extensively explored

under the framework of differential privacy. In particular, when aiming to satisfy pure differential privacy, the

Laplace mechanism is often employed which adds noise with Laplace distribution to the sample mean. Importantly,

to release the sample mean via the Laplace mechanism with DP guarantees the data domain must be bounded, e.g.,

an interval. This is because the global (and local) sensitivity of the sample mean is infinite when the data domain

is unbounded, e.g., R [5].

Consider an i.i.d database Xn = (X1, . . . , Xn), where each Xi is a bounded random variable on the interval [c, d].

Suppose E[Xi] = µ ∈ [c, d], and define Z1 := X1 − µ. Let K(t) := logE
[
etZ1

]
denote the cumulant generating

function of Z1, where t ∈ R. Suppose our objective is to safely disclose the sample mean of Xn by perturbing it

with Laplace noise. Let Lap(m, b) denote Laplace distribution with mean m ∈ R and scale parameter b > 0. The

Laplace mechanism releases an outcome with the conditional distribution Y | Xn = xn ∼ Lap
(∑n

i=1 xi

n , b
)

.

Below, we evaluate the PMC from each data point to the released outcome. Due to the symmetry of the problem,

the Laplace mechanism leaks the same amount of information about all data points, and for notational convenience,

we calculate Λ(Xn → y) with y ∈ R. Our analysis in this example complements a similar analysis performed with

the Laplace mechanism and PML in [21, Prop. 4.5].

The largest privacy cost across all possible released outcomes is

sup
y∈R

Λ(Xn → y) = log sup
y∈R

fY (y)

inf
xn∈[c,d]

fY |Xn=xn
(y)

= log sup
y∈R

1

2b
EXn

[
exp

(
−
|y −

∑n
i=1 Xi

n |
b

)]

inf
xn∈[c,d]

1

2b
EXn−1

exp
−

|y − xn

n −
∑n−1

i=1 Xi

n |
b

 . (12)
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First, we argue that to find the largest PMC across the y’s, it suffices to consider y ≥ d and y ≤ c. To see why,

note that in the numerator, using the fact that −|a| ≤ min{−a, a} for all a ∈ R we have

EXn

[
exp

(
−
|y −

∑n
i=1 Xi

n |
b

)]
≤ min

{
EXn

[
exp

(
−
y −

∑n
i=1 Xi

n

b

)]
,EXn

[
exp

(
y −

∑n
i=1 Xi

n

b

)]}
,

for all y ∈ R. Moreover, in the denominator, the mapping y 7→ EXn−1

[
exp

(
− |y− xn

n −
∑n−1

i=1
Xi

n |
b

)]
is increasing

in (−∞, c] and decreasing in [d,∞) for all xn ∈ [c, d].

Suppose y ≥ d. The expectation in the numerator of (12) is

EXn

[
exp

(
−
y −

∑n
i=1 Xi

n

b

)]
= exp

(
−y

b

)
EXn

[
exp

(∑n
i=1 Xi

nb

)]

= exp
(
−y

b

) n∏
i=1

E
[
exp

(
Xi

nb

)]
= exp

(
−y

b

) (
E
[
exp

(
X1

nb

)])n

,

and the expectation in the denominator is

EXn−1

exp
−

y − xn

n
−
∑n−1

i=1 Xi

n
b


 = exp

(
−y

b

)
· exp

(xn

nb

)
EXn−1

[
exp

(∑n−1
i=1 Xi

nb

)]

= exp
(
−y

b

)
· exp

(xn

nb

) (
E
[
exp

(
X1

nb

)])n−1

.

Thus, for y ≥ d the PMC is obtained as3

Λ(Xn → y) = log
fY (y)

inf
xn∈[c,d]

fY |Xn=xn
(y)

= log

(
exp

(
− c

nb

)
· E
[
exp

(
X1

nb

)])
= − c

nb
+ logE

[
exp

(
X1

nb

)]
=

µ− c

nb
+K(

1

nb
). (13)

Similarly, when y ≤ c the PMC is

Λ(Xn → y) =
d− µ

nb
+K(− 1

nb
). (14)

Combining (13) and (14), we conclude that

sup
y∈R

Λ(Xn → y) = max

{
µ− c

nb
+K(

1

nb
),

d− µ

nb
+K(− 1

nb
)

}
.

3We assume that P
{
Xn ∈ [c, c + δ)

}
> 0 for arbitrarily small δ > 0 so that ess infXn exp(Xn

nb
) = exp( c

nb
). Otherwise, the derived

expression is an upper bound on the PMC. Similar assumptions are made about intervals of the form (d− δ, d].
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In the absence of more assumptions about the distribution of Xi’s, we may use c − µ ≤ Z1 ≤ d − µ to bound

K( 1
nb ) and K(− 1

nb ) by

K(
1

nb
) = logE

[
e

Z1
nb

]
≤ d− µ

nb
,

K(− 1

nb
) = logE

[
e−

Z1
nb

]
≤ µ− c

nb
.

This yields

sup
y∈R

Λ(Xn → y) ≤ d− c

nb
.

Note that the right-hand side of the above bound corresponds to the differential privacy parameter of the Laplace

mechanism for a query with global sensitivity d−c
n [5].

However, with additional assumptions about the distribution of Xi’s, we can derive tighter bounds on the PMC.

For example, if Xi ∼ U[c, d] then µ = c+d
2 and we have

K(
1

nb
) = K(− 1

nb
) = log

∫ d−c
2

c−d
2

1

d− c
exp(

x

nb
) dx

= log

(
nb

d− c

[
exp(

d− c

2nb
)− exp(

c− d

2nb
)

])
= log

(
nb

d− c
· exp(c− d

2nb
)

[
exp(

d− c

nb
)− 1

])
.

In this case, the Laplace mechanism results in the PMC

sup
y∈R

Λ(Xn → y) = log

(
nb

d− c

[
exp(

d− c

nb
)− 1

])
,

which is smaller than d−c
nb .

Example 6 (Gaussian noise). Let X be a zero mean and bounded random variable with |X| ≤ A, and let K(t) :=

logE
[
etX
]

with t ∈ R denote the cumulant generating function of X . Suppose our goal is to safely release the

realization of X by adding Gaussian noise to it. Thus, we release an outcome of Y with conditional distribution

Y | X = x ∼ N(x, σ2).

To calculate the PMC Λ(X → y), first suppose y ≥ 0. We write

Λ(X → y) = log
fY (y)

inf
x∈[−A,A]

fY |X=x(y)

= log
EX

[
exp

(
− (y−X)2

2σ2

)]
exp

(
− (y+A)2

2σ2

)
= log EX

[
exp

(
(y +A)2 − (y −X)2

2σ2

)]
= log EX

[
exp

(
2y(A+X) +A2 −X2

2σ2

)]
.



26

Since 0 ≤ X2 ≤ A2, we obtain the following upper and lower bounds on Λ(X → y):4

log EX

[
exp

(
2y(A+X)

2σ2

)]
≤ Λ(X → y) ≤ log EX

[
exp

(
2y(A+X) +A2

2σ2

)]
,

which can be expressed as

Ay

σ2
+K(

y

σ2
) ≤ Λ(X → y) ≤ A(A+ 2y)

2σ2
+K(

y

σ2
).

By Jensen’s inequality and using the fact that E[X] = 0, we have K( y
σ2 ) ≥ 0. Furthermore, since X ≤ A, we have

the upper bound

K(
y

σ2
) = logE

[
exp

(
yX

σ2

)]
≤ yA

σ2
.

Thus, we get
Ay

σ2
≤ Λ(X → y) ≤ A(A+ 4y)

2σ2
. (15)

Similarly, when y ≤ 0 we have

Λ(X → y) = log EX

[
exp

(
−2y(A−X) +A2 −X2

2σ2

)]
.

This yields the bounds

−Ay

σ2
+K(

y

σ2
) ≤ Λ(X → y) ≤ A(A− 2y)

2σ2
+K(

y

σ2
),

and

−Ay

σ2
≤ Λ(X → y) ≤ A(A− 4y)

2σ2
. (16)

Combining (15) and (16) we get the PMC bounds

A|y|
σ2

≤ Λ(X → y) ≤ A(A+ |4y|)
2σ2

, y ∈ R. (17)

The lower bound in (17) implies that Λ(X → Y ) is unbounded. Thus, the Gaussian noise mechanism does not

satisfy ε-PMC for any finite value of ε. Nevertheless, we can use the upper bound in (17) to characterize the tail

of Λ(X → Y ).

Let β ≥ 0 and suppose A2 = rσ2 where r ≥ 0. Since X is sub-Gaussian with variance proxy A2 and the noise

has Gaussian distribution with variance σ2, then Y is sub-Gaussian with variance proxy A2 + σ2 = (r + 1)σ2.

Hence, we can write

P
{
Λ(X → Y ) ≥ β +

A2

2σ2

}
≤ P

{
A(A+ 4|Y |)

2σ2
≥ β +

A2

2σ2

}
= P

{
|Y | ≥ σ2β

2A

}
≤ 2 exp

(
− β2σ4

8A2(A2 + σ2)

)
(18)

= 2 exp

(
− β2

8(r2 + r)

)
,

4When y is small, using (y −X)2 ≥ 0 yields a tighter upper bound on the PMC. Here, we are mostly interested in large y since our goal

is to characterize the tail of Λ(X → Y ).
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where (18) follows from the Chernoff bound on the tail of a sub-Gaussian random variable. Thus, Λ(X → Y ) is

dominated by a Gaussian random variable with mean r
2 and variance 4r(r + 1).

V. PMC, PML, AND CONNECTIONS TO OTHER PRIVACY MEASURES

In general, the upper and lower bounds on the information density are not independent quantities. These bounds

influence each other so that imposing a lower bound on the information density may imply a certain upper bound,

and vice versa. In the context of privacy, this naturally raises the question of whether a PMC guarantee inherently

provides a certain PML guarantee, or whether a PML guarantee implies a certain PMC guarantee.

In this section, we explore how PMC and PML guarantees interact with each other and with other privacy

definitions, namely, ALIP, LIP, and LDP. First, in Section V-A, we assume that X is a finite random variable and

discuss how various privacy guarantees interrelate. We also highlight the implications of our results for designing

mechanisms with optimal utility. Then, in Section V-B, we extend our discussions to secrets on standard Borel

spaces.

A. Secrets with Finite Alphabets

Suppose X ∼ PX is a finite random variable, and recall that pmin = minx∈X PX(x). We begin by illustrating

how an LDP privacy guarantee translates into a PMC guarantee. This result combined with Proposition 1 paints a

complete picture depicting how LDP restricts the information density. Proposition 3 is proved in Appendix E.

Proposition 3. Suppose X is a finite random variable distributed according to PX . If the mechanism PY |X satisfies

ε-LDP, then it satisfies ε′-PMC with

ε′ = log
(
eε − pmin(e

ε − 1)
)
.

Note that similarly to Proposition 1, ε′ → ε as pmin → 0.

We now present the main result of this section. This result demonstrates how PMC and PML guarantees interact

with each other, thereby allowing us to relate both measures to other privacy definitions.

Theorem 4. Suppose X is a finite random variable distributed according to PX .

1. Let 0 ≤ εu < log 1
1−pmin

. If the privacy mechanism PY |X satisfies εu-PML, then it also satisfies ε∗l (εu)-PMC,

where

ε∗l (εu) := log
pmin

1− eεu(1− pmin)
.

2. Let εl ≥ 0. If the privacy mechanism PY |X satisfies εl-PMC, then it also satisfies ε∗u(εl)-PML, where

ε∗u(εl) := log
1− e−εl(1− pmin)

pmin
.

Theorem 4 is proved in Appendix F.

For notational convenience, we let ε∗u := ε∗u(εl) and ε∗l := ε∗l (εu) for fixed values of εl and εu.

Remark 5. The condition εu < log 1
1−pmin

restricts us to the high-privacy regime of PML and is necessary for

ε∗l to be well-defined. This is because a mechanism PY |X satisfying εu-PML with εu ≥ log 1
1−pmin

may assign
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Fig. 1: Relationship between the upper and lower bounds on the information density. The blue curve corresponds

to ε∗l (εu) and the orange curve corresponds to ε∗u(εl). When PX is binary and uniform, the two curves coincide.

PY |X=x(y) = 0 for some (x, y) pair with positive probability. Such a mechanism does not satisfy εl-PMC for

any finite value of εl. This is also why an εu-PML guarantee yields useful LIP, ALIP and LDP guarantees only if

εu < log 1
1−pmin

(see Corollary 3).

Remark 6. The translation from PML to PMC in Theorem 4 in general cannot be improved. In particular, as we

saw in Example 4, the high-privacy extremal mechanism satisfying εu-PML also satisfies ε∗l -PMC.

Figure 1 illustrates the bounds presented in Theorem 4. Consider a pair (εu, εl) ≥ (0, 0) with εu < log 1
1−pmin

.

Theorem 4 states that if εl > ε∗l , then εu-PML is a strictly stronger privacy guarantee compared to εl-PMC. Such

pairs constitute the gray area above the blue curve in Figure 1a. Similarly, if εu > ε∗u then εl-PMC is a strictly

stronger privacy guarantee compared to εu-PML. These pairs correspond to the gray area below the orange curve

in Figure 1a. In contrast, the blue region in Figure 1a represents (εu, εl) pairs that satisfy ε∗u ≥ εu and ε∗l ≥ εl. In

this region, neither the εu-PML nor the εl-PMC privacy guarantee is stronger than the other. Interestingly, when

X is an equiprobable Bernoulli random variable, the gap between the εu-PML and εl-PMC curves (i.e., the blue

region) disappears, as illustrated in Figure 1b. We formalize this observation in Corollary 4.

Let us now discuss some of the implications of Theorem 4. The primary consequence of this theorem is that both

PML and PMC privacy guarantees translate into ALIP, LIP, and LDP guarantees. The ALIP and LIP guarantees

simply follow from their definitions and the LDP guarantees follow from [19, Prop. 1], where it is shown that

(εl, εu)-ALIP implies (εl + εu)-LDP.

Corollary 3. Suppose X is a finite random variable distributed according to PX .

1. Let 0 ≤ εu < log 1
1−pmin

. If the mechanism PY |X satisfies εu-PML, then it also satisfies

(ε∗l , εu)-ALIP, max{ε∗l , εu}-LIP, (ε∗l + εu)-LDP.
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2. Let εl ≥ 0. If the mechanism PY |X satisfies εl-PMC, then it also satisfies

(εl, ε
∗
u)-ALIP, max{εl, ε∗u}-LIP, (εl + ε∗u)-LDP.

Corollary 3 describes implications in one direction: from PML or PMC to ALIP, LIP, and LDP. Interestingly,

when X is an equiprobable Bernoulli random variable the reverse implications also hold. This is because, in this

case, we have (ε∗l ◦ ε∗u)(εl) = εl and (ε∗u ◦ ε∗l )(εu) = εu. In the following corollary, the LIP statement arises from

the fact that when X is an equiprobable Bernoulli random variable, then ε∗l (εu) ≥ εu. The LDP statement follows

from Corollary 3 and Proposition 1.

Corollary 4. Suppose X = {0, 1} and PX(0) = PX(1) = 1
2 . Given 0 ≤ εu < log 2, a privacy mechanism satisfies

εu-PML if and only if it satisfies

1. ε∗l -PMC, or

2. (ε∗l , εu)-ALIP, or

3. ε∗l -LIP, or

4. ε∗l + εu-LDP.

Alternatively, we could have fixed εl ≥ 0 and stated the result for εl-PMC and ε∗u-PML.

The equivalence between PML and LDP expressed in Corollary 4 also explains why the binary PML-extremal

mechanism (Example 4) for the uniform prior distribution coincides with the (binary) randomized response mecha-

nism (Example 3).5 Recall that PML-extremal mechanisms are optimal for maximizing sub-convex utility functions.

Similarly, the randomized response mechanism has been shown to be optimal for LDP and the class of sub-convex

utility functions [25].

Finally, we discuss the application of Theorem 4 to the privacy mechanism design problem. In the following, we

use the fact that (εl, εu)-ALIP is equivalent to εu-PML if εl ≥ ε∗l .

Corollary 5. Suppose X is a finite random variable with alphabet X = [n]. Then, for all 0 ≤ εu < log 1
1−pmin

,

all εl ≥ ε∗l , and all utility functions, the optimal (εl, εu)-ALIP mechanism coincides with the optimal εu-PML

mechanism. In particular, the optimal (εl, εu)-ALIP mechanism maximizing sub-convex utility functions with εl ≥

ε∗l is

PY |X=i(j) =

1− eεu(1− PX(i)) if i = j,

eεuPX(j) if i ̸= j,

where i, j ∈ [n].

A similar statement can be made using εl-PMC and εu ≥ ε∗u.

5More precisely, given ε ≥ 0, the binary randomized response mechanism with parameter εr = ε + log 2
2−eε

coincides with the binary

ε-PML extremal mechanism. See [62] for more details.
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B. Secrets with General Alphabets

Now, we consider the more general case where (X,Y ) takes values in the product space (X×Y, SX⊗SY). Note

that the first statement in Theorem 4 has no useful parallel for secrets with infinite alphabets due to its dependence

on pmin. Nonetheless, below we provide a more general version of the second statement in Theorem 4. Its proof

is provided in Appendix G.

Theorem 5. Suppose PXY ≪ PX × PY . If Λ(X → Y ) is essentially bounded, then ℓ(X → Y ) is also essentially

bounded.

Note that the opposite direction in the above result does not hold. For example, while PML is always bounded

for finite random variables, PMC can be infinite even in these cases. Hence, Theorem 5 demonstrates that PMC is

a stricter measure compared to PML. Interestingly, below we show that an even stronger statement is possible.

Theorem 6. Λ(X → Y ) is essentially bounded if and only if the privacy mechanism PY |X satisfies ε-LDP for

some 0 ≤ ε < ∞.

The above result is proved in Appendix H. Note that Theorem 5 may be viewed as a consequence of Theorem 6

since a mechanism satisfying LDP has bounded PML.

VI. DISCUSSION: PMC AS AN INFORMATION LEAKAGE MEASURE

While PMC and PML are both operationally meaningful and context-aware privacy measures, they are concep-

tually different. PML is defined by modeling opportunistic adversaries aiming to maximize gain functions, whereas

PMC is obtained by modeling risk-averse adversaries interested in minimizing cost functions. This fundamental

difference in the threat models results in substantial qualitative and quantitative differences between the two

measures. Here, we discuss their differences along two themes.

First, in one of the earliest papers on quantitative information flow, Smith [27] posited that a measure of

information leakage should capture the difference between the initial uncertainty about a random variable and

the remaining uncertainty after observing a correlated quantity. Specifically, he suggested that leakage measures

should satisfy

information leakage = initial uncertainty − remaining uncertainty. (19)

When X is a finite random variable, the initial uncertainty in X is finite according to all the standard measures of

uncertainty such as the Rényi entropies. Therefore, a direct consequence of (19) is that information leaked about

finite random variables should invariably remain finite, regardless of the mechanism used. This finiteness criterion

may be viewed as an axiomatic requirement for information leakage measures and is satisfied by most measures

such as PML, mutual information, and f -information, among others.

However, as noted in Remark 3, PMC can become infinite even when X is finite. As an example, consider a binary

random variable X with PX(0) = q with q ∈ (0, 1) and suppose the posterior distribution satisfies PX|Y=y(0) = 1

for some y ∈ Y. Here, according to PMC the information leaked is ΛPXY
(X → y) = ∞. Consequently, PMC
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satisfies neither (19) nor the weaker finiteness criterion. This discrepancy becomes even more counter-intuitive as

q approaches 1, where the seemingly incremental knowledge gained about X still yields ΛPXY
(X → y) = ∞.

A second and more practical limitation of PMC is that while it is a context-aware privacy measure, its application

is effectively restricted to the class of mechanisms compatible with LDP and DP. In finite settings, this is evident

from Theorem 4 where PMC bounds can be derived only in the high-privacy regime. This trend also extends to the

general case as indicated by Theorem 6. These results suggest that PMC has a more limited application compared

to PML and is more restrictive in terms of utility.

As a concrete example, consider the task of estimating the mean of a Gaussian random variable by adding

Gaussian noise to the sample mean. Such a problem is well-defined under PML since PML allows the addition of

Gaussian noise to a Gaussian random variable (see [13, Example 4]). However, this problem cannot be studied with

PMC. As shown in Example 6 and specifically (17), the lower bound on PMC becomes infinite when Gaussian

noise is added to an unbounded random variable. This observation aligns with the sensitivity-based analysis in DP,

where the sample mean’s sensitivity becomes infinite when the data domain is unbounded.

That being said, while using DP and LDP mechanisms, allowing higher values of PMC compared to PML can

result in improved utility. In this context, employing a framework such as ALIP offers better flexibility and more

favorable privacy-utility tradeoffs compared to LIP.

VII. CONCLUSIONS

In this paper, we explored the operational meaning and the implications of guaranteeing privacy by enforcing a

lower bound on the information density. We introduced a novel privacy measure, pointwise maximal cost (PMC),

and demonstrated that imposing an upper bound on PMC is equivalent to enforcing a lower bound on the information

density. PMC quantifies the information leakage about a secret X to risk-averse adversaries who aim to minimize

non-negative cost functions after observing an outcome y of a privacy mechanism. When X is a finite random

variable, PMC can also be defined by considering adversaries aiming to minimize the probability of incorrectly

guessing randomized functions of X . By investigating the operational meaning of the lower bound on the information

density, our results have strengthened and increased the relevance of definitions such as LIP and ALIP that previously

imposed the lower bound axiomatically.

This work further explored the relationship between the upper and lower bounds on the information density

by examining how PMC and PML guarantees relate. Our findings reveal that PMC is a more stringent privacy

measure and its application is limited to mechanisms satisfying differential privacy-type guarantees. Notably, PMC

can be infinite even when applied to finite random variables. This characteristic, which sets PMC apart from other

measures such as PML and f -information, arises from the definition of PMC: If the posterior expected value of a

cost function is zero then PMC is infinite.

Overall, our work significantly bridges the gaps in understanding the relationships between various privacy

frameworks. Looking ahead, the findings in this paper offer crucial insights for selecting the appropriate framework

to ensure privacy in different applications. If the objective is to adopt a conservative approach that prevents any

definitive inference about the secret, then LDP, LIP, and ALIP would be suitable choices. When information about
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the prior distribution is available, LIP and ALIP are preferred as they enable higher utility compared to LDP. ALIP

provides additional flexibility by allowing distinct upper and lower bounds, while LIP simplifies the design by

imposing symmetric bounds. Conversely, when the prior is not known, then LDP would be a suitable choice since

it offers equally strong protection regardless of the prior. In addition, PML emerges as a particularly fitting choice

when working with mechanisms that do not satisfy privacy in the traditional differential privacy sense, for instance,

mechanisms with unbounded domains. PML provides the flexibility to tune the privacy parameter to achieve different

types of protection, from preventing any definitive inference about the secret to high-utility mechanisms that hide

only the least likely and atypical features of the secret [21].

Finally, our work has practical implications for designing privacy mechanisms since a mechanism initially

designed to meet a specific privacy guarantee may also satisfy other types of guarantees. Using the relations between

various measures presented here, it is possible to examine if a mechanism provides other guarantees beyond its

original design.

APPENDIX A

PROOF OF THEOREM 2

Fix y ∈ Y. First, we argue that given a U satisfying the Markov chain U −X − Y there exists a non-negative

cost function cU such that ΛU (X → y) = Λc(X → y). Given U , let the cost function cU : X×U → R+ be defined

as cU (x, u) = 1− PU |X=x(u) with x ∈ X and u ∈ U. Then, we have

exp
(
ΛcU (X → y)

)
=

infPÛ
E
[
cU (X, Û)

]
infPŨ|Y

E
[
cU (X, Ũ) | Y = y

]
=

minu∈U E[cU (X,u)]

minu∈U E[cU (X,u) | Y = y]

=
minu∈U

∑
x cU (x, u)PX(x)

minu∈U

∑
x cU (x, u)PX|Y=y(x)

=
minu∈U

∑
x(1− PU |X=x(u))PX(x)

minu∈U

∑
x(1− PU |X=x(u))PX|Y=y(x)

=
1−maxu∈U

∑
x PU |X=x(u)PX(x)

1−maxu∈U

∑
x PU |X=x(u)PX|Y=y(x)

= exp
(
ΛU (X → y)

)
.

Observe that the above construction works even when ΛU (X → y) = ∞ in which case we also get ΛcU (X →

y) = ∞.

Now, we show that for each non-negative cost function c, there exists U satisfying the Markov chain U −X−Y

such that Λc(X → y) = ΛU (X → y). Fix a cost function c. Without loss of generality, we assume that 0 ≤

c(x,w) ≤ 1 for all x ∈ X and w ∈ W. This can be achieved through normalizing c by maxx,w c(x,w).
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First, suppose Λc(X → y) < ∞. Let k be a large integer. We construct two randomized functions of X denoted

by S and T both on the same alphabet [k + 1]. Let

wS ∈ argmin
w

∑
x

c(x,w)PX(x),

wT ∈ argmin
w

∑
x

c(x,w)PX|Y=y(x),

where wS denotes the adversary’s optimal choice prior to observing y and wT denotes the adversary’s optimal

choice after observing y. For all x ∈ X, let

PS|X=x(i) =
c(x,wS)

k
, i ∈ [k],

PS|X=x(k + 1) = 1− c(x,wS),

PT |X=x(i) =
c(x,wT )

k
, i ∈ [k],

PT |X=x(k + 1) = 1− c(x,wT ).

Let 0 ≤ δ ≤ 1. We define Uδ as the mixture of S and T with parameter δ, that is,

Uδ =

S with probability δ,

T with probability 1− δ.

Then, PUδ|X=x(i) = δPS|X=x(i) + (1− δ)PT |X=x(i) for i ∈ [k + 1] and we get

inf
PÛ

P[Uδ ̸= Û ] = min
u∈[k+1]

∑
x

(1− PUδ|X=x(u))PX(x)

= min

{∑
x

(
1− δ

c(x,wS)

k
− (1− δ)

c(x,wT )

k

)
PX(x),

∑
x

(
δc(x,wS) + (1− δ)c(x,wT )

)
PX(x)

}

=
∑
x

(
δc(x,wS) + (1− δ)c(x,wT )

)
PX(x),

where the last equality follows by letting k → ∞. Similarly, we have

inf
PÛ|Y

P[Uδ ̸= Û | Y = y] = min
u∈[k+1]

∑
x

(1− PUδ|X=x(u))PX|Y=y(x)

= min

{∑
x

(
1− δ

c(x,wS)

k
− (1− δ)

c(x,wT )

k

)
PX|Y=y(x),

∑
x

(
δc(x,wS) + (1− δ)c(x,wT )

)
PX|Y=y(x)

}

=
∑
x

(
δc(x,wS) + (1− δ)c(x,wT )

)
PX|Y=y(x),

and, once again, the last equality follows by letting k → ∞. Therefore, we have

exp
(
ΛUδ

(X → y)
)
=

∑
x

(
δc(x,wS) + (1− δ)c(x,wT )

)
PX(x)∑

x

(
δc(x,wS) + (1− δ)c(x,wT )

)
PX|Y=y(x)

.

Next, note that when δ = 1 we have

exp
(
ΛU1(X → y)

)
= exp

(
ΛS(X → y)

)
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=

∑
x c(x,wS)PX(x)∑

x c(x,wS)PX|Y=y(x)

≤
∑

x c(x,wS)PX(x)∑
x c(x,wT )PX|Y=y(x)

=
minw

∑
x c(x,w)PX(x)

minw
∑

x c(x,w)PX|Y=y(x)

= exp
(
Λc(X → y)

)
,

and when δ = 0 we have

exp
(
ΛU0(X → y)

)
= exp

(
ΛT (X → y)

)
=

∑
x c(x,wT )PX(x)∑

x c(x,wT )PX|Y=y(x)

≥
∑

x c(x,wS)PX(x)∑
x c(x,wT )PX|Y=y(x)

=
minw

∑
x c(x,w)PX(x)

minw
∑

x c(x,w)PX|Y=y(x)

= exp
(
Λc(X → y)

)
.

In other words, we have ΛU1
(X → y) ≤ Λc(X → y) ≤ ΛU0

(X → y). Then, due to the continuity of the mapping

δ 7→ ΛUδ
(X → y), there exists δ∗ ∈ [0, 1] such that ΛUδ∗ (X → y) = Λc(X → y).

Finally, we consider the case Λc(X → y) = ∞. In this case, there exists a proper subset of X denoted by

E such that PX|Y=y(E) = 1 and c(x,wT ) = 0 for all x ∈ E. Let U be a binary random variable described by

PU |X=x(0) = 1 for all x ∈ E and PU |X=x(0) =
1
2 for x ∈ X \ E. Then, we have

ΛU (X → y) = log
1−max{PU (0), PU (1)}

1−maxu
∑

x∈X PU |X=x(u)PX|Y=y(x)

= log
1−max{ 1

2 + PX(E)
2 , PX(X\E)

2 }
1− PX|Y=y(E)

= ∞,

since 0 < PX(E) < 1.

APPENDIX B

PROOF OF THEOREM 3

Fix y ∈ Y. The proof follows along the same lines of the proof of [13, Thm. 3]. We begin by noting that

since (X, SX) is standard Borel, then PXY can be disintegrated into the marginal PY and a conditional distribution

PX|Y [59, Thm. IV.2.18]. We use this fact to simplify the denominator of (11). The following lemma is proved in

Appendix C.
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Lemma 2. Let W be a random variable induced by a transition probability kernel PW |Y from (Y, SY) into (W, SW).

Suppose PXY (dx, dy) = PY (dy)PX|Y=y(dx). For all c ∈ C, it holds that

inf
PŴ |Y

E
[
c(X, Ŵ ) | Y = y

]
= inf

ŵ∈W

∫
X

c(x, ŵ)PX|Y=y(dx).

It also follows from Lemma 2 that

inf
PW

E
[
c(X,W )

]
= inf

w∈W

∫
X

c(x,w)PX(dx).

Suppose PX ≪ PX|Y=y and let f := dPX

dPX|Y =y
denote the Radon-Nikodym derivative of PX with respect to

PX|Y=y . First, we show that ΛPXY
(X → y) ≤ D∞(PX∥PX|Y=y). Fix a measurable space (W, SW) and a cost

function c ∈ C. We can write

infPW
E
[
c(X,W )

]
infPŴ |Y

E[c(X, Ŵ ) | Y = y]
=

inf
w∈W

∫
X
c(x,w) PX(dx)

inf
ŵ∈W

∫
X
c(x, ŵ) PX|Y=y(dx)

= sup
ŵ∈W

inf
w∈W

∫
X
c(x,w) PX(dx)∫

X
c(x, ŵ) PX|Y=y(dx)

≤ sup
ŵ∈W

∫
X
c(x, ŵ) PX(dx)∫

X
c(x, ŵ) PX|Y=y(dx)

= sup
ŵ∈W

∫
X
c(x, ŵ) f(x) PX|Y=y(dx)∫
X
c(x, ŵ) PX|Y=y(dx)

≤ ess sup
PX|Y =y

f

(
sup
ŵ∈W

∫
X
c(x, ŵ) PX|Y=y(dx)∫

X
c(x, ŵ) PX|Y=y(dx)

)

= ess sup
PX

f (20a)

= exp
(
D∞(PX∥PX|Y=y)

)
,

where (20a) is due to the fact that f is zero on all sets A ∈ SX such that PX|Y=y(A) > 0 but PX(A) = 0. Thus,

ΛPXY
(X → y) ≤ D∞(PX∥PX|Y=y).

Next, we show that ΛPXY
(X → y) ≥ D∞(PX∥PX|Y=y). Let W = Z∪{−∞} and SW be the discrete σ-algebra

on W. Fix ε > 0 and consider the following countable partition of X:

Dε
w = {x ∈ X : ewε ≤ f(x) < e(w+1)ε}, w ∈ W. (21)

Of course, Dε
w ∈ SX for all w ∈ W. Fix a large constant M > 0 and consider the cost function c∗ : X×W → R+

defined by

c∗(x,w) =


1

PX(Dε
w) 1Dε

w
(x) if PX(Dε

w) > 0,

M if PX(Dε
w) = 0.

It is easy to see that c∗ ∈ (SX⊗SW)+. Moreover, the absolute continuity PX ≪ PX|Y=y ensures that if PX(Dε
w) > 0

then PX|Y=y(D
ε
w) > 0. Therefore, we can write

exp
(
ΛPXY

(X → y)
)
≥

inf
w∈W

∫
X
c∗(x,w) PX(dx)

inf
w∈W

∫
X
c∗(x,w) PX|Y=y(dx)
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=

min

{
M, inf

w∈W:PX(Dε
w)>0

∫
X

1
PX(Dε

w) 1Dε
w
(x) PX(dx)

}
min

{
M, inf

w∈W:PX(Dε
w)>0

∫
X

1
PX(Dε

w) 1Dε
w
(x) PX|Y=y(dx)

}

=

min

{
M, inf

w∈W:PX(Dε
w)>0

PX(Dε
w)

PX(Dε
w)

}
min

{
M, inf

w∈W:PX(Dε
w)>0

PX|Y =y(Dε
w)

PX(Dε
w)

}

=

inf
w∈W:PX(Dε

w)>0

PX(Dε
w)

PX(Dε
w)

inf
w∈W:PX(Dε

w)>0

PX|Y =y(Dε
w)

PX(Dε
w)

(22a)

= sup
w∈W:PX(Dε

w)>0

PX(Dε
w)

PX|Y=y(Dε
w)

(22b)

= ess sup
PX

f̄ , (22c)

where (22a) follows by taking M to be sufficiently large and

f̄(x) :=
∑
w∈W

PX(Dε
w)

PX|Y=y(Dε
w)

1Dε
w
(x), x ∈ X.

Observe that we have replaced the supremum over w in (22b) with the essential supremum over x in (22c) because

f̄ is constant on each set Dε
w.6 Finally, we have

ΛPXY
(X → y) ≥ log ess sup

PX

f̄

≥ log

((
ess sup

PX

f

)
e−ε

)
(23a)

= log ess sup
PX

f − ε

= D∞(PX∥PX|Y=y)− ε,

where (23a) is because by (21), f̄ never differs from f by more than a factor of eε. Then, by letting ε → 0, we

get ΛPXY
(X → y) ≥ D∞(PX|Y=y∥PX). This completes the proof for the case PX ≪ PX|Y=y .

All that is left to discuss is the case PX ≪̸ PX|Y=y . In this case, there exists a set A0 ∈ SX such that

PX|Y=y(A0) = 0 but PX(A0) > 0. Let (W, SW) be an arbitrary measurable space and consider c(x,w) = 1A0
(x)

for all w ∈ W. Then, we have E [c(X,w) | Y = y] = PX|Y=y(A0) = 0 whereas E [c(X,w)] = PX(A0) > 0 for

all w ∈ W. Thus, ΛPXY
(X → y) = D∞(PX∥PX|Y=y) = ∞, as desired.

APPENDIX C

PROOF OF LEMMA 2

Fix an arbitrary kernel PW |Y and y ∈ Y. We write

E [c(X,W ) | Y = y] =

∫
X×W

c(x,w) PXW |Y=y(dx, dw)

6In fact, f̄ is the conditional expectation of f given F := σ{Dε
w}, where σ{Dε

w} denotes the σ-algebra on X generated by the collection

of sets {Dε
w}.
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=

∫
W

PW |Y=y(dw)

∫
X

c(x,w) PX|Y=y(dx)

≥
∫
W

PW |Y=y(dw)

(
inf

w∈W

∫
X

c(x,w) PX|Y=y(dx)

)
= inf

w∈W

∫
X

c(x,w) PX|Y=y(dx).

Taking the infimum over all kernels PW |Y we get

inf
PW |Y

E [c(X,W ) | Y = y] ≥ inf
w∈W

∫
X

c(x,w) PX|Y=y(dx).

To prove the reverse inequality, fix a > infw∈W

∫
X
c(x,w) PX|Y=y(dx). By definition, there exists w′ ∈ W such

that
∫
X
c(x,w′) PX|Y=y(dx) ≤ a. Given w ∈ W, let δw denote the Dirac measure on (W, SW) defined by

δw(A) =

1 if w ∈ A,

0 if w /∈ A,

for each A ∈ SW. Then, we have

inf
PW |Y

E [c(X,W ) | Y = y] ≤
∫
X

PX|Y=y(dx)

∫
W

c(x,w) δw′(dw)

=

∫
X

c(x,w′) PX|Y=y(dx)

≤ a.

Then, letting a → infw∈W

∫
X
c(x,w) PX|Y=y(dx) we obtain

inf
PW |Y

E [c(X,W ) | Y = y] ≤ inf
w∈W

∫
X

c(x,w) PX|Y=y(dx).

APPENDIX D

PROOF OF LEMMA 1

1. Non-negativity of PMC follows from the non-negativity of the Rényi divergence.

2. If X and Y are independent then PX|Y=y = PX almost surely. Thus, Λ(X → y) = D∞(PX∥PX|Y=y) =

D∞(PX∥PX) = 0 almost surely.

3. The assumption implies that PX1,...,Xk|Y1,...,Yk
=
∏k

i=1 PXi|Yi
. Therefore, we have

Λ(X1, . . . , Xk → y1, . . . , yk) = D∞(PX1,...,Xk
∥PX1,...,Xk|Y1=y1,...Yk=yk

)

= D∞

(
k∏

i=1

PXi

∥∥∥ k∏
i=1

PXi|Yi=yi

)

=

k∑
i=1

D∞
(
PXi

∥PXi|Yi=yi

)
(24)

=

k∑
i=1

Λ(Xi → yi),

almost surely, where (24) is due to the additivity property of the Rényi divergence [61, Thm. 28].
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4. Fix y ∈ Y. Let PX and QX denote probability measures on (X, SX). Define Pθ = θPX + (1− θ)QX , where

θ ∈ [0, 1]. Let fY |X denote the conditional density (defined with respect to µ) of Y given X , and let

fθ =
dPθ

dµ
, fX =

dPX

dµ
, gX =

dQX

dµ
,

fY (y) =

∫
X

fY |X=x(y) fX(x)µ(dx),

gY (y) =

∫
X

fY |X=x(y) gX(x)µ(dx),

where µ is a dominating σ-finite measure on X. We have

ΛPY |X×Pθ
(X → y) = log

∫
X
fY |X=x(y)fθ(x) µ(dx)

ess inf
Pθ

fY |X(y | X)

= log
θ
∫
X
fY |X=x(y)fX(x) µ(dx) + (1− θ)

∫
X
fY |X=x(y)gX(x) µ(dx)

ess inf
Pθ

fY |X(y | X)

= log
θfY (y) + (1− θ)gY (y)

ess inf
Pθ

fY |X(y | X)

≥ log

θ
fY (y)

ess inf
PX

fY |X(y | X)
+ (1− θ)

gY (y)

ess inf
QX

fY |X(y | X)

 (25)

≥ θ log
fY (y)

ess inf
PX

fY |X(y | X)
+ (1− θ) log

gY (y)

ess inf
QX

fY |X(y | X)

= θΛPY |X×PX
(X → y) + (1− θ)ΛPY |X×QX

(X → y),

where (25) follows because PX , QX ≪ Pθ, implying that ess inf
Pθ

fY |X(y | X) ≤ ess inf
PX

fY |X(y | X) and

ess inf
Pθ

fY |X(y | X) ≤ ess inf
QX

fY |X(y | X).

5. Fix y ∈ Y. Consider the Markov chain Z −X − Y . The kernel PZ|X induces distributions PZ = PZ|X ◦ PX

and PZ|Y=y = PZ|X ◦ PX|Y=y . Therefore, we can write

Λ(Z → y) = D∞(PZ∥PZ|Y=y) = D∞(PZ|X ◦ PX∥PZ|X ◦ PX|Y=y)

≤ D∞(PX∥PX|Y=y) = Λ(X → y),

where the inequality is due to the data-processing inequality for the Rényi divergence [61, Thm. 9].

6. Consider the Markov chain X − Y − Z. The kernel PZ|Y induces distributions PXZ = PZ|Y ◦ PXY and

PZ = PZ|Y ◦ PY . Hence, we can write

ess sup
PZ

Λ(X → Z) = D∞(PX × PZ∥PXZ) = D∞(PX × (PZ|Y ◦ PY )∥PZ|Y ◦ PXY )

= D∞(PZ|Y ◦ (PX × PY )∥PZ|Y ◦ PXY ) ≤ D∞(PX × PY ∥PXY )

= ess sup
PY

Λ(X → Y ),

where the inequality is due to the data-processing inequality for the Rényi divergence [61, Thm. 9].

7. Fix y1 ∈ Y1 and y2 ∈ Y2. First, suppose PX ≪ PX|Y1=y1
. We can express the PMC using densities:

Λ(X → y1, y2) = log ess sup
PX

fY1,Y2
(y1, y2)

fY1,Y2|X(y1, y2 | X)
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= log ess sup
PX

fY1
(y1) fY2|Y1

(y2 | y1)
fY1|X(y1 | X) fY2|Y1,X(y2 | y1, X)

= ess sup
PX

(
log

fY1
(y1)

fY1|X(y1 | X)
+ log

fY2|Y1
(y2 | y1)

fY2|Y1,X(y2 | y1, X)

)
≤ log ess sup

PX

fY1
(y1)

fY1|X(y1 | X)
+ log ess sup

PX

fY2|Y1
(y2 | y1)

fY2|Y1,X(y2 | y1, X)

≤ log ess sup
PX

fY1
(y1)

fY1|X(y1 | X)
+ log ess sup

PX|Y1=y1

fY2|Y1
(y2 | y1)

fY2|Y1,X(y2 | y1, X)
, (26)

= Λ(X → y1) + Λ(X → y2 | y1).

where (26) is due to the assumption that PX ≪ PX|Y1=y1
. Next, suppose PX ≪̸ PX|Y1=y1

. Then, Λ(X →

y1) = D∞(PX∥PX|Y1=y1
) = ∞, which results in the trivial inequality Λ(X → y1, y2) ≤ ∞.

APPENDIX E

PROOF OF PROPOSITION 3

If PY |X satisfies ε-LDP, then it holds that

PY |X=x(y)

PY |X=x′(y)
≤ eε, x, x′ ∈ X, y ∈ Y.

Fix x ∈ X and y ∈ Y. We can write

PY (y)

PY |X=x(y)
=

∑
x′∈X PY |X=x′(y)PX(x′)

PY |X=x(y)

≤
PY |X=x(y)PX(x) + eεPY |X=x(y)(1− PX(x))

PY |X=x(y)

= eε − PX(x)(eε − 1).

Maximizing over x ∈ X on both sides and taking the logarithm, we get

Λ(X → y) = log max
x∈X

PY (y)

PY |X=x(y)
≤ log

(
eε − pmin(e

ε − 1)
)
.

APPENDIX F

PROOF OF THEOREM 4

1. Fix some y ∈ Y and x∗ ∈ X. Since PY |X satisfies εu-PML we have i(x; y) ≤ εu for all x ∈ X. Thus, we can

write

1 =
∑
x∈X

PX|Y=y(x) = PX|Y=y(x
∗) +

∑
x∈X\{x∗}

PX|Y=y(x)

≤ PX|Y=y(x
∗) +

∑
x∈X\{x∗}

eεuPX(x)

= PX|Y=y(x
∗) + eεu

(
1− PX(x∗)

)
.

Rearranging, we get
PX(x∗)

PX|Y=y(x∗)
≤ PX(x∗)

1− eεu(1− PX(x∗))
.
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This yields the following upper bound on the PMC:

Λ(X → y) = log max
x∈X

PX(x)

PX|Y=y(x)
≤ log max

x∈X

PX(x)

1− eεu(1− PX(x))
= log

pmin

1− eεu(1− pmin)
,

where the last equality is due to the fact that the mapping p 7→ p
1−eεu (1−p) is decreasing for 0 ≤ εu <

log 1
1−pmin

.

2. Fix some y ∈ Y and x∗ ∈ X. Since PY |X satisfies εl-PMC we have i(x; y) ≥ −εl for all x ∈ X. Thus, we

can write

1 =
∑
x∈X

PX|Y=y(x) = PX|Y=y(x
∗) +

∑
x∈X\{x∗}

PX|Y=y(x)

≥ PX|Y=y(x
∗) +

∑
x∈X\{x∗}

e−εlPX(x)

= PX|Y=y(x
∗) + e−εl

(
1− PX(x∗)

)
.

Rearranging, we get
PX|Y=y(x

∗)

PX(x∗)
≤ 1− e−εl(1− PX(x∗))

PX(x∗)
.

This yields the following upper bound on the PML:

ℓ(X → y) = log max
x∈X

PX|Y=y(x)

PX(x)
≤ log max

x∈X

1− e−εl(1− PX(x))

PX(x)
= log

1− e−εl(1− pmin)

pmin
,

where the last equality is due to the fact that the mapping p 7→ 1−e−εl (1−p)
p is decreasing for εl ≥ 0.

APPENDIX G

PROOF OF THEOREM 5

To prove the theorem, we show that if ess supPY
ℓ(X → Y ) = ∞, then ess supPY

Λ(X → Y ) = ∞ as well. To

do this, first, we describe the implications of having an unbounded PML. Note that we can write

ess sup
PY

ℓ(X → Y ) = D∞(PXY ∥PX × PY ) = log sup
E∈SY

ess sup
PX

PY |X(E | X)

PY (E)
.

Hence, assuming that PXY ≪ PX×PY , ℓ(X → Y ) is unbounded if and only if one of the following two conditions

hold: either

1. there exists a decreasing sequence of events A1,A2, . . . ∈ SY and a set B ∈ SX with PX(B) > 0 such that

PY (Ai) → 0 but PY |X=x(Ai) ̸→ 0 for all x ∈ B, or

2. there exists a decreasing sequence of events A1,A2, . . . ∈ SY and a set B ∈ SX with PX(B) > 0 such that

PY (Ai) → 0, and PY |X=x(Ai) → 0, but PY |X=x(Ai) converges at a strictly slower rate compared to PY (Ai)

for all x ∈ B.

Next, we argue that the first case can never happen when PXY ≪ PX ×PY . Recall that PXY ≪ PX ×PY implies

that PY |X=x ≪ PY almost surely. Fix x ∈ X and let f =
dPY |X=x

dPY
. Let (Ai)i∈N be a sequence of events with

limi→∞ PY (Ai) = 0. Observe that

lim
i→∞

PY |X=x(Ai) = lim
i→∞

∫
Y

1Ai
(y) PY |X=x(dy) = lim

i→∞

∫
Y

1Ai
(y)f(y) PY (dy).
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When f is bounded limi→∞ PY (Ai) = 0 clearly implies that limi→∞ PY |X=x(Ai) = 0. Furthermore, the argument

carries over to arbitrary PY -integrable f by first writing f as the limit of a sequence of bounded functions, and

then using the dominated convergence theorem.

We conclude that ℓ(X → Y ) is unbounded if and only if the second condition above holds. Observe that if there

exists a decreasing sequence of events (Ai)i∈N and a non-negligible set B ∈ SX such that PY |X=x(Ai) converges to

zero more slowly than PY (Ai) for all x ∈ B, then there exists a non-negligible set C ∈ SX such that PY |X=x(Ai)

converges to zero faster than PY (Ai) for all x ∈ C. Thus, we can write

ess sup
PY

Λ(X → Y ) = D∞(PX × PY ∥PXY )

= log sup
E∈SY

PY (E)

ess inf
PX

PY |XE | X)

≥ log lim
i→∞

PY (Ai)

ess inf
PX

PY |X(Ai | X)

≥ log lim
i→∞

PY (Ai)

ess sup
PX

(
1C(X)PY |X(Ai | X)

) (27a)

= ∞, (27b)

where (27a) is because the essential infimum of a function is at least as small as its essential supremum over a

non-negligible set, and (27b) follows from the definition of set C.

APPENDIX H

PROOF OF THEOREM 6

We show that

ess sup
PY

Λ(X → Y ) = log sup
E∈SY

PY (E)

ess inf
PX

PY |X(E | X)
(28)

is finite if and only if

log ess sup
PX×PX

sup
E∈SY

PY |X(E | X)

PY |X(E | X ′)
= log sup

E∈SY

ess sup
PX

PY |X(E | X)

ess inf
PX

PY |X(E | X ′)
, (29)

is finite. Since PY (E) = EX∼PX
[PY |X(E | X)] ≤ ess supPX

PY |X(E | X) for all E ∈ SY, then the boundedness of

(29) implies the boundedness of (28). To prove the other direction, note that if

ess sup
PX×PX

sup
E∈SY

PY |X(E | X)

PY |X(E | X ′)
= ∞,

then

(PX × PX)

({
sup
E∈SY

PY |X(E | X)

PY |X(E | X ′)
> M

})
> 0, (30)
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for arbitrarily large M ≥ 0. Put differently, it holds that7

(PX × PX)

({
sup
E∈SY

PY |X(E | X)

PY |X(E | X ′)
= ∞

})
> 0.

This, in turn, implies that there exist sets B,C ∈ SX with PX(B)PX(C) > 0 such that

sup
E∈SY

PY |X=x(E)

PY |X=x′(E)
= ∞,

for all x ∈ B and x′ ∈ C. Hence, (29) is infinite if and only if one of the following two conditions hold: either

1. there exists an event A ∈ SY such that PY |X=x(A) > 0 for all x ∈ B and PY |X=x′(A) = 0 for all x′ ∈ C, or

2. there exists a decreasing sequence of events A1,A2, . . . ∈ SY such that PY |X=x(Ai) → 0 for all x ∈ B and

PY |X=x′(Ai) → 0 for all x′ ∈ C as i → ∞, but the convergence on B is at a strictly slower rate compared to

the convergence on C.

Next, we argue that PMC is unbounded under both conditions. Under the first condition, we have

PY (A) = E
[
PY |X(A | X)

]
≥ E

[
1B(X)PY |X(A | X)

]
> 0,

and

ess inf
PX

PY |X(A | X ′) = 0.

Thus, we get

ess sup
PY

Λ(X → Y ) ≥ log
PY (A)

ess inf
PX

PY |X(A | X ′)
= ∞.

Next, let SB := {F ∩ B : F ∈ SX} denote the trace of SX on B. Let the measure Q(F) := PX(F) for F ∈ SB

denote the restriction of PX to B. If the second condition is satisfied, then we can write

ess sup
PY

Λ(X → Y ) = log sup
E∈SY

PY (E)

ess inf
PX

PY |X(E | X ′)

≥ log lim
i→∞

PY (Ai)

ess inf
PX

PY |X(Ai | X ′)

= log lim
i→∞

∫
X
PY |X=x(Ai)PX(dx)

ess inf
PX

PY |X(Ai | X ′)

≥ log lim
i→∞

∫
B
PY |X=x(Ai)PX(dx)

ess inf
PX

PY |X(Ai | X ′)

≥ log lim
i→∞

PX(B)

(
ess inf

Q
PY |X(Ai | X)

)
ess inf

PX

PY |X(Ai | X ′)

≥ log lim
i→∞

PX(B)

(
ess inf

Q
PY |X(Ai | X)

)
ess sup

PX

(
1C(X ′)PY |X(Ai | X ′)

) (31a)

7If (PX × PX)

({
sup
E∈SY

PY |X (E|X)

PY |X (E|X′) = ∞
})

= 0, then there exists A ≥ 0 such that
PY |X (E|X)

PY |X (E|X′) ≤ A almost surely for all E ∈ SY.

This contradicts (30).
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= ∞, (31b)

where (31a) is because the essential infimum of a function is at least as small as its essential supremum over a

non-negligible set, and (31b) follows by assumption. We conclude that PMC is essentially bounded if and only if

it satisfies ε-LDP for a finite value of ε.
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