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Abstract. Hash algorithms are fundamental tools in cryptography, of-
fering irreversible and sensitive transformations of input data for vari-
ous security purposes. As computing architectures evolve towards het-
erogeneous systems, efficiently harnessing diverse computing resources
for hash encryption algorithms becomes crucial. This paper presents
HETOCompiler, a novel cryptography compilation framework designed
for heterogeneous systems. Leveraging Multi-Level Intermediate Repre-
sentation (MLIR), HETOCompiler abstracts syntax and semantics for
cryptographic primitives and heterogeneous computing models, facili-
tating efficient compilation of high-level hash encryption algorithms into
executable programs compatible with diverse devices. Experimental re-
sults demonstrate significant performance improvements over existing
OpenSSL library, with average enhancements of 49.3x, 1.5x, and 23.4x
for SHA-1, MD5, and SM3 algorithms respectively.

Keywords: Hash algorithms · Heterogeneous systems · Compilation
framework · MLIR · Cryptography.

1 Introduction

In the realm of cryptography, hash algorithms stand as fundamental and indis-
pensable tools. They possess the ability to convert inputs of varying lengths into
fixed-length outputs, with these outputs exhibiting irreversibility and sensitivity
to even minor alterations in the input. Prominent among the widely utilized
hash algorithms are SHA-1, MD5, and SM3, among others. These algorithms
serve diverse purposes in areas such as data verification, secure encryption, and
digital signatures, thereby playing a critical role in ensuring the integrity and
security of information.

As transistor sizes on silicon chips approach physical limits, the efficacy of
Moore’s Law has progressively diminished. To overcome the physical constraints
hindering the enhancement of general-purpose processor performance, consid-
erable exploration has been devoted to hardware architecture advancements.
Among these endeavors, heterogeneous computing systems have emerged as a
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highly promising solution. Heterogeneous computing systems encompass com-
plex architectures comprising diverse processors, accelerators, and other com-
puting devices. Typically, these systems integrate a general-purpose processor
(e.g., CPU) alongside multiple specialized accelerators (e.g., GPUs, FPGAs, and
CGRAs). Prior research [15,8,7,9,13,3,24,22,19,27] efforts have focused on explor-
ing hash encryption algorithms tailored for specific specialized accelerators, as
well as implementing specific algorithms for dedicated heterogeneous supercom-
puting systems [17,26]. However, effectively harnessing the diverse computing
resources of general heterogeneous computing systems for large-scale hash en-
cryption algorithm computations remains a formidable challenge.

To bridge this gap, this paper introduces HETOCompiler, a cryptography
compilation framework tailored for heterogeneous systems, built upon the Multi-
Level Intermediate Representation (MLIR) [16]. Leveraging the concept of di-
alects within MLIR, the framework abstracts a comprehensive set of syntax and
semantic rules for fundamental cryptographic primitives and heterogeneous com-
puting models. By transforming multi-level intermediate representations (IR),
high-level hash encryption algorithms can be efficiently compiled into executable
programs compatible with various heterogeneous devices. Additionally, the frame-
work offers a plug-and-play C++ interface for cryptographic algorithms, facili-
tating direct invocation by users. Our experiments demonstrate that in scenarios
involving the computation of a large number of short messages, the hash en-
cryption algorithms synthesized using our compilation framework can effectively
harness heterogeneous hardware resources. Furthermore, comparative analyses
against existing high-performance open-source cryptographic library OpenSSL
[21] reveal notable performance improvements, achieving average 49.3x, 1.5x
and 23.4x enhancements for SHA-1, MD5 and SM3 algorithms respectively. The
principal contributions of this paper can be summarized as follows:

– We introduce a pioneering cryptography compilation framework tailored
for heterogeneous systems. Leveraging the MLIR infrastructure, this frame-
work orchestrates an end-to-end compilation process, seamlessly transition-
ing from high-level language interfaces to device-specific executables. This
comprehensive approach significantly enhances the efficiency of hash encryp-
tion algorithms across heterogeneous computing systems.

– We have developed a cryptography domain-specific dialect named crypto.
This dialect encapsulates hash encryption algorithms at multiple granulari-
ties, effectively decoupling existing algorithms and facilitating the seamless
integration of new ones.

– We have designed a novel and generic heterogeneous scheduling dialect named
hyper. This dialect abstracts the intricacies of data communication between
host processors and heterogeneous devices, as well as the logic governing com-
putation and scheduling on heterogeneous platforms. The adaptability of this
dialect extends beyond hash encryption computation scenarios, catering to
any requirement for large-scale parallel computing leveraging heterogeneous
devices.
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– We provide users with accessible high-level language interfaces, primarily
through mainstream C++ programming interfaces. Users can readily utilize
our encapsulated algorithm-level and module-level interfaces within their
custom applications, streamlining the integration process.

The organizational structure of this paper is as follows: Sect. 2 introduces
some preliminary knowledge. Sect. 3 elaborates on the main architecture and
design details of HETOCompiler. Sect. 4 showcases the experimental results
of HETOCompiler ’s compilation outputs on different heterogeneous systems.
Sect. 5 discusses existing related work. Sect. 6 summarizes the paper and pro-
poses prospects for future work.

2 Preliminaries

In this section, we first introduce the algorithmic logic of commonly used hash
encryption algorithms SHA-1, SM3, and MD5. Then, we briefly introduce the
MLIR compiler infrastructure.

2.1 Common Hash Encryption Algorithms

Cryptographic hash algorithms play a ubiquitous role in various facets of mod-
ern life, encompassing applications such as blockchain, file verification, and pass-
word storage. Among the commonly utilized cryptographic hash algorithms are
the SHA family algorithms, the SM3 algorithm, and the MD5 algorithm. The
SHA family algorithms [20], devised by the National Institute of Standards and
Technology (NIST) in the United States, encompass SHA-1, SHA-2, and SHA-
3 algorithms, with progressively enhanced security. The MD5 algorithm [23],
introduced by Ronald Rivest in 1992, operates based on the Merkle-Damgård
structure, offering a robust message digest mechanism. Conversely, the SM3 al-
gorithm [1] emerges as a national commercial cryptographic hash algorithm stan-
dard, announced by the Chinese State Cryptography Administration in 2010. It
serves to fulfill the application requisites of the electronic authentication service
system, symbolizing a significant advancement in cryptographic standards.

The comparison of these three algorithms is detailed in Table 1. Notably,
these algorithms exhibit commonalities in padding and grouping operations,
yet discrepancies emerge in the computation of expansion and iteration sec-
tions, alongside variations in output bit length and endianness. Additionally,
certain operators such as AND, OR, and NOT are frequently used by different
algorithms in the iterative computation section. This comparative analysis of-
fers valuable insights guiding the design of our cryptography dialect (refer to
Sect. 3.3).

2.2 Multi-Level Intermediate Representation

Multi-Level Intermediate Representation (MLIR) [16] serves as a foundational
infrastructure facilitating the rapid development of domain-specific compilers.
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Table 1. Comparison of common cryptographic hash algorithms SHA-1, MD5 and
SM3.

SHA-1 MD5 SM3

Padding

1. Append one bit of ’1’ and k bits of ’0’ to the end of the original input
with length l, where k should be the smallest non-negative integer such
that l + 1 + k ≡ 448 (mod 512);

2. Append a 64-bit binary string representing the length of the original
message.

Grouping Group the padded message into blocks with 512-bit length.

Extending

Extend each 512-bit block B to several 32-bit words.

W1 W2 W15...

M1 M2 M15...

W16 Wt W80
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hyper.for %idx = %c0 to %num mem_in(%arg5 = %mem_in : memref<?xi8>) 
                              mem_out(%arg6 = %mem_out : memref<?xi8>) {
  %3 = arith.muli %idx, %len : index

  %4 = arith.muli %idx, %c20 : index
  %view_in = memref.view %arg5[%3][%len] : memref<?xi8> to memref<?xi8>
  %view_out = memref.view %arg6[%4][%c20] : memref<?xi8> to memref<?xi8>
  crypto.pad_msg %view, %arg1 : memref<?xi8>, i32
  crypto.sha1core %view_in, %view_out : memref<?xi8>, memref<?xi8>
} {devices = [{dutyRatio = 2.000000e-01 : f32, targetConfig = "", targetId = "cpu"}, 
              {dutyRatio = 8.000000e-01 : f32, targetConfig = "", targetId = "gpu"}], 
   isSharedMem = [false, false], 
   operandSegmentSizes = array<i32: 1, 1, 1, 1>}

new value operation old value type

attribute

crypto hyper
customized dialects

arith vector memref scf async ...

official dialects
llvm

customized pass

official pass

backendsx86 
cpu nvgpu ...

Fig. 1. An MLIR example with multiple coexisting dialects describing the core seman-
tics of the SHA-1 algorithm on different heterogeneous devices.

It introduces the concept of multi-level intermediate representation, enabling
the abstraction of structures at various levels. This approach empowers users
to articulate algorithmic computation patterns or specific hardware architec-
ture models using custom IR, irrespective of whether they belong to higher-level
domain-specific programming languages or lower-level hardware architectures.
By seamlessly integrating different levels of IR, MLIR enables the represen-
tation of intricate programs, thereby facilitating compiler optimizations across
multiple levels. MLIR achieves the transformation between IRs of different levels
in a hierarchical manner, progressively transitioning from algorithm-specific to
hardware-specific computation patterns described by IRs. Ultimately, these IRs
are lowered to a unified LLVM IR, from which specific executable programs for
diverse hardware platforms are generated through various LLVM backends.

In MLIR, dialects constitute a pivotal concept, offering a mechanism for tai-
loring abstract elements to specific domains. A dialect encompasses fundamental
elements such as operations, attributes, and types, delineating the syntax and
semantic rules pertinent to that domain. Operations, being the fundamental
units, articulate program semantics in MLIR. They preserve the static single
assignment (SSA) property by consuming existing values and yielding new ones.
Attributes furnish pertinent information accessible at compile time, thereby en-
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abling optimizations based on these information. Types encapsulate compile-
time information about values, thereby upholding MLIR’s internal type system.

An illustrative example depicted in Figure 1 showcases the utilization of
custom crypto and hyper dialects alongside MLIR internal dialects to describe
a SHA-1 encryption operation on heterogeneous devices. Notably, operations
from disparate dialects can coexist to delineate program semantics, and can be
hierarchically lowered to obtain device-specific executable programs.

3 HETOCompiler

In this section, we first provide an overview of HETOCompiler (Sect. 3.1), fol-
lowed by detailed descriptions of the compiler’s frontend (Sect. 3.2), middle-end
(Sect. 3.3 and 3.4), and backend (Sect. 3.5) design and implementation.

3.1 Overview

Figure 2 illustrates the overarching design of HETOCompiler, where compo-
nents pertaining to CGRA, depicted by dashed boxes, are currently under de-
velopment. Our compiler primarily comprises three core components: frontend,
middle-end, and backend.

Frontend The frontend assumes the pivotal role of identifying the pertinent in-
terfaces provided by us within C/C++ source code. These interfaces, following
optimization via our bespoke MLIR optimization passes, are amalgamated with
other segments of the source code to compile and generate optimized executable
programs. Moreover, the frontend possesses the capability to automatically de-
tect hardware devices on the computing system, thereby providing essential
information for task partitioning on heterogeneous devices and optimizations
targeting specific backends.

Middle-End The middle-end is the core part of the compiler dedicated to op-
timization. It encompasses our customized dialects alongside the core dialects
offered by MLIR, in addition to passes of dialect conversion or lowering. Lever-
aging the robust multi-level semantic representation capability of MLIR, we
progressively lower the crypto dialect, embodying cryptographic semantics, and
the hyper dialect, representing heterogeneous scheduling semantics, to interme-
diate representations with hardware-specific semantics. Throughout this process,
targeted optimizations are applied to obtain the optimal LLVM IR.

Backend The backend constitutes the central element of the compiler dedicated
to code generation. Utilizing LLVM IR as the hardware-independent unified in-
termediate representation, various hardware vendors typically implement passes
for converting LLVM IR to hardware-specific machine code. Consequently, we
can leverage existing hardware backends for code generation. Throughout this



Title Suppressed Due to Excessive Length 7

Interface 
Identifier

Hardware  
Detector

front-end

C/C++
Source Hardware

Information

middle-end
crypto
dialect

sha1s sha1m md5s md5m sm3s sm3m

algorithm 
level

module 
level pad

msg
sha1
core

md5
core

sm3
core

arith 
level

or xor not and add rol

substitute 
interface

hyper
dialect

alloc de
alloc

mem
cpy

data management

for reduc reduc
ret

parallel computation

extract
device-specific
information

arith vector memref scf

MLIR core
dialects

x86 gpu CGRA

device-specific
dialects

LLVM IR

x86 binary GPU cubin
back-end

CGRA 
config

lower

lower

device-specific 
toolchains

Fig. 2. The overview structure of HETOCompiler.

phase, different hardware backends execute hardware-specific code generation
optimizations, culminating in the attainment of the optimal executable program.

3.2 Compiler Frontend

The compiler frontend operates as the "eyes" of the compilation system, respon-
sible for gathering external information. Primarily, our frontend comprises two
key components: the interface recognizer and the hardware detector, as
illustrated in Figure 2.

Interface Identifier Our frontend supports the recognition and compilation
of C/C++ source code. Users can leverage the cryptographic-related interfaces
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provided by our compiler and assign special tags (resembling #pragma) to these
interfaces when constructing their applications. Upon parsing the abstract syn-
tax tree (AST) derived from the source code, the interface recognizer identifies
the designated special tags. It subsequently translates the user-invoked interfaces
into corresponding cryptographic dialect operators within the AST. These cryp-
tographic dialect operators undergo specific transformations via our predefined
conversion and lowering passes. Meanwhile, the remaining segments of the AST
are directly utilized by LLVM’s existing C/C++ backend for further optimiza-
tion and compilation. Ultimately, these components are combined to yield our
application specifically optimized for cryptographic algorithms.

Hardware Detector The hardware detector of the frontend is capable of ac-
quiring and parsing hardware-specific information during the build process, sub-
sequently storing it as a singleton object for utilization in subsequent compilation
processes. This object includes fields such as the number and model of devices,
along with partitioning ratios of tasks on diverse devices. Such information holds
paramount importance for task partitioning and hardware parameter configu-
ration within the heterogeneous scheduling dialect, hyper. For instance, within
the frontend, we maintain a table of NVIDIA GPU information, which includes
details such as compute capability, maximum block size, and maximum grid size
for specific GPU models, as depicted in Table 2. The max block/grid size infor-
mation aids the hyper dialect in determining the appropriate number of threads
to be configured when launching GPU kernels.

3.3 Crypto Dialect

To enhance domain-specific compilation capabilities within the cryptography
domain, we have devised and integrated a cryptographic dialect named crypto
into the middle-end of the compilation system. Illustrated in Figure 2, our cryp-
tographic dialect offers abstraction at various granularities, wherein operators
can be categorized into three distinct levels of abstraction: algorithm level,
module level, and arithmetic level.

Algorithm Level At the algorithm level, we offer a macroscopic abstraction of
hash algorithms. Our compilation system presently accommodates three hash al-
gorithms: SHA-1, MD5, and SM3. Within the cryptographic dialect, we abstract
these algorithms as corresponding algorithm-level operators. For various scenar-
ios, such as computing the hash value of a single message or multiple equi-length
messages, we devise two types of operators for each algorithm: single and multi.
These algorithm-level operators are subsequently transformed into module-level
operators within the dialect to enable fine-grained semantic description and op-
timization.

Module Level As seen in Table 1, various hash algorithms share common
operations, like padding and grouping. Thus, we introduce module-level op-
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erators to abstract these similarities and differences. Specifically, we define a
generic crypto.pad_msg operator to encapsulate the message padding process,
equipped with attributes such as block size and endianness to cater to diverse
algorithmic requirements. Subsequently, the generic crypto.pad_msg operator
will be lowered into a series of operators within the MLIR core dialect to de-
scribe its semantics. Furthermore, distinct core operators are defined to delin-
eate algorithm-specific computational logic. These operators will then be trans-
formed into arithmetic-level operators within the cryptographic dialect to cap-
ture the intricacies of arithmetic operations.

Arithmetic Level At the arithmetic level within the cryptographic dialect, we
delve into the minutiae of hash algorithms by defining operators that encapsu-
late fundamental arithmetic operations. These include ubiquitous operations like
AND, OR, NOT, XOR, arithmetic addition, and rotate left shift, which form the
backbone of hash algorithm computations. These basic arithmetic operators can
be subsequently lowered into operators within the MLIR core arith dialect for
generic computation or into device-specific computation operators. For instance,
certain CPUs within the x86 architecture offer support for the SHA-NI extension
instruction set [10], furnishing hardware acceleration tailored to SHA algorithms.
By translating the arithmetic-level operators in the cryptographic dialect into
x86-specific computation instructions, we can fully utilize the hardware capa-
bilities of certain x86 CPUs, thereby significantly enhancing the performance of
hash algorithms.

3.4 Hyper Dialect

In the hyper dialect, we encapsulate the processes of storage management on
heterogeneous devices, the data exchange between the host and these devices,
and the complicated orchestration of computational tasks across diverse hard-
ware components, forming the crux of our research initiative. This dialect serves
as a comprehensive abstraction layer, encompassing operators that abstract both
data management and parallel computation functionalities of heterogeneous de-
vices (as depicted in Fig. 2). Furthermore, by employing specialized transfor-
mations, we fine-tune storage utilization and task execution efficiency across
multiple heterogeneous devices.

Hyper Operations Inside hyper dialect, operators serve as abstractions for two
fundamental aspects: data management and parallel computation. Regarding
data management, the hyper.alloc operator elucidates the semantics underly-
ing the allocation of storage space on the computational device, with the device
attribute precisely delineating the target device. Conversely, the hyper.dealloc
operator encapsulates semantics that are antithetical to those of hyper.alloc,
denoting the release of allocated storage space on the designated device. Further-
more, the hyper.memcpy operator describes the intricate behavior pertaining to
data transfer between the host system and the computational device.
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For parallel computation, we introduce a fundamental operator, denoted
as hyper.for, within the hyper dialect, which encapsulates the logic for task
partitioning and execution across various devices. As depicted in Figure 1, the
hyper.for operator delineates loop boundaries utilizing lower and upper bounds,
employing a fixed step size of one. Additionally, it accommodates optional param-
eters, mem_in for storing input elements of the computational task, and mem_out
for storing the output. The subsequent region of the hyper.for operator delin-
eates the specific computation logic tailored for tasks necessitating parallel ex-
ecution, thereby applicable across all computational devices. Furthermore, the
devices attribute of the hyper.for operator delineates the available device
list, where dutyRatio denotes the workload distribution ratio of the computa-
tion task on each device, targetConfig specifies device-specific configurations,
and targetId denotes the type and identifier of the available devices. Moreover,
the isSharedMem attribute of hyper.for signifies whether input/output par-
titioning is requisite, thus accommodating the diverse requirements of various
computational scenarios.

To augment the versatility of the hyper.for operator, we introduce the
hyper.reduce operator tailored for reduction operations on computation out-
comes, accompanied by the hyper.reduce.return operator, serving as the ter-
minator of its region. The hyper.reduce operator is mandated to be a sub-
operation of hyper.for, with its region delineating the logic for reducing dis-
parate computation outcomes. We strongly advocate for the utilization of atomic
operations within the reduction logic to ensure the accuracy of the results. Re-
ductions are executed among diverse threads on the same device and across
heterogeneous devices, culminating in a final reduction outcome.

Hyper Transformations For operators responsible for data management, we
convert them into device-specific data management operators. For instance, when
targeting GPUs, the hyper.alloc, hyper.dealloc, and hyper.memcpy opera-
tors undergo transformation into gpu.alloc, gpu.dealloc, and gpu.memcpy
operators, respectively, delineating behaviors pertinent to GPU devices. It is
worth noting that such transformation may introduce additional overhead in
terms of space allocation and data copying on the host CPU. To address this
concern, we have devised an optimization pass grounded on mapping rules aimed
at mitigating unnecessary data management overhead on the host CPU.

For the hyper.for operator, which delineates parallel computing semantics
across heterogeneous devices, dedicated transformation passes must be devised
to convert it into intermediate representations tailored for distinct backend ar-
chitectures. To elucidate our transformation methodology, we employ the code
snippet depicted in Figure 1 and showcase the transformation of the hyper.for
operator for CPU and GPU backends, as exemplified in Figure 3. Initially, this
pass computes and partitions the input and output spaces for each backend
based on the respective workload ratios. Subsequently, as illustrated in the fig-
ure, for the GPU backend, the hyper.for operator undergoes transformation
into the gpu.launch operator within the GPU dialect to initiate the kernel. Con-
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%asyncToken0 = async.execute {
  gpu.launch blocks(%bx, %by, %bz) in 
    (%block = %cBlock, %arg7 = %c1, %arg8 = %c1) 
    threads(%tx, %ty, %tz) in 
    (%thread = %cThread, %arg10 = %c1, %arg11 = %c1)   
  {
    %3 = arith.muli %tx, %len : index
  %4 = arith.muli %tx, %c20 : index
  %view_in = memref.view %arg5[%3][%len] : 

memref<?xi8> to memref<?xi8>
  %view_out = memref.view %arg6[%4][%c20] : 

memref<?xi8> to memref<?xi8>
  crypto.pad_msg %view, %arg1 : 

memref<?xi8>, i32
  crypto.sha1core %view_in, %view_out : 

memref<?xi8>, memref<?xi8>
gpu.terminator

  }
  async.yield
}

%asyncToken1 = async.execute {
  scf.parallel %idx = %lb to %split step %c1 {
    %3 = arith.muli %idx, %len : index
  %4 = arith.muli %idx, %c20 : index
  %view_in = memref.view %arg5[%3][%len] : 

memref<?xi8> to memref<?xi8>
  %view_out = memref.view %arg6[%4][%c20] : 

memref<?xi8> to memref<?xi8>
  crypto.pad_msg %view, %arg1 : 

memref<?xi8>, i32
  crypto.sha1core %view_in, %view_out : 

memref<?xi8>, memref<?xi8>
  }
  async.yield
}

split computation tasks

hyper.for %idx = %c0 to %num mem_in(%arg5 = %mem_in : memref<?xi8>) 
                             mem_out(%arg6 = %mem_out : memref<?xi8>) {
  %3 = arith.muli %idx, %len : index
  %4 = arith.muli %idx, %c20 : index
  %view_in = memref.view %arg5[%3][%len] : memref<?xi8> to memref<?xi8>
  %view_out = memref.view %arg6[%4][%c20] : memref<?xi8> to memref<?xi8>
  crypto.pad_msg %view, %arg1 : memref<?xi8>, i32
  crypto.sha1core %view_in, %view_out : memref<?xi8>, memref<?xi8>
} {devices = [{dutyRatio = 2.000000e-01 : f32, targetConfig = "", targetId = "cpu"}, 
              {dutyRatio = 8.000000e-01 : f32, targetConfig = "", targetId = "gpu"}], 
   isSharedMem = [false, false], 
   operandSegmentSizes = array<i32: 1, 1, 1, 1>}

generate GPU-specific operations

generate CPU-specific operations

information 
from Front-End

Fig. 3. A transformation example from hyper.for operation to target-specific opera-
tions.

versely, for the CPU backend, it generates the scf.parallel operator within
the MLIR core scf dialect, delineating the parallel loop computation process
using the multi-core capability of the CPU. It is crucial to note that the it-
eration variables necessitate appropriate mapping within distinct loop bodies
to ensure computational correctness. The determination of workload ratios and
kernel launch parameters depicted in Figure 3 is attained through frontend pars-
ing, underscoring that our compilation system supports an external module for
heterogeneous device workload scheduling algorithms, generating device-specific
code based on the provided workload ratios. However, the investigation into het-
erogeneous device workload scheduling algorithms lies beyond the scope of this
paper and represents one of our future research goals.

3.5 Compiler Backend

Thanks to the robust hardware-independent LLVM IR, we can ultimately lower
the various MLIR dialects to this unified intermediate representation, facilitating
subsequent hardware-specific code generation from LLVM IR. For the x86 ar-
chitecture, LLVM inherently supports compilation from LLVM IR to executable
or object files, thus leveraging the clang-drive for x86 backend code generation.
Conversely, for NVIDIA GPUs, given the separate compilation and linking re-
quirements for host and device code, we utilize the NVCC toolchain provided by
NVIDIA for NVIDIA GPU backend code generation. These backend toolchains
subsequently undergo tailored optimizations to derive optimal backend-specific
executable files. As shown in Figure 2, the CGRA related dialects and configu-
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ration generation for this backend are still under development, which will be a
significant focus of our future work.

4 Experiments & Results

4.1 Experimental Setup

Environments To assess the efficacy of our approach across diverse architec-
tures, we set up three servers with distinct configurations and deployed our
HETOCompiler on each. The detailed parameter information of the experimen-
tal environment is outlined in Table 2. Each server is furnished with a multi-core
x86 CPU and an NVIDIA GPU. Notably, the CPUs on Server 2 and Server 3
are founded on the Intel Skylake microarchitecture and lack the SHA-NI crypto-
graphic acceleration instructions. This heterogeneous composition of platforms,
comprising hardware with varying characteristics, aptly demonstrates the ver-
satility of our approach.

Table 2. Experimental environments for our evaluation.

Server A Server B Server C

Operating System Ubuntu 22.04.2 LTS Ubuntu 22.04.3 LTS Ubuntu 22.04.2 LTS
Host Mem 126 GB 188 GB 126 GB

CPU 13th Gen Intel(R) Intel(R) Xeon(R) Intel Xeon Processor
Core(TM) i7-13700K Gold 5218R (Skylake, IBRS)

CPU Cores 24 80 16
SHA-NI Support Yes No No

GPU GeForce RTX 2060 GeForce RTX 3090 Tesla T4SUPER
GPU Mem 8 GB 24 GB 16 GB

Compute Capability sm_75 sm_86 sm_75(GPU)
Max Grid Size

231 − 1 231 − 1 231 − 1(x dimension)
Max Block Size

65536 65536 65536(x dimension)

Data Preparation To showcase the capability of our method in handling large-
scale data, we devised a straightforward scenario related to password cracking.
Specifically, we computed the SHA-1, MD5, and SM3 hash values of various
messages comprising the character set {0-9} with lengths ranging from 8 to 9
characters. The maximum amount of data transferred for computing these three
hash values is 27.01GB, 23.28GB, and 38.18GB, respectively. Our objective is
to demonstrate the efficient utilization of heterogeneous device resources by our
method in processing large-scale data within this scenario.
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Baseline Selection Due to the absence of native support for the SHA-1, MD5,
and SM3 hash algorithms in existing methods [14], we have chosen to compare
our prototype compiler against high-performance cryptographic algorithm li-
braries. Sodium [12], a widely utilized cryptographic library, unfortunately does
not support the aforementioned algorithms. However, OpenSSL [21], a crypto-
graphic library renowned for its comprehensive support and optimization of a
broad spectrum of algorithms using assembly language, serves as an appropri-
ate baseline for our evaluation. We will use the latest release version v3.3.0 of
OpenSSL. To ensure fairness in the comparison, we will employ OpenMP [6] to
harness all available CPU threads for massive message computation on the CPU
when utilizing OpenSSL. All time measurements are conducted utilizing Google
Benchmark[11].

4.2 Comparison with OpenSSL

To illustrate the performance enhancements facilitated by our approach, we con-
ducted a comparative analysis between the algorithms implemented in our com-
piler and those in OpenSSL. The results are presented in Figure 4, showcasing
average performance improvements of 49.3x, 1.5x, and 23.4x for SHA-1, MD5,
and SM3, respectively. It is worth noting that the results of our approach were ob-
tained by iteratively exploring various workload ratios within the same intervals
to determine the optimal configuration. Hence, we emphasize that the observed
performance enhancements stem from the capability of our hyper dialect to ef-
fectively integrate heterogeneous computing resources, a detailed exploration of
which will be provided in Sect. 4.3.

As depicted in Figure 4, the performance enhancement for MD5 is not as
pronounced as for the other algorithms, potentially due to its relatively sim-
ple design and implementation compared to the other algorithms. In contrast,
the significant performance improvements observed for SHA1 and SM3 may be
attributed to OpenSSL’s optimization for effectively computing hash values of
single large messages, as opposed to the scenario of processing massive short
messages in our experimentation. Notably, the execution time of the SHA-1
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Fig. 4. Comparison results with OpenSSL on different servers.
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algorithm on Server A is 2.3x and 5.1x faster than on Server B and Server C, re-
spectively. This disparity underscores our compiler’s adept utilization of SHA-NI
instructions and GPU resources to achieve optimal performance, thus affirming
the potent device-utilization capabilities of our hyper dialect.

4.3 Device Scheduling Analysis

In this subsection, we conduct additional experiments to delve deeper into the
internal mechanisms underlying the optimal performance of our hyper dialect,
accompanied by a reasoned analysis.

In the scenario of the aforementioned experiment, two heterogeneous devices
are utilized, namely, a x86 CPU and a NVIDIA GPU. It can be assumed that
the execution time of both the CPU and GPU is linearly correlated with the
increasing number of data, given that this parallel computation task is devoid of
data races, as each input message and each output hash value are stored at dis-
tinct locations within an array. Consequently, we can formulate a straightforward
hypothesis model under the aforementioned conditions:

Tcpu =
Ndata · Pcpu · x

Ncore
(1)

Tgpu = Ndata · (1− x)

(
Pgpu

Nthread
+ ·(Talloc + Tmemcpy)

)
+Ogpu (2)

Topt = max (Tcpu, Tgpu) (3)

In Eq.1, Tcpu represents the theoretical execution time on the CPU given the
number of input data Ndata, the computing capability of a single-core CPU Pcpu
(denoting the time required for calculating the hash value of a single message),
the workload ratio for the CPU x, and the number of available cores on the CPU
Ncore. Regarding the GPU, the theoretical execution time encompasses the GPU
memory allocation and deallocation time Talloc, data transfer time between the
GPU and CPU Tmemcpy, thread calculation time Pgpu/Nthread, and a constant
overhead for invoking CUDA calls Ogpu, as illustrated in Eq.2. Consequently,
we can deduce that the optimal execution time Topt should be the maximum of
Tcpu and Tgpu, resulting in a piecewise curve due to the linearity of Tcpu and
Tgpu (Eq. 3).

To validate our assumption, we measured the practical execution time of
CPU-only and GPU-only scenarios across varying numbers of messages, each
with a fixed length of 9 bytes, on selected servers. The results are depicted in
Figure 5, generated by systematically exploring different workload ratios within
the same interval of 0.02, as detailed in Sect.4.2, on Server A (featuring SHA-NI)
and Server C (devoid of SHA-NI support). In Figure 5, the red "o" points denote
the actual execution time of our approach with an input size of 9 × 109 bytes,
allocated with varying workload ratios for different devices. Additionally, the
blue "+" represent the CPU-only execution time with fixed workload ratio of
0.0 for the GPU, while the green "x" points represent the GPU-only execution
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Fig. 5. CPU-only and GPU-only execution times across various input sizes, contrasted
with hybrid execution times across different CPU and GPU workload ratios.

time with fixed workload ratio of 0.0 for the CPU. The confidence intervals
associated with the device-only points exhibit linear trends, providing partial
support for the linear models proposed for CPU and GPU execution times in
Eq.1 and Eq.2. Crucially, the points on either side of the inflection point of
our practical execution time effectively lend themselves to fitting a segment of
the curve for CPU-only and GPU-only scenarios, thereby substantiating our
hypothesis outlined in Eq. 3.

Furthermore, Figure 5 offers additional insights. Firstly, the performance of
SHA-1 in CPU-only mode on the server with SHA-NI (Server A) surpasses that
on the server without SHA-NI (Server C), evidenced by the smaller slope of
blue points on Server A compared to Server C (Refer to Figure 5 (a) and Fig-
ure 5 (b)). Consequently, optimal performance is achieved with a larger CPU
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workload ratio, highlighting the variation in optimal performance across differ-
ent heterogeneous systems due to differing computing capabilities of the devices.
Secondly, each group of green points exhibits a "slope jump", indicating perfor-
mance degradation in GPU-only mode. This is likely due to the implementation
of a batching policy when the required memory exceeds GPU memory limits, re-
sulting in under-utilization of GPU resources. Anticipated improvements in ideal
optimal performance could occur if GPU computing power were fully utilized
even when data sizes exceed GPU memory limits, leading to a downward shift
of the intersection of the green and blue stripes. Lastly, a gap exists between
the ideal optimal performance (the intersection of the green and blue stripes)
and the real-world optimal performance (the inflection point of the red points).
This gap is possibly attributable to inherent I/O and synchronization overheads,
which could be further minimized.

It is worth mentioning that the analysis provided here pertains solely to
simple heterogeneous systems featuring one x86 CPU and one NVIDIA GPU.
Therefore, our model may not be applicable to more complex systems. Nonethe-
less, our analysis underscores the substantial potential of our HETOCompiler in
scheduling computing tasks across different devices. Research endeavors focused
on scheduling models and extending support to accommodate more devices com-
prise an integral part of our future work plan.

5 Related Work

5.1 Hash Functions on Heterogeneous Devices

Prior research endeavors have explored diverse strategies to harness heteroge-
neous systems or specialized hardware to expedite the computation of secure
hash functions. For instance, Luo et al. [17] and Wang et al. [26] have both de-
vised parallel implementations of SHA256 tailored for specific supercomputers
equipped with abundant heterogeneous accelerators. However, these optimized
implementations are inherently system-specific and lack generality when applied
to other heterogeneous systems in experimental settings. Moreover, the utiliza-
tion of CPU cores is predominantly confined to data pre-processing, thus over-
looking the potential prowess of cryptographic instructions inherent in CPUs
(if available). In contrast, our approach showcases its generality through ex-
periments conducted across various platforms (as elaborated in Sect. 4) and
maximizes the utilization of cryptographic instructions on CPUs to the fullest
extent possible.

Leveraging specific hardware to accelerate hash algorithms constitutes an-
other compelling area of research for researchers. For instance, Kuznetsov et al.
[15] conducted benchmarking studies on various hash algorithms across differ-
ent GPUs, offering valuable insights for cryptographic research on GPUs. Dong
et al. [8] devised a solution to implement the high-performance SM3 algorithm
on GPUs, while Courtois et al. [7] developed an efficient method for executing
SHA256 hash functions on GPUs. Beyond GPUs, numerous research explore a
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diversity of hardware platforms to accelerate specific hash algorithms, includ-
ing FPGAs [9,13,3,24], CGRAs [22], and other ASICs [19,27]. These works are
primarily focused on achieving optimal performance on individual devices. In
contrast, our approach aims to provide a unified compilation framework to har-
ness the resources of diverse heterogeneous devices to their fullest potential.

5.2 Cryptography-specific Compilers and Languages

In the realm of cryptography-specific compilers, CryptOpt [14] stands out as a
pioneering compilation pipeline excelling in for transforming cryptography pro-
grams into assembly code that outperforms outputs generated by GCC or Clang
compilers. However, it is imperative to underscore that CryptOpt primarily fo-
cuses on single-message operations, whereas our HETOCompiler is meticulously
crafted to address the issue of extensive hash computations by effectively harness-
ing the computational capabilities of all available heterogeneous devices within
the computing environment. Presently, HETOCompiler supports x86 architec-
ture and NVIDIA GPUs, with plans for expanding compatibility to encompass
diverse platforms such as ARM, AMD GPUs, FPGAs, and CGRAs in our future
work.

Other works have explored cryptography-specific languages, each catering to
distinct facets of cryptographic operations. The Jasmin programming language
[2] stands out for offering an efficient mechanism to generate cryptographic pro-
grams characterized by predictably high-speed and high-assurance attributes. On
the other hand, Usuba [18] and EasyBC [25] are cryptographic domain-specific
languages (DSLs) specifically tailored for block ciphers, emphasizing optimized
performance in such contexts. Another notable example is Vale [4], a novel
DSL tailored for verifying manually tuned high-performance cryptographic as-
sembly code by inspecting the converted AST derived from annotated assembly
code. Additionally, FaCT [5], yet another cryptographic DSL equipped with a
secrecy type system, facilitates the translation of high-level code into constant-
time LLVM bitcode, thereby leveraging LLVM back-ends for code generation
as well as our approach. While these DSLs excel in various aspects of cryptog-
raphy and exhibit outstanding performance, they entail learning and adoption
overhead for users due to the need to acquaint themselves with a new language
paradigm. In contrast, our approach offers users intuitive interfaces, ensuring
significant performance gains on heterogeneous platforms without necessitating
the learning overhead associated with mastering a new language.

6 Conclusion & Future Work

In conclusion, this paper introduces HETOCompiler, a pioneering framework
tailored for heterogeneous systems, aiming to enhance the efficiency of hash en-
cryption algorithms under massive data scenarios. By abstracting cryptographic
primitives and heterogeneous computing models within MLIR, HETOCompiler
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streamlines the compilation process, yielding significant performance improve-
ments over existing open-source OpenSSL library. The development of special-
ized dialects, crypto and hyper, further enriches the framework’s adaptability and
usability, catering to diverse application scenarios. With accessible high-level in-
terfaces, users can seamlessly integrate advanced cryptographic functionalities
into their applications, leveraging the full potential of heterogeneous comput-
ing resources. HETOCompiler represents an attempting step towards efficient
and scalable hash encryption computations in modern complicated computing
environments.

In addition to the implemented components, there are several avenues for fu-
ture work. The investigation into mutiple heterogeneous device workload schedul-
ing algorithms lies beyond the scope of this paper and represents one of our
future research goals. We hope to explore methods based on machine learning
techniques to develop the workload scheduling module and seamlessly integrate
it into our compilation framework. Additionally, we plan to extend its compat-
ibility to include diverse platforms such as ARM, AMD GPUs, FPGAs, and
CGRAs in our future work efforts. By broadening the scope of supported archi-
tectures, we aim to enhance the versatility and applicability of HETOCompiler
in heterogeneous computing environments.
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