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Abstract

Model multiplicity, the phenomenon where multiple mod-
els achieve similar performance despite different underlying
learned functions, introduces arbitrariness in model selection.
While this arbitrariness may seem inconsequential in expec-
tation, its impact on individuals can be severe. This paper
explores various individual concerns stemming from multi-
plicity, including the effects of arbitrariness beyond final pre-
dictions, disparate arbitrariness for individuals belonging to
protected groups, and the challenges associated with the arbi-
trariness of a single algorithmic system creating a monopoly
across various contexts. It provides both an empirical exami-
nation of these concerns and a comprehensive analysis from
the legal standpoint, addressing how these issues are per-
ceived in the anti-discrimination law in Canada. We conclude
the discussion with technical challenges in the current land-
scape of model multiplicity to meet legal requirements and
the legal gap between current law and the implications of ar-
bitrariness in model selection, highlighting relevant future re-
search directions for both disciplines.

1 Introduction
Machine learning models have gained unprecedented power
and influence across diverse domains and real-world appli-
cations. As these models advance in complexity and capa-
bility, a new challenge emerges — model multiplicity. This
phenomenon, often stemming from inherent overparameter-
ization or underspecification, is the existence of multiple so-
lutions for the same problem, thus introducing arbitrariness
in selecting a single model.

In recent years, model multiplicity has garnered signif-
icant attention (Marx, Calmon, and Ustun 2020; Black,
Raghavan, and Barocas 2022; D’Amour et al. 2022), primar-
ily focused on responsible behaviour in expectation (Ganesh
2024), e.g., group fairness (Sokol et al. 2022; Ganesh
et al. 2023; Long et al. 2023; Cooper et al. 2024), out-
of-distribution robustness (McCoy, Min, and Linzen 2020),
overall privacy leakage (Kulynych et al. 2023), etc. Beyond
the technical exploration, discussions on policy changes
and moral arguments (Black, Raghavan, and Barocas 2022;
Creel and Hellman 2022; Black et al. 2024) have been piv-
otal in developing the discourse on multiplicity. Despite this
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increasing attention, a critical aspect of multiplicity remains
underexplored — its wide-ranging impact on an individual
and the legal implications of this arbitrariness.

Existing studies tend to focus solely on multiplicity
through model predictions, and don’t address how the fi-
nal model selection can affect individuals in diverse ways.
Consider, for instance, an individual from the training data
who may either face a high risk of information leakage or
not, depending on the arbitrary model choice under multi-
plicity. These effects of arbitrariness go unnoticed in exist-
ing studies, and consequently, the cost of arbitrariness for
individuals is underestimated. Furthermore, the absence of
a definitive correct choice exacerbates the problem, as these
decisions of model selection from a set of good models usu-
ally hinge on pitting similar individuals against each other.

Recent studies have also shed light on how certain demo-
graphic groups bear the brunt of this arbitrariness more than
others (Ganesh et al. 2023; Cooper et al. 2024; Gomez et al.
2024). This arbitrariness not only raises concerns about in-
adequate planning and recourse under multiplicity but also
undermines trust and predictability in the decision-making
process. Consequently, heightened arbitrariness within spe-
cific demographic groups can perpetuate structured dis-
parities, necessitating a thorough legal examination. This
becomes even more pressing when these models are di-
rectly adopted by various downstream applications or ser-
vice providers, thus creating a monopoly and perpetuating
structured arbitrariness against certain individuals through-
out the sector (Creel and Hellman 2022). While existing
legal discourse on multiplicity has centred exclusively on
model behaviour in expectation (Black et al. 2024), we in-
stead focus on the impact of arbitrariness on individuals.

In this interdisciplinary work, we examine these concerns
from both technical and legal perspectives. We focus on em-
ployment, and particularly on hiring decisions, advocating
for a more nuanced understanding of multiplicity and its in-
fluence on individuals. Our contributions are:
• Redefining model multiplicity to emphasize individual

concerns by incorporating various causes of multiplicity
beyond learning hyperparameters as well as other impacts
of multiplicity beyond just predictive multiplicity.

• Arguing that increased levels of arbitrariness for a pro-
tected group can be considered an adverse impact and, ac-
cordingly, a discriminatory employment practice under the
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Canadian anti-discrimination law.
• Scrutinizing the adoption of the same machine learning

model or dataset for hiring across diverse user contexts,
followed by a discrimination analysis of the sector-wide
exclusion of individuals from employment opportunities
and a brief inquiry into how competition laws may be use-
ful in ensuring algorithmic fairness.
We conclude with a call for action to reduce the gap be-

tween the technical and legal domains by (i) emphasizing
the need to improve the methods of measuring and auditing
multiplicity and (ii) prompting a discussion on the lack of
legal arguments against the adverse impact of arbitrariness,
especially in high-stakes applications. In sum, our work en-
compasses a multifaceted analysis of multiplicity, putting
the concerns of individuals at the forefront.

2 Related Work
Prior to discussing our contributions, we provide a compre-
hensive review of existing literature in multiplicity to con-
textualize our work within the broader research landscape.

2.1 Model Multiplicity
As defined by Black, Raghavan, and Barocas (2022), model
multiplicity is the phenomenon where models with equiva-
lent accuracy for a certain prediction task differ in terms
of their internals. Many recent works in literature have ex-
plored the implications of multiplicity in machine learning,
focusing on the unpredictability of model behaviour during
deployment (Marx, Calmon, and Ustun 2020; Black, Ragha-
van, and Barocas 2022). While D’Amour et al. (2022) un-
derscored the connection between model multiplicity and
underspecification, Ganesh (2024) showed that even addi-
tional specifications during model selection cannot counter
the overparameterization of deep learning models, leaving
the concerns of multiplicity unresolved. Paes et al. (2023)
formalized this further, using an information-theoretic ap-
proach to show that model multiplicity is inevitable in set-
tings with finite data. Beyond these challenges, positive op-
portunities also arise from multiplicity, for instance, the po-
tential for better trade-offs and the development of responsi-
ble models (Black, Raghavan, and Barocas 2022; Semenova,
Rudin, and Parr 2022; Black et al. 2024).

The majority of literature on multiplicity focuses on pre-
dictive multiplicity (Marx, Calmon, and Ustun 2020), a
special case of model multiplicity that evaluates variations
solely in the final predictions of the model. However, other
dimensions of quantifying multiplicity have also been ex-
plored. Hsu and Calmon (2022) use the output probabilities
to quantify multiplicity, while Heljakka et al. (2022) extend
this further, using the complete internal representation of the
model to measure model disagreements. Several works have
also explored the impact of multiplicity on the robustness of
model explanations (Karimi et al. 2022; Hancox-Li 2020).

The exploration of multiplicity in literature also extends
to various problem formulations. While most existing works
define a set of good models to have similar accuracy, this has
also been expanded to perform model selection under multi-
ple metrics (Kulynych et al. 2023; Long et al. 2023; Ganesh

2024), and even with models trained on different subsets of
the data (Meyer, Albarghouthi, and D’Antoni 2023). Multi-
plicity has also been addressed outside classification, for in-
stance, multi-target objective (Watson-Daniels et al. 2023),
object detection (Hsu et al. 2024), etc. In our paper, we con-
solidate these strands of research to formalize a more com-
prehensive definition of multiplicity. This encompasses var-
ious causes of multiplicity such as dataset choice, model hy-
perparameters, the stochasticity nature of learning, and var-
ious effects of multiplicity like privacy and robustness.

2.2 Multiplicity and Responsible AI

In addition to choosing better models with multiplic-
ity (Black, Raghavan, and Barocas 2022), recent works have
also studied the interplay between multiplicity and other
trustworthy metrics. Kulynych et al. (2023) showed that im-
provements in privacy come at a cost of higher multiplic-
ity and Long et al. (2023) found a similar cost to achieve
group fairness. Ali, Lahoti, and Gummadi (2021) showed
that addressing unfairness only in examples with high multi-
plicity effectively eliminates biases and Cooper et al. (2024)
showed similarly that abstaining from highly uncertain pre-
dictions exhibits a noticeable improvement in fairness.

Recent works have also explored the implications of arbi-
trariness itself, and its integration into the broader landscape
of responsible AI. Particularly relevant to our work, sev-
eral studies have shown a disparity in predictive multiplic-
ity across demographics (Ganesh et al. 2023; Cooper et al.
2024; Gomez et al. 2024), thereby disproportionately im-
pacting individuals from various groups. Building on these
insights, our study expands the empirical analysis beyond
predictions, revealing similar disparities in other metrics,
with a case study on privacy and robustness. Furthermore,
while existing literature is limited to empirically document-
ing these disparities, we provide a legal examination under
the anti-discrimination law in Canada.

2.3 Multiplicity and Monopolies

Recent progress in AI has enabled the introduction of a new
class of large-scale models, also referred to as foundational
models, capable of being adapted to a diverse set of domains.
Given their impact, experts have raised concerns about the
widespread deployment of these models. Creel and Hellman
(2022) use the term algorithmic leviathans to characterize
such algorithms and offer a comprehensive discussion on the
moral concerns of the standardization of arbitrariness due
to the adoption of a single algorithmic system across vari-
ous applications. Similarly, Vipra and Korinek (2023) advo-
cate for better regulations and the involvement of antitrust
authorities to ensure a level playing field in these domains.
They highlight the risks associated with tech giants train-
ing large-scale foundational models and the natural tendency
of such setups to move toward a monopoly, concentrating
power in the hands of a few companies. We contribute to
this ongoing dialogue by providing a legal discussion exam-
ining the arbitrariness in these monopolies.



2.4 Multiplicity and Law
There exists a wide range of literature on the adverse impacts
of algorithmic decision-making. More specifically, in the do-
main of employment, which is the focus of our work, several
scholars have discussed the legal implications of these im-
pacts and what legal approaches can be deployed to mitigate
the discriminatory outcomes of algorithmic models (Ajunwa
2020; Bildfell 2019; Kelly-Lyth 2023; Kim 2017; Scherer,
King, and Mrkonich 2019; Trindel, Kassir, and Bent 2021).
However, discussion on the legal implications of arbitrari-
ness resulting from model multiplicity has been limited. The
closest work to ours are Black et al. (2024) which makes ob-
servations on the legal implications of model multiplicity in
the context of credit-lending, and Kim (2022) that highlights
the significance of model multiplicity in de-biasing models.
We contribute to this discourse by bridging the gap between
legal and technical discussions on the adverse impacts of ar-
bitrariness for individuals. We explore the effects of mul-
tiplicity on individuals within the employment domain and
analyze the legal implications of these effects under the anti-
discrimination laws in Canada.

3 Redefining Model Multiplicity
Early work in multiplicity (Breiman 2001) draws inspira-
tion from the epistemological framework of the Rashomon
effect (Anderson 2016): the phenomenon of different yet
equally plausible interpretations of the same event. The
Rashomon effect underscores the subjectivity and complex-
ity inherent in the interpretation of information. In machine
learning, this is translated to the existence of multiple mod-
els with similar performance, despite learning different un-
derlying functions. In this section, we dive deeper into the
causes and effects of multiplicity in real-world systems, use
these insights to motivate redefining multiplicity, and sup-
port our definition of multiplicity with empirical studies.

3.1 Multiplicity in Context: Causes and Effects
Causes of Multiplicity: The process of designing a ma-
chine learning model encompasses a multitude of choices.
Beginning with the data, decisions are made regarding what
data to gather, how to process and filter it, which features
to select, etc. Even decisions on partitioning the data for
training and validation have been shown to create multiplic-
ity (Friedler et al. 2019; Meyer, Albarghouthi, and D’Antoni
2023). Similarly, the learning algorithm design further en-
tails numerous decisions: the choice of model architecture,
selection of hyperparameters, various forms of stochastic-
ity, and even the criteria for model evaluation. Each of these
decisions contributes to the cascade of choices that directly
impacts the multiplicity of the trained models.

Notably, these choices are not always informed or even
intentional. For instance, in some cases, choices are made
by drawing upon insights from the literature that focus on
the effects of algorithm design on model multiplicity (Wu
et al. 2021; Ponomareva et al. 2023; Kulynych et al. 2023;
Ganesh 2024). In other cases, choices are driven by popular
trends, such as the prevalent use of a specific activation func-
tion instead of exploring various alternatives (Dubey, Singh,

and Chaudhuri 2022), or by the convenience of employing
model architecture available in more accessible frameworks
like PyTorch or TensorFlow. While even these choices may
be studied in the future to better grasp their impact on multi-
plicity, others remain inherently arbitrary, like the selection
of a random seed for training, defying attempts at informed
decision-making when training a learning model.

These choices culminate together into the final model,
collectively impacting its multiplicity. Thus, while special-
ized definitions of multiplicity can be helpful for targeted
technical analysis, it’s important to encompass all these
choices when discussing the real-world implications of mul-
tiplicity. For instance, characterizing multiplicity solely as
training multiple models on the same dataset overlooks the
significance of the dataset selection. Similarly, defining mul-
tiplicity based on just the accuracy or error of the model for
a given task neglects the various considerations involved in
model evaluation, like measuring fairness to ensure adher-
ence to certain standards. Thus, it is important to cover all
aspects of a learning pipeline when defining multiplicity.

Reality of Training Multiple Models: Existing literature
often suggests training multiple models to mitigate arbitrari-
ness in model training, by creating ensembles, quantifying
multiplicity, or using model selection to navigate the causes
of multiplicity discussed above (Kulynych et al. 2023; Long
et al. 2023; Creel and Hellman 2022). However, this isn’t
always feasible if the model’s size or complexity makes
training multiple models computationally expensive. For in-
stance, consider HireVue, a recruitment company catering to
over a third of the Fortune 100 in the US. HireVue uses so-
phisticated models to assess candidates via textual responses
and video interviews (Larsen 2018), which makes training
enough models to capture multiplicity impractical.

Even in situations when it’s possible to train multiple
models, the cost of data collection can be a significant
barrier. Consequently, multiple models may be trained on
the same dataset, perpetuating the arbitrariness inherent in
the data. For example, spurious correlations in the data
can be viewed as a manifestation of arbitrariness stemming
from the dataset choice, as a different dataset might ex-
hibit different behaviour (Zech et al. 2018; Hendrycks et al.
2021). Even when empirical methods can capture multiplic-
ity, model selection may lead to overfitting, hindering gen-
eralization (Ganesh 2024). These trends don’t necessarily
dismiss the efficacy of training multiple models. Rather, it
highlights the complexities and limitations of this approach,
making it far from a universally applicable solution.

Effects of Multiplicity: Multiplicity is often explored in
scenarios where individuals encounter conflicting predic-
tions. This can create brittleness and uncertainty in model
decisions, undermining their reliability and hampering ef-
fective planning. This becomes particularly problematic
when the underlying model is proprietary, leaving users in
the dark about its inner workings. For example, in the con-
text of hiring, individuals affected by high multiplicity won’t
be able to anticipate outcomes based on observable patterns,
severely hindering their ability to discern which applications
merit greater attention and plan accordingly. As a result, they



are left at a distinct disadvantage compared to their peers
who do not suffer from similar multiplicity and can thus pri-
oritize their efforts based on discernible trends.

The effects of multiplicity extend to model updates over
time. Each update introduces a fresh set of choices, thereby
exacerbating multiplicity. Concerns of arbitrariness over
time have also been studied under the umbrella of predictive
churn (Milani Fard et al. 2016). Intriguingly, a recent study
highlighted the relationship between multiplicity and pre-
dictive churn, indicating a common demographic vulnerable
to fluctuating model outputs in both cases (Watson-Daniels
et al. 2024). Thus, an individual affected by high multiplicity
will also encounter higher uncertainty in recourse strategies,
as their predictions are more vulnerable to the model up-
dates, potentially rendering their recourse efforts redundant.
Another line of research has explored the possibility of al-
gorithmic recourse becoming invalidated under distribution
shifts (Rawal, Kamar, and Lakkaraju 2021). We argue that
these problems arise even in situations without a distribution
shift, simply due to multiplicity in learning models.

Moreover, as hinted earlier, the effects of multiplicity ex-
tend beyond final model predictions. For instance, model ex-
planations and suggested recourse decisions can vary notice-
ably due to multiplicity, and an individual’s recourse feasi-
bility hinges on the arbitrariness in model selection. Sim-
ilarly, multiplicity can impact robustness, leading to diver-
gent outcomes for similar cases, thus compromising system
reliability and trust. Multiplicity can even impact individu-
als whose data was used for training. For example, multi-
plicity can affect the privacy risks of individuals, necessitat-
ing perpetual vigilance, as arbitrary choices in model selec-
tion could have potentially exposed individuals to privacy
breaches, even if they aren’t currently at risk. The effects of
multiplicity are multifaceted, and we should not narrow our
scope to predictions on a given task, which can underesti-
mate the true risks of multiplicity. We will provide several
empirical studies in Section 3.3 for more practical examples
of the various effects of multiplicity discussed here.

3.2 Rashomon Sets and Model Multiplicity
With the causes and effects of multiplicity better under-
stood, we now formally define model multiplicity. We saw
that the concept of multiplicity is deeply rooted in the
Rashomon effect, which highlights the diverse interpreta-
tions that can arise from the same data. The models illustrat-
ing this Rashomon effect are together known as a Rashomon
set, or a set of competing models, a set of good models,
ϵ-Rashomon set, ϵ-Level set, etc. We’ll stick to the term
Rashomon set for consistency in our discussion. In princi-
ple, a Rashomon set defines a set of models which are prac-
tically indistinguishable for those deploying the model, un-
derscoring the arbitrariness in selecting one model over an-
other. Thus, to define multiplicity, we need to first define a
Rashomon set. And to define a Rashomon set, we need to
define what it means for two models to be indistinguishable.

We introduce a set of metric delta functions, ∆P , and
corresponding thresholds EP . A metric delta function takes
as input two models and measures the difference between
them under the given metric. These metric deltas serve as

benchmarks for determining whether two models are in-
distinguishable: if the difference in performance for every
δPi ∈ ∆P falls within the corresponding threshold ϵPi ∈ EP .
For example, one might define the metric delta for accuracy
as δAcc,D(h1, h2) = |Acc(h1, D)−Acc(h2, D)|. Formally,

Definition 1 (Rashomon Set) Two models h1, h2 belong
to the same Rashomon set under performance constraints
(∆P , EP ) if they exhibit similar performance for every met-
ric in the given performance constraints, i.e.:

δPi (h1, h2) ≤ ϵPi ∀ (δPi , ϵ
P
i ) ∈ (∆P , EP ) (1)

The Rashomon set effectively captures the phenomenon
of various learned models being practically indistinguish-
able. However, the study of multiplicity is crucial only
in the context of these models also exhibiting diverse be-
haviour when deployed, i.e., our interest lies in discerning
meaningful differences, rather than merely the existence of
Rashomon sets. Given the various effects of multiplicity dis-
cussed above, we generalize model multiplicity by binding
it to a metric delta δM and corresponding threshold ϵM , on
models belonging to the same Rashomon set. Formally,

Definition 2 (Model Multiplicity) Two models h1, h2 ex-
hibit multiplicity under performance constraints (∆P , EP )
and multiplicity constraint (δM , ϵM ), if they have similar
performance for every metric in the performance constraints
yet differ on the metric in the multiplicity constraint, i.e.:

δPi (h1, h2) ≤ ϵPi ∀ (δPi , ϵ
P
i ) ∈ (∆P , EP )

and δM (h1, h2) > ϵM
(2)

Note that the definitions here are quite similar to those
already present in the literature. However, we have made
deliberate choices distinct from previous approaches. Un-
like several existing works (Marx, Calmon, and Ustun 2020;
Black, Raghavan, and Barocas 2022), we do not restrict the
models h1, h2 to a hypothesis class or limit them to being
trained on data from the same distribution. Similarly, unlike
much of the prior work, we avoid relying on a single metric
of model similarity or only model predictions as a measure
of multiplicity. While these are not radical changes, we em-
phasize these lack of restrictions to highlight the complete
scope of the impact of multiplicity as discussed above. Next,
we briefly present empirical evidence to support our choices.

3.3 Empirical Insights into Multiplicity
We now present a series of empirical studies to support our
decision to expand the definition of multiplicity.

Dataset: We conduct our study on a Job Applicants
dataset (Tankha 2023), which surveys individuals on the
website StackOverflow, collecting various attributes and the
success of their job applications. We filter the dataset to fo-
cus specifically on applications to Canadian companies, re-
sulting in 2779 data points for our analysis. This data is split
into 80% for training and 20% for testing. We also explore
other datasets spanning different modalities in Appendix B.
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Figure 1: (a) Distribution of self-consistency scores for individuals in the StackOverflow dataset (Tankha 2023), under
Rashomon sets trained by changing only the feature subsets, changing only the model hyperparameters, changing only the
random seeds, and changing all three simultaneously. (b) The same distribution of self-consistency scores across various set-
tings, but with performance constraints including both accuracy and fairness (instead of just accuracy in (a)). The impact of
multiplicity is more pronounced in this case, which underscores the significance of the model selection criteria. (c,d,e) Dis-
tribution of self-consistency scores for predictions, robustness, defined as the consistency of prediction under input noise, and
privacy, defined as membership inference. We find multiplicity concerns for metrics beyond predictions as well as a disparate
impact of multiplicity across various groups (Ganesh 2024; Cooper et al. 2024; Gomez et al. 2024).

Models and Metrics: Our learning model is a multi-layer
perceptron with a single hidden layer of 64 neurons. To cre-
ate the Rashomon set, we train multiple models while (i)
changing the subset of features to mimic multiplicity caused
by the data, (ii) changing batch size, learning rate, and the
optimizer to account for the multiplicity in the learning al-
gorithm, and (iii) changing the random seeds to replicate the
stochasticity of learning. Each model is then evaluated us-
ing the performance constraints, before being admitted into
the Rashomon set. Subsequently, we quantify multiplicity
through a measure known as self-consistency (Long et al.
2023). Self-consistency is defined as the likelihood of ob-
taining the same output from two randomly selected models
in the Rashomon set. Details on model training and evalua-
tion setup are delegated to Appendix A.

Why do we need better Rashomon sets? To emphasize
the broader definition of Rashomon sets, we experiment with
various ways of training multiple models as well as different
performance constraints. Our results reveal that neglecting
the diverse causes of multiplicity can lead to an underestima-
tion of the true risks associated with arbitrariness in machine
learning. To illustrate this, we begin by examining the self-
consistency scores for predictive multiplicity of individuals
within different Rashomon sets (each containing 20 mod-

els), under performance constraint accuracy, constructed by
varying feature subsets, hyperparameters, random seeds, and
a combination of all three, as depicted in Figure 1(a). No-
tably, we find that altering only the random seeds, a common
practice in literature, underestimates the multiplicity risks.

Furthermore, the problem becomes severe when we
change our performance constraints. Instead of solely re-
lying on accuracy, we introduce fairness, defined as accu-
racy parity, and collect the results for the new Rashomon
sets in Figure 1(b). Despite being a more exclusive se-
lection criterion, the Rashomon sets created under these
constraints—still comprising 20 models each—demonstrate
even higher multiplicity. By combining our insights from the
previous two sets of results, it becomes apparent that both
dataset variability and the incorporation of multiple perfor-
mance constraints play an important role in assessing the
true risks of multiplicity. Strikingly, these critical facets are
often overlooked in existing literature, which focuses in-
stead on changing random seeds or only accuracy and loss
as the performance constraint, thus highlighting the need for
a broader definition of Rashomon sets.

Are multiplicity risks limited to model predictions? We
discussed how predictive multiplicity risks are often un-
derestimated when not all potential causes are taken into



account. However, predictive multiplicity is not the only
consequence of arbitrariness in model selection. We now
delve into the broader implications of multiplicity, examin-
ing its impact specifically on robustness and privacy within
the Rashomon set. We use the Rashomon set with all three
model training variations outlined above and with perfor-
mance constraints of both accuracy and fairness. Robustness
is defined as the consistency of predictions under input noise
and privacy as the output of a membership inference attack.
Additional details on these definitions can be found in Ap-
pendix A. The results are collected in Figure 1(d,e).

Our analysis reveals multiplicity in both robustness and
privacy across the Rashomon set, illustrating that concerns
of arbitrariness in model selection transcend final predic-
tions. Note that higher multiplicity in robustness (and like-
wise, in privacy) does not necessarily equate to heightened
concerns about robustness (or privacy). Rather, they imply
significant variability in these concerns. For instance, indi-
viduals with consistently high concerns of robustness (or
privacy) will exhibit lower levels of multiplicity.

Who suffers the brunt of multiplicity? Several recent
works have shown a disparity in the risk of arbitrary de-
cisions across different demographics (Ganesh et al. 2023;
Cooper et al. 2024; Gomez et al. 2024). Building on these
findings, we expand the analysis to our broader definition of
multiplicity. We examine per-group multiplicity for predic-
tions, robustness, and privacy, as detailed in Figure 1(c,d,e).

We find a noticeable disparity in multiplicity for the two
groups based on perceived gender. While we see a higher
multiplicity in predictions and robustness for the perceived
gender group Female, we find the same group has remark-
ably low multiplicity in privacy. These results align with ob-
servations of disparity in multiplicity in the existing liter-
ature but extend to our broader setting showing that indi-
viduals from various demographic groups may face distinct
forms of arbitrariness risk based on their group membership.
Equipped with these results, we will now perform a legal
analysis of arbitrariness under the anti-discrimination law in
Canada and argue that disparate arbitrariness across various
groups should be recognized as a form of discrimination.

4 Arbitrariness and Group Membership:
The Legal Challenges

We perform our legal analysis of multiplicity in light of
Canadian anti-discrimination law, with a focus on the con-
text of hiring. Hiring has recently witnessed a dramatic in-
crease in the delegation of decisions to machine learning
models (Capuano 2023; Green 2021). While these models
are promising in increasing efficiency and speed in hiring
processes, they also risk discriminating against job appli-
cants based on their protected characteristics (Ajunwa 2020;
Cofone 2019). Note that, although our focus is on hiring,
our analysis here may shed light on the broader legal impli-
cations of arbitrariness in algorithmic decisions.

We first briefly introduce employment discrimination law
in Canada. We then argue that under these laws, the disparity
in arbitrariness constitutes a form of discrimination.

4.1 Anti-Discrimination Laws: The Moore Test
Discrimination in hiring and recruitment is directly prohib-
ited under the provincial and territorial human rights leg-
islation in Canada. For example, the Human Rights Code
of Ontario (noa 1990) ensures that “every person has a
right to equal treatment with respect to employment with-
out discrimination because of race, ancestry, place of ori-
gin, colour, ethnic origin, citizenship, creed, sex, sexual ori-
entation, gender identity, gender expression, age, record of
offences, marital status, family status or disability”. Simi-
larly, the Charter of Human Rights and Freedoms of Que-
bec states that “Every person has a right to full and equal
recognition and exercise of his human rights and freedoms,
without distinction, exclusion or preference based on race,
colour, sex, gender identity or expression, pregnancy, sexual
orientation, civil status, age” (noa 1976). While the Cana-
dian Charter of Rights and Freedoms does not directly ap-
ply to the disputes between private individuals (noa 1989,
2010), the Supreme Court’s interpretation of the equality
rights under the Charter has greatly influenced and contin-
ues to guide the provincial courts and tribunals’ interpreta-
tion and application of anti-discrimination provisions under
the applicable law, such as provincial human rights provi-
sions (England 2006; Bildfell 2019). The Canadian Human
Rights Act provides similar protection to those employed by
the federal government and several types of companies that
are regulated by the federal government, such as banks. Ad-
ditionally, the Employment Equity Act requires employers
to achieve employment equity by taking proactive measures
targeting the detection and elimination of the hindrances
negatively affecting ”women, Aboriginal peoples, persons
with disabilities and members of visible minorities” in em-
ployment (noa 1995).

In Canadian anti-discrimination doctrine, courts analyze
whether a given practice or treatment is discriminatory by
applying a three-part test developed in the Supreme Court
case Moore v. British Columbia (Ministry of Education) (noa
2012) and later confirmed in Stewart v. Elk Valley Coal
Corp (noa 2017). Under this test, commonly referred to as
the Moore test, “complainants are required to show that they
have a characteristic protected from discrimination under the
Code [provincial/territorial human rights legislation]; that
they experienced an adverse impact with respect to the ser-
vice; and that the protected characteristic was a factor in the
adverse impact” (noa 2012). In the next subsection, we use
the Moore test to determine when there is a pattern of dis-
crimination due to the disparity in arbitrariness across vari-
ous protected groups.

4.2 Arbitrariness as a Form of (Prima Facie)
Discrimination

To determine whether model multiplicity would violate ex-
tant anti-discrimination law in Canada, we have to scrutinize
it under the Moore test. The test establishes what situation is
a prima facie case of discrimination, meaning that there is a
discriminatory impact that the employer will have to justify
for it not to constitute illegal discrimination.

Consider the following hypothetical scenario: A non-



federally regulated employer, located in Ontario, wants to
automate its hiring and tasks a team of developers with de-
signing a machine learning model that will predict which
job candidates have a high potential for success at the em-
ployer’s company. Developers build two different models
that have the same performance and group fairness but gen-
erate discrepant predictions on an individual level (i.e., they
show model multiplicity). The employer settles on one of
these models, knowing that their options have higher multi-
plicity for a particular ethnic minority. A candidate from the
minority group who has been rejected then challenges this
algorithm in court on the grounds of it being discriminatory.
For simplicity, let us assume that the candidate was informed
by the employer about the use of the algorithm and the multi-
plicity of models encountered after the development period.

The court, applying the Moore test to the case at hand,
will first question whether the complainant has a personal
characteristic enumerated under the Human Rights Code of
the province (noa 2012). As we mentioned above, race is
one of the characteristics protected by the Human Rights
Code of Ontario (noa 1990), and this complainant claims
to have been discriminated against on the basis of race. Af-
ter clarifying this first step, the court will move to the sec-
ond step to question whether the claimant was subjected to
an adverse impact (noa 2012). This step is likely to be the
most intricate one, as we need to answer whether the dis-
parity of arbitrariness in model selection gives rise to an ad-
verse impact. In this scenario, both models available to the
employer were recommending candidates from the minority
group the claimant belongs to while maintaining other mea-
sures of fairness. The problem that gave rise to the said claim
in court is that while the same individuals from the majority
group are being recommended by both models, the recom-
mended individuals from the minority group differ based on
the model deployed. The question to address in this second
step is: Does this variation constitute discrimination?

Under the Canadian anti-discrimination doctrine, courts
often refer to the definition of discrimination provided in
Andrews v. Law Society (British Columbia) in their analyses
of discrimination claims. In Andrews, discrimination is de-
fined as ”a distinction, whether intentional or not but based
on grounds relating to personal characteristics of the individ-
ual or group, which has the effect of imposing burdens, obli-
gations or disadvantages on such individual or group not im-
posed upon others, or which withholds or limits access to op-
portunities, benefits and advantages available to other mem-
bers of society” (noa 1989)(emphasis added). Based on our
analysis of model multiplicity, higher arbitrariness for mi-
nority groups can be viewed as a burden disproportionately
imposed upon job candidates from these groups because, as
discussed briefly in Section 3.1, such higher arbitrariness
renders algorithmic decisions less predictable for them (for
further discussion on the morality of unpredictability, see
Creel and Hellman (2022)). Because there is less arbitrari-
ness for majority groups, candidates from these groups have
a better opportunity to foresee whether they will be recom-
mended by the hiring algorithm despite the potential multi-
plicity of models. In other words, the expected value of the
decision may be the same for both groups, but the variance

is different, and the burden imposed on job candidates is not
limited only to the expected probability of being hired but
also extends to the arbitrary variability. This predictability,
for example, gives candidates from majority groups a possi-
bility of recourse to adjust their behaviours and get a more
favourable decision from the algorithm (the predictability of
algorithmic decisions through explainable AI is considered
an important benefit that allows individuals to obtain the
outcomes they want; see Wachter, Mittelstadt, and Russell
(2018); Verma et al. (2022)).

Likewise, better predictability (lower randomness) allows
candidates from majority groups to better project which jobs
they should apply for, and lower the number of jobs they
will need to apply for to obtain one of them. On the other
hand, due to higher arbitrariness, candidates from minority
groups do not have this opportunity. Regardless of adjust-
ments made to get a more favourable outcome, their chances
of getting selected by the hiring algorithm will more signif-
icantly depend on an arbitrary choice of the model made by
the developers and employers.

The arbitrariness resulting from model multiplicity may
have further impacts on minority groups when models are
updated. The updates of these models may erratically al-
ter their individual-level predictions (Watson-Daniels et al.
2024). These updates may hinder minority candidates’ ac-
cess to employment opportunities by further rendering the
decisions less predictable. As minority candidates are sub-
jected to a higher level of arbitrariness, they may face higher
variability in the preferences of models following updates.
For example, the explanation of why a minority candidate
was not selected by a hiring model may include the noti-
fication that having more experience would lead to a more
favourable decision for the candidate. However, by the time
the said candidate applied again, the model might have been
updated; and this time, it might require the candidate to get
another college degree to receive a more favorable decision.
This variability is likely to be less strong in the case of ma-
jority candidates, as there is lower arbitrariness for them in
the decisions of the models.

The disparate situation depicted above constrains mi-
nority groups’ access to equal employment opportunities.
Therefore, it should be viewed as an adverse impact under
the second step of the Moore test.

In the third and last part of the Moore test, the court will
question whether the protected characteristic highlighted in
the first step has indeed influenced the occurrence of the ad-
verse impact (noa 2012). This is the step in which our em-
pirical results are directly applicable. As we showed in our
empirical study in Section 3.3, the determining factor for
whether a job candidate will be subjected to a higher level of
arbitrariness due to multiplicity is their group membership.
Being a member of a racial minority translates into increased
arbitrariness, which gives rise to reduced predictability of al-
gorithmic decisions in a disproportionate manner. Race, the
protected characteristic in this hypothetical case, thus plays
a major role in the emergence of this adverse impact. This
conclusion, paired with the conclusions in steps one and two
of the Moore test, would render arbitrariness in this hypo-
thetical case a discriminatory practice.



The heightened levels of arbitrariness for minority groups,
for these reasons, should be viewed as a prima facie case of
discrimination by courts. It should be noted that this finding
does not conclude a court’s analysis of the issue: employ-
ers will still be able to justify this arbitrariness based on the
contextual facts of a case under the Meiorin test developed
by the Supreme Court in British Columbia (Public Service
Employee Relations Commission) v. B.C.G.E.U. (noa 1999).
In other words, after prima facie discrimination is shown,
employers have the opportunity to show that the disparity
is justified for some reason. Proving prima facie discrimina-
tion, however, while not conclusive, is a fundamental step in
guaranteeing the rights of individuals.

5 The Potential Monopoly of A Machine
Learning Model

After examining the multiplicity disparity across groups, we
shift our focus to a special case of arbitrariness in machine
learning: the challenges of an arbitrary decision made by an
algorithm that is widely adopted across various applications
or user contexts, known as an algorithmic leviathan (Creel
and Hellman 2022). Algorithmic leviathans, as proposed by
Creel and Hellman (2022), are “automated decision-making
systems that make uniform judgments across broad swathes
of a sector”. Such systems become problematic when these
uniform judgements are arbitrary, leading to a systematic
response against particular groups of individuals. Simply
discouraging such a monopoly is impractical in scenar-
ios where training multiple models can be cost-prohibitive,
where there is a deliberate absence of multiple decision-
makers (e.g., immigration decisions in a country), or where
arbitrariness originates not from the model but from the un-
derlying dataset (e.g., shared arbitrariness due to everyone
using the same dataset). We direct readers to Creel and Hell-
man (2022) for a more in-depth discussion of the moral con-
cerns associated with deploying algorithmic leviathans.

In this paper, we extend the arguments to legal concerns
on the existence of such leviathans. We start by examining
the compounded impact of a monopoly on the existing dis-
parity in arbitrariness across different protected groups from
the lens of anti-discrimination law. Following this, we draw
attention to the far-reaching discriminatory impacts of algo-
rithmic leviathans which result from the blanket rejection of
individuals. We then ask: ‘What if an algorithmic leviathan,
while not discriminating against protected groups, still cre-
ates a structured adversity for certain individuals?’

5.1 Monopoly, Anti-Discrimination Law and
Competition Law

The adverse impact arising from the increased levels of ar-
bitrariness for minority groups will be compounded when
a single algorithmic model is deployed widely in a sector.
Where the majority of employers within a sector use the
same model to make hiring decisions, minority groups will
be systematically subjected to lower levels of predictability.
This will harm minority groups’ access to employment op-
portunities as they will not be able to increase the likelihood
of getting recommended by the hiring model by adjusting

their behaviours and they will be subjected to generalized
welfare-decreasing uncertainty.

The compounded reduction in reduced predictability is
not the only threat posed by algorithmic leviathans. These
models, irrespective of whether they have higher arbitrari-
ness for minority groups, may still be giving rise to discrim-
inatory impacts. A hiring model that is deployed sector-wide
risks excluding certain job candidates from employment op-
portunities (Creel and Hellman 2022). If a blanket rejection
arises in connection with individuals’ characteristics pro-
tected by anti-discrimination law, the disparate impact of
arbitrariness on protected groups will be severe. In such a
case, the members of the group rejected by the model may
have significantly reduced opportunities to find employment
within a specific sector. Such an exclusion would exacerbate
the historical and ongoing under-representation of marginal-
ized groups in the workforce.

Detecting the severity and extent of discrimination in such
a case, however, may not be an easy task. The fact that
a certain implementation of an algorithmic leviathan has
an adverse impact on a minority group does not automati-
cally mean that all other implementations of the same model
have the same adverse impact too. Employers, after obtain-
ing the hiring model from developers, might have fine-tuned
it in accordance with their own business necessities. This
means that different implementations of the same model
may have different tendencies in selecting and rejecting job
candidates. Accordingly, the discriminatory impact detected
within a single instance of the model may not be found in
other instances (Wang and Russakovsky 2023).

The same situation applies to the absence of discrimina-
tion in a certain implementation of an algorithmic leviathan
as well. The fact that no discriminatory outcome is detected
within the predictions of an algorithmic leviathan does not
guarantee that all other implementations of the same model,
too, do not give rise to discrimination. As fine-tuning can
render a model unbiased, it can also turn an unbiased model
into a biased one. Employers, in their attempts to align their
hiring model with the needs of their businesses, might render
them biased against certain minorities.

In some cases, the monopoly of a single hiring model
within a sector may give rise to unfairness in access to
employment opportunities despite not being discriminatory
against any group. This happens when an unbiased, non-
discriminatory, hiring model dominates a certain sector.
While attaining a completely unbiased algorithmic model is
highly difficult due to the intricate connections between neu-
tral variables and protected characteristics (Cofone 2019),
for the sake of our analysis and to be able to study these algo-
rithmic leviathans separate from the discrimination against
protected groups we saw in the previous section, let us as-
sume that the model in question has achieved this fairness.
Also, assume that no fine-tuning has been made by employ-
ers, and accordingly, this model, in each instance, is gener-
ating the same predictions. That is, it is recommending the
same set of candidates while rejecting another set of can-
didates in all instances. This means that some candidates
will be excluded from job opportunities as they will be con-
sistently rejected by the same model. This situation is cer-



tainly unfair for the these candidates given that they could
receive more favorable outcomes had this model not attained
monopoly within the given sector. But it does not constitute
a case of discrimination because the said impediment does
not occur in connection with a protected characteristic and it
does not adversely impact any group.

Where this sector-wide uniformity in decisions has an ad-
verse impact on minority groups, there exists discrimination.
It should also be noted that where an algorithmic model has
adverse impacts on the basis of protected characteristics, it
will be discriminatory regardless of whether it is deployed
widely in a sector. The adverse impacts of an algorithmic
leviathan simply aggravate the disadvantageous situations of
minority groups and give rise to compounded discrimination
against them. But where this uniformity does not disadvan-
tage any group in connection with their protected character-
istics, then it is not discriminatory.

Rejecting some candidates while accepting others is an
inherent part of hiring. As there are limited employment op-
portunities, some candidates will inevitably be rejected by
employers. In our hypothetical example, the model is mak-
ing rejection and acceptance decisions with no bias and dis-
crimination. But as the model is deployed widely within a
single sector, it is consistently rejecting the same candidates;
making the monopoly of a single model ethically disturbing.

This problem goes beyond the reach of anti-
discrimination law. However, the situation these consistently
rejected candidates are put into is deeply unfair in that their
access to job opportunities is severely restricted due to
a hiring model’s dominance within a sector (Creel and
Hellman 2022). It requires a legal and policy reflection that
considers the consequences of the dominance of a single
hiring product within a sector. In this regard, competition
law may be useful for regulators to prevent such unfair
outcomes from occurring (Creel and Hellman 2022).

Competition law aims to foster and maintain healthy com-
petition between the participants of markets (OECD Global
Forum on Competition 2003). Competition between market
participants has implications for two different concepts of
fairness (Gerber 2020). Firstly, competitive fairness requires
fair conditions under which market participants can compete
with each other (Gerber 2020). Secondly, consumer fairness
requires the protection of consumers from the detrimental
practices of dominant companies (Gerber 2020).

Regulators may rely on both of these principles in pre-
venting the sector-wide exclusion of individuals from em-
ployment opportunities. Enhancing the fairness of condi-
tions under which the developers of hiring models compete
with each other can prevent the occurrence of algorithmic
leviathans, which in turn, would prevent the said unfairness
candidates suffer from in searching for employment. For ex-
ample, in the development of algorithmic leviathans, access
to unique data fortifies the dominant position of large com-
panies in the market, thus adversely affecting the compet-
itive power of smaller companies (Schrepel and Pentland
2023). Vipra and Korinek (2023) argue that regulators, to
strengthen competition between these companies, may con-
sider prohibiting the developers from being the sole owner
of the training data. Democratizing access to data in such

a way would strengthen smaller companies’ capability to
compete with larger ones; hence, it would consequently de-
crease the possibility of a single hiring model gaining market
dominance. However, regulators should also pay attention
to the possibility that the training of several models with
the same dataset may lead these models to reflect similar
tendencies in their predictions, thus giving rise to another
sector-wide exclusion of individuals from employment op-
portunities (Creel and Hellman 2022)

An in-depth discussion of how competition law may be
deployed in preventing the unfairness engendered by dom-
inant hiring models is beyond the scope of this paper. But,
as the above discussion on potential regulatory interventions
shows, competition law is a promising legal tool for solving
this problem. Regulators, therefore, should explore feasible
regulatory measures under competition law to maintain and
enhance equal access to employment.

6 Open Research Questions
In this paper, we explored the impact of arbitrariness in
model selection due to multiplicity and discussed the dis-
criminatory practices it can foster. However, there remain
significant challenges, spanning both technical and legal do-
mains. We conclude our paper by outlining the key open re-
search questions in model multiplicity. By explicitly outlin-
ing paths for future research, we aim to encourage collabo-
ration between both disciplines to address these challenges.

6.1 Auditing Model Multiplicity
We start by outlining the key technical challenges to auditing
model multiplicity in real-world scenarios.

Cost-effective Auditing of Multiplicity: Various metrics
for measuring multiplicity can be found in the literature, ei-
ther for individual data points (Cooper et al. 2024; Kulynych
et al. 2023; Black, Raghavan, and Barocas 2022; Hsu and
Calmon 2022) or the entire datasets (Heljakka et al. 2022;
Long et al. 2023; Marx, Calmon, and Ustun 2020); either for
measuring multiplicity of predictions (Cooper et al. 2024;
Kulynych et al. 2023; Black, Raghavan, and Barocas 2022;
Long et al. 2023; Marx, Calmon, and Ustun 2020) or cap-
turing a wider model behaviour (Heljakka et al. 2022; Hsu
and Calmon 2022); etc. Yet, despite the differences, all these
metrics share a commonality—they rely on training an en-
semble of models. However, this is impractical and costly,
as the burden of training multiple copies of a model can be
unreasonable for companies utilizing such models, posing a
significant barrier to auditing model multiplicity.

Recent work by Hsu et al. (2024) broke this trend and
showed the advantages of using Monte Carlo dropout as an
efficient alternative to training multiple models for measur-
ing model multiplicity. This opens up a promising avenue for
future research: understanding the relationship between pre-
dictive uncertainty and multiplicity. Predictive uncertainty is
a model’s calibrated uncertainty concerning a specific pre-
diction. Acknowledging that machine learning models tend
to make arbitrary decisions in uncertain situations, we might
be able to use predictive uncertainty to approximate model



multiplicity. Existing work on measuring predictive uncer-
tainty by using an ensemble of models further reinforces
this connection (Lakshminarayanan, Pritzel, and Blundell
2017). Thus, gaining a better understanding of the relation-
ship between predictive uncertainty and model multiplicity
can allow us to leverage cost-effective methods of uncer-
tainty measurement, marking a crucial step toward auditing
arbitrariness and multiplicity in machine learning.

It should also be noted that despite recent advancements,
we have a limited understanding of how to mitigate and
manage multiplicity, with existing literature primarily fo-
cused on auditing multiplicity as discussed above. Notably,
the most common recommendation in literature, model se-
lection based on appropriate constraints, has been shown
to cause overfitting and does not generalize to unseen set-
tings (Ganesh 2024). Addressing this gap thus becomes im-
perative to be able to tackle multiplicity in the real world.

Arbitrariness as a Fairness Metric: Defining a metric is
an important initial step in any auditing process, enabling us
to measure and track progress while facilitating comparisons
across diverse settings. Although we’ve demonstrated sig-
nificant disparity in arbitrariness across different protected
groups (see Section 3.3), an essential discussion remains on
translating this disparity into a fairness metric. Furthermore,
there are several multiplicity metrics currently used in the
literature (Cooper et al. 2024; Kulynych et al. 2023; Black,
Raghavan, and Barocas 2022; Somepalli et al. 2022; Hel-
jakka et al. 2022; Long et al. 2023; Marx, Calmon, and Us-
tun 2020; Hsu and Calmon 2022), yet none have been com-
pared with each other to determine if they even have any
discernible differences. Thus, it is critical to consolidate ex-
isting metrics, conduct a comprehensive study on their ap-
plicability in defining fairness under arbitrariness, and use
them to quantify the biases present in a model.

Beyond Predictive Multiplicity: Throughout the major-
ity of this paper, and in much of the literature on model mul-
tiplicity, the focus remains on the case of predictive multi-
plicity. However, it is worth noting that, even when multiple
models in the Rashomon set produce the same prediction for
an individual, the arbitrariness of model selection can still
introduce adversity, as we show in Section 3.3. Thus, while
predictive multiplicity is fundamental, it is important to rec-
ognize that the adverse effects of multiplicity extend beyond
predictions. Consequently, further exploration and analysis
of these effects would be beneficial.

6.2 Anti-discrimination and Competition Laws
We discuss, in this section, the gaps between law and the im-
plications of model multiplicity, emphasizing the legal dis-
cussions required for future research.

Arbitrariness in a Broader Context: Our analysis in this
paper has been limited to Canada and the context of hir-
ing. We encourage further discussions from the perspective
of other jurisdictions, as a comparative analysis would pro-
vide lawmakers with a more profound insight into the prob-
lem. Further research would also be beneficial to shed light

on how model multiplicity may impact equality and non-
discrimination in other domains where algorithmic decision-
making is increasingly deployed, such as predictive polic-
ing, credit lending, and marketing.

Competition Law for Algorithmic Leviathans: In this
paper, we argued that heightened levels of arbitrariness for
individuals from minority groups should be considered as
an adverse impact under anti-discrimination laws. We also
noted that where protected characteristics of individuals do
not play a role in the occurrence of the disadvantageous out-
comes of model multiplicity, there is no discrimination un-
der the extant anti-discrimination laws. In the case of an al-
gorithmic system gaining market dominance, we noted that
competition law may be useful in combating the unfairness
emerging from these models. How better competition and
stronger fairness can be achieved simultaneously in a sec-
tor that relies on such algorithmic leviathans is an important
policy question that requires further research and discussion.

A Closer Look on Foundational Models: The advent of
foundational models, commonly defined as large-scale AI
models capable of adapting to a wide range of applications,
is a special case of algorithmic leviathans. These models
wield exceptional influence, intensifying concerns about the
arbitrariness present in their decisions. Unlike other algo-
rithmic leviathans, foundational models transcend individ-
ual sectors and are used across a diverse array of contexts,
amplifying their impact. This universality highlights the po-
tential harm associated with the arbitrariness and the dis-
criminatory challenges of foundational models.

These models stand out as a case study that demands spe-
cial attention, given their common practice of employing
closed-source datasets and models. This practice of closed
systems hampers transparency, complicating efforts to audit
the model for arbitrariness. The extreme costs of training,
and thus the infeasibility of retraining foundational models,
also underscores the imperative of addressing arbitrariness
online. Moreover, the majority of foundational models are
controlled by established tech monopolies, facilitating rapid
integration into a range of products. This necessitates en-
hanced regulatory measures to prevent their unchecked dom-
inance in various fields. Consequently, a discussion among
legal and policy experts is necessary to address the concerns
of fair competition and safeguard individuals against adver-
sities resulting from multiplicity in foundational models.

7 Discussion and Limitations
In this paper, we provided empirical results and legal argu-
ments on model multiplicity to address the cost of arbitrari-
ness for individuals. A limitation of our legal discussion lies
in the absence of real-world case studies. We believe that the
lack of awareness among the general public regarding the ar-
bitrary nature of model selection contributes to the absence
of legal studies on the arbitrariness of automated systems;
our work serves as a crucial step in shedding light on the
inherent problems associated with multiplicity. We also use
only a single tabular dataset in our experiments that is tai-
lored to the hiring domain, while the other datasets in our ap-
pendix are from diverse domains. This is due to the scarcity



of publicly available hiring datasets. However, we believe
that our empirical results are still relevant, as they highlight
the arbitrariness inherent in learning.

With this paper, we aim to initiate an interdisciplinary
conversation on the impact of model multiplicity on individ-
uals, increasing awareness and laying the groundwork for
further research in this domain.
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A Additional Details on Experiment Setup
A.1 Self Consistency
For measuring multiplicity in our paper, we use self-
consistency (Cooper et al. 2024). Given b models in the
Rashomon set, where the final prediction is 0 for b0 mod-
els and 1 for the rest b1 = b− b0 models, self-consistency is
defined as 1 − b0b1

b(b−1) . This metric represents the likelihood
of choosing two models randomly from the Rashomon set,
and getting the same output.

A.2 Creating Rashomon Sets
To create the Rashomon sets, we change the underlying
dataset, the model hyperparameters and the random seeds.
For simulating a change in the underlying dataset, we sim-
ply choose a random subset of 12 features out of 18 fea-
tures in our dataset, and repeat this 100 times with a dif-
ferent subset of features each time. For simulating a change
in the model hyperparameters, we change the model’s batch

size, the model’s learning rate, and the optimizer (choosing
between SGD and Adam). Finally, we set a random seed to
control both the stochasticity of model weight initialization
and training data shuffling and change this seed 500 times.
When making all three changes simultaneously, we run ex-
ponentially many training runs by randomly changing the
parameters on all three axes as defined above, until we found
20 models that satisfied the performance constraints.

A.3 Defining Robustness
We define robustness as the stability of model predictions
under input noise, more specifically noise of ±$5000 in the
feature column PreviousSalary. To binarize this metric, so
that we can measure self-consistency, we define robustness
as follows. If the individual’s predictions do not change with
an increase (and a decrease) of the feature PreviousSalary
by $5000 then we consider that individual robust, else we
consider them not robust.

A.4 Defining Privacy
We define privacy as the prediction made by a membership
inference attack algorithm. We perform membership infer-
ence using a simple threshold-based algorithm (Yeom et al.
2018). We choose the threshold for binarizing the member-
ship inference scores by utilizing our knowledge of the train
test split. This assignment thus becomes the membership in-
ference prediction for a data point, given a specific model,
and we can then measure self-consistency for privacy.

B Results on Additional Datasets
Datasets We perform additional experiments on a tabular
dataset (South German Credit (Hofmann 1994)), an image
dataset (UTKFace (Zhang, Song, and Qi 2017)), and a text
dataset (Jigsaw (cjadams et al. 2017)), to cover a diverse
set of distributions and modalities. South German Credit
dataset (Hofmann 1994) is a tabular dataset containing per-
sonal and financial information of 1000 unique individuals,
with the binary classification task of predicting whether the
individual has good or bad credit. We use the protected at-
tribute age for this dataset, discretizing it into two binary age
groups, [19− 59, 59− 75]. UTKFace dataset (Zhang, Song,
and Qi 2017) is an image dataset containing over 20, 000
face images with attributes like age, race, and perceived gen-
der of each individual in the image. We use the perceived
gender label to create a binary classification task and the race
label as the protected attribute. Jigsaw toxicity classification
dataset (cjadams et al. 2017) is a text dataset that contains
Wikipedia comments labelled by human annotators for vari-
ous forms of toxicity, converted to a binary text classification
task by discretizing the overall toxicity score. Given the sig-
nificantly large size of the dataset, we use the test split of the
dataset, still containing close to 100k Wikipedia comments.
We use the labels associated with religion, sexual orienta-
tion, gender identities and race as the protected attributes.
All datasets are split 80− 20 into train and test sets.

Models and Learning Setup We use a feed-forward net-
work with a single hidden layer containing 10 neurons and
ReLU for the South German Credit dataset and train 1000



models with changing random seeds to capture the multi-
plicity. Similarly, we use ResNet18, trained from scratch,
for the UTKFace dataset, and train 50 models with changing
random seeds. Finally, we use a set of 25 publicly available
BERT models (Sellam et al. 2021) that were all trained with
the same setup but different random seeds and learn logistic
regression on the embeddings for the Jigsaw dataset.

B.1 New Rashomon Sets
To emphasize the broader definition of Rashomon sets, we
perform a case study on the South German Credit dataset.
In this study, we train 1000 models on the South German
Credit dataset with changing random seeds. We then select
models based on two criteria: (i) based solely on the accu-
racy with a 2% threshold, and (ii) considering both accuracy
and group fairness (accuracy disparity across different age
groups) again with a 2% threshold. The first criterion led to
the selection of 121 models, while the second criterion re-
sulted in the selection of only 6 models, out of the original
1000. This setup aims to simulate real-world model selec-
tion, where a user might want to select the best performing
model. For both scenarios, we record the self-consistency
scores of predictive multiplicity across all 200 individuals
from the test set: results are collected in Figure 2(a).

Remarkably, despite being a more refined model selec-
tion criterion and with fewer models in the Rashomon set,
the second set of constraints results in lower self-consistency
scores for a greater number of individuals. That is, despite
similar performance in terms of accuracy and group fair-
ness, we find that the final prediction for many individuals
still relies heavily on the arbitrariness of model selection
among the 6 final models. We highlight the shift in multiplic-
ity trends under various choices of performance constraints,
underscoring the reality of model selection that would have
been missed if the Rashomon sets were solely examined
through the lens of similar accuracy.

We repeat the same case study with a fixed model selec-
tion criteria (i.e., both accuracy and group fairness); and our
focus instead shifts towards measuring multiplicity using
two distinct effects of multiplicity: (i) model predictions and
(ii) membership inference. We perform membership infer-
ence using a simple threshold-based algorithm (Yeom et al.
2018). Among the 1000 individuals in our dataset, we pre-
dict the top 800 individuals with the highest output logits
for each model as members, designating the remaining 200
as non-members (utilizing our knowledge of the train-test
split). This assignment thus becomes the membership infer-
ence prediction for a data point, given a specific model. The
subsequent measurements then closely mirror model predic-
tions. This time, we gather the self-consistence scores of
both scenarios for individuals in the train set: the results are
collected in Figure 2(b).

In line with our earlier discussion, the trends in self-
consistency between these two distinct multiplicity met-
rics are noticeably different. The self-consistency scores for
membership inference are lower, which suggests that the ar-
bitrary selection of a model has a more pronounced impact
on an individual’s privacy than their predictions. These case
studies together showcase the significance of formalizing a

broader definition of model multiplicity.

B.2 Disparate Arbitrariness across Demographics
We begin by studying the predictive multiplicity across var-
ious racial groups in the UTKFace dataset. For fairness con-
straints, we employ threshold optimization to improve ac-
curacy parity (Hardt, Price, and Srebro 2016), while using
a single threshold for all groups. The results are presented
in Figure 3. In Figure 3(a), a substantial portion of the test
data exhibits self-consistency scores below 1, indicating that
predictions for these individuals (unfortunately) depend on
the arbitrariness of model selection. Notably, this trend is
more pronounced for certain racial groups. The Asian racial
group, in particular, has twice as many fractions of individu-
als with lower self-consistency scores compared to any other
racial group, highlighting a significant disparity in multiplic-
ity. At first glance, one might attribute this disparity to biases
in the model, expecting it to diminish under fairness con-
straints. However, Figure 3(b) shows that the introduction
of threshold optimizations in this setting instead amplifies
the arbitrariness for all groups. This result aligns with obser-
vations of higher multiplicity under fairness constraints by
Long et al. (2023), emphasizing that the disparity in multi-
plicity can exist in the absence of a disparity in performance.

We extend our experiments to the Jigsaw toxicity classifi-
cation dataset and record the multiplicity across various pro-
tected groups in Figure 4. We see similar trends of high dis-
parity in multiplicity across groups. For instance, text com-
ments referencing Christianity exhibit an ambiguity of only
∼ 0.3 in toxicity classification—indicating that only 30% of
the data is affected by the arbitrariness of model selection.
Conversely, comments referencing Muslims show a higher
ambiguity of ∼ 0.68 in toxicity classification, i.e., 68% of
the data from this group is susceptible to the arbitrariness of
model selection. Thus, predictions on the toxicity of a text
can undergo significant changes for certain demographics
simply because of an arbitrary change in the model’s ran-
dom seed during training, while the predictions for the other
demographic groups would remain mostly consistent.

We conclude our empirical study by underscoring the dis-
parity of multiplicity across various protected groups when
examining the arbitrary nature of model selection in ma-
chine learning. We even saw this vulnerability increase with
explicit fairness constraints, despite the reduction in bias
scores for existing fairness metrics.
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(a) Model Selection with Accuracy
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(b) Predictive Multiplicity vs Mul-
tiplicity of Membership Inference Performance Metric:

Accuracy
Performance Metric:
Accuracy + Fairness

Multiplicity Metric:
Model Predictions
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Figure 2: (a) Distribution of self-consistency scores for individuals in the South German Credit test set (Hofmann 1994), across
models selected using only accuracy vs both accuracy and fairness. The impact of multiplicity is more pronounced in the latter
case, which underscores the significance of the performance metrics. (b) Distribution of self-consistency scores for individuals
in the South German Credit train set (Hofmann 1994) under a fixed model selection criteria (both accuracy and fairness)
but measured on either model predictions, i.e., predictive multiplicity, or membership inference predictions. Although not as
pronounced as before, distinct trends persist between the two settings, reiterating the importance of the multiplicity metric in
model multiplicity.
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Figure 3: Model multiplicity across four different racial groups on the UTKFace dataset (Zhang, Song, and Qi 2017). (a) We
find a clear disparity in multiplicity across different groups, where the under-represented group contains a significantly higher
percentage of individuals with low self-consistency scores than other majority groups. (b) Not only do these trends generalize
to other measures of multiplicity, we even find an increase in multiplicity scores under fairness constraints (here, threshold
optimization to achieve accuracy parity).
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Figure 4: Model multiplicity (measured as ambiguity) across various protected groups on the Jigsaw toxicity classification
dataset (cjadams et al. 2017) The multiplicity disparity between groups is dramatically high in this setting, emphasizing the
previously seen trends.
(Legend) Budd: Buddhist; Christ: Christian; Jew: Jewish; Bi:Bisexual; Hetero:Heterosexual; Homo:Homosexual;
Trans:Transgender.


